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IN THE UNITED STATES DISTRICT COURT 

DISTRICT OF KANSAS 

 

 

STEPHANIE ANTHONY, 

 

          Plaintiff, 

 

vs. 

 

HOME DEPOT U.S.A., INC., 

HOME DEPOT INC. d/b/a HOME DEPOT, 

 

          Defendants. 

 

 

 

NO. 18-2302-CM 

 

 

 

 

 

PROTECTIVE ORDER 

 

The parties agree that during the course of discovery it may be necessary to disclose 

certain confidential information relating to the subject matter of this action.  They agree 

that certain categories of such information should be treated as confidential, protected from 

disclosure outside this litigation, and used only for purposes of prosecuting or defending 

this action and any appeals.  The parties jointly request entry of this proposed Protective 

Order to limit the disclosure, dissemination, and use of certain identified categories of 

confidential information. 

The parties assert in support of their request that protection of the identified 

categories of confidential information is necessary because Plaintiff has requested that 

Home Depot’s produce “all versions of Home Depot policies, procedures, by-laws, rules 

and regulations in effect in June 2016 which relate to preventing or avoiding shopper’s 

injuries.”  Home Depot’s responsive documents are internal, non-public, and sensitive 
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commercial information, which describe in detail Home Depot’s policies and procedures.  

The policies and procedures are proprietary to Home Depot and used by Home Depot to 

conduct an industry-leading retail home improvement business.  Home Depot has a 

commercial and competitive interest in protecting such policies and procedures from public 

disclosure.   

For good cause shown under Fed. R. Civ. P. 26(c), the court grants the parties’ joint 

request and hereby enters the following Protective Order: 

1. Scope.  All documents and materials produced in the course of discovery of 

this case, including initial disclosures, responses to discovery requests, all deposition 

testimony and exhibits, and information derived directly therefrom (hereinafter collectively 

“documents”), are subject to this Order concerning Confidential Information as set forth 

below.  As there is a presumption in favor of open and public judicial proceedings in the 

federal courts, this Order will be strictly construed in favor of public disclosure and open 

proceedings wherever possible.  

2. Definition of Confidential Information.  As used in this Order, 

“Confidential Information” is defined as information that the producing party designates 

in good faith has been previously maintained in a confidential manner and should be 

protected from disclosure and use outside the litigation because its disclosure and use is 

restricted by statute or could potentially cause harm to the interests of disclosing party or 

nonparties.  For purposes of this Order, the parties will limit their designation of 

“Confidential Information” to the following categories of information or documents:  
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Home Depot’s policies, procedures, by-laws, rules, and/or regulations; Home Depot’s 

investigative materials; Plaintiff’s medical records; and Plaintiff’s employment/personnel 

records. 

Information or documents that are available to the public may not be designated as 

Confidential Information. 

3.   Form and Timing of Designation.  The producing party may designate 

documents as containing Confidential Information and therefore subject to protection 

under this Order by marking or placing the word “CONFIDENTIAL” (hereinafter “the 

marking”) on the document and on all copies in a manner that will not interfere with the 

legibility of the document.  As used in this Order, “copies” includes electronic images, 

duplicates, extracts, summaries or descriptions that contain the Confidential Information.  

The marking will be applied prior to or at the time the documents are produced or disclosed.  

Applying the marking to a document does not mean that the document has any status or 

protection by statute or otherwise except to the extent and for the purposes of this Order.  

Copies that are made of any designated documents must also bear the marking, except that 

indices, electronic databases, or lists of documents that do not contain substantial portions 

or images of the text of marked documents and do not otherwise disclose the substance of 

the Confidential Information are not required to be marked.  By marking a designated 

document as confidential, the designating attorney thereby certifies that the document 

contains Confidential Information as defined in this Order. 
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4. Inadvertent Failure to Designate. Inadvertent failure to designate any 

document or material as containing Confidential Information will not constitute a waiver 

of an otherwise valid claim of confidentiality pursuant to this Order, so long as a claim of 

confidentiality is asserted within 30 days after discovery of the inadvertent failure.  

  5. Depositions. Deposition testimony will be deemed confidential only if 

designated as such when the deposition is taken or within a reasonable time period after 

receipt of the deposition transcript.  Such designation must be specific as to the portions of 

the transcript and/or any exhibits to be protected. 

6. Protection of Confidential Material. 

(a) General Protections.  Designated Confidential Information must be 

used or disclosed solely for purposes of prosecuting or defending this lawsuit, including 

any appeals.  

(b) Who May View Designated Confidential Information.  Except 

with the prior written consent of the designating party or prior order of the court, designated 

Confidential Information may only be disclosed to the following persons:  

(1)  The parties to this litigation, including any employees, agents, 

and representatives of the parties;1 

 

                                                 
1If the confidential documents contain highly sensitive trade secrets or other highly sensitive com-

petitive or confidential information and disclosure to another party would result in demonstrable 

harm to the disclosing party, then the parties may stipulate or move for the establishment of an 

additional category of protection, (e.g., Attorneys’ Eyes Only) that prohibits disclosure of such 

documents or information to that category or that limits disclosure only to specifically designated 

in-house counsel or party representative(s) whose assistance is reasonably necessary to the conduct 

of the litigation and who agree to be bound by the terms of the Order. 
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(2) Counsel for the parties and employees and agents of counsel;  

 

(3)  The court and court personnel, including any special master 

appointed by the court, and members of the jury;  

 

(4) Court reporters, recorders, and videographers engaged for 

depositions; 

 

(5) Any mediator appointed by the court or jointly selected by the 

parties; 

 

(6)  Any expert witness, outside consultant, or investigator retained 

specifically in connection with this litigation, but only after 

such persons have completed the certification contained in 

Attachment A, Acknowledgment and Agreement to be Bound; 

 

(7) Any potential, anticipated, or actual fact witness and his or her 

counsel, but only to the extent such confidential documents or 

information will assist the witness in recalling, relating, or 

explaining facts or in testifying, and only after such persons 

have completed the certification contained in Attachment A; 

 

(8) The author or recipient of the document (not including a person 

who received the document in the course of the litigation); 

 

(9) Independent providers of document reproduction, electronic 

discovery, or other litigation services retained or employed 

specifically in connection with this litigation; and 

 

(10) Other persons only upon consent of the producing party and on 

such conditions as the parties may agree. 

(c) Control of Documents.  The parties must take reasonable efforts to 

prevent unauthorized or inadvertent disclosure of documents designated as containing 

Confidential Information pursuant to the terms of this Order.  Counsel for the parties must 

maintain a record of those persons, including employees of counsel, who have reviewed or 
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