
1 See, e.g., New Sensations, Inc. v. Does 1 - 83, 12-cv-10944 (D. Mass.); New Sensations, Inc. v. Does 1 -
175, 12-cv-11721 (D. Mass.); SBO Pictures v. Does 1-41, Case No. 12-cv-10804 (D. Mass.); Third World Media,
LLC v. Does 1-21, Case No. 12-cv-10947 (D. Mass.); PW Productons, Inc. v. Does 1 - 19, Case No. 12-cv-10814
(D. Mass.); Third Degree Films v. Does 1-72, Case No. 12-cv-10760 (D. Mass.).  

UNITED STATES DISTRICT COURT 
DISTRICT OF MASSACHUSETTS

                         
_______________________________________

PARADOX PICTURES, INC.,

Plaintiff,

v.

DOES 1 - 20,

Defendants.
_______________________________________

)
)
)
)
) Civil Action No.
) 12-10815-FDS
)
)
)
)
)

MEMORANDUM AND ORDER

SAYLOR, J.

This case is one of a number of similar copyright infringement actions filed in this court

by adult film producers against large numbers of unnamed “Doe” defendants.1  The plaintiffs’

claims and filings are virtually identical in all of these cases, and they have been brought by the

same attorney.  The strategy implemented by these plaintiffs has been to file mass copyright

infringement lawsuits against “Doe” defendants known only by their IP addresses, alleging that a

person associated with each IP address illegally reproduced a pornographic film using BitTorrent

file sharing technology as part of single “swarm.”  Plaintiffs then move for expedited discovery

of the information identifying the defendants by means of Rule 45 subpoenas served on the

relevant Internet Service Providers (“ISPs”).  

In a number of cases, district courts have exercised their discretion under Fed. R. Civ. P.

20 to sever and dismiss the action against all of the “Doe” defendants but one.  This Court issued
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an order directing plaintiff to show cause why it should not do the same here.  

Because, after reviewing plaintiff’s response to that order, the Court finds that joinder in

such a case is neither proper under Rule 20(a), nor advisable pursuant to the factors under 20(b),

the Court will exercise its discretion under Rule 21 and sever all of the “Doe” defendants except

“John Doe #1.”  Plaintiff will be permitted to refile against each of the other defendants in

separate actions if it so elects.      

I. Background

A. Factual Background

Plaintiff, Paradox Pictures, Inc., (“PPI”) is a California corporation and the owner of the

copyright for the motion picture “OMG... It's The Nanny XXX Parody.”  (Compl. ¶ 8).  PPI

alleges that each of the 83 “Doe” defendants has infringed PPI’s copyright by “reproduc[ing]

and/or distribut[ing] to the public . . . at least a substantial portion of the Motion Picture.”  (Id. at

¶ 19).  PPI alleges that other infringers using defendants’ Internet accounts through the

BitTorrent network also have illegally reproduced the copyrighted work.  The “Doe” defendants

are unknown to PPI, other than by the IP address assigned to him or her by an ISP.

BitTorrent technology facilitates large data transfers across so-called “peer-to-peer”

(“P2P”) networks at high speeds.  (Compl. ¶ 9).  When the first file-provider decides to share a

file (“seed”) with a BitTorrent network, the protocol breaks that single large file into a series of

smaller pieces.  Brown v. Thames, 2011 U.S. Dist. LEXIS 82746, *5-6 (C.D. Cal. June 15,

2011).  Then, when a new network user (“peer”) downloads the large file, the file is assembled

by combining a different piece of the data from each peer who has already downloaded the file. 

(Compl. ¶ 9).  This differs from traditional P2P network downloading, in that the entire file does
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not simply copy from one user to another.  As additional peers request the same exact file, they

become part of the same network, which is called a “swarm.” (Id.).  Every member of the swarm

has the same version of the seed file on his or her computer and, when connected to the network,

is contributing a piece of that file to any peer who is then downloading the copyrighted material. 

(Id.).

PPI alleges that the “Doe” defendants are all part of the same swarm, exchanging the

same file containing PPI’s copyrighted work.  (Compl. ¶ 11; Pl. Resp. at 2).  According to the

complaint, a device connected to each of the IP addresses identified in Exhibit A to the

complaint has downloaded a file containing the copyrighted work with “the same exact hash

mark (a 40-character hexadecimal string which through cryptographic methods clearly identifies

the [file], comparable to a forensic digital fingerprint).”  (Compl. ¶ 11; Compl. Ex. A).  At PPI’s

request, Copyright Enforcement Group, LLC (“CEG”) utilized its file-sharing forensic software

to obtain the IP addresses that were used by swarm members, that is, where the hash-marked file

was downloaded.   (Compl. Ex. B ¶ 35).  CEG further utilized geo-location software and tracking

data to determine that the IP addresses of the “Doe” defendants are likely within the relevant

geographic location of the Court.  (Compl. ¶ 14). 

PPI alleges that the “Doe” defendants in this case “engaged in a series of related

transactions, because they all downloaded the exact same file (not just the same copyrighted

work), within a limited period of time . . . and because in order to download a movie (or parts of

it), one must permit other users to download and/or upload the file from one’s own computer.” 

(Compl. ¶ 13).
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B. Procedural Background

On May 4, 2012, PPI commenced this action against 20 unnamed “Doe” defendants.  On

May 7, PPI filed an emergency motion for discovery seeking permission to serve Rule 45

subpoenas on ISPs of the listed IP addresses.  The subpoenas were intended to obtain from the

ISP information sufficient to identify each defendant, including name, address (present and at the

time of infringement), e-mail address, and Media Access Control ("MAC") address.  (Pl. Em.

Mot.  ¶ 1).  On May 7, Judge Zobel granted that motion.  Since that date, a number of defendants

have apparently been identified, and some of them have filed separate motions to quash the

subpoena.   In addition, some defendants have apparently settled with PPI.  

On September 26, 2012, this Court issued an order directing PPI to show cause why the

Court should not sever all of the “Doe” defendants but one on the grounds that the infringement

claims do not arise out of the same transaction or occurrence as required for permissive joinder

under Fed. R. Civ. P. 20(a)(2). 

II. Analysis

A. Permissive Joinder Under Rule 20(a)(2)

Pursuant to Fed. R. Civ. P. 20(a)(2), permissive joinder of defendants is proper if the

following two conditions are satisfied:  “(A) any right to relief is asserted against them jointly,

severally, or in the alternative with respect to or arising out of the same transaction, occurrence,

or series of transactions or occurrences; and (B) any question of law or fact common to all

defendants will arise in the action.”  There is no question that there exist at least some questions

of law or fact common to all defendants.  The issue, therefore, is whether defendants’ alleged

downloading and uploading conduct arises out of the same “transaction or occurrence.”
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There is not, as of yet, a clearly established rule in the First Circuit as to what constitutes

the same “transaction or occurrence” for purposes of joinder under Rule 20(a).  In a recent

decision in this district, Judge Young applied the “logical relationship” test as articulated by the

Federal Circuit in In re EMC.  That test deems individual claims to arise from the same

transaction or occurrence if the “infringing acts . . . share an aggregate of operative facts.”  Id. at

1358.   However, that test must be constrained by the established principle that joinder is not

proper simply because defendants allegedly “committed the exact same violation of the law in

exactly the same way.”  New Sensations, Inc. v. Doe, 2012 U.S. Dist. LEXIS 142032 (N.D. Cal.

Oct. 1, 2012) (quoting Pac. Century Int'l Ltd. v. Does 1-101, 2011 U.S. Dist. LEXIS 73837, at *4

(N.D. Cal. Jul. 8, 2011)).  

District courts dealing with the issue of joinder in the context of similar cases have issued

reasoned decisions on both sides.  See Next Phase Distrib., Inc. v. Does 1-27, 2012 U.S. Dist.

LEXIS 107648, at *6-12 (S.D.N.Y. July 31, 2012) (describing in more detail the district court

split).  Courts in this district have been generally disinclined to find joinder improper under the

application of Rule 20(a), but have nonetheless exercised their discretion to sever and dismiss

the claims.  See, e.g., Third Degree Films v. Doe, 2012 U.S. Dist. LEXIS 142079 (D. Mass. Oct.

2, 2012) (“ground[ing] its determination to sever the Doe defendants in this action and like

actions on a basis squarely within the Court's expertise: fundamental fairness and justice to all

parties”).   This Court will analyze the issue under both an objective Rule 20(a) “transaction or

occurrence” test and a discretionary “fundamental fairness” test.        

Plaintiff contends that the nature of the BitTorrent swarm alone should be enough to meet

the “logical relationship” test.  It further contends that every defendant understands how the

Case 1:12-cv-10815-FDS   Document 15   Filed 11/05/12   Page 5 of 9

f 

 

Find authenticated court documents without watermarks at docketalarm.com. 

https://www.docketalarm.com/


Real-Time Litigation Alerts
  Keep your litigation team up-to-date with real-time  

alerts and advanced team management tools built for  
the enterprise, all while greatly reducing PACER spend.

  Our comprehensive service means we can handle Federal, 
State, and Administrative courts across the country.

Advanced Docket Research
  With over 230 million records, Docket Alarm’s cloud-native 

docket research platform finds what other services can’t. 
Coverage includes Federal, State, plus PTAB, TTAB, ITC  
and NLRB decisions, all in one place.

  Identify arguments that have been successful in the past 
with full text, pinpoint searching. Link to case law cited  
within any court document via Fastcase.

Analytics At Your Fingertips
  Learn what happened the last time a particular judge,  

opposing counsel or company faced cases similar to yours.

  Advanced out-of-the-box PTAB and TTAB analytics are  
always at your fingertips.

Docket Alarm provides insights to develop a more  

informed litigation strategy and the peace of mind of 

knowing you’re on top of things.

Explore Litigation 
Insights

®

WHAT WILL YOU BUILD?  |  sales@docketalarm.com  |  1-866-77-FASTCASE

API
Docket Alarm offers a powerful API 
(application programming inter-
face) to developers that want to 
integrate case filings into their apps.

LAW FIRMS
Build custom dashboards for your 
attorneys and clients with live data 
direct from the court.

Automate many repetitive legal  
tasks like conflict checks, document 
management, and marketing.

FINANCIAL INSTITUTIONS
Litigation and bankruptcy checks 
for companies and debtors.

E-DISCOVERY AND  
LEGAL VENDORS
Sync your system to PACER to  
automate legal marketing.


