
Trials@uspto.gov Paper 11 
Tel: 571-272-7822 Entered: May 21, 2014 

 

UNITED STATES PATENT AND TRADEMARK OFFICE 
_______________ 

BEFORE THE PATENT TRIAL AND APPEAL BOARD 
_______________ 

TOSHIBA CORPORATION; TOSHIBA AMERICA, INC.; 
TOSHIBA AMERICA ELECTRONIC COMPONENTS, INC.; AND 

TOSHIBA AMERICA INFORMATION SYSTEMS, INC. 
Petitioner 

v. 

INTELLECTUAL VENTURES II LLC 
Patent Owner 

_______________ 
 

Case IPR2014-00201 
Patent 6,618,788 

_______________ 
 
 

Before KEVIN F. TURNER, TREVOR M. JEFFERSON,  
and DAVID C. MCKONE, Administrative Patent Judges.  
 
MCKONE, Administrative Patent Judge. 
 
 

DECISION  
Denying Institution of Inter Partes Review 

37 C.F.R. § 42.108 
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I. INTRODUCTION 

A. Background 

Toshiba Corporation, Toshiba America, Inc., Toshiba America 

Electronic Components, Inc., and Toshiba America Information Systems, 

Inc. (collectively “Petitioner”) filed a Corrected Petition (Paper 8, “Pet.”) to 

institute an inter partes review of claims 1-27 of U.S. Patent No. 6,618,788 

(Ex. 1001, “the ’788 patent”).  See 35 U.S.C. § 311.  Intellectual Ventures II 

LLC (“Patent Owner”) filed a Preliminary Response (Paper 10, “Prelim. 

Resp.”).   

The standard for instituting an inter partes review is set forth in 

35 U.S.C. § 314(a), which provides as follows: 

THRESHOLD.—The Director may not authorize an inter partes 
review to be instituted unless the Director determines that the 
information presented in the petition filed under section 311 
and any response filed under section 313 shows that there is a 
reasonable likelihood that the petitioner would prevail with 
respect to at least 1 of the claims challenged in the petition. 

We determine that the record before us does not demonstrate that 

there is a reasonable likelihood that Petitioner would prevail with respect to 

at least one challenged claim.  We consequently deny the petition and 

decline to institute an inter partes review of the ’788 patent. 

 

B. Related Matters 

Patent Owner has asserted the ’788 patent against Petitioner in 

Intellectual Ventures I LLC and Intellectual Ventures II LLC v. Toshiba 

Corporation et al., Case No. 1:13-cv-00453 (D. Del.).  Pet. 1; Paper 4 at 2. 
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C. References Relied Upon 

Petitioner relies upon the following prior art references: 

Ex. 1003 Bastiani US 6,609,167 B1  Aug. 19, 2003 
      (filed Mar. 15, 2000) 

Ex. 1005 McDonald US 6,421,760 B1  July 16, 2002 
      (filed Apr. 26, 2000) 

Ex. 1006 Clay  US 5,465,338  Nov. 7, 1995 
 

D. The Asserted Grounds 

Petitioner contends that the challenged claims are unpatentable based 

on the following specific grounds (Pet. 7):   

References Basis Claims challenged 

Bastiani § 102(e) 1, 9, 10, 17-20, 22, 24 

Bastiani § 103(a) 1-27 

Bastiani and McDonald § 103(a) 7, 16, and 21 

Bastiani and Clay § 103(a) 23 

 

II. ANALYSIS 

A. The ’788 Patent 

The ’788 patent is directed to techniques for communicating over a 

serial communication connection, such as a universal serial bus (“USB”), 

between a computer host and a remote device that conforms to one or more 

of the Advanced Technology Attachment (“ATA”) standards.  Ex. 1001, 

Abstract.  The ATA standards are promulgated by the American National 

Standards Institute (“ANSI”) and define the physical, electrical, transport, 
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 The host communicates with the ATA device by accessing, reading 

from, and writing to registers on the ATA device.  Id., col. 1, l. 61-col. 2, 

l. 23.  For example, the ATA device executes register-driven commands 

from the host when those commands are written to the ATA device’s 

“COMMAND” register.  Id. at col. 2, ll. 1-9.  The host includes a register-

based ATA host driver that formats ATA register accesses into ATA 

command blocks, which are packets.  Id. at col. 4, ll. 11-14; col. 5, ll. 57-63; 

Fig. 7.  The command blocks are sent from the host to the bridging circuit.  

Id. at col. 4, ll. 14-15; col. 5, l. 64-col. 6, l. 6; col. 6, ll. 26-34.  At the 

bridging circuit, a controller receives an ATA command block, recognizes it 

as a command block, and parses it into a sequence of ATA register accesses.  

Id. at col. 6, ll. 7-14; Fig. 7.  The controller then delivers the ATA register 

access sequence to an ATA register protocol adapter for execution.  Id. at 

col. 6, ll. 14-15; Fig. 7.  The ATA register protocol adapter contains the 

functionality for communicating asynchronously with the ATA device.  

Id. at col. 6, ll. 20-22. 

 When a given ATA register-delivered transaction requests the values 

stored in one or more of the ATA device’s registers, the bridging circuit 

sends those values to the host in a packet format.  Id. at col. 4, ll. 20-23. 

Claim 1, reproduced below, is illustrative of the claimed subject 

matter: 

1. A method of controlling an ATA device using 
packet-based communication between a host and a packet-to-
ATA bridge, the method comprising 

at the host:  

f 

 

Find authenticated court documents without watermarks at docketalarm.com. 

https://www.docketalarm.com/


Real-Time Litigation Alerts
	� Keep your litigation team up-to-date with real-time  

alerts and advanced team management tools built for  
the enterprise, all while greatly reducing PACER spend.

	� Our comprehensive service means we can handle Federal, 
State, and Administrative courts across the country.

Advanced Docket Research
	� With over 230 million records, Docket Alarm’s cloud-native 

docket research platform finds what other services can’t. 
Coverage includes Federal, State, plus PTAB, TTAB, ITC  
and NLRB decisions, all in one place.

	� Identify arguments that have been successful in the past 
with full text, pinpoint searching. Link to case law cited  
within any court document via Fastcase.

Analytics At Your Fingertips
	� Learn what happened the last time a particular judge,  

opposing counsel or company faced cases similar to yours.

	� Advanced out-of-the-box PTAB and TTAB analytics are  
always at your fingertips.

Docket Alarm provides insights to develop a more  

informed litigation strategy and the peace of mind of 

knowing you’re on top of things.

Explore Litigation 
Insights

®

WHAT WILL YOU BUILD?  |  sales@docketalarm.com  |  1-866-77-FASTCASE

API
Docket Alarm offers a powerful API 
(application programming inter-
face) to developers that want to 
integrate case filings into their apps.

LAW FIRMS
Build custom dashboards for your 
attorneys and clients with live data 
direct from the court.

Automate many repetitive legal  
tasks like conflict checks, document 
management, and marketing.

FINANCIAL INSTITUTIONS
Litigation and bankruptcy checks 
for companies and debtors.

E-DISCOVERY AND  
LEGAL VENDORS
Sync your system to PACER to  
automate legal marketing.


