
Trials@uspto.gov      Paper 143 
571-272-7822  Date: May 4, 2021 
 

UNITED STATES PATENT AND TRADEMARK OFFICE 

____________ 
 

BEFORE THE PATENT TRIAL AND APPEAL BOARD 
____________ 

 

RPX CORPORATION, 
Petitioner, 

v. 

APPLICATIONS IN INTERNET TIME, LLC, 
Patent Owner. 
____________ 

IPR2015-01750 (Patent 8,484,111 B2) 
IPR2015-01751 (Patent 7,356,482 B2) 
IPR2015-01752 (Patent 7,356,482 B2) 

____________ 
 
 
 
Before SCOTT R. BOALICK, Chief Administrative Patent Judge,  
JACQUELINE WRIGHT BONILLA, Deputy Chief Administrative Patent Judge, 
and SCOTT C. WEIDENFELLER, Vice Chief Administrative Patent Judge. 
 
WEIDENFELLER, Vice Chief Administrative Patent Judge 
 

 
ORDER  

Denying Petitioner’s Motion to Expunge 
37 C.F.R. § 42.561 

 

                                           
1  This decision pertains to Cases IPR2015-01750, IPR2015-01751, and IPR2015-
01752, as Petitioner’s Motions to Expunge are substantively the same in each case. 
Citations are to the paper numbers in Case IPR2015-01750. 
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I. INTRODUCTION 

On March 11, 2021, Petitioner filed a Motion to Expunge certain documents 

under seal in each of the captioned cases.  IPR2015-01750, Paper 143, 14–17 

(“Motion” or “Mot.”); see also IPR2015-01751, Paper 143; IPR2015-01752, Paper 

141.2  For any requested document that we deny expungement, Petitioner 

alternatively requests that the sealed document be kept confidential and separate 

from the files of the involved patent.  Mot. 1.  On March 19, 2021, Patent Owner 

filed an opposition to Petitioner’s motion to expunge the confidential information.  

Paper 144.  Patent Owner requests that we deny Petitioner’s request to expunge 

and instead maintain the confidential information in the sealed record.  Id. at 1.  

For the following reasons, the Motion to expunge in each case is denied. 

II. ANALYSIS 

We previously granted Petitioner’s motions to seal the documents that 

Petitioner now requests to be expunged.  Paper 53; Paper 122.  We also sua sponte 

sealed our Final Decision on Remand Terminating Institution, also requested to be 

expunged.  Paper 125.  

The Consolidated Trial Practice Guide states the following regarding the 

treatment of confidential information: 

Confidential information that is subject to a protective order ordinarily 
would become public 45 days after denial of a petition to institute a 
trial or 45 days after final judgment in a trial.  There is an expectation 
that information will be made public where the existence of the 
information is referred to in a decision to grant or deny a request to 
institute a review or is identified in a final written decision following a 
trial.  A party seeking to maintain the confidentiality of information, 
however, may file a motion to expunge the information from the 
record prior to the information becoming public.  37 C.F.R. § 42.56.  
The rule balances the needs of the parties to submit confidential 

                                           
2 We cite to the record in IPR2015-01750, unless otherwise noted. 
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information with the public interest in maintaining a complete and 
understandable file history for public notice purposes.  The rule 
encourages parties to redact sensitive information, where possible, 
rather than seeking to seal entire documents. 

Consolidated Trial Practice Guide 21–22 (Nov. 2019) (“TPG”), available at 

https://www.uspto.gov/TrialPracticeGuideConsolidated.   

Petitioner divides its request into (1) documents with redacted versions 

available; and (2) documents sealed in their entirety without redacted versions 

available.  Petitioner asserts that all of the identified documents include 

“confidential, sensitive commercial information, including RPX’s IPR litigation 

strategy, confidential agreements with a third party, communications referring to 

terms of those confidential agreements, sensitive and improper disclosures of the 

confidential information, confidential business records, as well as trade secrets.”  

Mot. 7–8.  With respect to documents with redacted versions available, Petitioner 

further asserts that “[t]he public interest in maintaining a complete and 

understandable file history for public notice purposes is adequately served by 

retaining only the redacted versions of the confidential documents in the record.”  

Id. at 8. 

With respect to the documents sealed in their entirety without redacted 

versions available, Petitioner asserts that “many of the documents were produced 

voluntarily by Petitioner.  If confidential information produced voluntarily under a 

protective order were to be disclosed publicly, the producing party would be 

discouraged from volunteering discovery of confidential information in 

proceedings before the Board.”  Id. at 9.  Further, Petitioner asserts that 25 of the 

documents were not cited in any of the Board’s decisions and therefore 

“Petitioner’s interest in maintaining their confidentiality through expungement far 

outweighs the (nonexistent) public interest in disclosure of these documents.”  Id. 
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The confidential versions of the identified documents provide the basis for 

certain findings and conclusions in decisions by the Board, including the Final 

Decision on Remand (Paper 128), which is now designated precedential.  

Therefore, we determine that it would not be appropriate to expunge the 

confidential versions of those documents from the record.  Rather, we determine 

that it is appropriate to retain the confidential versions of the identified documents 

under seal in the record, as requested by Petitioner in the alternative.  Mot. 1, 12–

13.  Retaining all documents under seal will ensure a complete record while 

adequately addressing Petitioner's interest in maintaining their confidentiality.  The 

redacted public versions of the identified documents will be retained in the record 

for public access. 

I. ORDER 

It is hereby 

ORDERED that Petitioner’s Motion to Expunge in each of the captioned 

cases is denied; and 

FURTHER ORDERED that in IPR2015-01750, the confidential versions of 

Papers 21, 28, 34, 38–41, 51, 98, 100, 101, 112, 125 and Exs. 1019–1025, 1029, 

1031–1035, 1037–1043, 1046, 1073–1081, 1090–1092, 1094–1096, 2018–2019, 

2022, 2025–2027, and 2030 will remain under seal in the record. 

FURTHER ORDERED that in IPR2015-01751, the confidential versions of 

Papers 20, 28, 34, 38–41, 51, 100, 102, 103, 112, 125, and Exs. 1019–1025, 1029, 

1031–1035, 1037–1043, 1046, 1073–1081, 1090–1092, 1094–1096, 2018, 2019, 

2022, 2025–2027, 2030 will remain under seal in the record. 

FURTHER ORDERED that in IPR2015-01752, the confidential versions of 

Papers 20, 28, 33, 38–41, 51, 98, 100, 101, 110, 123 and Exs. 1119–1125, 1129, 
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1131–1135, 1137–1143, 1146, 1173–1181, 1190–1192, 1194–1196, 2018, 2019, 

2022, 2025–2027, 2030 will remain under seal in the record. 

 

  

f 

 

Find authenticated court documents without watermarks at docketalarm.com. 

https://www.docketalarm.com/


Real-Time Litigation Alerts
  Keep your litigation team up-to-date with real-time  

alerts and advanced team management tools built for  
the enterprise, all while greatly reducing PACER spend.

  Our comprehensive service means we can handle Federal, 
State, and Administrative courts across the country.

Advanced Docket Research
  With over 230 million records, Docket Alarm’s cloud-native 

docket research platform finds what other services can’t. 
Coverage includes Federal, State, plus PTAB, TTAB, ITC  
and NLRB decisions, all in one place.

  Identify arguments that have been successful in the past 
with full text, pinpoint searching. Link to case law cited  
within any court document via Fastcase.

Analytics At Your Fingertips
  Learn what happened the last time a particular judge,  

opposing counsel or company faced cases similar to yours.

  Advanced out-of-the-box PTAB and TTAB analytics are  
always at your fingertips.

Docket Alarm provides insights to develop a more  

informed litigation strategy and the peace of mind of 

knowing you’re on top of things.

Explore Litigation 
Insights

®

WHAT WILL YOU BUILD?  |  sales@docketalarm.com  |  1-866-77-FASTCASE

API
Docket Alarm offers a powerful API 
(application programming inter-
face) to developers that want to 
integrate case filings into their apps.

LAW FIRMS
Build custom dashboards for your 
attorneys and clients with live data 
direct from the court.

Automate many repetitive legal  
tasks like conflict checks, document 
management, and marketing.

FINANCIAL INSTITUTIONS
Litigation and bankruptcy checks 
for companies and debtors.

E-DISCOVERY AND  
LEGAL VENDORS
Sync your system to PACER to  
automate legal marketing.


