UNITED STATES PATENT AND TRADEMARK OFFICE

BEFORE THE PATENT TRIAL AND APPEAL BOARD

CISCO SYSTEMS, INC.,
Petitioner,
- VS' -
CENTRIPETAL NETWORKS, INC.,
Patent Owner

Case No.: IPR2018-01513
US Patent 9,560,077

PETITIONER’S DEMONSTRATIVE EXHIBITS
PTAB ORAL ARGUMENT
January 9, 2020

DOCKET

A R M Find authenticated court documents without watermarks at docketalarm.com.



https://www.docketalarm.com/

1. A method comprising:

provisioning, each device of a plurality of devices, with
one or more rules generated based on a boundary of a
network protected by the plurality of devices with one
or more networks other than the network protected by
the plurality of devices at which the device is config-
ured to be located; and

configuring, each device of the plurality of devices, to:
receive packets viaa communication interface that does

not have a network-layer address:

responsive to a determination by the device that a

portion of the packets recetved from or destined for

a host located in the network protected by the

plurality of devices corresponds to criteria specified

by the one or more rules, drop the portion of the

packets; and

T oWl Jocated. In TeTwork provecied By Tho
plumlity of devices cormespands 1o erilenia specified
by the one or more ales, drop the portion of the
packets: and

EX1001, Col. 20:52-67

NENMONSTRATIV/E EXHIRIT — NIOT F\/IDENICF

DOCKET

A R M Find authenticated court documents without watermarks at docketalarm.com.



https://www.docketalarm.com/

US 9,560,077 B2

19 20
o switch network trlic (&-MW!M&M ket security gateway 112 may utilize packet tmasfonma-
ane ar more of hosts A 902, B 904, and € 906, For example, hmﬁunﬂonlnilwwmﬂwm packet transfor-
LAN switch %08 may include o switching mastrix configuned n
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wd compuiler-asable data o computer-execulable instric-
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ar other devices 1o perform one or

ihed herein. Genirmlly, program mod

1. A method comprlsmg
provisioning, each device of a plurality of devices, v
one or more rules generated based on a boundary
network protected by the plurality of devices with
or more networks other than the network protectec
the plurality of devices at which the device 1s con
ured to be located; and

e packets via
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