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NOT *ICATION DATE DELIVERY MODE   

08/08/2012 ELECTRONIC

Please find below and/or attached an Office communication concerning this application or proceeding.

The time period for reply, if any, is set in the attached communication.

Notice of the Office communication was sent electronically on above—indicated "Notification Date" to the

following e—mail address(es):

cs2cd @ yah00.c0m
sa.cs2cd@ gmail.c0m
bally5 @ aol.c0m
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Application No. Applicant(s)

. 12/985,351 GRECIA, WILLIAM
Notice of Abandonment Examiner Art Unit

JAMES TURCHEN 2439

-- The MAILING DA TE of this communication appears on the cover sheet with the correspondence address--

This application is abandoned in view of:

1. I] Applicant’s failure to timely file a proper reply to the Office letter mailed on

(a) I] A reply was received on (with a Certificate of Mailing or Transmission dated ), which is after the expiration of the
period for reply (including a total extension of time of month(s)) which expired on

(b) I] A proposed reply was received on , but it does not constitute a proper reply under 37 CFR 1.113 (a) to the final rejection.

(A proper reply under 37 CFR 1.113 to a final rejection consists only of: (1) a timely filed amendment which places the
application in condition for allowance; (2) a timely filed Notice of Appeal (with appeal fee); or (3) a timely filed Request for
Continued Examination (RCE) in compliance with 37 CFR 1.114).

(c) [I A reply was received on but it does not constitute a proper reply, or a bona fide attempt at a proper reply, to the non-
final rejection. See 37 CFR 1.85(a) and 1.111. (See explanation in box 7 below).

(d) [I No reply has been received.

2. I] Applicant’s failure to timely pay the required issue fee and publication fee, if applicable, within the statutory period of three months
from the mailing date of the Notice of Allowance (PTOL-85).

(a) I] The issue fee and publication fee, if applicable, was received on (with a Certificate of Mailing or Transmission dated
), which is after the expiration of the statutory period for payment of the issue fee (and publication fee) set in the Notice of

Allowance (PTOL-85).

(b) I] The submitted fee of $ is insufficient. A balance of $ is due.

The issue fee required by 37 CFR 1.18 is $ . The publication fee, if required by 37 CFR 1.18(d), is $ .

(c) I] The issue fee and publication fee, if applicable, has not been received.

3.|:l Applicant’s failure to timely file corrected drawings as required by, and within the three-month period set in, the Notice of
Allowability (PTO-37).

(a) El Proposed corrected drawings were received on (with a Certificate of Mailing or Transmission dated ), which is
after the expiration of the period for reply.

(b) I] No corrected drawings have been received.

4. [I The letter of express abandonment which is signed by the attorney or agent of record, the assignee of the entire interest, or all of
the applicants.

5. IX The letter of express abandonment which is signed by an attorney or agent (acting in a representative capacity under 37 CFR
1.34(a)) upon the filing of a continuing application.

6. El The decision by the Board of Patent Appeals and Interference rendered on and because the period for seeking court review
of the decision has expired and there are no allowed claims.

7. I] The reason(s) below:

/Edan Orgad/

Supervisory Patent Examiner, Art Unit 2439

Petitions to revive under 37 CFR 1.137(a) or (b), or requests to withdraw the holding of abandonment under 37 CFR 1.181, should be promptly filed to
minimize an neoative effects on oatent term.

US. Patent and Trademark Office

PTOL-1432 (Rev. 04-01) Notice of Abandonment Part of Paper No. 20120731

EWS-001 824
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Doc Code: EABN

Document Description: Letter Express Abandonment of the application PTO/SB/24 (07-09)
Approved for use through 07/31/2012. OMB 0651-0031

US. Patent and Trademark Office; US. DEPARTMENT OF COMMERCE
Under the Paerwork Reduction Act of 1995, no ersons are re-uired to resond to a collection of information unless it disla s a valid OMB control number.

EXPRESS ABANDONMENT UNDER App'icatb“ Number 12985351

37 CFR 1.138 Filing Date 01-96-2011 .
File the petition electronically using EFS-Web FIrSt Named Inventor WIIIIam GreCIa
Or Mail the petition to: Art Unit
Mail Stop Express Abandonment - .
Commissionerfor Patents Exammer Name Barron Jr, Gllberto

-.o. Box1450,Alexandria,VA 22313-1450 Attorney Docket Number —

Please check only one of boxes 1 or 2 below:
(If no box is checked, this paper will be treated as a request for express abandonment as if box 1 is checked.)

 

 

1. C) Express Abandonment
| request that the above-identified application be expressly abandoned as of the filing date of this paper.

2- Express Abandonment in Favor of a Continuing Application
| request that the above-identified application be expressly abandoned as of the filing date accorded
the continuing application filed previously or herewith.

NOTE: A paper requesting express abandonment of an application is not effective unless and until an appropriate USPTO
official recognizes and acts on the paper. See the Manual of Patent Examining Procedure (MPEP), section 711.01.

TO AVOID PUBLICATION, USE FORM PTO/SB/24A INSTEAD OF THIS FORM.

TO REQUEST A REFUND OF SEARCH FEE AND EXCESS CLAIMS FEE (IF ELIGIBLE), USE FORM
PTO/SB/24B INSTEAD OF THIS FORM.

applicant.

assignee of record of the entire interest. See 37 CFR 3.71.
Statement under 37 CFR 3.73(b) is enclosed. (Form PTO/SB/96)

attorney or agent of record. Attorney or agent registration number is

attorney or agent acting under 37 CFR 1.34, who is authorized under 37 CFR 1.138(b) because
the application is expressly abandoned in favor of
a continuing application (box 2 above must be checked). Attorney or agent registration number
is 

/Wi||iam grecia/ 04-19-2012

Signature Date

William Grecia (212) 372-0293

Typed or printed name Telephone Number

  

  

Note: Signature of all the inventors or assignees of record of the entire interest or their representative(s) are required. Submit multiple forms if
more than one signature is required, see below.

E) Total of forms are submitted.

 
This collection of information is required by 37 CFR 1.138. The information is required to obtain or retain a benefit by the public which is to file (and by the USPTO to
process an application). Confidentiality is governed by 35 U.S.C. 122 and 37 CFR 1.11 and 1.14. This collection is estimated to take 12 minutes to complete,
including gathering, preparing, and submitting the completed application form to the USPTO. Time will vary depending upon the individual case. Any comments on
the amount of time you require to complete this form and/or suggestions for reducing this burden, should be sent to the Chief Information Officer, US. Patent and
Trademark Office, US. Department of Commerce, PO. Box 1450, Alexandria, VA 22313-1450. DO NOT SEND FEES OR COMPLETED FORMS TO THIS
ADDRESS. SEND TO: Mail Stop Express Abandonment, Commissioner for Patents, P.O. Box 1450, Alexandria, VA 22313-1450.

If you need assistance in completing the form, call 1-800-PTO-9199 and select option 2.

EWS-001825
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Privacy Act Statement

The Privacy Act of 1974 (P.L. 93-579) requires that you be given certain information in connection

with your submission of the attached form related to a patent application or patent. Accordingly,
pursuant to the requirements of the Act, please be advised that: (’l) the general authority for the

collection of this information is 35 U.S.C. 2(b)(2); (2) furnishing of the information solicited is voluntary;

and (3) the principal purpose for which the information is used by the US. Patent and Trademark
Office is to process and/or examine your submission related to a patent application or patent. If you do

not furnish the requested information, the US. Patent and Trademark Office may not be able to
process and/or examine your submission, which may result in termination of proceedings or

abandonment of the application or expiration of the patent.

The information provided by you in this form will be subject to the following routine uses:

1. The information on this form will be treated confidentially to the extent allowed under the

Freedom of Information Act (5 U.S.C. 552) and the Privacy Act (5 U.S.C 552a). Records from

this system of records may be disclosed to the Department of Justice to determine whether
disclosure of these records is required by the Freedom of Information Act.
A record from this system of records may be disclosed, as a routine use, in the course of
presenting evidence to a court, magistrate, or administrative tribunal, including disclosures to

opposing counsel in the course of settlement negotiations.
A record in this system of records may be disclosed, as a routine use, to a Member of

Congress submitting a request involving an individual, to whom the record pertains, when the

individual has requested assistance from the Member with respect to the subject matter of the
record.

A record in this system of records may be disclosed, as a routine use, to a contractor of the

Agency having need for the information in order to perform a contract. Recipients of
information shall be required to comply with the requirements of the Privacy Act of 1974, as

amended, pursuant to 5 U.S.C. 552a(m).
A record related to an International Application filed under the Patent Cooperation Treaty in

this system of records may be disclosed, as a routine use, to the International Bureau of the

World Intellectual Property Organization, pursuant to the Patent Cooperation Treaty.
A record in this system of records may be disclosed, as a routine use, to another federal

agency for purposes of National Security review (35 U.S.C. 181) and for review pursuant to

the Atomic Energy Act (42 U.S.C. 218(c)).
A record from this system of records may be disclosed, as a routine use, to the Administrator,

General Services, or his/her designee, during an inspection of records conducted by GSA as

part of that agency's responsibility to recommend improvements in records management
practices and programs, under authority of 44 U.S.C. 2904 and 2906. Such disclosure shall

be made in accordance with the GSA regulations governing inspection of records for this
purpose, and any other relevant (i.e., GSA or Commerce) directive. Such disclosure shall not
be used to make determinations about individuals.

A record from this system of records may be disclosed, as a routine use, to the public after

either publication of the application pursuant to 35 U.S.C. ’l22(b) or issuance of a patent
pursuant to 35 U.S.C. 151. Further, a record may be disclosed, subject to the limitations of 37

CFR 1.14, as a routine use, to the public if the record was filed in an application which
became abandoned or in which the proceedings were terminated and which application is

referenced by either a published application, an application open to public inspection or an
issued patent.
A record from this system of records may be disclosed, as a routine use, to a Federal, State,

or local law enforcement agency, if the USPTO becomes aware of a violation or potential
violation of law or regulation.

EWS-001826
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Electronic Acknowledgement Receipt

International Application Number: —

Title of Invention: PERSONALIZED DIGITAL MEDIA ACCESS SYSTEM (PDMAS)

First Named Inventor/Applicant Name:

Payment information:

File Listing:

Document . . File Size(Bytes)/ Multi Pages

216836

 
Letter Express Abandonment of the

application
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Informatlon: A 40 :
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Total Files Size (in bytes) 216836

This Acknowledgement Receipt evidences receipt on the noted date by the USPTO ofthe indicated documents,

characterized by the applicant, and including page counts, where applicable. It serves as evidence of receipt similar to a
Post Card, as described in MPEP 503.

New Applications Under 35 U.S.C. 111

lfa new application is being filed and the application includes the necessary components for a filing date (see 37 CFR

1.53(b)-(d) and MPEP 506), a Filing Receipt (37 CFR 1.54) will be issued in due course and the date shown on this

Acknowledgement Receipt will establish the filing date of the application.

National Stage of an International Application under 35 U.S.C. 371

lfa timely submission to enter the national stage of an international application is compliant with the conditions of 35

U.S.C. 371 and other applicable requirements a Form PCT/DO/EO/903 indicating acceptance of the application as a

national stage submission under 35 U.S.C. 371 will be issued in addition to the Filing Receipt, in due course.

New International Application Filed with the USPTO as a Receiving Office

lfa new international application is being filed and the international application includes the necessary components for

an international filing date (see PCT Article 11 and MPEP 1810), a Notification of the International Application Number

and ofthe International Filing Date (Form PCT/RO/105) will be issued in due course, subject to prescriptions concerning

national security, and the date shown on this Acknowledgement Receipt will establish the international filing date of

the application.
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Doc code: IDS

Doc description: Information Disclosure Statement (IDS) Filed

PTOISBIOBa (01-10)
Approved for use through 078112012. OMB 0651-0031

US. Patent and Trademark Office; U.S. DEPARTMENT OF COMMERCE
Under the Paperwork Reduction Act of 1995, no persons are required to respond to a collection of information unless it contains a valid OMB control number.

 

Application Number 12985351 

Filing Date 2011-01-06
 

INFORMATION DISCLOSURE First Named Inventor William Grecia
 

STATEMENT BY APPLICANT MU .nit l2432 
( Not for submission under 37 CFR 1.99)

Examiner Name  
  
Attorney Docket Number I 

 

U.S.PATENTS Remove
 

Kind

Code

Examiner Cite

Initial* No Patent Number 1 Issue Date
Name of Patentee or Applicant
of cited Document

Pages,Columns,Lines where

Relevant Passages or Relevant

 

 

 

 

 

 

 

  
 

 

 

 

 
 

 
  
 

Figures Appear

1 7266839 82 2007-09-04 Bowers et al.

2 7567967 82 2009-07-28 Shappell et al.

If you wish to add additional US. Patent citation information please click the Add button. Add

U.S.PATENT APPLICATION PUBLICATIONS Remove

Examiner . Publication Kind Publication Name of Patentee or Applicant Pages,Columns,Lines where
. . * Cite No . Relevant Passages or RelevantInitial Number Code1 Date of Cited Document .

Figures Appear

1 20070266095 A1 2007-11-15 Billsus et al.

2 20090100060 A1 2009-04-16 Livnat et al.

If you wish to add additional U.S. Published Application citation information please click the Add button. Add

FOREIGN PATENT DOCUMENTS Remove

Name of Patentee or Pages,Columns,Lines
Examiner Cite Foreign Document Country Kind Publication A licant of cited where Relevant
Initial* No Number3 Code2 i Code4 Date pp Passages or RelevantDocument .

Figures Appear

1 D

EFS Web 2.1.17 EWS-001829
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INFORMATION DISCLOSURE

STATEMENT BY APPLICANT

( Not for submission under 37 CFR 1.99)

Application Number 12985351 

Filing Date 2011-01-06 

First Named Inventor William Grecia 

Art Unit l2432  Examiner Name  
Attorney Docket Number 

If you wish to add additional Foreign Patent Document citation information please click the Add button

NON-PATENT LITERATURE DOCUMENTS

Add

Remove
 

Include name of the author (in CAPITAL LETTERS), title of the article (when appropriate), title of the item

 

E’F‘i‘m'fler one (book, magazine, journal, serial, symposium, catalog, etc}, date, pages(s), volume-issue number(s), T5Initials No . . .
publisher, city and/or country where published.

1 Simon L_ Garfinkel, "Email-Based Identification and Authentication: An Alternative to PKI?", IEEE Security & Privacy, I:I http:llcomputer.orglsecurityl, published November 2003, pages 20—26.

 

If you wish to add additional non-patent literature document citation information please click the Add button Add 

EXAMINER SIGNATURE 

Examiner Signature Date Considered   

*EXAMINER: Initial if reference considered, whether or not citation is in conformance with MPEP 609. Draw line through a

citation if not in conformance and not considered. Include copy of this form with next communication to applicant. 

 
1 See Kind Codes of USPTO Patent Documents at www.USPTO.GOV or MPEP 901.04. 2 Enter office that issued the document, by the two-letter code (WIPO
Standard ST.3). 3 For Japanese patent documents, the indication of the year of the reign of the Emperor must precede the serial number of the patent document.
4 Kind of document by the appropriate symbols as indicated on the document under WIPO Standard ST.16 if possible. 5 Applicant is to place a check mark here if
English language translation is attached.

 
 

EFS Web 2.1.17
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Application Number 12985351 

Filing Date 2011-01-06 

INFORMATION DISCLOSURE First Named Inventor William Grecia 

STATEMENT BY APPLICANT
_ _ Art Unit | 2432

( Not for submissmn under 37 CFR 1.99)
  Examiner Name  
Attorney Docket Number I 

 
CERTIFICATION STATEMENT

Please see 37 CFR 1.97 and 1.98 to make the appropriate selection(s):

That each item of information contained in the information disclosure statement was first cited in any communication

|:| from a foreign patent office in a counterpart foreign application not more than three months prior to the filing of the

information disclosure statement. See 37 CFR 1.97(e)(1).

OR

That no item of information contained in the information disclosure statement was cited in a communication from a

foreign patent office in a counterpart foreign application, and, to the knowledge of the person signing the certification

after making reasonable inquiry, no item of information contained in the information disclosure statement was known to

El any individual designated in 37 CFR 1.56(c) more than three months prior to the filing of the information disclosure
statement. See 37 CFR 1.97(e)(2).

|:| See attached certification statement.

|:| The fee set forth in 37 CFR 1.17 (p) has been submitted herewith.

A certification statement is not submitted herewith.

SIGNATURE

A signature of the applicant or representative is required in accordance with CFR 1.33, 10.18. Please see CFR 1.4(d) for the

form of the signature.

 

This collection of information is required by 37 CFR 1.97 and 1.98. The information is required to obtain or retain a benefit by the

public which is to file (and by the USPTO to process) an application. Confidentiality is governed by 35 U.S.C. 122 and 37 CFR

1.14. This collection is estimated to take 1 hour to complete, including gathering, preparing and submitting the completed

application form to the USPTO. Time will vary depending upon the individual case. Any comments on the amount of time you

require to complete this form and/or suggestions for reducing this burden, should be sent to the Chief Information Officer, US.

Patent and Trademark Office, US. Department of Commerce, PO. Box 1450, Alexandria, VA 22313-1450. DO NOT SEND

FEES OR COMPLETED FORMS TO THIS ADDRESS. SEND TO: Commissioner for Patents, P.O. Box 1450, Alexandria,
VA 22313-1450.

EFS Web 2.1.17 EWS-OO‘I 831
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Privacy Act Statement

 

 
The Privacy Act of 1974 (P.L. 93-579) requires that you be given certain information in connection with your submission of the

attached form related to a patent application or patent. Accordingly, pursuant to the requirements of the Act, please be advised

that: (1 } the general authority for the collection of this information is 35 U.S.C. 2(b)(2); (2) furnishing of the information solicited

is voluntary; and (3) the principal purpose for which the information is used by the US Patent and Trademark Office is to

process and/or examine your submission related to a patent application or patent. If you do not furnish the requested

information, the US Patent and Trademark Office may not be able to process and/or examine your submission, which may

result in termination of proceedings or abandonment of the application or expiration of the patent.

The information provided by you in this form will be subject to the following routine uses:

1. The information on this form will be treated confidentially to the extent allowed under the Freedom of Information Act

(5 U.S.C. 552} and the Privacy Act (5 U.S.C. 552a). Records from this system of records may be disclosed to the

Department of Justice to determine whether the Freedom of Information Act requires disclosure of these record s.

A record from this system of records may be disclosed, as a routine use, in the course of presenting evidence to a

court, magistrate, or administrative tribunal, including disclosures to opposing counsel in the course of settlement

negotiations.

A record in this system of records may be disclosed, as a routine use, to a Member of Congress submitting a

request involving an individual, to whom the record pertains, when the individual has requested assistance from the

Member with respect to the subject matter of the record.

A record in this system of records may be disclosed, as a routine use, to a contractor of the Agency having need for

the information in order to perform a contract. Recipients of information shall be required to comply with the

requirements of the Privacy Act of 1974, as amended, pursuant to 5 U.S.C. 552a(m).

A record related to an International Application filed under the Patent Cooperation Treaty in this system of records

may be disclosed, as a routine use, to the International Bureau of the World Intellectual Property Organization, pursuant

to the Patent Cooperation Treaty.

A record in this system of records may be disclosed, as a routine use, to another federal agency for purposes of

National Security review (35 U.S.C. 181) and for review pursuant to the Atomic Energy Act (42 U.S.C. 218(c)).

A record from this system of records may be disclosed, as a routine use, to the Administrator, General Services, or

his/her designee, during an inspection of records conducted by GSA as part of that agency's responsibility to

recommend improvements in records management practices and programs, under authority of 44 U.S.C. 2904 and

2906. Such disclosure shall be made in accordance with the GSA regulations governing inspection of records for this

purpose, and any other relevant (i.e., GSA or Commerce) directive. Such disclosure shall not be used to make
determinations about individuals.

A record from this system of records may be disclosed, as a routine use, to the public after either publication of

the application pursuant to 35 U.S.C. 122(b) or issuance of a patent pursuant to 35 U.S.C. 151. Further, a record

may be disclosed, subject to the limitations of 37 CFR 1.14, as a routine use, to the public if the record was filed in

an application which became abandoned or in which the proceedings were terminated and which application is

referenced by either a published application, an application open to public inspections or an issued patent.

A record from this system of records may be disclosed, as a routine use, to a Federal, State, or local law

enforcement agency, if the USPTO becomes aware of a violation or potential violation of law or regulation.
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Electronic Acknowledgement Receipt

International Application Number: —

Title of Invention: PERSONALIZED DIGITAL MEDIA ACCESS SYSTEM (PDMAS)

First Named Inventor/Applicant Name:

Payment information:

File Listing:

Document . . File Size(Bytes)/ Multi Pages

612641

 
Information Disclosure Statement (IDS)
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266225

Non Patent Literature |EEE.pdf 3ac62be599b7f355e7e6912b8a7ca492cf10
5a23

This Acknowledgement Receipt evidences receipt on the noted date by the USPTO ofthe indicated documents,

characterized by the applicant, and including page counts, where applicable. It serves as evidence of receipt similar to a
Post Card, as described in MPEP 503.

New Applications Under 35 U.S.C. 111

lfa new application is being filed and the application includes the necessary components for a filing date (see 37 CFR

1.53(b)-(d) and MPEP 506), a Filing Receipt (37 CFR 1.54) will be issued in due course and the date shown on this

Acknowledgement Receipt will establish the filing date of the application.

National Stage of an International Application under 35 U.S.C. 371

lfa timely submission to enter the national stage of an international application is compliant with the conditions of 35

U.S.C. 371 and other applicable requirements a Form PCT/DO/EO/903 indicating acceptance of the application as a

national stage submission under 35 U.S.C. 371 will be issued in addition to the Filing Receipt, in due course.

New International Application Filed with the USPTO as a Receiving Office

lfa new international application is being filed and the international application includes the necessary components for

an international filing date (see PCT Article 11 and MPEP 1810), a Notification of the International Application Number

and ofthe International Filing Date (Form PCT/RO/105) will be issued in due course, subject to prescriptions concerning

national security, and the date shown on this Acknowledgement Receipt will establish the international filing date of

the application.
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' Approved for use through 078112012. OMB 0651-0031

Doc description: Information Disclosure Statement (IDS) Filed us. Patent and Trademark Office; us. DEPARTMENT OF COMMERCE
Under the Paperwork Reduction Act of 1995, no persons are required to respond to a collection of information unless it contains a valid OMB control number.
 

Application Number 12985351

Filing Date 2011-01-06

 

 

INFORMATION DISCLOSURE

STATEMENT BY APPLICANT

( Not for submission under 37 CFR 1.99)

First Named Inventor William Grecia

Art Unit | 2432

 

  Examiner Name  
Attorney Docket Number I 
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If you wish to add additional US. Patent citation information please click the Add button. Add

U.S.PATENT APPLICATION PUBLICATIONS Remove

Examiner . Publication Kind Publication Name of Patentee or Applicant Pages,Columns,Lines where
. . * Cite No . Relevant Passages or RelevantInitial Number Code1 Date of Cited Document

Figures Appear 

1 20070010334 2007-01-11 Multerer; Boyd C

 

2 20060036554 2006-02-16 Schrock; Christian E.
  
 

If you wish to add additional U.S. Published Application citation information please click the Add button. Add 

FOREIGN PATENT DOCUMENTS Remove 
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INFORMATION DISCLOSURE

STATEMENT BY APPLICANT

( Not for submission under 37 CFR 1.99)

Application Number 12985351 

Filing Date 2011-01-06 

First Named Inventor William Grecia 

Art Unit | 2432 
Examiner Name    
Attorney Docket Number I 

Examiner Cite

 

Include name of the author (in CAPITAL LETTERS), title of the article (when appropriate), title of the item

 

  
* (book, magazine, journal, serial, symposium, catalog, etc}, date, pages(s), volume-issue number(s), T5Initials No . . .

publisher, city and/or country where published.

1 Video Interview - Title: Mitch Singer, Sony Pictures - Publication Source: Youtubecom [URL: http:/lyoutube/ I:InqlSakADFII] — (INTERNET PUBLICATION 6—24—2008) NOTE: ATTACHED URL FOR MEDIA NPL REFERENCE.

Video Interview — Title: Jeff Bewkes and Brian Roberts discuss the TV Everywhere model and upcoming trial on

2 Comcast - Publication Source: Youtubecom [URL: http://youtu.belq8Rt9idJV9l] - (INTERNET PUBLICATION |:|
6-25-2009) NOTE: ATTACHED URL FOR MEDIA NPL REFERENCE.
 

If you wish to add additional non-patent literature document citation information please click the Add button Add 

EXAMINER SIGNATURE 

Examiner Signature Date Considered   

*EXAMINER: Initial if reference considered, whether or not citation is in conformance with MPEP 609. Draw line through a

citation if not in conformance and not considered. Include copy of this form with next communication to applicant. 

 
1 See Kind Codes of USPTO Patent Documents at www.USPTO.GOV or MPEP 901.04. 2 Enter office that issued the document, by the two-letter code (WIPO
Standard ST.3). 3 For Japanese patent documents, the indication of the year of the reign of the Emperor must precede the serial number of the patent document.
4 Kind of document by the appropriate symbols as indicated on the document under WIPO Standard ST.16 if possible. 5 Applicant is to place a check mark here if
English language translation is attached.
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Application Number 12985351 

Filing Date 2011-01-06 

INFORMATION DISCLOSURE First Named Inventor William Grecia 

STATEMENT BY APPLICANT
_ _ Art Unit | 2432

( Not for submissmn under 37 CFR 1.99)
  Examiner Name  
Attorney Docket Number I 

 
CERTIFICATION STATEMENT

Please see 37 CFR 1.97 and 1.98 to make the appropriate selection(s):

That each item of information contained in the information disclosure statement was first cited in any communication

|:| from a foreign patent office in a counterpart foreign application not more than three months prior to the filing of the

information disclosure statement. See 37 CFR 1.97(e)(1).

OR

That no item of information contained in the information disclosure statement was cited in a communication from a

foreign patent office in a counterpart foreign application, and, to the knowledge of the person signing the certification

after making reasonable inquiry, no item of information contained in the information disclosure statement was known to

El any individual designated in 37 CFR 1.56(c) more than three months prior to the filing of the information disclosure
statement. See 37 CFR 1.97(e)(2).

|:| See attached certification statement.

|:| The fee set forth in 37 CFR 1.17 (p) has been submitted herewith.

A certification statement is not submitted herewith.

SIGNATURE

A signature of the applicant or representative is required in accordance with CFR 1.33, 10.18. Please see CFR 1.4(d) for the

form of the signature.

 

This collection of information is required by 37 CFR 1.97 and 1.98. The information is required to obtain or retain a benefit by the

public which is to file (and by the USPTO to process) an application. Confidentiality is governed by 35 U.S.C. 122 and 37 CFR

1.14. This collection is estimated to take 1 hour to complete, including gathering, preparing and submitting the completed

application form to the USPTO. Time will vary depending upon the individual case. Any comments on the amount of time you

require to complete this form and/or suggestions for reducing this burden, should be sent to the Chief Information Officer, US.

Patent and Trademark Office, US. Department of Commerce, PO. Box 1450, Alexandria, VA 22313-1450. DO NOT SEND

FEES OR COMPLETED FORMS TO THIS ADDRESS. SEND TO: Commissioner for Patents, P.O. Box 1450, Alexandria,
VA 22313-1450.
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Privacy Act Statement

 

 
The Privacy Act of 1974 (P.L. 93-579) requires that you be given certain information in connection with your submission of the

attached form related to a patent application or patent. Accordingly, pursuant to the requirements of the Act, please be advised

that: (1 } the general authority for the collection of this information is 35 U.S.C. 2(b)(2); (2) furnishing of the information solicited

is voluntary; and (3) the principal purpose for which the information is used by the US Patent and Trademark Office is to

process and/or examine your submission related to a patent application or patent. If you do not furnish the requested

information, the US Patent and Trademark Office may not be able to process and/or examine your submission, which may

result in termination of proceedings or abandonment of the application or expiration of the patent.

The information provided by you in this form will be subject to the following routine uses:

1. The information on this form will be treated confidentially to the extent allowed under the Freedom of Information Act

(5 U.S.C. 552} and the Privacy Act (5 U.S.C. 552a). Records from this system of records may be disclosed to the

Department of Justice to determine whether the Freedom of Information Act requires disclosure of these record s.

A record from this system of records may be disclosed, as a routine use, in the course of presenting evidence to a

court, magistrate, or administrative tribunal, including disclosures to opposing counsel in the course of settlement

negotiations.

A record in this system of records may be disclosed, as a routine use, to a Member of Congress submitting a

request involving an individual, to whom the record pertains, when the individual has requested assistance from the

Member with respect to the subject matter of the record.

A record in this system of records may be disclosed, as a routine use, to a contractor of the Agency having need for

the information in order to perform a contract. Recipients of information shall be required to comply with the

requirements of the Privacy Act of 1974, as amended, pursuant to 5 U.S.C. 552a(m).

A record related to an International Application filed under the Patent Cooperation Treaty in this system of records

may be disclosed, as a routine use, to the International Bureau of the World Intellectual Property Organization, pursuant

to the Patent Cooperation Treaty.

A record in this system of records may be disclosed, as a routine use, to another federal agency for purposes of

National Security review (35 U.S.C. 181) and for review pursuant to the Atomic Energy Act (42 U.S.C. 218(c)).

A record from this system of records may be disclosed, as a routine use, to the Administrator, General Services, or

his/her designee, during an inspection of records conducted by GSA as part of that agency's responsibility to

recommend improvements in records management practices and programs, under authority of 44 U.S.C. 2904 and

2906. Such disclosure shall be made in accordance with the GSA regulations governing inspection of records for this

purpose, and any other relevant (i.e., GSA or Commerce) directive. Such disclosure shall not be used to make
determinations about individuals.

A record from this system of records may be disclosed, as a routine use, to the public after either publication of

the application pursuant to 35 U.S.C. 122(b) or issuance of a patent pursuant to 35 U.S.C. 151. Further, a record

may be disclosed, subject to the limitations of 37 CFR 1.14, as a routine use, to the public if the record was filed in

an application which became abandoned or in which the proceedings were terminated and which application is

referenced by either a published application, an application open to public inspections or an issued patent.

A record from this system of records may be disclosed, as a routine use, to a Federal, State, or local law

enforcement agency, if the USPTO becomes aware of a violation or potential violation of law or regulation.
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International Application Number: —

Title of Invention: PERSONALIZED DIGITAL MEDIA ACCESS SYSTEM (PDMAS)

First Named Inventor/Applicant Name:

Payment information:

File Listing:

Document . . File Size(Bytes)/ Multi Pages

612636
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Total Files Size (in bytes) 612636

This Acknowledgement Receipt evidences receipt on the noted date by the USPTO ofthe indicated documents,

characterized by the applicant, and including page counts, where applicable. It serves as evidence of receipt similar to a
Post Card, as described in MPEP 503.

New Applications Under 35 U.S.C. 111

lfa new application is being filed and the application includes the necessary components for a filing date (see 37 CFR

1.53(b)—(d) and MPEP 506), a Filing Receipt (37 CFR 1.54) will be issued in due course and the date shown on this

Acknowledgement Receipt will establish the filing date of the application.

National Stage of an International Application under 35 U.S.C. 371

lfa timely submission to enter the national stage of an international application is compliant with the conditions of 35

U.S.C. 371 and other applicable requirements a Form PCT/DO/EO/903 indicating acceptance of the application as a

national stage submission under 35 U.S.C. 371 will be issued in addition to the Filing Receipt, in due course.

New International Application Filed with the USPTO as a Receiving Office

lfa new international application is being filed and the international application includes the necessary components for

an international filing date (see PCT Article 11 and MPEP 1810), a Notification of the International Application Number

and ofthe International Filing Date (Form PCT/RO/105) will be issued in due course, subject to prescriptions concerning

national security, and the date shown on this Acknowledgement Receipt will establish the international filing date of

the application.
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Doc code' IDS PTOISBIOBa (01-10)
'. . _ . . . Approved for use through 078112012. OMB 0651-0031

Doc description. Information Disclosure Statement (IDS) Filed us. Patent and Trademark Office; us. DEPARTMENT OF COMMERCE
Under the Paperwork Reduction Act of 1995, no persons are required to respond to a collection of information unless it contains a valid OMB control number.
 

Application Number 13397517

Filing Date 2012-02-15

 

 

INFORMATION DISCLOSURE

STATEMENT BY APPLICANT

( Not for submission under 37 CFR 1.99)

First Named Inventor William Grecia

Art Unit | 2431

 

  Examiner Name  
Attorney Docket Number I 
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U.S.PATENT APPLICATION PUBLICATIONS Remove

Examiner . Publication Kind Publication Name of Patentee or Applicant Pages,Columns,Lines where
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If you wish to add additional U.S. Published Application citation information please click the Add button. Add

FOREIGN PATENT DOCUMENTS Remove

 

 

    
 

 

 

Name of Patentee or Pages,Columns,Lines
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Initial* No Number3 Code2 i Code4 Date pp Passages or RelevantDocument .
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1 D

If you wish to add additional Foreign Patent Document citation information please click the Add button Add

NON-PATENT LITERATURE DOCUMENTS Remove

. . Include name of the author (in CAPITAL LETTERS), title of the article (when appropriate), title of the itemExaminer Cite . . . . .
. . (book, magazme, Journal. serial, sympOSIum. catalog, etc}, date, pages(s), volume-issue number(s), T5

publisher, city and/or country where published.
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Application Number 13397517

Filing Date 2012-02-15

 

 

INFORMATION DISCLOSURE

STATEMENT BY APPLICANT

( Not for submission under 37 CFR 1.99)

First Named Inventor William Grecia

Art Unit | 2431

 

 

Examiner Name    
Attorney Docket Number I 

 
AUTHOR: William Grecla (patent applicant) - Publication Source: AMAZON WEB SERVICES Products and Solutions
Catalog - TITLE: STR3EM Digital Distribution System (Ultraviolet - Keychest) - INTERNET PUBLICATION: http://aws.
amazon.com/customerapps/2621 [Publication date: June 22, 2009]

AUTHOR: NICHOLAS DELEON — Publication Source: TechCrunch - TITLE: Movie studios launch Epix: 720p
streaming video for free - INTERNET PUBLICATION: http:/ltechcrunch.com12009/06108/movie—studios-launch-
epix-TZOp-streaming-vldeo-for—free/ [Publication date: June 8, 2009]

AUTHOR: MA'I'I' BURNS - Publication Source: TechCrunch - TITLE: TV Everywhere is Comcast and Time Warner's
answer to free Internet video - INTERNET PUBLICATION: http://techcrunch.com/2009106/24ltv-everywhere-is-
comcast—and—time-warners-answer-to—free-internet-video/ [Publication date: June 24, 2009]

  
If you wish to add additional non-patent literature document citation information please click the Add button Add

EXAMINER SIGNATURE

*EXAMINER: Initial if reference considered, whether or not citation is in conformance with MPEP 609. Draw line through a

citation if not in conformance and not considered. Include copy of this form with next communication to applicant.

1 See Kind Codes of USPTO Patent Documents at www.USPTO.GOV or MPEP 901.04. 2 Enter office that issued the document, by the two-letter code (WIPO
Standard ST.3). 3 For Japanese patent documents, the indication of the year of the reign of the Emperor must precede the serial number of the patent document.
4 Kind of document by the appropriate symbols as indicated on the document under WIPO Standard ST.16 if possible. 5 Applicant is to place a check mark here if
English language translation is attached.
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Application Number 13397517 

Filing Date 2012-02-15 

INFORMATION DISCLOSURE First Named Inventor William Grecia 

STATEMENT BY APPLICANT
_ _ Art Unit | 2431

( Not for submissmn under 37 CFR 1.99)
  Examiner Name  
Attorney Docket Number I 

 
CERTIFICATION STATEMENT

Please see 37 CFR 1.97 and 1.98 to make the appropriate selection(s):

That each item of information contained in the information disclosure statement was first cited in any communication

|:| from a foreign patent office in a counterpart foreign application not more than three months prior to the filing of the

information disclosure statement. See 37 CFR 1.97(e)(1).

OR

That no item of information contained in the information disclosure statement was cited in a communication from a

foreign patent office in a counterpart foreign application, and, to the knowledge of the person signing the certification

after making reasonable inquiry, no item of information contained in the information disclosure statement was known to

El any individual designated in 37 CFR 1.56(c) more than three months prior to the filing of the information disclosure
statement. See 37 CFR 1.97(e)(2).

|:| See attached certification statement.

|:| The fee set forth in 37 CFR 1.17 (p) has been submitted herewith.

A certification statement is not submitted herewith.

SIGNATURE

A signature of the applicant or representative is required in accordance with CFR 1.33, 10.18. Please see CFR 1.4(d) for the

form of the signature.

 

This collection of information is required by 37 CFR 1.97 and 1.98. The information is required to obtain or retain a benefit by the

public which is to file (and by the USPTO to process) an application. Confidentiality is governed by 35 U.S.C. 122 and 37 CFR

1.14. This collection is estimated to take 1 hour to complete, including gathering, preparing and submitting the completed

application form to the USPTO. Time will vary depending upon the individual case. Any comments on the amount of time you

require to complete this form and/or suggestions for reducing this burden, should be sent to the Chief Information Officer, US.

Patent and Trademark Office, US. Department of Commerce, PO. Box 1450, Alexandria, VA 22313-1450. DO NOT SEND

FEES OR COMPLETED FORMS TO THIS ADDRESS. SEND TO: Commissioner for Patents, P.O. Box 1450, Alexandria,
VA 22313-1450.
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Privacy Act Statement

 

 
The Privacy Act of 1974 (P.L. 93-579) requires that you be given certain information in connection with your submission of the

attached form related to a patent application or patent. Accordingly, pursuant to the requirements of the Act, please be advised

that: (1 } the general authority for the collection of this information is 35 U.S.C. 2(b)(2); (2) furnishing of the information solicited

is voluntary; and (3) the principal purpose for which the information is used by the US Patent and Trademark Office is to

process and/or examine your submission related to a patent application or patent. If you do not furnish the requested

information, the US Patent and Trademark Office may not be able to process and/or examine your submission, which may

result in termination of proceedings or abandonment of the application or expiration of the patent.

The information provided by you in this form will be subject to the following routine uses:

1. The information on this form will be treated confidentially to the extent allowed under the Freedom of Information Act

(5 U.S.C. 552} and the Privacy Act (5 U.S.C. 552a). Records from this system of records may be disclosed to the

Department of Justice to determine whether the Freedom of Information Act requires disclosure of these record s.

A record from this system of records may be disclosed, as a routine use, in the course of presenting evidence to a

court, magistrate, or administrative tribunal, including disclosures to opposing counsel in the course of settlement

negotiations.

A record in this system of records may be disclosed, as a routine use, to a Member of Congress submitting a

request involving an individual, to whom the record pertains, when the individual has requested assistance from the

Member with respect to the subject matter of the record.

A record in this system of records may be disclosed, as a routine use, to a contractor of the Agency having need for

the information in order to perform a contract. Recipients of information shall be required to comply with the

requirements of the Privacy Act of 1974, as amended, pursuant to 5 U.S.C. 552a(m).

A record related to an International Application filed under the Patent Cooperation Treaty in this system of records

may be disclosed, as a routine use, to the International Bureau of the World Intellectual Property Organization, pursuant

to the Patent Cooperation Treaty.

A record in this system of records may be disclosed, as a routine use, to another federal agency for purposes of

National Security review (35 U.S.C. 181) and for review pursuant to the Atomic Energy Act (42 U.S.C. 218(c)).

A record from this system of records may be disclosed, as a routine use, to the Administrator, General Services, or

his/her designee, during an inspection of records conducted by GSA as part of that agency's responsibility to

recommend improvements in records management practices and programs, under authority of 44 U.S.C. 2904 and

2906. Such disclosure shall be made in accordance with the GSA regulations governing inspection of records for this

purpose, and any other relevant (i.e., GSA or Commerce) directive. Such disclosure shall not be used to make
determinations about individuals.

A record from this system of records may be disclosed, as a routine use, to the public after either publication of

the application pursuant to 35 U.S.C. 122(b) or issuance of a patent pursuant to 35 U.S.C. 151. Further, a record

may be disclosed, subject to the limitations of 37 CFR 1.14, as a routine use, to the public if the record was filed in

an application which became abandoned or in which the proceedings were terminated and which application is

referenced by either a published application, an application open to public inspections or an issued patent.

A record from this system of records may be disclosed, as a routine use, to a Federal, State, or local law

enforcement agency, if the USPTO becomes aware of a violation or potential violation of law or regulation.
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Electronic Acknowledgement Receipt

International Application Number: —

Title of Invention: PERSONALIZED DIGITAL MEDIA ACCESS SYSTEM (PDMAS)

First Named Inventor/Applicant Name:

Payment information:

File Listing:

Document . . File Size(Bytes)/ Multi Pages

612713

 
Information Disclosure Statement (IDS)
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A U.S. Patent Number Citation ora U.S. Publication Number Citation is required in the Information Disclosure Statement (IDS) form for

auto|oading of data into USPTO systems. You may remove the form to add the required data in order to correct the Informational Message if
you are citing U.S. References. |fyou chose not to include U.S. References, the image ofthe form will be processed and be made available
within the Image File Wrapper (IFW) system. However, no data will be extracted from this form. Any additional data such as Foreign Patent
Documents or Non Patent Literature will be manually reviewed and keyed into USPTO systems.

440023

Non Patent Literature aws1p.pdf
2e8b1eb2fdef1791c2c6775379f0d9e05435

b734

Information:

411943

Non Patent Literature techcrunch1p.pdf
f660b5f7eb54054ebf874f55538c4602a976

3bd3

Information:

482688

Non Patent Literature epixp5.pdf
66296782e4f6806d1418adbb9c5974efe9b

efdb1

This Acknowledgement Receipt evidences receipt on the noted date by the USPTO ofthe indicated documents,

characterized by the applicant, and including page counts, where applicable. It serves as evidence of receipt similar to a
Post Card, as described in MPEP 503.

New Applications Under 35 U.S.C. 111

lfa new application is being filed and the application includes the necessary components for a filing date (see 37 CFR

1.53(b)—(d) and MPEP 506), a Filing Receipt (37 CFR 1.54) will be issued in due course and the date shown on this

Acknowledgement Receipt will establish the filing date of the application.

National Stage of an International Application under 35 U.S.C. 371

lfa timely submission to enter the national stage of an international application is compliant with the conditions of 35

U.S.C. 371 and other applicable requirements a Form PCT/DO/EO/903 indicating acceptance of the application as a

national stage submission under 35 U.S.C. 371 will be issued in addition to the Filing Receipt, in due course.

New International Application Filed with the USPTO as a Receiving Office

lfa new international application is being filed and the international application includes the necessary components for

an international filing date (see PCT Article 11 and MPEP 1810), a Notification of the International Application Number

and ofthe International Filing Date (Form PCT/RO/105) will be issued in due course, subject to prescriptions concerning

national security, and the date shown on this Acknowledgement Receipt will establish the international filing date of

the application.
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Doc code' IDS PTOISBIOBa (01-10)
'. . _ . . . Approved for use through 078112012. OMB 0651-0031

Doc description. Information Disclosure Statement (IDS) Filed us. Patent and Trademark Office; us. DEPARTMENT OF COMMERCE
Under the Paperwork Reduction Act of 1995, no persons are required to respond to a collection of information unless it contains a valid OMB control number.
 

Application Number 13397517

Filing Date 2012-02-15

 

 

INFORMATION DISCLOSURE

STATEMENT BY APPLICANT

( Not for submission under 37 CFR 1.99)

First Named Inventor William Grecia

Art Unit | 2431

 

  Examiner Name  
Attorney Docket Number I 
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If you wish to add additional Foreign Patent Document citation information please click the Add button Add

NON-PATENT LITERATURE DOCUMENTS Remove

 

 

Include name of the author (in CAPITAL LETTERS), title of the article (when appropriate), title of the item

(book, magazine, journal, serial, symposium, catalog, etc}, date, pages(s), volume-issue number(s), T5

publisher, city and/or country where published.
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Application Number 13397517 

 

 

Filing Date 2012-02-15

INFORMATION DISCLOSURE First Named Inventor William Grecia

STATEMENT BY APPLICANT Art U .nIt l2431
( Not for submission under 37 CFR 1.99)
 

Examiner Name    
Attorney Docket Number I 

 If you wish to add additional non-patent literature document citation information please click the Add button Add

EXAMINER SIGNATURE

*EXAMINER: Initial if reference considered, whether or not citation is in conformance with MPEP 609. Draw line through a

citation if not in conformance and not considered. Include copy of this form with next communication to applicant.

1 See Kind Codes of USPTO Patent Documents at www.USPTO.GOV or MPEP 901.04. 2 Enter office that issued the document, by the two-letter code (WIPO
Standard ST.3). 3 For Japanese patent documents, the indication of the year of the reign of the Emperor must precede the serial number of the patent document.
4 Kind of document by the appropriate symbols as indicated on the document under WIPO Standard ST.16 if possible. 5 Applicant is to place a check mark here if
English language translation is attached.
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Application Number 13397517 

Filing Date 2012-02-15 

INFORMATION DISCLOSURE First Named Inventor William Grecia 

STATEMENT BY APPLICANT
_ _ Art Unit | 2431

( Not for submissmn under 37 CFR 1.99)
  Examiner Name  
Attorney Docket Number I 

 
CERTIFICATION STATEMENT

Please see 37 CFR 1.97 and 1.98 to make the appropriate selection(s):

That each item of information contained in the information disclosure statement was first cited in any communication

|:| from a foreign patent office in a counterpart foreign application not more than three months prior to the filing of the

information disclosure statement. See 37 CFR 1.97(e)(1).

OR

That no item of information contained in the information disclosure statement was cited in a communication from a

foreign patent office in a counterpart foreign application, and, to the knowledge of the person signing the certification

after making reasonable inquiry, no item of information contained in the information disclosure statement was known to

El any individual designated in 37 CFR 1.56(c) more than three months prior to the filing of the information disclosure
statement. See 37 CFR 1.97(e)(2).

|:| See attached certification statement.

|:| The fee set forth in 37 CFR 1.17 (p) has been submitted herewith.

A certification statement is not submitted herewith.

SIGNATURE

A signature of the applicant or representative is required in accordance with CFR 1.33, 10.18. Please see CFR 1.4(d) for the

form of the signature.

 

This collection of information is required by 37 CFR 1.97 and 1.98. The information is required to obtain or retain a benefit by the

public which is to file (and by the USPTO to process) an application. Confidentiality is governed by 35 U.S.C. 122 and 37 CFR

1.14. This collection is estimated to take 1 hour to complete, including gathering, preparing and submitting the completed

application form to the USPTO. Time will vary depending upon the individual case. Any comments on the amount of time you

require to complete this form and/or suggestions for reducing this burden, should be sent to the Chief Information Officer, US.

Patent and Trademark Office, US. Department of Commerce, PO. Box 1450, Alexandria, VA 22313-1450. DO NOT SEND

FEES OR COMPLETED FORMS TO THIS ADDRESS. SEND TO: Commissioner for Patents, P.O. Box 1450, Alexandria,
VA 22313-1450.
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Privacy Act Statement

 

 
The Privacy Act of 1974 (P.L. 93-579) requires that you be given certain information in connection with your submission of the

attached form related to a patent application or patent. Accordingly, pursuant to the requirements of the Act, please be advised

that: (1 } the general authority for the collection of this information is 35 U.S.C. 2(b)(2); (2) furnishing of the information solicited

is voluntary; and (3) the principal purpose for which the information is used by the US Patent and Trademark Office is to

process and/or examine your submission related to a patent application or patent. If you do not furnish the requested

information, the US Patent and Trademark Office may not be able to process and/or examine your submission, which may

result in termination of proceedings or abandonment of the application or expiration of the patent.

The information provided by you in this form will be subject to the following routine uses:

1. The information on this form will be treated confidentially to the extent allowed under the Freedom of Information Act

(5 U.S.C. 552} and the Privacy Act (5 U.S.C. 552a). Records from this system of records may be disclosed to the

Department of Justice to determine whether the Freedom of Information Act requires disclosure of these record s.

A record from this system of records may be disclosed, as a routine use, in the course of presenting evidence to a

court, magistrate, or administrative tribunal, including disclosures to opposing counsel in the course of settlement

negotiations.

A record in this system of records may be disclosed, as a routine use, to a Member of Congress submitting a

request involving an individual, to whom the record pertains, when the individual has requested assistance from the

Member with respect to the subject matter of the record.

A record in this system of records may be disclosed, as a routine use, to a contractor of the Agency having need for

the information in order to perform a contract. Recipients of information shall be required to comply with the

requirements of the Privacy Act of 1974, as amended, pursuant to 5 U.S.C. 552a(m).

A record related to an International Application filed under the Patent Cooperation Treaty in this system of records

may be disclosed, as a routine use, to the International Bureau of the World Intellectual Property Organization, pursuant

to the Patent Cooperation Treaty.

A record in this system of records may be disclosed, as a routine use, to another federal agency for purposes of

National Security review (35 U.S.C. 181) and for review pursuant to the Atomic Energy Act (42 U.S.C. 218(c)).

A record from this system of records may be disclosed, as a routine use, to the Administrator, General Services, or

his/her designee, during an inspection of records conducted by GSA as part of that agency's responsibility to

recommend improvements in records management practices and programs, under authority of 44 U.S.C. 2904 and

2906. Such disclosure shall be made in accordance with the GSA regulations governing inspection of records for this

purpose, and any other relevant (i.e., GSA or Commerce) directive. Such disclosure shall not be used to make
determinations about individuals.

A record from this system of records may be disclosed, as a routine use, to the public after either publication of

the application pursuant to 35 U.S.C. 122(b) or issuance of a patent pursuant to 35 U.S.C. 151. Further, a record

may be disclosed, subject to the limitations of 37 CFR 1.14, as a routine use, to the public if the record was filed in

an application which became abandoned or in which the proceedings were terminated and which application is

referenced by either a published application, an application open to public inspections or an issued patent.

A record from this system of records may be disclosed, as a routine use, to a Federal, State, or local law

enforcement agency, if the USPTO becomes aware of a violation or potential violation of law or regulation.
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International Application Number: —

Title of Invention: PERSONALIZED DIGITAL MEDIA ACCESS SYSTEM (PDMAS)

First Named Inventor/Applicant Name:

Payment information:

File Listing:

Document . . File Size(Bytes)/ Multi Pages

612357

 
Information Disclosure Statement (IDS)

Form (SB08) March_S_IDS.pdf 69159d32b1cc8b310edlf78d83d57dd729
44c7a0

Informatlon: A 40 :
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1624600

Non Patent Literature |DS_ghost.pdf 540e579808421e604dee5dc5aa2f8082a3c
12697

This Acknowledgement Receipt evidences receipt on the noted date by the USPTO ofthe indicated documents,

characterized by the applicant, and including page counts, where applicable. It serves as evidence of receipt similar to a
Post Card, as described in MPEP 503.

New Applications Under 35 U.S.C. 111

lfa new application is being filed and the application includes the necessary components for a filing date (see 37 CFR

1.53(b)-(d) and MPEP 506), a Filing Receipt (37 CFR 1.54) will be issued in due course and the date shown on this

Acknowledgement Receipt will establish the filing date of the application.

National Stage of an International Application under 35 U.S.C. 371

lfa timely submission to enter the national stage of an international application is compliant with the conditions of 35

U.S.C. 371 and other applicable requirements a Form PCT/DO/EO/903 indicating acceptance of the application as a

national stage submission under 35 U.S.C. 371 will be issued in addition to the Filing Receipt, in due course.

New International Application Filed with the USPTO as a Receiving Office

lfa new international application is being filed and the international application includes the necessary components for

an international filing date (see PCT Article 11 and MPEP 1810), a Notification of the International Application Number

and ofthe International Filing Date (Form PCT/RO/105) will be issued in due course, subject to prescriptions concerning

national security, and the date shown on this Acknowledgement Receipt will establish the international filing date of

the application.
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Under the Paperwork Reduction Act of 1995, no persons are required to respond to a collection of information unless it contains a valid OMB control number.

PTOISBIOBa (01-10)
Approved for use through 078112012. OMB 0651-0031

US. Patent and Trademark Office; U.S. DEPARTMENT OF COMMERCE

 

INFORMATION DISCLOSURE

STATEMENT BY APPLICANT

( Not for submission under 37 CFR 1.99)

Application Number 13397517 

Filing Date 2012-02-15 

First Named Inventor William Grecia 

Art Unit I 2431 
Examiner Name    
Attorney Docket Number I 

 

U.S.PATENTS Remove 

Kind

Code

Examiner Cite

Initial* No Patent Number 1 Issue Date
Name of Patentee or Applicant
of cited Document

Pages,Columns,Lines where

Relevant Passages or Relevant

  
 

 

 

   
 

 

 

 

 

 

 
Figures Appear

1

If you wish to add additional US. Patent citation information please click the Add button. Add

U.S.PATENT APPLICATION PUBLICATIONS Remove

Examiner . Publication Kind Publication Name of Patentee or Applicant Pages,Columns,Lines where
. . * Cite No . Relevant Passages or RelevantInitial Number Code1 Date of Cited Document .

Figures Appear

1 20030018491 A1 2003-01-23 Nakahara

If you wish to add additional U.S. Published Application citation information please click the Add button. Add

FOREIGN PATENT DOCUMENTS Remove

Name of Patentee or Pages,Columns,Lines
Examiner Cite Foreign Document Country Kind Publication A licant of cited where Relevant
Initial* No Number3 Code2 i Code4 Date pp Passages or RelevantDocument .

Figures Appear

SAMSUNG

1 2007-183935 JP A 2007-07-19 ELECTRONICS CO LTD |:|

SAMSUNG

2 10-2005—0028244 KR A 2005-03-22 ELECTRONICS CO LTD |:|

SAMSUNG

3 10-2004-0107602 KR A 2004-12-23 ELECTRONICS CO LTD |:|
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Application Number 13397517

Filing Date 2012-02-15

 

 

INFORMATION DISCLOSURE

STATEMENT BY APPLICANT

( Not for submission under 37 CFR 1.99)

First Named Inventor William Grecia

Art Unit | 2431

 

  Examiner Name  
Attorney Docket Number I 

10-0708203
SAMSUNG

2007-0446 ELECTRONICS co LTD

 1 0-2005-0060685 2005-06-22 SK TELECOM CO., LTD

If you wish to add additional Foreign Patent Document citation information please click the Add button Add

NON-PATENT LITERATURE DOCUMENTS Remove 

Include name of the author (in CAPITAL LETTERS), title of the article (when appropriate), title of the item

(book, magazine, journal, serial, symposium, catalog, etc}, date, pages(s), volume-issue number(s), T5

publisher, city and/or country where published.

Examiner Cite

  
 

If you wish to add additional non-patent literature document citation information please click the Add button Add

EXAMINER SIGNATURE

Examiner Signature Date Considered

 

 

   
*EXAMINER: Initial if reference considered, whether or not citation is in conformance with MPEP 609. Draw line through a

citation if not in conformance and not considered. Include copy of this form with next communication to applicant. 

1 See Kind Codes of USPTO Patent Documents at www.USPTO.GOV or MPEP 901.04. 2 Enter office that issued the document, by the two-letter code (WIPO
Standard ST.3). 3 For Japanese patent documents, the indication of the year of the reign of the Emperor must precede the serial number of the patent document.
4 Kind of document by the appropriate symbols as indicated on the document under WIPO Standard ST.16 if possible. 5 Applicant is to place a check mark here if
English language translation is attached.
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Application Number 13397517 

Filing Date 2012-02-15 

INFORMATION DISCLOSURE First Named Inventor William Grecia 

STATEMENT BY APPLICANT
_ _ Art Unit | 2431

( Not for submissmn under 37 CFR 1.99)
  Examiner Name  
Attorney Docket Number I 

 
CERTIFICATION STATEMENT

Please see 37 CFR 1.97 and 1.98 to make the appropriate selection(s):

That each item of information contained in the information disclosure statement was first cited in any communication

|:| from a foreign patent office in a counterpart foreign application not more than three months prior to the filing of the

information disclosure statement. See 37 CFR 1.97(e)(1).

OR

That no item of information contained in the information disclosure statement was cited in a communication from a

foreign patent office in a counterpart foreign application, and, to the knowledge of the person signing the certification

after making reasonable inquiry, no item of information contained in the information disclosure statement was known to

El any individual designated in 37 CFR 1.56(c) more than three months prior to the filing of the information disclosure
statement. See 37 CFR 1.97(e)(2).

|:| See attached certification statement.

|:| The fee set forth in 37 CFR 1.17 (p) has been submitted herewith.

A certification statement is not submitted herewith.

SIGNATURE

A signature of the applicant or representative is required in accordance with CFR 1.33, 10.18. Please see CFR 1.4(d) for the

form of the signature.

 

This collection of information is required by 37 CFR 1.97 and 1.98. The information is required to obtain or retain a benefit by the

public which is to file (and by the USPTO to process) an application. Confidentiality is governed by 35 U.S.C. 122 and 37 CFR

1.14. This collection is estimated to take 1 hour to complete, including gathering, preparing and submitting the completed

application form to the USPTO. Time will vary depending upon the individual case. Any comments on the amount of time you

require to complete this form and/or suggestions for reducing this burden, should be sent to the Chief Information Officer, US.

Patent and Trademark Office, US. Department of Commerce, PO. Box 1450, Alexandria, VA 22313-1450. DO NOT SEND

FEES OR COMPLETED FORMS TO THIS ADDRESS. SEND TO: Commissioner for Patents, P.O. Box 1450, Alexandria,
VA 22313-1450.
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Privacy Act Statement

 

 
The Privacy Act of 1974 (P.L. 93-579) requires that you be given certain information in connection with your submission of the

attached form related to a patent application or patent. Accordingly, pursuant to the requirements of the Act, please be advised

that: (1 } the general authority for the collection of this information is 35 U.S.C. 2(b)(2); (2) furnishing of the information solicited

is voluntary; and (3) the principal purpose for which the information is used by the US Patent and Trademark Office is to

process and/or examine your submission related to a patent application or patent. If you do not furnish the requested

information, the US Patent and Trademark Office may not be able to process and/or examine your submission, which may

result in termination of proceedings or abandonment of the application or expiration of the patent.

The information provided by you in this form will be subject to the following routine uses:

1. The information on this form will be treated confidentially to the extent allowed under the Freedom of Information Act

(5 U.S.C. 552} and the Privacy Act (5 U.S.C. 552a). Records from this system of records may be disclosed to the

Department of Justice to determine whether the Freedom of Information Act requires disclosure of these record s.

A record from this system of records may be disclosed, as a routine use, in the course of presenting evidence to a

court, magistrate, or administrative tribunal, including disclosures to opposing counsel in the course of settlement

negotiations.

A record in this system of records may be disclosed, as a routine use, to a Member of Congress submitting a

request involving an individual, to whom the record pertains, when the individual has requested assistance from the

Member with respect to the subject matter of the record.

A record in this system of records may be disclosed, as a routine use, to a contractor of the Agency having need for

the information in order to perform a contract. Recipients of information shall be required to comply with the

requirements of the Privacy Act of 1974, as amended, pursuant to 5 U.S.C. 552a(m).

A record related to an International Application filed under the Patent Cooperation Treaty in this system of records

may be disclosed, as a routine use, to the International Bureau of the World Intellectual Property Organization, pursuant

to the Patent Cooperation Treaty.

A record in this system of records may be disclosed, as a routine use, to another federal agency for purposes of

National Security review (35 U.S.C. 181) and for review pursuant to the Atomic Energy Act (42 U.S.C. 218(c)).

A record from this system of records may be disclosed, as a routine use, to the Administrator, General Services, or

his/her designee, during an inspection of records conducted by GSA as part of that agency's responsibility to

recommend improvements in records management practices and programs, under authority of 44 U.S.C. 2904 and

2906. Such disclosure shall be made in accordance with the GSA regulations governing inspection of records for this

purpose, and any other relevant (i.e., GSA or Commerce) directive. Such disclosure shall not be used to make
determinations about individuals.

A record from this system of records may be disclosed, as a routine use, to the public after either publication of

the application pursuant to 35 U.S.C. 122(b) or issuance of a patent pursuant to 35 U.S.C. 151. Further, a record

may be disclosed, subject to the limitations of 37 CFR 1.14, as a routine use, to the public if the record was filed in

an application which became abandoned or in which the proceedings were terminated and which application is

referenced by either a published application, an application open to public inspections or an issued patent.

A record from this system of records may be disclosed, as a routine use, to a Federal, State, or local law

enforcement agency, if the USPTO becomes aware of a violation or potential violation of law or regulation.
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(21)Application number : 2006-332274 (71)Applicant : SAMSUNG ELECTRONICS CO LTD

(22)Date of filing : 08.12.2006 (72)Inventor : KIM BONG-SEON
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(30)Priority

Priority number : 2006 755098 Priority date : 03.01.2006 ' Priority country : US
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(54) DOMAIN MANAGEMENT METHOD AND DEVICE THEREFOR

(57)Abstract: ~

PROBLEM TO BE SOLVED: To provide a management method and

a device for a home network domain allowing sharing of a content

by connecting apparatuses with a central focus on consumers. 4:;
SOLUTION: This domain management method managing at least :2
one domain by a domain manager positioned inside a home 2%
includes: a step for determining whether to register a first iw

 
apparatus positioned inside the home into the domain or not; and a

step for providing data for sharing the content to between an

already registered second apparatus and the first apparatus on the

basis of a determination result: Thereby, the apparatuses are

connected with the central focus on consumers, and the content

can be shared to reduce a management burden on a content

provider.  
lfi‘

i;
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(54) METHOD FOR LICENSING DRM SUPPORTING MULTIPLE DEVICES TO PROCESS DIGITAL

INFORMATION

(57) Abstract:

PURPOSE: A method for licensing the DRM(Digital Right Management) supporting multiple devices to

process digital information is provided to enable a contents user to conveniently use contents in diverse DRM

environments by making the contents executed on multiple devices withuse of a license structure for playing
DRM contents.

CONSTITUTION: As the contents including license information is transmitted to the devices(530—550), the

license information includes unique IDs for more than two devices to play the contents. The contents are

received from a DRM server(520) and the IDs are extracted from the license information. In case that the

same ID as the ID of device is present among the extracted IDs, the contents are played.

EWS-OO‘I 873



EWS-001874

copyright KIPO 2005

Legal Status

Date of request for an examination (20030918)

Notification date of refusal decision (00000000)

Final disposal of an application (registration)

Date of final disposal of an application (20050504)

Patent registration number (1004939040000)

Date of registration (20050527)

Number of opposition against the grant of a patent ()

Date of opposition against the grant of a patent (00000000)

Number of trial against decision to refuse ( )

Date of requesting trial against decision to refuse ( )

Date of extinction of right ( )

_ 2 _

C:\Program Files\Microsofi Office\Templates\PCHS\BIank.dot

' EWS-001874



EWS-001875

$2434?) 10-0493904

20056065.?31 109%
10—0493904

(45) 'E’Glfillxl-

(11) %§‘fl§

(24) %§‘3——lx}

(51) 0 Int. C1.7

200560554279

10—2005-0028244

2005 L303% 2224‘
(65) %7H‘fl:
(43) JE-7H‘Zjlx)

10-2003-0064861

2003‘3 09%J 18%1 

GOGF 17/00

Ewan(73)

(72) wax}
iD}%*é %’&tfil 1?—4_130(3%104

”51%17}188‘?i7<19%6‘é}4%

DRM E‘r°]’dl£: HM!)I.‘.:.
 

 

"\"i I:..E. -7.._

 

(54) 144:4 7171; 21416}

(74) EH El °J

DRM 31-0141]

01] ALT-.015}.UrE‘rIHE

‘4’E‘r‘41 E HEEL? 011/411—3112},$a:
  EE

DRM 31-0] Ikflfi

011*] E0) D}.

L.
\_

angflaaiagqam
)x_l

EWS-OO‘I 875

9] e‘klofl [43} DRM AM”'3
HE

%535
1:._L_



EWS-001876

%%§-31 10~O493904

[-n m r10 Fifi NE 03. 39 m: z & .E. 5,”, FEB E312»; WWE 717194 31?; 2%] T3617] $413 DRM Etoi’ifli: $53 DrEhHE OWE

 

 
 

3'— Evita—€— DRM amnion aw win, an} )zixismi—t— ma 7321-12 mfg T 21: vim 7171: 21%3}:.’ ’1 {5‘

O‘EH’O’i DRM 7i€€: $51747} :rL‘fl'é’} fiflékontenfifl- ’87] fififli(content)% 34$} aoMflfio LH%°“
“tat 'tLi—C’i 7] 71°11“? XH ‘30] 7i%’5i’° E1r. ‘

m
9d 3121. Jalfichontent provider)§*‘i‘-Ei '3‘T3’"i'%

_ i \_ _ ' . \_ . “H. Etoi’tlfiE fit‘ig 71710" 511311141} 75.1%0} 7t%
5H3; 5101 915751], Oi 7i°flE 717i “icfl‘é‘mevme blndlng) Bot/5.31} APE-7+ H}?l‘%,‘(user blndlng) Hot/>10] 315}.

7171 Ht‘?_%‘(device binding) HM§ 44am} $933 aroma} 7171(device)on %$51o1 swag 7171(devicemm
a; 53ng 211x301 7}%3}E% a}; BM 01:}, 1a] 1, mm H}?l%‘(user binding) %*4% EL‘QE EM
(user)°i]7ii %‘-’—‘T-EIE 73%EH, 01153311 SI “Subscriber Identification Module) WE BEE 1113115. 71'5 %% 1%3tE Ho}

9‘1in ”Vi 213HJ% Zififlé $119+ DRM Etoi’iflfigi :ILiii‘Zjl‘Li LH%% Egstui, 7—1'7—1' <asset>°§EiudE
<permissi0n>°§EiEflEEE ;

<asset>°§EWiEE 113161 Hill 13?}?1011*_ DRM Etoi’éflfiZt 3.844% i’i‘éfligi ’Hltfixt(identifier)% 71%”??i-l’, 143}

9] L111 lfiflflfll/dE Cgiflifl fififli§ EE‘Q —T— 31% 2‘1 41?: ‘%}§ 7] (C ntent Encryption Key, CEK) @553 7i§3i3’— 9“: .

(permission) gai‘flfit- 183‘r‘1’.1 LHXI 203W} Oil/‘1 535315 1H *3 0] 7tl6‘iéi% 71%5t—Ti ‘31

:{Li% 1,}qu 551: % 011A1Ei/i19 OJ LHXi 239401011145 fiE‘fl

3g 012}, ZOEHJQI (constraint °§ E 0‘

  
<jnterval>°£rlwiE.b 5:1 iii:— APB-it -’F :21-h 7l?t% LiEtLHDi, 1 Hit *1@% ZiEiIEE flii 2‘}ng *Hioltt ‘31]

is: :701, <interval>°£ElDiEBi EkOi ‘10d'E E73146, 73623 ARM} 1‘}7‘ -‘?‘-Ei 1092‘ %=?. fi@:% Xt+’r%7fl *PalfiatT M .

<start>9Jr <end>°—l_} HEE 1;; I 7 $32193], <start>°é1€iudE°1W XWfiE ‘éWi-‘iLEi <end>onA1 mask ‘éfltfiixio

 
EWS-OO‘I 876



EWS-001877

moEW%fie¢%%%@Lamxx

flofllefimo¢Eflflfling;.oquJElEfluiQTflor“iwewageEflmdflXoNroé7i0Tflmflflfio“Nada:”Erma13%Moan3L|

"033531 10-0493904

ME

AlmaQE

wfilfi£3.12?AQfliwo.lNroflZmom.-fiEBiflmLad:Alfie]fl1go_.51?anoflJEIflETflnflw
ma]ELMO34#3

EAL3::.IAgum:
7

.LI..J
 

 

flgTEg

flea/1.11%mo1.éflémflfl5%§%MuggafififliflfiorqflomflflmugETflflmfiTfiANJat¢wfl%qFd§§Efl110.Lliw:ULdflA3:0
 

azfi%§%oErHLvi1Wgem—u@fiofiowrfl

filmlfiflEgmfléfl332%:w@fiéflflzflrfigeflvn0:..de2Z”7muqfiflfiofl%flWflEflfifiofliEflmrfifimflflsfifig.
fig

éflflmfli
A

aafluoflim3x0-flmoaéa$MM%¢%W22w%fl%x‘ILC11Q¢Ia€7flflfl
IA

6L

Eflea”:JZIMSW

firflflkfl52:14 flzafifl%&
fimfimma
6%ii

wwfl%wWWLJIWQEEQDflvvfl¢§

DRM EM Ail

L.
L.

X] %8}
E
E

#flflfl1:}
EL.

élAIOflOH It}
1

151.2:
ifiqmfirgfl.”al3%

Ha

mflflflagIll].67Z110]

ammoE1211éwoméaflV€ fie
 Aljlwroé‘o]imvaATEMflLmflfloLETmenflZATMom &xgflgw%0Q:LATEBMEEQ‘rfi

%%EA

@flEflww

_z_%fi1}zfl7r%flurmmeaflwmwflmaamflManamaiima‘m.fifl1.E4553:Mflflfifl§againEan%flaaLcnurauw;dr.zlfir0M2:OMMMfish/riflanMflfi?fl§w3a¢@%flfl5fl7flMmadelfll
11%

RACE]xa8;;1.6
0]
é]:E‘r. 0131

011515.

EWS-001 877

L.

M

EN}:
EM. DRM 3}

7]. 0]



EWS-001878

%%ETE1 10—0493904

(530,540,
. 01173. E1]. "$71

1::
a

L.
\_

(530,540.55

71717} DRM
15131, 717]
011:;)‘A'J‘j

E
7171‘:

E131 LW. DRM *1

‘4')
A

, 2&7] DRM
(530,540,550
4 7474.04 7171

4

(530,540,550)§

fig1:
E

73
71o]E
asE

at.WEEEamflan
flEan2::noflw:E2BEJz.,04EaEM“MD7AgmLfl.2IwemWeflE40aowEE:flEa.a?A”:Ema#4.wmm

mm

Newm4#1auflflMafig:MoAIuseraaLawHTMa:Enunmangem;EEwrxoWm.mflma.2.6mwEafl.fl.ifiMO.550Mi5%a.M5552WMEEAMa.av17M,an}amL7|RHI1&3.ILLIDu.:1Ax.EqEaATmallMMoiN11£1Eqmoo]a5:za£4aEE15a.230sun—.64.MLE__.hMEflfl4m54no“0%“moéwx 
“d3';I

A\_11 a]-o]
6L

EWS-OO‘I 878

9+ 1&7] ZiE‘ilEOH EH7;Hflflfiéfl

L‘
1_.
 

201%94 7171230] $3}: lfiflodg 43315}

on glow,



EWS-001879

7%3531 10-0493904

*0‘71 7171%01 ’e}7l 73%ng711319: ’2}71 ”317} ’87] 3115:1711011/‘1 $4113 flolfli @EE— @1113}: 11121374]:

%?%6

Z115f§°11 21101 *1,

%?%T

fl5fim1flfifi,

%?%&

12171 E10111: 1211:: 7:113: 711111:1 ¢~ 21:: 117:1: L151111: 731122 711111111 121:: 31: 121212: 61:111111i

%?%9

mu1%%flfflfifi.
 

73111:: 7111:1 1 91: 20112121 7171201 :61: E1110: s 111161: 11111171 731159112171 21.11311 111111 1101111: 121
a: 11:11 : 11121711;

12171 711117110111*11:1 E10111: 721 : 12171 1:121<11 011 :61: 7171111 1111:2161: 2112121711.

12171 71122171101111 1:111 11 E10111: 71:91 21112171101111 :14: 21:11:: 1111 7171: 11161: 11321711;

12171 113:1711E:E1 11:1: 1:111: E10111: 7211011 111111 21:11:: 11116 : 11421711: :11181: 71: 1:713: '1:
DRM 11101111: 111111.

%?%1m

11911101 910111,

5512171 E10111: :712171111:: 711101: 211:: 1161111: 2111211: 7211611 71: :7212: 11: DRM E10111: 111

%?%1L

211932101] 9101“,
 

55115151110151: 121:: @1112: 21111: ’1‘ 21: 7171:91 711:: 11121111: 7171 71: 121:0: 71: $212131: DRM

EVVS-001879



EWS-001880

305% 551 10-0493904

IE} 9} I <0~ex nights »
21E} 9. I xnflnsm—exm" http:/fodrhnI21! 1 . 1fOIIRL—EX"
3a 91 : mens:04!d="http:!]odrt.neffl .1;01;R;L~m‘)"
43} 9.. : xmlas:dFiihfip :llwwwavfi.ox'gZZIBIIWOQIXmIdsig#/ "5 RI 9.1 : >
63} 9.1 1 <1)~ex: context>
713} El 1 <0add’fi'0r8inflb I,.0</0;dtI:versiu fl>
sag: <fuaexfcuntcxt>
93h.0!' «vex : agreement>
10611211 <o«cx:nsset>

1 1 EH21 2 <9—cx:contcxt> ,
I 2 ENE 1 <0—ddzuid>ci d:4567829547@§f00.c0m<}o-dd :ui'd>
13 E} 9.3 1 4042);: con text)
1 43} 8!: <ds: Key! nit?
1 5 E]- 95 <ds: KevVuluc>leInw R8Lll‘d(wi(‘+dz,,l Imgg——- <Ids: KequIue>
16’EIEIi <fds:KevInIu‘>1 7 E? 9.51 <f0—ex:assu>
IBE’refi <0—ex:permissilm>
1 9'3} 8‘ i «tn-(Id:play]:-
2021231 <ln~extpc1mission>
21 El- QE: <fo~Lyugreemmt>
22 E} 93' <lo-ex': riglats>

 

‘1 RI EL! 2 <o-cxzrights
2 EI 91': xmlns:0-ex="http:/lodrl.neE/l .1 IODRL-EX"
SE} 8': xmins:o~dd="http:llodrl.net11.IJOD'RLJH)"

gag 2 x mlns:ds=" http:f/wwwdfi.orngOIIOI091$mldsigfi"h : >
GE 8|} <o~ex : contcrxt>
7E} E i «Mid:vm‘si(m>l .f)</0atitf2versinn>
8 EH11 C <la~cxtc0ntexit>
9'3? 91 3 <{hex mgreemcnt>
10 E} 931 firemnsseb
1 1 E} 92; <u~cx:coutexf>

‘ <0~dd$uid>cidz4567829547@I’0(r.cmn</o~cld:uid>

 

 

1 BEIQE
14EHZJ
153} 9.1; chaI1w>vLE“ R81.zl¢.loei(‘+dg’l1mgg== <I'ds: KchaIue>
ME} 9;: ‘ rifh>
WEIR:
18 BI° : <11-cx:permissiuu>
19E} 9.: «(o—ilk]:filsplay>ZOEIEL: <n—exzconstmint>
ZIEIEI: «MM:cmm1>1<lu~dddcmmt>
ZZEI 2!: <Jo-ex:constrnint>
23 a} Q! : <n~tldzdisplay)
20 E} 9.: «1/04“:parmissiun)
21 E}0‘: <Io-exzagreement>
22 EI $21Kin-ex: right?

 

Rights{

Deviccj I31; Ilcviécjm; DeviecJDE; . ..

}

EWS-001 880



EWS-001881

%%ET$} 10—0493904

 

Righis{

1335113 31211431);

 

 

 
 503(500)

 

 
 

'_3([530)

   

 

Rights Issuer

(DRM 140113. ([3130)

  
  

  
  

 
 

 

 
 3[?(550)

 sso

 

EWS-001881



EWS-001882

(19) KOREAN INTELLECTUAL PROPERTY OFFICE

KOREAN PATENT ABSTRACTS

(11) Publication number: 1020040107602 A

(43) Publication date: 23.12.2004

ywéwcfiwwwwwmwmmwmm‘wxWuw»uzafi¥mm«WWIHMWWWWMWWw:<«vck‘t«auv:«ewsel<k«akvzxwmwwwuwwowfiwxakm 

(21) Application number: 1020030036348 (71) Applicant: 0 SAMSUNG

(22) Application date: 05.06.2003 ELECTRON'CS
CO.. LTD.

(72) Inventor: 0 LEE, SEON NAM

(51) Int. Cl: HO4L 9/32

«Immvwwnw~AHa-*AM~1cmmwmfirwwm’wmmmmmmfiv‘fl M6mmwm¢mwmm4nm<wwarmmmmmmmmmufiezfiamazzmenfimvxmnmwfimm

(54) LICENSE MANAGEMENT SYSTEM FOR EXECUTING CONTENTS ON HOME NETWORK TO

REMOVE REPACKAGING PROCESS AND REDISTRIBUTION PROCESS

(57) Abstract:

PURPOSE: A license management system for executing contents on a home network system and a method

for the same are provided to reproduce easily same media files and same media streams by sharing one

license within the home network system.

CONSTITUTION: A license storage module(344) is used for storing a full license received from a license

server. A temporary license issue module(345) is used for issuing a temporary license by using the full license

of the license storage module. A license search module(343) is used for searching a storing state of the full

license and transmitting a searched result to a license request module and the temporary license lssue

module. The license request module(342) is used for requesting the license to the license server when there

is not the full license in the license storage module.

EWS-001 882



EWS-001883

copyright KlPO 2005

Legal Status

Date of request for an examination (20080526)

Notification date of refusal decision (20100621)

Final disposal of an application (rejection)

Date of final disposal of an application (20100621)

Patent registration number ( )

Date of registration (00000000)

' Number of opposition against the grant of a patent ( )

Date of opposition against the grant of a patent (00000000)

Number of trial against decision to refuse ()

Date of requesting trial against decision to refuse ( )

Date of extinction of right ()

_ 2 _

C:\Prog1‘arn Files\Microsofi Officc\Templates\PCHS\B1ank.dot

EWS-001 883



EWS-001884

J7H§LJL 10—2004—0107502

mmJJJJJJJMm
(‘12) €L7H73-61LEMA)

 

(51)u Int. Cl.7 (11) Lg—fliJii 10—2004—0107602

H04L 9/32 (43) Jfli‘JX‘L 2004612J23°J

(21) JJLLJJ. 10—2003—0036348

(22) JJ‘JXL 2003606J05°J

(71) JL’JOJ JAJJXL¥JJAL
737E: JJAI 03%? UHFJJ 416

(74) EHEIOJ QJJJ

)3 . "7 :1 . 0' $3..
‘33, A} 'c‘] i‘ - LL11! [.7 

(54) :3: ENE—$43 ’M’fli’i flfiflé §@% 3—123} LEM/Lila: 335311412?! 3-! “J‘L‘J 

o
.42

L.

J JLJJ J LLLJoLJoJJ JLLLoLAJ LLLJ JJOL aLoL AJAJ JoLLJJ JJ Jo L aLJJL JoLAJLAJJ LLLE. °LJ
LLJL 74; LL4LLLoLAJoL JJJJ oLJJT* JLJJ JL—t— ALAJ JL JLJ L JJ JoLuL.

J JLJoL JLJ J LLiE °TLJALoLLALJ 7JLJLJ AJJJ JJ JoLAJLA JJL ALAJLJ JJ JJ uLuLoLAJL cLLoLELJJ
JJAJJLJ JJAJ JJ, JJf’J JJJ JaLoL JuLuLoLAJJ—EL JoLAJLA JJ JJJ JoLAL JLJ JA4 JoL ALLA
7L JoLAJLA 7LJ JJoL ALJJoL JJJJ 7LA4 oLLJ 7LALLJJLJ JLLAJLA JJ JJJL JAL JoLAJLAJLLLJ JJoLL
JJJJ JoLAJAJAJLL JJ, JoLAJLA7L JLoLAJLA JJJJJoLL JzLaLxLJLJ JJoL JoL AJLA ALuLoLL JJ JoL ALL

AJ JJJLOL J JJ JJAJJJJJJaLoL OJJLJ JoLAJLAOJ JJ, JJAJJULJJJJL JoLAJLA ALLLLJTEL

JJJJ JOLJAJ JJJJ oL AJLA ALJJJJJpJ JoLAJLA 7LJ JLJoLL JJJ JA4 JoLAJLAJ oLJJoL JAL
JoLAJLAJ JJAJ JJJJJLoL JJ JLJuLoLAoL JJLLJ JAL JoL ALLA JLJ JJJ oLTL>L7<JuL

J JLJoLL JLL J LLiEJJ ALoLLALsLL 7JJJ. AJJJ JJ JoLAJLA JaL LLLLJJ JuLLLLoLA7L JoLAJA JaL JJoLL

JLJ JoLAJLAJ oJJJLJ JJL JLoLAJLA JaL JJLLoL JJ JoLAJLA7L °LJ7LJ JJJJ JJL, JJ JJoLL LLLEL

J7LJLL4uLoLAoLL OJAL JoLAJLAJ JoLLJJJL, J JuLuLoLAoLL JxLaLJ JJJ LJ7LJ oLJaLoL UiEiOiLJ
JLJJ JJLJ oLJoLJuL.

iii 910i

5°: Eifiioiémome Device), jH7173J(Pa<:kaging), DRM(DigitaI Rights Management), Eioiéflfiuicence), 33 E1340
ontents)

3391.91 JLLJJLL £161

_ 1 _ EWS-001884



EWS-001885

#2711561 10—2004—0107602

iEHW¢§§flfiflE§§flfiififlE€¥flgfififlflflflfiflflflfi§%%fl%?fi%1:

% *1H1:% E101 Zi‘éfléi% $331121 1% 73%011 :2 L11E$1EL 41011111 WW1:Mn: 011 :10 2‘11 r11‘ —11 oi mlo L

w@m%w@@%

13.1: m 0' 4:13.231
12:. O W.

““1 o1 01‘ 7H: ;.1. 101°: €114

E aha—3 $12151 32173 1A1 5312115 %€.LX1§¥E1 A1421741011711 611% 53131355: $1§§16101 X125 1 $121 $1 “M 71

%% X13615 A1:513:11 a»! 1:11:11 1 {1731 312i, E11} $H11'51711E g L11E$1EL<L191 E11110155131111 $5591 E10 411:2:—

¥°1EL1§ $51 .1 01 61b131 E101L1¢i :2: L11E$1EL 11154 Z1 CHEM—:01 7L 115%.— 01551321 ¢ 9,13% 615 4&1;
2-: H01 011 11:1 720151 '

E 1011211 1% H191 E01, 71% DRM(Digital Rights Management) A1¢Eé1% 131:101 310;;— “HE“??P‘: ~11 A1111521 217—1
31 D1H1°1£°11 221711 a1°1fl¢§ 1101615 EMali *1H1,1B11 1'31 1113101111 E1£~EE 11% u1E1<>1 3194471 E10111.1:
A1H1c>11A1 fl%%% E101flifé 71x13. 111*361—5~ t1H1°1¢i W39}. 2:1 #3411011 61% P071 91111141 71751 w}

131.0191 121—:— éti—aH—‘fl DRM A1i%¥% 01%31015 1% % {4111+ 211%E A17313101 311:1. :LE1L1. :5? L115? EL 1154 01111 1‘4
B1°1:o11*1 $111711 211153— 14.61.1161? 73%71 111111? «3.711% 732112;: [I11, %a1191 HJbflé g L11E$1EL 71113% 13161.1

RM 9711 I1111101.): a: 7121 the: 31011153: #01811 91W. 1431/11 E1H1°1¢1°1 71111 alt— I:1E101 3194.171 D1111

°1¢271 71X11 alt— %%_1€L1 U1E1<>1 3194.011 121—:— E1°1Afl¢§ X13615 7&01 571%6151. 73%, DRM A1::Eé1—‘é— 4;: L11

E01201] $331133 :5} H1E$13 111%91 211191 E1H1°1£U1E1 @591 31011353;— #011110101131515‘ §¥i§°1 am:—

710151. :3: #1511135 :1 7111341 S L11E$13 11°11 ° % 11% ZiEflz‘s‘é—El 434171 71%8131 7—1 E1H1<>1¢ :5; 1:11:11

WEE—fl £61101 71%3152 31% 7,101 1351123 $321—$1— 90}; H11 @1191 DRM Architectureofl 315:1 $4191 £19141
wm%aw

€§§%flfl%flflfifl%fifi%fl%flflflflflé%flflfi%%flfifiQfiflfifififiiééfifigifi
%fififlfiflé9fi§flflflflflfi§fl%flfl@flfifli%%flflfl5fi%l%fi£i§fi.

EQEQH§fififlflHWWfiENZfiflngéfiflM¢%HMML44flHWNé%WW%fliflflfl

fi%¥fi%0fiflEEfl§fl€aflfiflfigflé%fl%fl44fl%flflflfi%flfiHflflflflé%%%§
$%E%-%w%a5a%%agifiq

<%%%flflflflfi£§%%%d%fl% .
%%%4o%qwq¢i:aaww:afi 4%fibvfifl%fiflflflfléflflflflfifi%fil

Wfléflflflfi%%$flflf%$JEF-%fl%
g E

X3Efifll§fl§fl§flfl&ig%3%flflflflflflégfiEéwfigflEflflfliafla

' 2 ‘ EWS-001885



EWS-001886

13-74%? 10—2004~0107602

1101A1A71A171 1101A11A 71A1 111011 T71161A1 91% 7.1T011.1101A11A A1u1011 11111 1101A11AE 1111101 E 7211

M7411111111 16101 0712111 1101A11A071-11%A, A171 MAI 11111 1111171 11011A 1111111111 111.1

° 1101A11AE 7471,434E 1101A11AA1A1A1E11A171 1101A11A 71711111011 71711 71A1 1101A1AE 0113—1101 o1A1

1101A11AE 171111711 .111111251 01 111101 11111101A0111111111 °1A1 1101A11A 11111 11.11111 11.111111— 7211 1:1
71.0.1 111.

A1711 171111111171 11101. 1.1 11111.11— 1111 1101A711101A11A 1.111111101111111 11°1A11AE 0711111 01211, A1

711101A11A7111<>1A11A 1111 DEM 121% 711111111112111 1171,717111111110111111171111111101A011°1A111oIAIA—E— 11—011111 11 1-11A171 111111015111 1151—:— 71111A 2111211 0115101 11111011 212151: 11711111
21 E 31% 11712.11 0111

(Digital Rights Management; 414749:;4 747—4713 231.4114)E94E EE 147447—49.4 11474 4E 1319114534 74751414 144174 74444
DRM

E 5449.4 EEK—41°L4/‘4i94434 914949.494.°4E 1149447‘4° 711/1444?7"4" 34 E°474114E 737—4944" 9254.Z—. 57724, 1434—;— 49—04

Ext-1144181741494 7‘4444944 7124440494 944494 349:4E 13411‘}EE 91'4’14E7‘4.94434°4 fiE‘EE° ”51.474740E 711E4E°4 711914.475;
E— 71316-51 5° 11011:]?° ‘37—492411—" 0494141444, 9.4494. 434-3359. ZiETflEE P2P(Peelr to Peer) 7144443: 71474—474131E944 44444E EEE {1175414944 BHEQEE 17.94 94914747494 94499.4 4319474114 3204 744444 74194 011219,] E9474174‘L403E 1:44

74% 1’? 32E 9.4434914T (31434 5459.4. 47443404 9494.94 344434 EE°44 l”4494454444EE 5.7434E 4404444E 9374924‘r)7 O47414,94
EYE-”144131 3474 ° 424°44iEE 7493796494 3431.714E4E74w‘34c’ 949494 3494.94 174.40% 9.49494 A4444"74E 9.4954 943474

92494 949343474 925434. 91'9..E$47E4U474 (Water Marking) ”4‘44E° A413-04E 714 E 31343442149933. 92:34. 134414 94E E344
739143-94 41719.4 E13194 92413.1 “44 1°1434434 747474459911 E74E 4124149474 949.4 72994494. O4E E94 H044149413474 £94E
74 7514173 1114 74E°44 EJ749494 “49124741317494 7394.45 4418- 74X44E 749.4924 -’4‘-E (132434.

1111213123.} A4744E‘1. 343431. E4114114A(PC, FDA 15—) 31114.01 1.11 a1°1A11A 111:1 111 1%— E -

1111.471. 1:111. 11117171 1,11 A171A17e1. 11A1 71: 121 E 01117171A11AE 1101A11AE—aA1711 1T 1215
E4472 1.10 1131ng0 2413.345 740] 13434-11315]: ms}, 0] 304-1ng0 :‘Li'é-leo] 311310112191)....E.u 145:3] 31%;,11 u 1:101 31.
94:4 E°4 944 54494—113124? 92494.35 91', 9413-7474 E744E E3494 9—44.4QE Super DistributionE 33434 441445 X44
EX4°4 114% 34344044 74 0434.744 5.434.

011151101 1111 11111151 121 A1A1011~E A111 1111.

E 2E E 43.149394 7449.494E 7‘4fi9144E 717447—423 1141544144. EEEOWL E E44404 7449.434E 74594141314 7494.47‘(Raw C

ontents), E ‘4 14449494 9491473: T149444.4i 74E 0443-34949. .9.§4(Encryption)°4E 94474714 EE(Packager; 220), 723474

94§34514 11413404 WEE 74 1‘411404¢°44A4 WEEEE34 ’4 225714114719 A44E34E1‘14 *4144(Web S_erver; 230)A74 94.9.9449. 19443494 94°E4E 7.4 13444494594444 ”$741433 ”E93747E41r 945E 9443494 559:4 E 74453— E 9447494 A494“
Media Sever; 240), E 434444°4fi94 £724E 444:4947‘4 934749;: 43444494141°4 1W3434E944°4 IDE 949.4304i A474427144444
0450142141} 344% 53 445% @333; 3,1 34% a404A44fiE 9.413341:- 114047441: 7434(License Server; 2‘40)9.i E74393 1’1:
92134.

743474 94474714 7434(2202E 739413 744E74°44 343404 74412-94. 91—19: 73114334 34 °414é 741394 E‘4415434404AE4E 947744 34474
711101711111 711111.11: 111 A1 111 111101 A11101 711.1111—01111 11111111. 11171711 11111 1110171111A 1:

4474131 E7423 340W: 74% 04%:404 94904914 ”49404 1149:} ‘44 E434 X4T3400Ck)E :3433494 641145 94§34 340%
*E ‘373949EM4 94714314 349.4 1144.9.E74E 34744 341:4. 7d 44% 744E74E $474 344 7704 A4H4(220)E E3404 11404A14¢
74 A4E(License Key Seed)$4 74 |D(Key ID)$4 E914943E’44 34474784174724E 5199434 3494, E74343§ 92499494 14443494
949:4_E 714.443 9.4434. 94474764 I4744944 E449.4 17147441494 444%:° MS DRM Homepage http: //www. microsoft. com/windows/
windowsmedia/wm7/drm/architecture.aspx LEE1. http: //www.microsoft. com/windows/windowsmedia/wm7/D

RM/tutorial. aspx E 944313494 37—4494494 ’4‘1113494.

3.1171121111123011:— 111101 1101.01 111.11: A1111AE12110 211 A1111A1. 711:1A 21117111111 1711 2111011

1011 ATE111111111 71-1 1111:1111; 1:111:1E 5151 A1111A 211171011 916101 10111 1.1. 2111. 1.111 A171 111:101 7494(240)E 1349494 9494.94 ./':E1%4 74444::E7441}? 34E 741144374, 0474 144 7444494 “4747474E 7d Efli X443097494
E94 BEE 1:4E 411744044-‘143404E93E 1’? 542134. E754 diE‘AE 71,474 944 71414434 :E%4 74434944 943494 E414944i *4E74
04744 E34 4=444§£(Distribution)flE 72994434.

A17 11 11111: 1122250). 111T011 717101 31111101AEE 11111111. 12112 10 M E 1

A 11111111164011; 1.111111 9.111. 01 011 111111 11211710. 7111— E3 11171 1.5 1A1 11111171: 11111.

*0474 34041471 A41:14(210)E71111A
A41547494 7.11112 E714 AME 13304004% 111111,

- 3 - EWS-001886



EWS-001887

E711E61 10—2004—0107602

E7131 411341191 E ?4161°1 °1E E711 716161E171TEEE 41%? 31E1. 6104171% 17161614317E1T71E1491 E61

410114611414 41% 71614114E 0417111210101: E1E1. 41 E160114E 31014114 4161011 4.161.161E 46114 711517111 ID 43—!E°11°1 ID(MAC AddressE 6113EE ? °1E1)E 416E161 a1°44§4171E 717—121 646161461] 41°1461 6161414

4341, 01-01 “1:917:11? 01E161 7HE§1(individualization)E0%31'01‘13101411i 41131 1178101141 111413 41149719131113}
E E61 71014114 1141.44 71E1E 91 471E77E1 T31E1.1*41171 E1014114E 417191 E161°14°11EEE1°1 EEEBE

441 6101411491 E711E «16171 319.114 71014114E 041416171 6161641? 31E1 61014144E 4114161E 714E 41614641,

anIAII4 41H1(210)E 6161414 71 4]E(License Key Seed)E 4171 6117141 4161(220)°11 «1 6101 0146461614 E1E1°1 61
°EETE171|D(Key1D)E1 E14161°1E1°14i14E 4114141E1. 161E161 6141611714171 616141144 EEEEE E71«1 EE

111491 71E411E E411°1141T"611E1 T°1E1.’“ 610141141 7141611 E1141 117114141 111EE MS DRM Homepage

r_4

8
Ea

91

http: //www. microsoft. com/windows/windowsmedia/wm7/drm/architecture.aspx4BEE http: //www.microsoft.

com/windows/windowsmedia/wm7/DRM/tutoriai. aspx E 017313101 E—i‘LV—E-1 —’F 31131

E 3E E1EEE 41614E 4161716114E 4616147161E 71E°11E L11164 E134 4101141 E1614114E EE61E E41E

E16141 EEE°1E1 E E41611E U1E1°1 61%E1113661E 1.21 4161(230), 7171«1 6161014“—1 71 617611 6171 E10141
E1701 61T E101414 4161(210) 417] 61614114 4161:62TE1 E°1E1E 61614114E E L11E° 34 4101141 EEE ? 1,1

711 611EE 7101414 E61 EE(340) 16141..‘41 416161141 61E—45 BEE 61E1°1 611471 61014114 416141161 EEE

7101414E °1E61°1 61E1°1 61‘1—41E 7114161E 741611.74 7114171E 7 E EE161°14(310, 320, 330)E’ E41%? 311E1.

61E191 E17161O141(310)°1 71141614TE1 61E1°1 61‘?J_1(110)E EEE E10141, 171E° 7114161471 61E E 751T611 EE1616142(320)E 4161616141611M°1E 61E1°1 61‘7.>J_1(110)E° E141 E1EE’E6101 71141 614711461 ?T9140$61
616143'(330)E EE161°141(310)611 91E E1E101 61%1(110)E 4.12% 6141064 614 7114161471E61 ?31TE1. 01 611,

EE161°141(310)°11 21610161014114 4.41E 41—8— 6101414 71614E(340)E 61614114 4161(210)611 4171 E16161
E1°E1E 4616171 1116101 6101414A(120)E E1EE1°141 414161711 %E1. °1T 61014114 E61 EEE E1EEE 111E
6161414A(120)E O14—6161 717131 EE1 61014011 °141 61014114E E1EEE1. 161%, 71714 EE161°14E E9461

E1E1°1 E1E1E 7—1 4141 E161414E 01116101 71141E1T* °1E1. 14191, 6101414 4141101141 EEE? 716413: E41301

‘21E1‘41 41414 EEH1°14°11 E6104?«1 EEO] 7116161?°11 611716161: 6101411471E1EE16 7114101 E1 o14167141401—E7101E1. 1141 61614114 4141101141°E44171 7116104 4.141E101 31E161: 41E4171«1 E64101, E4171Eo E?E 41411610:
0114643374 H}O]/\7‘_i—3] % 4111A].§]T3] i619] 31-01/1114 121.2 7147,40] ET 011;}.

4E 11161711114E 416161471661E 731T011E L11E°14EI 416114161014114E EE61E E41E

41416101 3101414 414611E41715 36114191 617171414 6101411414 4161(210) E161411471

64,(31o 320, 330)EE E616E1E1.E141,E°114161 61141011 61E1°1 61°1«1 45% 41614E 711E61E
H

)4 414164161.

11;

61421 Eu]u1614E(310, 32.0, 330)61 616161 4161(240)24EE1 u1E1°1 4E%1(130)E 14161 E41413E 2114161
31434.: 314 34401] 01% 61141—3] :gui 11461461] gIEIoI r3171 6161414 34E E1E E101414 E61 EE(340)E E1
01414 4161(210)611 4171 61E1°1 4E%1(130)E 4616171 1116101 6101414B(140)E E1EE16141 414161711 %E1. 01
E E101414 E61 EEE E1EEE 141E E1°i4fl4B(120)E 014-6101 717151 EE161°14°11 °141 E1<>14114E E1EE1
E1. 161641, 7171«1 EE161°14E E44141 61E1°1 4EE1E 71 4141 E161414E °1E61°1 71141641? 311E1.4E 3«1 41141

01141511 614171414 716.1% 4614?, 4611 EJ644141 L1101141 EE161°14E91 4614?, 4611416441714 E6101 7161
11.111611 611EE61: 6101414716E1EEE1.

E 5E E E1 14101 711°161E E1014114 E614(340) °1 414140444 E41E 1161111 EEE°1E1 E 141610141 711E61E
614414 64 4EE ELIIE4a 41°1141«14‘7E quoI 61°41 BEE 61E1°1 421161 E141 61641

6147144614414 4161(21O)E17‘ E1 E1E1'E1E 61014114E 01E61°1 6M 6101414 E 414. EE6 E 46:1qu1.
E 6101414 4I6IEEEI E1E 41E 61014114E 717191 17161446176 714641 4 31461—6 E ‘41E1E 46164161. 4171

61014114 EE14E(340)E° E L11E°1fl 41E4171E1°1414E EEE 4+ 31EE 71 IE E4171711E4E1 ? 21.6.11.
E16141 E1614114 4161(210)71E1°14114E EE61E 717416114141E61E 60141 E 1ng 61EE1? °1E 71°1E1. 71 E1

6101471 61014114 4141 EE(344)°11 714114 7114117131 ID ‘1! 61E°Ii°1 IDE 73416111141 E1614114E 474161641. 4171
E101414 r141:E(344)E 61014114 41E1(210)°11 3101414E 46471614 01E 111E1E111°1414161314 Z1 171614461 414
{5.1 $14] 34014112464 1341—44 71011:}.

01616.1 6101414 71614E(344)E E141 E?41 ELE(341), 61014114 074131.E,(342) 61014114 4:141 EE(343), 61
01414 4141 ELE(344)“—1 °E141 61014114 1E1E EE(345)E41 E41644T 3161. 4171 4444 EE<341)E EE161°14
417161 61014114 1241131 0471E° E101E 014, 4171 61014114 4161(210)611 61014114 E1121 9441 E 4d?oT6101 4171 61614114
416141161 E1EE1EE 4141 61014114(4171 °141 6101411491 E11616161 E1014114 416161141E1E61E E1014114E 4141
310141144 ‘11‘41E1 E 911E1)E EE‘EEE 1E61 741 111610140111+461 0141641014114E 714615 041232 46§E4r+

46171 E101414 7141 6E<343)E 4171 E6161OI4EETEI 6161414461131 671EE E14 E 616017141 614414716161
6101414 7141 EE(344)°11 71416101 °1E71E 414116161, 1 41411461EHE1014114 044 EE(342)61 4141 6161414

7 4 _ EWS-001887



EWS-001888

E711EE1 10—2004—0107602

EE EE(345)°11 L1E181E EEEEEEE. L171 E101711E 7172117-E—(344)E 11°171177 71711 EE(343)E EEL1 E

E(341)E E611 11°1L1E 7111(210)EEE1 E1&— 111% 721,71 E1°171171E 71L1E1E1. L171 11°1711E 078 EE(342)E E
EH1°1E E! 71111qu L1EE1E 72.1410311L1E71717e1EE(344)°11E711E171 EE 7&1 °°11, E1°1L11E 711111210)°11 E11
E1 7M E1°17¢1EE EEE1°1 E 7A1E EEL1EE(341)E EE1°1 °7§E1EEEE EE1E1E1EE11L171 o171 E1°1

EIE BEE EE(345)E L171 E1°17i1E 71721 EE (344)°11 717L1E. E1071 a1°1L11EE °1E01°1 EE t1111°1E°1171E 1:1°1 .~ E EE 111E1°1 EEEE 7118—13; ‘1: 91EE ‘1E E171 E1°1L11EE L171E E(341)E EE1°1EE111-7516 E
EEE E111 EE

E 6% E E1111°1 711EE1E 1101111 011 111E 117g E L711E1°E 11E111 EEE°111. 11171, 71E11E 711E71°11 91°11 °1EE1E

EE— 73111E21 11°17i1E 1E E17711 E11717076711° E1EE1E_ 71E11EE AME E E1L1°1E1(3610). E1E E1711E71 11.1 71111
EE I1111°1 71111E E‘1°1 L1 1 E1EE1E 7dE1EE 7113171011711 1111EE1E E1711°1E1(5620).E171E 71E11E HHE—E 7:1
EE E1111171131 11% L91 E1711E 714217131 E1°1E1 71111: °EE 71EEE1. E7131 DRME EEE E11171 EEE

1: 71.131“a°11 171131174 “'01 71051.53% 31751313712171. if1711 o11:1:311 111E143 ”131 131°01E1 75121E91 01%(super distributio
n)°1‘71 473717151:W151 0151 E1‘JE1011 E111E1jo1(roaming)E 0E5101 111131.51—r’K 91131.71E1l2391 E10111.1fi71 {1313‘31911232, E117172711771 (713115.011 E1111‘. 3 X111E711 31733171 *1%*1°11‘C 11.15” 311% E1°14fli7§7 ‘1E1T—EL‘1E10101E1EE
711.11.77.91 E11721 EEIOH 01'Z61 51711 E11% 7’1: 91% 21°11? 131% 117.1711E’11 111°1’1fli 7817—11 @7113 E T(7.171110711116630). 7d
511.13 71177617131 72317—1011 111131 13% ET- E781, 3712.1, 51137111217171 “711 *17‘.1 42751, 7517‘171E E15? 7‘3— 01 317171 47:12:19.
E @7512}?— 913131, 71? 31% 513735 6515111233101 7115115 013191 %°§*o1 {IEE1UJ711111fi91 7E9? E13101”

11151175372? 71771271795151.9-E1O1’11111i9173-r111115771181117—11553151091 11111. @EE 51111°11717b1§15l=
9111 711% 1173191 %7‘1 13751 0E A173?! 711°1%E;1—91 1%“01 “71 E1115 °1i°117‘1 771014.11" 711315191 XE171%E°EE1 E1
EE§1EE1 ’72131. E13331: E10111.1fi 1131311301 a10171.11: 7‘1111°11 E1°1L11fi§ 13211—21611? 71°E'. 07e1'51EEE1711°1E1(
S650). ;311721:° t11111012 @33311’EEE131H101iE-1LE1 3101*11fi 1131511qu 31011115 ‘ELTSL “1E
i E1174 1133:0131? 17710141132715E71 5171 °1°”1 131011.115 7‘1111"111511"E1 T7/101 7‘11é912‘113121% PE-

4713;71 7—17—1191 31:11:1111‘31fi‘41’11 73511ZEE €153?’7 5111::—1 13101111" 77131 3730121171 HEEL“EE1°1 717191 11171 E1°1L11EE 1E1€1E15H36701 11171E1°E 71 E1111°1EE AL171 E171 011°
°E1§i1 fiEflE—E‘ ”$531271“A 01131.

EE°1 711°1E1E1101E1°11 111E E17L1EE E3EE111E$1E EEEE L711771711 11EE11 EEE°1E1. E11191 EEE

7111-11E 1117101 71710171717101 111-101 EEE EEE1°1 71111: 77171E E81617111 EE 111101 EE

E1 01.171 7117371E E311 ’E*17.1°E’EE§E1E1(S71O). 71E°11EEE1111°1E 111111111 a1°1711E71E711E171

M1°11 1 E71EE1EE, 71 EE 111°1’EE 131011.115: 7171 EE°11 E1°1 711EEEE1EE EEE1711° EE<S720) E1°1
EE11191 E101L1E 7171 EEE L171 E1 E7101111°1 711.171E 11017L1E71a101717 71L1EEE01E7101E

16101 1 E71017 E EE1E111(S730) E101 E101L1E 7171.11 E01 E111 E101L1E71E717171 17131111.. 11

ELEEEQ 31.014117 0751DE.0. a}o}4flfi $111101] 01151 E101711EE 0%51—1 0]: E1—,%EEE1E1(5750)_
171 131-3—EEE1 a101L1EE1 E13111 E101L1EE °171 E101L1EE71 L171 EEB1°1E°11 E°1°1°1(s7601 01

11191 u111°1 E‘EE11E 111E1°1 LEE/1°11 111E1°1 71%0E B1°1L11EE °7z1E1E71°E71 E1°1L11E 7111171
1E1°1L11EE :LEHEEE11101EE1 11°1E1°1E E711713171 u111311711 °1$1 EEE E1710 E1°17i1EE EEH1°1E°11

E 710111.171 E°1E1E °:1/~1 E101LIEE °1EE1°1 73E1E 717171E 7101131 1:11101 E12; EE 111101 EEEE‘
1171771711 3.1516770).

1:14.mu:3LF“#1110yflrwmwflm
rmic—1111115305114Eil‘gé‘fiuflflm ErnMoErEmimemww 0131111111:11>v

m)’

E1°1 1101717. 7171 EE0171E1 E101LIE71 91731111 L11 E1111°17°1 619101 ID, EEE 71717121 ID1—1 71

Efi-g 31—01A11AET51 A017] 114131015011/‘1131. ”121887117587. 011:}‘1 a0] 31¢; H°1H1L171(S74O).Llfi17011310721351
E7101 EEE °1EE1°1 71E11E 711*371E 0101731 E1E°1E °E1EE 1711101 fiEE‘ 7% *1111131711 13516770).

L1EL EEE 111171171 E7101E—EE ’1171131711’E1E1'6P13171 E°1 ' 7017174710101 E71117] LEE ,E Eng
91 71E7E1 7 L121 11111 110171 1171 11010171 E’L191 71L1E—°— 7171E 01516101 0111 7171 1.117101 71E71E1.

E11151

711°

E 1.1111130113161111 01E71E 11E 013 11017121 EE :1u101E-EE 711191 a101L1-E EEEEE71EEE1 111101

0111 111101 EEE‘E E11191 a101L1-EE71017171E1 E ° E EEEE 711%— 81E E

EE E 11111101] QE1EJSIE°1EL 712101 E11191 E10171EE 010207101 717171 71EE7131 0171 212191 E 1111017
°1EfEE11EE 511EE3171 01:1.

7 5 - EWS-001888



EWS-001889

L7HL61 10—2004—0107602

731-711'111.
Lo1L1L A111171x11LL1 LA1 Lo1L1LL 71L1L1L Lo1A11Lx1L111 =- L

A171 a1o1L1L LL,1 LL01 LLL LL Lo1L1LL 01118101 L11L11a11 Lc1u1o1Lo1A1A1LL* LL LA1 L01

L1LL LLLL LA1L01A1A LL LLL LLLL71° LL0: 51LL LELL A0101A1L LLL LLL 11%»
L101 L115 31111 LL.

7'51??? 2.

X111501°11 310111.

L71111o1LL11—E1 Lo1L1L LL LLL Lo1A1 LL L1A1 Lo1L1L71a1°1A11L 717211301 717511101 LLLLL

6LLLal'oléflfifl’gl; UEWx1:113 LL mflro

01:1— L°1L1L A1111o11111LLo1L1L L11LL31

01L L 111211121 A1o11A1L LLL LLL LL

L 111

1>1.9
.L3 [i1> .L L 1111 ~11: g; 11‘; 1111 r11 .133 1‘31": 1> 111111 3 010 3,.3 3 .11 3 .L. 1112

111
L o; _'1_,

1

X11351“‘1: X1145:1011 9101/11.

A1111LL LLLL 111E101 A1L1L :1 LLL1L 31% LL 2:: LL L 11121121 A1111A1L LL)x

LsL LL x114Lo11 01°1A1, 1A71 LLLL LL LLL

Lo1L1L A1L171A11LL LL Lo1L1LL LLLL Lo1L1L7<1L1 LL; L

A171 L101 A11A A1715L011 LLL LA1 Lo1L1
AL _

L1LL LL61L 11A1L01L1L LL ELL LL

31.01/11]: 33-31 111159].

LLLL111 LLu1o1Lo11A1 ALL-L L 91L LA1 L01
LL1LL LLLL A1o11A121 LLL LLL 11L

%?%1

1116301011 3101*1, "c171 111°1L1¢ HELL? E%%

LLL1O1LLLE1 a101L1L LL LLL L°1A1 311501 721,111 L101LL

A1611, LLLLL Lo1L1L LL LL11 LA1L01L1L LL L

\1
111101 111 X179”3°11 117211131 3131547373

01] X D213: 31014115174“)131:. :11
I XE

*0171 “CM BRILL/:71 ”2171 E10PM: X1721 $13011 $111111 91% 751% 101—:- 3101*i1i ”1151011 1111% E101 AfléL—LE72131
01%5175-Rfi3153101flfi 1 L11E$131A1o111131 fiQEQLF—gg1:0 l-U 11111 11110 E l_. 1121' 3'1, r1r >>£ 11110 .1111 0L [0 11113 r1r 1:101

‘ 6 ' EWS-001889



EWS-001890

9§7H5?311O—2004—0107602

:3 E}°Hflfi £911] *1:%‘.

%?fi8."
9494149454 494A4¢ 94949.494 9494 94914444 994949: 9474;

’247] floléflfifl 440114}: {PF/l 39314101] 3157}% 93543}? E97911;

A974 9494 949494 9494 474 49449454 94A] 9494444 49— 94944 9474; 2-4

A974 94949494¢94 494 64: 9494.: 94474: 9449494 94949444 9494: 9474: 49494: 744 9949: 94—: 94
44944 494494 4944 4949— 9494 9494944 494 9494.

 

%?%a

2418944911 9401/4147] $49494 am 911% 3401415} E40141: 3494 593°“ 31.293, *07] EDIHFOIZSAH “A1 E40141:
34445444

 

3] 944.9: $188% $4915} 34° AU;U111] “OHS.

%?%1a

A11893491] 310444, M7de9 9444 911% EM 445444014115; 3743] E934
394445-44:

5::[4:GE U'ld 41
XI.

443 D.‘4 r43 3. .943 a I).

9459494”)09444474 In: 9449494 91A] 9494443 9494944 94744 494945 744 9742: 34% 49.: 459424
A494A4949494:4494° 949494944: 494 9994.

ngolfin 244%; #4345645 474% :4 £6464E 74% E5433 64—:— E HIE-flfl ’WIAM 7494i A4949;—
44444¢444fl.

%?fl12.

HIS“L #1314110??? 01: if} @901134011~1,%71%“fl% ”3333471 31% 53 “E1 EE1%% 73%Eii 34% 7F§§EE
933$ 71% TE} 713W”).

' 7 ‘ EWS-001890



EWS-001891

437115—61 10—2004—0107602

 
  

 
  

  
 

aroma

um

UHEOILW

 
 

2' am
2 : 

3.3 2
210

  
 

 

E‘OHflé

kItH

250

45:4 flfiili HHBIES NEH

DICICH leH

E ‘5? 3

EIOIEé
kHH

 

 

kIHlA

 
am3¢

33° 33! 2%

' 8 ‘ EWS-001891



EWS-001892

431711561 10—2004—0107602

 

3:}. "'33 4
210

amw¢
H EH

 
  

 
 

 

13
l 1:.

EIHIOIfiI
  

DICHH HE!

 

  glJHHNfi

amwfiag flMflfiHQ
32% SEE 

' 9 ' EWS-001892



EWS-001893

%7HET’3H 10—2004—0107602

322956

' ' ,, 610

% EELIZCE HHBPé'fSJE}

7 620
HHBIESJEJ. €191.55 HHE‘EJJC}

630

aroléilé 5371.” QEEHZ}

8640

EFflZ-E Ci-E—EEéffl

8650

Emléflfi use: 8353:}

8660

EMS EPOl/cilA-E EJEJ‘FEP

' ‘ 8670

2le EPOIéflA 33%|}

8680

mm; mm; Min}

  

   
 

EE U|E|01 3:13;
g .Jg EEO} IH’gDIOHM g4

834% MEEHJ

  fiMflfiEflJEEWWg W”
EfOlfllfig SEEK}

S730 8750
o 2'! $016335 EFOHflLé MtHE—fia 3+0]

9 “'1: EB! EEO“ 0"" . ' {ii-3* GEEEEEP

011 S740

 
 

 
  

    
 

 
 

 
  

  
 
 

a5%mmxmgmm§0@ ugig§amw¢fl%g§ SW0
amgmamwfigg @u EMEWEAE$W§U

xemgmgaumum
§§§§fl

— 10 - EWS-001893



EWS-001894

«WWWWW, ”as, menu,»

(19) KOREAN INTELLECTUAL PROPERTY OFFICE

KOREAN PATENT ABSTRACTS

(11) Registration 100708203 B1
number:

(45) Issue date: 10.04.2007

(24) Registration date: 10.04.2007

«waaufibva‘;WM»MMWWWWAMWWWWWW%wfimanWWWWYwwgmtvwfinnwmmmmmwumwca‘wafimnxwrxwtwwmmmwwvmflwxmewuww

(21) Application number: 1020060018430 (73) Proprietor:

(22) Application date: 24.02.2006 (72) Inventor: o KWON, WON

SEOK

(51) Int. Cl: H04L'12/12

H04L 12/16

H04L 29/06

H04L 12/28

wawfwmmmmmmwmncwprcmWWW):awwruwzzvr‘xnmx'uwzwaWWv/tuwu1m ukxawwfian:  

(54) CONTROL PERMISSION METHOD OF A DEVICE CAPABLE OF ALLOWING A DEVICE TO

SELECTIVELY PERMIT ITS CONTROL ONLY TO A PARTICULAR CONTROL POINT WHICH IS ALREADY

PARTICIPATING IN A DOMAIN IN WHICH THE DEVICE IS ALSO PARTICIPATING, TO THUS BE

CONTROLLED ONLY BY THE PARTICULAR CONTROL POINT

(57) Abstract:

PURPOSE: A control permission method of a device using the same are provided to prevent a control point

connected with the same network from controlling a device unless it participates in a domain.

CONSTITUTION: A device checks whether a domain identifier can be extracted from a received participation

message(300,310). When a domain identifier can be extracted, the device extracts the domain identifier from

the received participation message(320). The device checks whether the extracted domain identifier has been

previously registered in a list of domain identifiers(330). When the domain identifier has been registered in the
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list, a control point can participate in a domain, so the device transmits a response message to the control

point(340).
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[REQUEST]

JOIN path domain URL HTTP/1.1

HOST: hostname:portNumber

USER-AGENT: OS/Version UPnP/1.l product/version

DOMAIN—ID: domain identifier

[RESPONSE]

HTTP/1.1 200 OK

CP-ID: control point identifier
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[REQUEST]

POST path control URL HTTP/1.0

HOST: hostname1portNumber

CONTENT—LENGTH: bytes in body

CONTENT—TYPE: text/xml; charset=“utf~8”

USER—AGNET: OS/version UPnP/l.l product/version

CP-ID: control point identifier

SOAPACTION: “urn:schemas—upnp—org:service:serviCeType:V#actionName”

POST path control UR'L HTTP/1.1

HOST: hostname:portNumber

Transfer—Encoding: “Chunked"

CONTENT—TYPE: text/Xml; Charset=“utf—8”

USER—AGNET: OS/version UPnP/l.l product/Version

CP—ID: control point identifier

SOAPACTION: “urn:schemas—upnp—org:service:serviceType:V#actionName”
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SUBSCRIBE publisher path HTTP/1.1

HOST: publisher host:publisher port

USER—AGENT: OS/Version UPnP/1.1 product/version

CALLBACK: <delivery URL>

NT: upnpzevent

TIMEOUT: Send~requested subscription duration

CP-ID: control point identifier
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%%E~61 10—0708203
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[REQUEST]

LEAVE path domain URL HTTP/1.1

HOST: hostnamezportNumber

USER—AGENT: OS/Version UPnP/l.l product/version

CP—ID: control point identifier

[RESPONSE]

HTTP/1.1 200 OK

DOMAIN-ID: domain identifier
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(19) KOREAN INTELLECTUAL PROPERTY OFFICE
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KOREAN PATENT ABSTRACTS

(11) Publication number: 1020050060685 A

(43) Publication date: 22.06.2005

qunwctzwg-wexrmtzwxmmwwmwwwwawaexwwmw‘v“wrluwwwwmwmuwwauewwmmwwwdealunt~m£WW'wWkaA-mm

(21) Application number: 1020030092385 (71) Applicant: 0 SK TELECOM 00..

(22) Application date: 17.12.2003 LTD'

(72) Inventor: o YANG, JIN WOOK

o YOON, SONG YEE

(51) Int. Cl: H04Q 7/24
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(54) METHOD FOR CHECKING TYPE INFORMATION OF A USER TERMINAL,‘ AND ITS SYSTEM,

CAPABLE OF CONSTRUCTING AND OFFERING SERVICES APPROPRIATED FOR A DEVICE, A

LOCATION, AN AGE OR AN INCLINATION ON A BASIS OF USER INFORMATION COLLECTIVELY

MANAGED BY A SERVER WHEN A USER USES A DEVICE WHERE A CORRESPONDING TERMINAL

SUCH AS A HANDSET, A ROBOT, A VEHICLE OR A PERSONAL COMPUTER IS MOUNTED BY

UTILIZING A TERMINAL CONNECTED TO THE SERVER VIA A NETWORK

(57) Abstract:

PURPOSE: A method for checking type information of a user terminal, and its system are provided to analyze

a life pattern according to a user life style, and to offer personally optimized life solutions to various kinds of

' terminals via user friendly character interfaces when the user uses a device where a terminal like a handset, a

robot, a vehicle or a personal computer, connected to a server via a network is mounted.

CONSTlTUTlON: A system for checking type information of a userterminal comprises a network(50), a

device, a personal information management database server(60) and a service content management

database server(70). The device, connected to the network(50), can be a handset(10), a robot(20), a
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vehicle(30), or a personal computer(40) which has a corresponding agent(10a,20a,30a,40a). The personal

information management database server(60), linked with the device, stores personal information on a

location, an age or an inclination collected by each agent and offers the personal information. The service

content management database server(70), linked with the personal information management database

server(60), offers service content, appropriate for each user on a basis of the personal information, to the user

via the agent.

copyright KIPO 2006
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E 11 7171711 71% 717711 7171 71711717 71717 717% 7171 7111170171. :7 2% % 717171 711.7.

71 70777177110115; 711171 717171 7171 71711717 717 7171 771177171.

2i
‘z.0

’5: 13-1239] 5:501] 211“], CITS(Communication intelligence Terminal System)% 3171.9] 33% jll‘de’attern) 3%

HE Alfili 711-7531 #91, 317—‘l°ll7ll 33.70771} 7Hfl§lfl Hfilié 31711 flip—l “cl/7‘51?— *HJE'T’SlE “Eli?
111-314;],
E!—

E 1011 E7171 11171 7101. 7 17.111011 711171 711117 711.1% 11717111; 1113—11 71111137 777% 11151136

0191: 70171 HIE-113(50)71 0.1771111 71171 0110171E(agent)(101 2021,3011 40a)71 717111.71. 11HE’91(H/S)(10), 7

51-(Robot)(20), ilBHVehicleXSO). 7134KE‘1(PC)(40)§ $131311:— 1illdloli’flDevice). ”8'71 DWI-OV‘Q} 0.3%51‘31],

711% 0110171177 7 $71171 1171.01L 11, 71 1‘11 %011 71171 7111:1 711 711011711111 07171177101 71177% 71111171
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E§§8i 10-1006673

E DBA1H1<60): El 12,171 711°11c1E DBA1B1(60)91 EEE101 711%1 2.1EE HFESLE 7% 71111011 EEE EEEE A1

H1¢ L11%ng 611E o11°1XdEE E611 211E31E *1H1é111E DBA1B1(70)E E13 EBL

[0021] 1 H11. E71 E11110151111 EEB1(PC)E xlisBIE EHE'BUH/S) EE(Robot) i1E<Vehicle)°11 BHEEE 011°]sz

E E6 LAN BEE CDMAE 01%6101 EESMI EB1.

[0022] 12317191 E01 EEEE E E13391 A1H1¢E 711°113E DB*1H1(60)91 A1H1EI11E DBA1H1(60)E EE3101 711111 EE

° E11 E EE‘E *1H1EE 211E613. o1E EHEEE 2% 011°1EEE E611 2% 711°J°11 EEE EEEE *1 1EE

x11EE1711 EB1.

[0023] EE, E EEOH EEE X1EE EEEEA1¢E<CITS)E E 20]] ENE B191 E0] 3111921 EwEmOeile

P1atform)(110)5flr. CI ul1HZ1<CI Manager)(120). CI c>1EB1911°1E<CI Application)(130). E CI 3131 EaiE
(CI Server Platformfli "TL/$313}.

[0024] 7E1 E1; REE E B1 $111161 EEEE, “71 Mobile EEE<110>E CI(Conlmunication intelligence) 1111151

W'fida Egg] E‘EE (Platform)7e‘3‘ SiE$1i°i(H/“')E ‘45P”?

[0025] 3,171 CI 131114X1(CIM)(120)E CI 311115] 7[EE1EE EEEEE Eo1(eore) 71%EE 711131 g1; gap; 0].;
3171] 0143(Mobile Application)°§ 317—i“91 ”‘6‘?"33-34% 9‘]? ”iii/3(Sensing) 71%E2313}.

[0026] 39:1, EH7]E'_E 01%3171]OIE(Application)91 D/L ‘ E1621 CI C>1E B1711°11~17E1 71B1 c>1EB1711°1E7E1, OEM 71E
{191 03.711 71EE EEG

[0027] E71 Cl c>1E B1?110141_( 130)E E1171EE°11 EEE E 901E 01EB1711°1E2E WEE 1471:1111 $B1fi11°1¢<1/F)E
E6361E 71EEEC1. '

[0028] 01 1111/2171 CI c>10EB19‘1101/r1_(130)° EEE O1EB1 7101112E NEE??? 01EB1711°1112E EE E °£E1. ‘01
EE 01EB1B11°E1EF1171EE “OWE ET °E 71E°1 all. H1EEE°1EB1E11°1EE °EE 01Ea17110mn+ E
01 111715112 EE°1 E71E 31E.

[0029] A017] CI Server EEE(CISP)(140)E CITS71 EEHEE J1EE EEE EEE1°1 3711011711 E/EAMPull/Push)

ERE I‘M—E 211E61E 1161 E EEE EB1.

[0030] E 3E E E13301] EEE X1EE E1E1 EA1¢E<CITS)E NEE 01551 EE EBHEE 211%” 1.1% 9115111 EE
E0151.

[0031] E E EEEE, M A1161 ”HEE EEEE 211 1E711(3110)9+; 3,17] 17“ 11% EHEE X1EEE 211 22171]

(5120); yugEE klfllfiE HHE51E 21] 3517116130): AME] HflléE EE—iE xi] 4B1711(s140); B1 7}]0Lifi} A1

”Ii-E 37—“. BEEP—‘1 “Jél—C’EE fllEfiiE 2]] 5E1711(3150)E °1E°1£151

[0032] o] a], I317] x11 113711011/119] EAMEg— ENE E1] 73E011E E E]¢EB1(Call history), EEB11A111(SMS). CI 01
'E-Ef‘aiflpifloil E11117} ’S‘Efl' EELEiDi, ”$71 11] 33741011HE 7ELX](Sensing), lEHEHDecision), 33-?!(Behavior)%
EEEE 7H°JE1E A1H1¢E HHEEE.

[0033] 1317191 E01 EEE CITS E13391 *1H1i EEE E B1 E211E2E EEEE WEE E4.

[0034] EU], CISP(140)E DIE] APEX} j11E1(Pattern)% ENE-”5.5171 $4115} AWOL/Eli] 81¢EEI(Usage/Location History)
E 01E E71E KW E EEE X1 CITS(140)°1] E13, EBL

[0035] 1am, A}%21(User)71CITSE A1E81711 EB1. 01 H11, 1°11 LEE TEE E1¢EB1<History)71 E(Phone)<>11 E711
EB1:

[0036] $17] EEEE7133i CIM(120):° Hfi'li Usage/Location HistoryE- CISP(140)§ 73561735}.

[0037] 0] 101,017] CISP(140)E 7E1x1/EE(Sensing/Deeision) J4EE 715d AiExHUserMM] 01E 131E BREE x1
EEEBL

[0038] 2 E CITSE E611 E/EA1(Pull/Pueh) M 0E 3141011711 711°J§JrE 1111113457] 11153—01 EB1. 01111211 111113: 211

EECCI C>1EEB1711°1*1. 71B1 c>1EB15'1101E1. OEM O1E B1711°1E°1 E‘EE1O1 211EEE1.

[0039] E 4E E 2°11 ENE CI O1EB1 7110115154 22,1111 EEEOM.
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100401 1% 111101 211,154 msow CI 01117101%171191 1713 111156101, E% 3121 711.03. 01°1X1E 9&1

Mobile Hui/K 71]°1E°1]°1(Gateway)il~1 r] 7111:1131:

[0041] °1§ ”3‘30171 73°“:4— 4E ELI—01°11“ ’51 CI *i”1"‘°11 14%;] 01%—317'1]°]’E(Application)91 %Ew% ’el'fiififli
1:151.

[0042] 111x101 Main 01%a171101/Efc1 Hum; 211%61% I21101 01%3171101/301ain Application)2i :117135% 201

01401 171011711 561%(Mobile) A1u1¢ GAVE/I1 gig 113—13151.

[0043] CI 171 01%3171101E% CI A1111¢91 0—1312: 7111121111 E15111 11111%21%31E 01%3171101132i 117135 72101

0] %7H§~ 3151'. 01115301, CI~GanIe, CI-Music.. %°1 00%351.

[0044] 7111 01%E1711O1/fl~% 311%.! %%1%(Mobiie Platform)*o1°11x1 11% E15 01% 21191:} 51% 01—331010111

(Application)% 151111 01153111. LBS, 11115.. %—°1 61101.31

[0045] OEM 01%a171101/a% 0EM°111~1 711312; 21143—615 01%317'1101’E(Application)% 111151. 1121111, Call, SMS
%°1 611161511

[0046] ’217191 7.101, CI Main 01%?17110143—8— EH7]E'_E% 7519131111 3171101171] 3113212] 711% Aifllfié x4313 g; o E U1

“,1! 711% 71E% 11%511151.

[0047] 1313. 01311 *1 CI Main 01%3171101*d% 131:1 aw Input) 0% 12—3, 1181 1 7151111 711%1 HHIAE 1131.111

gamutput) 01%— 0143—11151. C11 [[11, 91%61E 11011011 Chg—P1 £101 271X171 @1231

[0048] 71511, 711% 01%121 71101’4(App1ication)§ %5‘1]E E‘Eéi’E “331% 771% .

[0049] U1»: %ch3% 117416171 11151, e 612111011 CI Main 01% E1711 010% 11%(Pending)i1°1 E11191 UIE 7119161X1

%§1\:1. %E 1F 0111111 @111 &%£ I Mam 01%~133Mb]2i Z112111151 U191 %°111% $131145 $01; 1%

51E 01%a171101ag UI°11 E111:1 111% CI UI Guide°11 u1711 x11111131101 1:151.

[0050] E5111, API, LibraryfiéEHB] LEE—i iifitE I3130:" QED]:

[0051] CI Main 01%3171101/1101 71112 01%315110121 ‘31 71%91 E‘P'r E§r% a101fia1amibmry); §§31a1 nigh-05

6m; 71%112i UIE %°1E1711 1T11E1171(Key)“ 121(13vent)z1€15 CI Main 01%a1711014101 71111151.

01% 111:1 71%91 x1%1% Mobile %131%/CIM01 11%21151. '

[0052] 13171011/121 @101 L 1111:3011 211:1 CI A1H1¢E 1 7110101 111501111 13:1 A101:3: j1113(Life cycle Pattern) W1% $161,_ 1$113191o]fi§fl](History)% 64501-15 ’1fl’8(Sensing) 7101.311." j11‘5\i(Pattern) EA—iqi “1'3 ‘IIE/‘i/

E(Push/Pull) iii151191 *1“I"% Zil—Efl-E A1131" ”IPEMPushing) 713?: 3.CI1~1H]¢“ EH7IELE 7‘ 91° %‘3}i"1
1313217]%91 G/WEH E1 01%3171]°]fl(Application)° gfl/fi-g )‘1 317%? ‘11/‘§—.% 71131 01% $10 2119111

(Horizontal Integration) 71%%7x711 9.131.

[0053] °1°i"1. % Balué‘qi Eng-Ed CI Aifillzfll 21X](Sensing)(Usage/Location History Gathering) 7]%°1] E15101 ”£31
E71§ 117.113}.

[0054] 3171191 Ai’JIEastage) V" H11(Location)91 17191% 5113“ Fr 7111“049—3 51*E31(History)% €713. 1.:— 711]

1,143: x1010] @1311 01121211 3% 11,1110 121% 11°11 01% 21%; SMSE 5531*1 01.11% 2:151.

[0055] 01 “11. ’11 J(Sensing)% 13%0111‘1 011337313; %§i§l $ 9151' 01°11 511151"2351/5071: E132” 57531 WHTE %3H
1‘1 31110] ”3781111131.

[0056] 1) 111’3(Sensing) 01%

[0057] Ai1’a‘(Sensing) I111%”)— E}%91 551$ %%31E 01 5171191 41% fi11Fd(Pattern):3: 171°15‘21”}. 11’3(Sensing) 1111’51%

01111913 101110191 31E)E51 13133111 751E? “)1:
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%25a 10 1006673

£15 1

HIT

Call were ' ”at! Big elite M331

Si} MEL

 

 

[0058]

[0059] 2) filtEE] E73 (History Logging) HOW

[0060] “$71 fiifii’di iii-E“ HistorHSensingEH’BUTgr ‘3‘qu §1(L0g)i ‘E‘flE 51°11 EH73 figifiini, 017101]? ”‘14

—T—7](Time Period) “$513+ AiZi—_IL%(Event Driven) “0140] 75:18-34.

[0061] 6X1, Time Period “J’Li—E- °aizé’~i7\l% Glidfiiflfii, 51-3 7J3)OE T87H ’BEH% ‘Ei7ir'3 “oi’iigi’fl E7119] 94’}
°“ 51W} i390} 01°“ 3HDoH‘ElEi.

[0062] 1313]., Event Driven “QM—3% 5772i? AiZiOI 31% HHUiEi :1 A17§% 7153iE HOWE?“ “Hi-EH, Call Event.
MMS Event, %°] 010]} 311%34.

[0063] o] u] saga] E7J(History Logging) 5J4€~ Ext—J A}%(Usage) €53an Div:— T 315}. %, i filiifli

(Call History)E AHi:rL%(Event Drivenfi‘éfliB1“)“ 31% 310131., $471] fiifiEEKLocation History)E Alli-7F

7](T1me Period). 7‘} 7d-r%(Event Driven) E 1”Jr 7il‘afii‘i‘r.

[0064] law; CIM—CIS EEEiWrotocol) £471]‘1‘ API “71W. E E} 7%? iSIAEaHHistory)“ 751T:T 7in El}

”41% 3—11:— “1%“ 'T—M“Ea "é’é EEEE(Pr0tocol)% 93151311”: {in} 0W]: E 2: iififiaité E70 Ho4°

KPH-1% LiEi‘fil @015}.

Paiuduréml

J'IEBH—l' g SHED}
D‘IE“LI:

[0005]
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[0066]

[0067]

[0068]

[0069]

[0070]

[0071]

[0072]

[0073]

[0074]

[0075]

[0076]

[0077]

[0078].

[0079]

[0080]

[0081]

[0082]

[0083]

[0084]

%§§51 10-1006673

010. %fl H—qume%flw)m“°§Emegmyfl7hfi1fl*iflmmmeflWHHL*thl

’é7bol 71?5311-:— EiEiG’rotocol) “TL/21,01 €301C1.

3) i1 73%(Log Transfer) 1101/11

87] 67;: seems neon :1771 111009: on]? as61% w % 371717$771 glut

fifl,fififlfi NE 4Q-fl%fiE»%1%v1fiflsmlmméwfi%flfi 1¢EHGHMMWE'E%UJW WW

$15570t Hg4011’ ERR o @4345} 31.75515 ul-Jdg 13131 232113 A]Z_1- {7—1. 1311:} $213 13%} i:(Log)%

7‘1111i $153731E 1[11"‘—1°l“11 ”917/111 0111115 (Event) ‘2121’11111‘1 “11:1 EST-51E 51% E721 A13 01]];ch 511711971 “3331.

Call History “.2113, SMS History 133110‘: Event “EVE/‘1 131111 X1H1§ 1 31E ”(140151.

“01
(J:o

Nfiflsflflfiiwflea% HMEsmpmm1W§w7gaflq OIE'Vfifikmqmfl§§*mééfi=flfi

01 51‘11. @1171E11 +12“Location)° A171(Event)“1‘:1 gafin, i 61¢EE1(Call History)E 61—1—01] tfl-‘fl %%1_

1:1E ”419—3 E78151.

”517191 €01, 11111352111151 @%(Transfer)51E 31E 11:1: 73—1 71:151E 310101171P1£E 2’11—’5Er11(History)°ll 311

‘%1 fifiiflKHistoryWéi %}\1°11 ’é7b1 71%6151.

4) $171] 713111 (Location Sensing)

”21714 171711 7131711 “0:141 112137; (Location Format) 13(514471 i71(Logging)7<“'1 El z1-"5~(Log Transfer) 111'

—1—i 17171111.

971" 37.112110111115171 1111i1(Location) XSEE t511.511(Handset)°1 31L '% 5171 11?} 711/391 971jl 133%

9%flq.%flefir flfliIDP1WSE‘QQ eTtmsmflla4=flq OIE$§>Hflummum)mflfl
11.151.

E7J(Logging) 51! i1 fi‘HLog Transfer) ”014% C’1311971 ‘11—‘13“ 111%?‘1111.

v

71 so

7315111, 5701 Xl§°11 E1211§31% 0“?- i701 “*1 Transfer 111-3-% 1273pr 011 511%11%1(Setting)° C1871 {FEE 13]

E1 57:11 Location IDE $762711 ‘ZF‘E , 13132710: 01 71101011 E%fl% “11 11/1191 971511011 E111L1E7c1(Logging)x111 211%

(Transfer)% 111%?151.

E5111, Q(Cell)°1 1611173 % “HEW/1 Logging 3% Transfer 211%”o1é1.% E7J(Logging)% 1&(Cell) 13751 A121

(Event)“11:1(Handoff A111151) ‘E-1'7l—T-L, €11 ‘QElE 713i A1711?% E70131 31%:(Event Driven Logging &

Transferring)% 97117111151. 1

“Rifle; e $313301] “418% fifilfi -:I‘-*1(Push) 2—: %%1'(Alarm) @8301] 01610:] E 5% 7156102] any]:
81:}.

E58.EMEHR1EQ,Hfl¢2¥MWWmesm%w%flH Hans aewofiiéflg-fififiE-fleifl.

Hegemfl0Hfi1wsmmE¥HfiW1fi%fi%anfiemflflmmmH%e%%fl.

j. 311%?° @fiilfi‘fl, CIS(Communication Intelligence Server)E CITS(Communication Intelligence Terminal

System)°11 7—T7b TID xxxxxgi SMEE ”gishjr

Mobile E§11%% TID xxxxx01 CIM% Message‘2% €121.11 01°11 EH??? Eventé CIM(Communication Intelligence

Manager)°l1 $113235}.

CIM'OC AID 4324324324(71*&ID°1)°1 01%31711011‘1(App11cat10n)°11 15-11 Parameter: "PAM " flgfil’u}.

01 a11. C1871 C1110“ Z‘i‘éflE 1‘1fllfi PushE i711 1.:— 71P<1 %%71 $1151. DEA] PushE Qii’fi Push

Message(Event)§ 57% 01%3171101/13011 éAI 2172151111. 2) 01191 PushE 1111/0301? Push Message(Event)%

S7751 01%3171101’11‘11 111311-111

591:1, T71’117‘1 71E . 71-711111 Z11 "a131,1(-71‘-71E *1 E i {111$ 31:1) CIM°1 01% 317110111101] 6%31E PushEvent(§"1/Gfl°—1 EC E§1%)E E1‘je171‘31 ’QEHEE’; 131%"112103i1 $1 °1“115 z1"==1011 l31E L‘ja’h 1511%:1 “11

’3)°ll 511% °—11’I1.(Action)% +1351.

EVVS-001923



EWS-001924

%§30] 10 1006673

  

  
 

IDLE Egg Al  CIME 6H3 PpplicdiuniPud] hhsmge g9] AIDE 3N5)

3'41 Everta Hg:

CIME EH3 Applicainnffll E].I't=3nl“.]_r

RD‘IE)

 

 
 

 
 

 
 

 6H3 Application

["2AI'BH 7‘

5% (DIDI “fl EUIEE IHQE 
 

  

  

 

E} ApplicdiunE

LC- OEM gfi E

DEM Applicatiunh'fi." icifiexi'li} i?) SEE E} Applicatiunfll “fl fig

:31?— CIME Muciaturg9.0" CI Push EvenU} E—MLEZ Dan. 6H3

QED! 3E EIE CIM: EH2! Applicationflil Evert?”Ea

  
 

[0085]

[0125:10-

[0036] 01’3‘311’49} €01 3% “£50011 916$ *}%1}°] PEEL “3317(31 fiJr‘4“&‘fl “71! 1 ”553°” “FEE Chg—J1} €% 347}
215}.

[0087] 3161]], 511751-55 $94 filflfi] QlEifdlolfimharacter I/F)§: %6}0] 73133}?— E113—441}(Interactive) Kiwi; 11]
‘3‘? 5F 3115}.

[0033] E511}. EBFQ ‘flEiLl‘ flEflEWObile Internet Content)% FIE—‘19} ‘35? “x1 30%(Patteran 3}?“ Hfl‘afikfi g
5F 3113}.

[0089] 19154], 71—5394 EHPE‘ 011E131 Hag-Ziflbbile Internet BronserVEJ—q ”Hal" ifiEH‘ai {F74 35:349. 7—} CPQ} 2'1

E3133 CI *1H]¢%%3}¢] $473 aflfiflworizontal Integration)0}‘7-] 7H°J°fl7fl fixfilflfl 3391i Hmfié 111%"
Q 4‘— 215}.

[0090] 9W1 37—744 *é‘six“'1 911?— 3&73("Hr‘1°31 "VJ)% flfifl‘z} 34345.7} OWE—E 3-! Hal-"2% 111501? 5? 315}.

£919] 7,1191% ”$71157

[0001] E 73' E “4‘50“ L4§ ”£1191 ”‘3 “3511131 ”W31" fl]%% 0 ‘3} 7116172014

[0002] E 2% 1:1 Ergo]! 31%8 X1%f§ %<‘l‘?l"a‘/~]¢E3(CITS)% 01%63 A}%x} 9%} 6351mm AMEN augEolc].

[0003] E 3% % “$3341 141%}?1 X]%3§ %fl%%*}iE§(CITS)-% 01%”? 24%;} 9%} fiéEHXéi 21143347§% WERE E?
EOIE].

[0004] E 4%C 20]] ENE CI 0%a19fl 010394 1M] ELAgEolu].

[0005] E 5% E 20]] ENE CIT89] *1H]¢'-IF-*](Push)°1] EHEL 7HL§E°IEL

EWS-OO‘I 924
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£1313

  

  
Cl Application

Cl Manager

Mobile Platform

%§§5l 10-1006673

@
10 108

  
 
  

Cl Server Platform 140

3110

Jill Algmla a: 8120

mural Alfllé Hug S130

7HglilA1H|¢ qtg 3140

7H9J§H1Hl¢§ 11”
E351 E'PEIEE Ill-E}

._10_

 
S150
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E3551 10-1006673

5—3 ’34

Q‘s‘lfl’gfié
°._|§1 {#513

 

  
 
 

7lEl

/ Apllication
§ElEl £12

2'”! Ill??-
_>

Application

 Cl —=.'—7l
Application

éfiiQ-fll i'
Eélflt 51%

%%E Ul 52 Look & Feel Ill-75‘
Co working-3 9413‘} EE‘

Mobile Platform/ CIM

is; 13-15

CIS SMS push CITS
TlD=xxxxx

AlD=4324324324 Mobile AlD=4324324324 . _
PLATFORM Application
 
  P‘arameter=PAM

_11_
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and ofthe International Filing Date (Form PCT/RO/105) will be issued in due course, subject to prescriptions concerning

national security, and the date shown on this Acknowledgement Receipt will establish the international filing date of

the application.
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Doc code' IDS PTOISBIOBa (01-10)
'. . _ . . . Approved for use through 078112012. OMB 0651-0031

Doc description. Information Disclosure Statement (IDS) Filed us. Patent and Trademark Office; us. DEPARTMENT OF COMMERCE
Under the Paperwork Reduction Act of 1995, no persons are required to respond to a collection of information unless it contains a valid OMB control number.
 

Application Number 12985351

Filing Date 2011-01-06

 

 

INFORMATION DISCLOSURE

STATEMENT BY APPLICANT

( Not for submission under 37 CFR 1.99)

First Named Inventor William Grecia

Art Unit | 2432

 

  Examiner Name  
Attorney Docket Number I 

 

 

  
 

 

 

U.S.PATENTS Remove

. . . . Pages,Columns,Lines where

Examiner C'te Patent Number Kmd Issue Date Name Of Patentee or Applicant Relevant Passages or RelevantInitial No Code1 of Cited Document .
Figures Appear

1

If you wish to add additional US. Patent citation information please click the Add button. Add

U.S.PATENT APPLICATION PUBLICATIONS Remove

Examiner . Publication Kind Publication Name of Patentee or Applicant Pages,Columns,Lines where
. . * Cite No . Relevant Passages or RelevantInitial Number Code1 Date of Cited Document

Figures Appear   
 

If you wish to add additional U.S. Published Application citation information please click the Add button. Add

FOREIGN PATENT DOCUMENTS Remove

 

 

    
 

 

 

Name of Patentee or Pages,Columns,Lines
Examiner Cite Foreign Document Country Kind Publication A licant of cited where Relevant
Initial* No Number3 Code2 i Code4 Date pp Passages or RelevantDocument .

Figures Appear

1 D

If you wish to add additional Foreign Patent Document citation information please click the Add button Add

NON-PATENT LITERATURE DOCUMENTS Remove

. . Include name of the author (in CAPITAL LETTERS), title of the article (when appropriate), title of the itemExaminer Cite . . . . .
. . (book, magazme, Journal. serial, symposmm. catalog, etc}, date, pages(s), volume-issue number(s), T5

publisher, city and/or country where published.
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Application Number 12985351

Filing Date 2011-01-06

 

 

INFORMATION DISCLOSURE

STATEMENT BY APPLICANT

( Not for submission under 37 CFR 1.99)

First Named Inventor William Grecia

Art Unit | 2432

 

 

Examiner Name    
Attorney Docket Number I 

 Author — Michael Arrington — Movie Labels To Launch New "Open Market" Play Anywhere Scheme As Last Ditch Effort
To Save DRM - Publication Source: TechCrunch.com [URL: http://techcrunch.com/2008/08/26/movie—Iabels-to-launch-
new—open-market—play—anywhere-scheme—as-Iast-ditch-effort-to-save-drml] - (INTERNET PUBLICATION 8-26-2008)

Author — Mitch Singer - Developing the Digital Market - Publication Source: TechCrunch.com [U RL: http://tctechcrunch.
files_wordpresscom/2008/08/singer.pdf] - (INTERNET PUBLICATION 8-26-2008) 

If you wish to add additional non-patent literature document citation information please click the Add button Add

EXAMINER SIGNATURE

*EXAMINER: Initial if reference considered, whether or not citation is in conformance with MPEP 609. Draw line through a

citation if not in conformance and not considered. Include copy of this form with next communication to applicant.

1 See Kind Codes of USPTO Patent Documents at www.USPTO.GOV or MPEP 901.04. 2 Enter office that issued the document, by the two-letter code (WIPO
Standard ST.3). 3 For Japanese patent documents, the indication of the year of the reign of the Emperor must precede the serial number of the patent document.
4 Kind of document by the appropriate symbols as indicated on the document under WIPO Standard ST.16 if possible. 5 Applicant is to place a check mark here if
English language translation is attached.
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Application Number 12985351 

Filing Date 2011-01-06 

INFORMATION DISCLOSURE First Named Inventor William Grecia 

STATEMENT BY APPLICANT
_ _ Art Unit | 2432

( Not for submissmn under 37 CFR 1.99)
 

Examiner Name    
Attorney Docket Number I 

 
CERTIFICATION STATEMENT

Please see 37 CFR 1.97 and 1.98 to make the appropriate selection(s):

That each item of information contained in the information disclosure statement was first cited in any communication

|:| from a foreign patent office in a counterpart foreign application not more than three months prior to the filing of the

information disclosure statement. See 37 CFR 1.97(e)(1).

OR

That no item of information contained in the information disclosure statement was cited in a communication from a

foreign patent office in a counterpart foreign application, and, to the knowledge of the person signing the certification

after making reasonable inquiry, no item of information contained in the information disclosure statement was known to

El any individual designated in 37 CFR 1.56(c) more than three months prior to the filing of the information disclosure
statement. See 37 CFR 1.97(e)(2).

|:| See attached certification statement.

|:| The fee set forth in 37 CFR 1.17 (p) has been submitted herewith.

|:| A certification statement is not submitted herewith.
SIGNATURE

A signature of the applicant or representative is required in accordance with CFR 1.33, 10.18. Please see CFR 1.4(d) for the

form of the signature.

This collection of information is required by 37 CFR 1.97 and 1.98. The information is required to obtain or retain a benefit by the

public which is to file (and by the USPTO to process) an application. Confidentiality is governed by 35 U.S.C. 122 and 37 CFR

1.14. This collection is estimated to take 1 hour to complete, including gathering, preparing and submitting the completed

application form to the USPTO. Time will vary depending upon the individual case. Any comments on the amount of time you

require to complete this form and/or suggestions for reducing this burden, should be sent to the Chief Information Officer, US.

Patent and Trademark Office, US. Department of Commerce, PO. Box 1450, Alexandria, VA 22313-1450. DO NOT SEND

FEES OR COMPLETED FORMS TO THIS ADDRESS. SEND TO: Commissioner for Patents, P.O. Box 1450, Alexandria,
VA 22313-1450.
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Privacy Act Statement

 

 
The Privacy Act of 1974 (P.L. 93-579) requires that you be given certain information in connection with your submission of the

attached form related to a patent application or patent. Accordingly, pursuant to the requirements of the Act, please be advised

that: (1 } the general authority for the collection of this information is 35 U.S.C. 2(b)(2); (2) furnishing of the information solicited

is voluntary; and (3) the principal purpose for which the information is used by the US Patent and Trademark Office is to

process and/or examine your submission related to a patent application or patent. If you do not furnish the requested

information, the US Patent and Trademark Office may not be able to process and/or examine your submission, which may

result in termination of proceedings or abandonment of the application or expiration of the patent.

The information provided by you in this form will be subject to the following routine uses:

1. The information on this form will be treated confidentially to the extent allowed under the Freedom of Information Act

(5 U.S.C. 552} and the Privacy Act (5 U.S.C. 552a). Records from this system of records may be disclosed to the

Department of Justice to determine whether the Freedom of Information Act requires disclosure of these record s.

A record from this system of records may be disclosed, as a routine use, in the course of presenting evidence to a

court, magistrate, or administrative tribunal, including disclosures to opposing counsel in the course of settlement

negotiations.

A record in this system of records may be disclosed, as a routine use, to a Member of Congress submitting a

request involving an individual, to whom the record pertains, when the individual has requested assistance from the

Member with respect to the subject matter of the record.

A record in this system of records may be disclosed, as a routine use, to a contractor of the Agency having need for

the information in order to perform a contract. Recipients of information shall be required to comply with the

requirements of the Privacy Act of 1974, as amended, pursuant to 5 U.S.C. 552a(m).

A record related to an International Application filed under the Patent Cooperation Treaty in this system of records

may be disclosed, as a routine use, to the International Bureau of the World Intellectual Property Organization, pursuant

to the Patent Cooperation Treaty.

A record in this system of records may be disclosed, as a routine use, to another federal agency for purposes of

National Security review (35 U.S.C. 181) and for review pursuant to the Atomic Energy Act (42 U.S.C. 218(c)).

A record from this system of records may be disclosed, as a routine use, to the Administrator, General Services, or

his/her designee, during an inspection of records conducted by GSA as part of that agency's responsibility to

recommend improvements in records management practices and programs, under authority of 44 U.S.C. 2904 and

2906. Such disclosure shall be made in accordance with the GSA regulations governing inspection of records for this

purpose, and any other relevant (i.e., GSA or Commerce) directive. Such disclosure shall not be used to make
determinations about individuals.

A record from this system of records may be disclosed, as a routine use, to the public after either publication of

the application pursuant to 35 U.S.C. 122(b) or issuance of a patent pursuant to 35 U.S.C. 151. Further, a record

may be disclosed, subject to the limitations of 37 CFR 1.14, as a routine use, to the public if the record was filed in

an application which became abandoned or in which the proceedings were terminated and which application is

referenced by either a published application, an application open to public inspections or an issued patent.

A record from this system of records may be disclosed, as a routine use, to a Federal, State, or local law

enforcement agency, if the USPTO becomes aware of a violation or potential violation of law or regulation.
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Electronic Acknowledgement Receipt

International Application Number: —

Title of Invention: PERSONALIZED DIGITAL MEDIA ACCESS SYSTEM (PDMAS)

First Named Inventor/Applicant Name:

Payment information:

File Listing:

Document . . File Size(Bytes)/ Multi Pages

612562

 
Information Disclosure Statement (IDS)

Form (SB08) singer_tc_|DS.pdf 32f78bf1c6dde4415f581b190d0dbb0ecad
2a995

Informatlon: A 4. .
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A U.S. Patent Number Citation ora U.S. Publication Number Citation is required in the Information Disclosure Statement (IDS) form for

auto|oading of data into USPTO systems. You may remove the form to add the required data in order to correct the Informational Message if
you are citing U.S. References. |fyou chose not to include U.S. References, the image ofthe form will be processed and be made available
within the Image File Wrapper (IFW) system. However, no data will be extracted from this form. Any additional data such as Foreign Patent
Documents or Non Patent Literature will be manually reviewed and keyed into USPTO systems.

7170006

Non Patent Literature singer_techcrunch_2008.pdf
If4bl3d8fde12064d972818554846be8cb4

95f00

Information:

265785

Non Patent Literature tcma.pdf
e3fe0789bfbe68ba80b35cd71043d7225ef‘

18e7

This Acknowledgement Receipt evidences receipt on the noted date by the USPTO ofthe indicated documents,

characterized by the applicant, and including page counts, where applicable. It serves as evidence of receipt similar to a
Post Card, as described in MPEP 503.

New Applications Under 35 U.S.C. 111

lfa new application is being filed and the application includes the necessary components for a filing date (see 37 CFR

1.53(b)—(d) and MPEP 506), a Filing Receipt (37 CFR 1.54) will be issued in due course and the date shown on this

Acknowledgement Receipt will establish the filing date of the application.

National Stage of an International Application under 35 U.S.C. 371

lfa timely submission to enter the national stage of an international application is compliant with the conditions of 35

U.S.C. 371 and other applicable requirements a Form PCT/DO/EO/903 indicating acceptance of the application as a

national stage submission under 35 U.S.C. 371 will be issued in addition to the Filing Receipt, in due course.

New International Application Filed with the USPTO as a Receiving Office

lfa new international application is being filed and the international application includes the necessary components for

an international filing date (see PCT Article 11 and MPEP 1810), a Notification of the International Application Number

and ofthe International Filing Date (Form PCT/RO/105) will be issued in due course, subject to prescriptions concerning

national security, and the date shown on this Acknowledgement Receipt will establish the international filing date of

the application.

 
EWS-001 934



EWS-001935

Doc code: IDS

Doc description: Information Disclosure Statement (IDS) Filed
Under the Paperwork Reduction Act of 1995, no persons are required to respond to a collection of information unless it contains a valid OMB control number.

PTOISBIOBa (01-10)
Approved for use through 078112012. OMB 0651-0031

US. Patent and Trademark Office; U.S. DEPARTMENT OF COMMERCE

 

INFORMATION DISCLOSURE

STATEMENT BY APPLICANT

( Not for submission under 37 CFR 1.99)

Application Number 12985351 

Filing Date 2011-01-06 

First Named Inventor Grecia, William 

Art Unit l2432 
Examiner Name    
Attorney Docket Number 

 

 

 

 

 

  
 

 

 

U.S.PATENTS Remove

Examiner Cite Kind Name of Patentee or Applicant Pages,Columns,Lines where
. . * Patent Number Issue Date . Relevant Passages or RelevantInitial No Code1 of Cited Document .

Figures Appear

1 7610630 2009-10-27 Ming Ji

2 7689823 2010-03-30 Sheng Mei Shen

3 7702592 2010-04-20 James H. Taylor

4 7515710 2009-04-07 Eric W. Grab

If you wish to add additional US. Patent citation information please click the Add button. Add

U.S.PATENT APPLICATION PUBLICATIONS Remove

Examiner . Publication Kind Publication Name of Patentee or Applicant Pages,Columns,Lines where
. . * Cite No . Relevant Passages or RelevantInitial Number Code1 Date of Cited Document

Figures Appear
   
 

If you wish to add additional U.S. Published Application citation information please click the Add button. Add 

FOREIGN PATENT DOCUMENTS Remove 

Examiner Cite

Initial* No

 
 Foreign Document Country Kind Publication

Number3 Code2 i Code4 Date  
Pages,Columns,Lines
where Relevant

Passages or Relevant

Figures Appear

Name of Patentee or

Applicant of cited
Document
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Application Number 12985351 

 

 

Filing Date 2011-01-06

INFORMATION DISCLOSURE First Named Inventor Grecia, William

STATEMENT BY APPLICANT Art Unit |2432 
( Not for submission under 37 CFR 1.99)  Examiner Name  

Attorney Docket Number I

If you wish to add additional Foreign Patent Document citation information please click the Add button

NON-PATENT LITERATURE DOCUMENTS Remove

 

 

Include name of the author (in CAPITAL LETTERS), title of the article (when appropriate), title of the item

(book, magazine, journal, serial, symposium, catalog, etc}, date, pages(s), volume-issue number(s), T5

publisher, city and/or country where published.

Examiner Cite

  
 

If you wish to add additional non-patent literature document citation information please click the Add button Add

EXAMINER SIGNATURE

Examiner Signature Date Considered

 

 

   
*EXAMINER: Initial if reference considered, whether or not citation is in conformance with MPEP 609. Draw line through a

citation if not in conformance and not considered. Include copy of this form with next communication to applicant. 

1 See Kind Codes of USPTO Patent Documents at www.USPTO.GOV or MPEP 901.04. 2 Enter office that issued the document, by the two-letter code (WIPO
Standard ST.3). 3 For Japanese patent documents, the indication of the year of the reign of the Emperor must precede the serial number of the patent document.
4 Kind of document by the appropriate symbols as indicated on the document under WIPO Standard ST.16 if possible. 5 Applicant is to place a check mark here if
English language translation is attached.
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Application Number 12985351 

Filing Date 2011-01-06 

INFORMATION DISCLOSURE
First Named Inventor Grecia, William 

STATEMENT BY APPLICANT
_ _ Art Unit | 2432

( Not for submissmn under 37 CFR 1.99)
  Examiner Name  
Attorney Docket Number I 

 
CERTIFICATION STATEMENT

Please see 37 CFR 1.97 and 1.98 to make the appropriate selection(s):

That each item of information contained in the information disclosure statement was first cited in any communication

|:| from a foreign patent office in a counterpart foreign application not more than three months prior to the filing of the

information disclosure statement. See 37 CFR 1.97(e)(1).

OR

That no item of information contained in the information disclosure statement was cited in a communication from a

foreign patent office in a counterpart foreign application, and, to the knowledge of the person signing the certification

after making reasonable inquiry, no item of information contained in the information disclosure statement was known to

El any individual designated in 37 CFR 1.56(c) more than three months prior to the filing of the information disclosure
statement. See 37 CFR 1.97(e)(2).

|:| See attached certification statement.

|:| The fee set forth in 37 CFR 1.17 (p) has been submitted herewith.

A certification statement is not submitted herewith.

SIGNATURE

A signature of the applicant or representative is required in accordance with CFR 1.33, 10.18. Please see CFR 1.4(d) for the

form of the signature.

NamelPrint Registration Number 70984 

This collection of information is required by 37 CFR 1.97 and 1.98. The information is required to obtain or retain a benefit by the

public which is to file (and by the USPTO to process) an application. Confidentiality is governed by 35 U.S.C. 122 and 37 CFR

1.14. This collection is estimated to take 1 hour to complete, including gathering, preparing and submitting the completed

application form to the USPTO. Time will vary depending upon the individual case. Any comments on the amount of time you

require to complete this form and/or suggestions for reducing this burden, should be sent to the Chief Information Officer, US.

Patent and Trademark Office, US. Department of Commerce, PO. Box 1450, Alexandria, VA 22313-1450. DO NOT SEND

FEES OR COMPLETED FORMS TO THIS ADDRESS. SEND TO: Commissioner for Patents, P.O. Box 1450, Alexandria,
VA 22313-1450.
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Privacy Act Statement

 

 
The Privacy Act of 1974 (P.L. 93-579) requires that you be given certain information in connection with your submission of the

attached form related to a patent application or patent. Accordingly, pursuant to the requirements of the Act, please be advised

that: (1 } the general authority for the collection of this information is 35 U.S.C. 2(b)(2); (2) furnishing of the information solicited

is voluntary; and (3) the principal purpose for which the information is used by the US Patent and Trademark Office is to

process and/or examine your submission related to a patent application or patent. If you do not furnish the requested

information, the US Patent and Trademark Office may not be able to process and/or examine your submission, which may

result in termination of proceedings or abandonment of the application or expiration of the patent.

The information provided by you in this form will be subject to the following routine uses:

1. The information on this form will be treated confidentially to the extent allowed under the Freedom of Information Act

(5 U.S.C. 552} and the Privacy Act (5 U.S.C. 552a). Records from this system of records may be disclosed to the

Department of Justice to determine whether the Freedom of Information Act requires disclosure of these record s.

A record from this system of records may be disclosed, as a routine use, in the course of presenting evidence to a

court, magistrate, or administrative tribunal, including disclosures to opposing counsel in the course of settlement

negotiations.

A record in this system of records may be disclosed, as a routine use, to a Member of Congress submitting a

request involving an individual, to whom the record pertains, when the individual has requested assistance from the

Member with respect to the subject matter of the record.

A record in this system of records may be disclosed, as a routine use, to a contractor of the Agency having need for

the information in order to perform a contract. Recipients of information shall be required to comply with the

requirements of the Privacy Act of 1974, as amended, pursuant to 5 U.S.C. 552a(m).

A record related to an International Application filed under the Patent Cooperation Treaty in this system of records

may be disclosed, as a routine use, to the International Bureau of the World Intellectual Property Organization, pursuant

to the Patent Cooperation Treaty.

A record in this system of records may be disclosed, as a routine use, to another federal agency for purposes of

National Security review (35 U.S.C. 181) and for review pursuant to the Atomic Energy Act (42 U.S.C. 218(c)).

A record from this system of records may be disclosed, as a routine use, to the Administrator, General Services, or

his/her designee, during an inspection of records conducted by GSA as part of that agency's responsibility to

recommend improvements in records management practices and programs, under authority of 44 U.S.C. 2904 and

2906. Such disclosure shall be made in accordance with the GSA regulations governing inspection of records for this

purpose, and any other relevant (i.e., GSA or Commerce) directive. Such disclosure shall not be used to make
determinations about individuals.

A record from this system of records may be disclosed, as a routine use, to the public after either publication of

the application pursuant to 35 U.S.C. 122(b) or issuance of a patent pursuant to 35 U.S.C. 151. Further, a record

may be disclosed, subject to the limitations of 37 CFR 1.14, as a routine use, to the public if the record was filed in

an application which became abandoned or in which the proceedings were terminated and which application is

referenced by either a published application, an application open to public inspections or an issued patent.

A record from this system of records may be disclosed, as a routine use, to a Federal, State, or local law

enforcement agency, if the USPTO becomes aware of a violation or potential violation of law or regulation.
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Electronic Acknowledgement Receipt

International Application Number: —

Title of Invention: PERSONALIZED DIGITAL MEDIA ACCESS SYSTEM (PDMAS)

First Named Inventor/Applicant Name:

Payment information:

File Listing:

Document . . File Size(Bytes)/ Multi Pages

612372

 
Information Disclosure Statement (IDS)

Form (SB08) nov22_lDS.pdf 8f5aa70ffe57480f5ae63174742768cdebfde
I I d

Informatlon: A 4. . .

 



EWS-001940

Total Files Size (in bytes) 612372

This Acknowledgement Receipt evidences receipt on the noted date by the USPTO ofthe indicated documents,

characterized by the applicant, and including page counts, where applicable. It serves as evidence of receipt similar to a
Post Card, as described in MPEP 503.

New Applications Under 35 U.S.C. 111

lfa new application is being filed and the application includes the necessary components for a filing date (see 37 CFR

1.53(b)-(d) and MPEP 506), a Filing Receipt (37 CFR 1.54) will be issued in due course and the date shown on this

Acknowledgement Receipt will establish the filing date of the application.

National Stage of an International Application under 35 U.S.C. 371

lfa timely submission to enter the national stage of an international application is compliant with the conditions of 35

U.S.C. 371 and other applicable requirements a Form PCT/DO/EO/903 indicating acceptance of the application as a

national stage submission under 35 U.S.C. 371 will be issued in addition to the Filing Receipt, in due course.

New International Application Filed with the USPTO as a Receiving Office

lfa new international application is being filed and the international application includes the necessary components for

an international filing date (see PCT Article 11 and MPEP 1810), a Notification of the International Application Number

and ofthe International Filing Date (Form PCT/RO/105) will be issued in due course, subject to prescriptions concerning

national security, and the date shown on this Acknowledgement Receipt will establish the international filing date of

the application.
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PATENT APPLICATION FEE DETERMINATION RECORD Application or Docket Number
Substitute for Form PTO-875 12/985,351

APPLICATION AS FILED - PART I OTHER THAN

Column 1 (Column 2) SMALL ENTITY SMALL ENTITY

BASIC FEE
(37 CFR1.16(a) (b)o
SEARCH FEE
(37 CFR1.16(k (i)

EXAMINATION) FOEE:(37 CFR1. 16(0

If the specification and drawings exceed 100
APPLICATION SIZE sheets of paper, the application size fee due is
FEE $310 ($155 for small entity) for each additional
(37 CFR1.16(s)) 50 sheets or fraction thereof. See 35 U.S.C.

41 (a)(1)(G) and 37 CFR1.16(s).

MULTIPLE DEPENDENT CLAIM PRESENT (37 CFR 1.16(j))

* lfthe difference in column 1 is less than zero, enter ”0” in column 2.

APPLICATION AS AMENDED - PART II

OTHER THAN

(Column 2) (Column 3) SMALL ENTITY
CLAIMS HIGHEST

REMAINING NUMBER ADDITIONAL ADDITIONAL
AFTER PREVIOUSLY FEE($) FEE($)

AMENDMENT PAID FOR
Total

(37 OFR1.16(i))

Independent(37 OFR1. 16(h))

Application Size Fee (37 CFR1.16(S))
AMENDMENTA

FIRST PRESENTATION OF MULTIPLE DEPENDENT CLAIM (37 CFR1.16(j))

TOTAL
ADD'L FEE

(Column 2) (Column 3)
OLAIMS HIGHEST

REMAINING NUMBER ADDITIONAL ADDITIONAL
AFTER PREVIOUSLY FEE($) FEE($)

AMENDMENT PAID FOR
Total

(37 OFR1. 16(i))
Independent

(37 OFR1. 16(h))

Application Size Fee (37 CFR1.16(S))
AMENDMENTB

FIRST PRESENTATION OF MULTIPLE DEPENDENT CLAIM (37 CFR1.16(j))

TOTAL
ADD'L FEE ADD'L FEE

* lfthe entry in column 1 is less than the entry in column 2, write ”0” in column 3.
** lfthe ”Highest Number Previously Paid For” IN THIS SPACE is less than 20, enter ”20”.

*** If the ”Highest Number Previously Paid For” IN THIS SPACE is less than 3, enter ”3”.
The "Highest Number Previously Paid For" (Total or Independent) is the highest found in the appropriate box in column 1.

 
EWS-00194‘I



EWS-001942

UNITED STATES PATENT AND TRADEMARK OFFICE UNITED STATES DEPARTMENT OF COMMERCE
United States Patent and Trademark Office
AddIESS. COMMISSIONER FOR PATENTSPO Box 1450

Alexandria, ViJgLnia 22313-1450wwwusptogov

APPLICATION FILING or GRP ART
NUMBER 371(c) DATE UNIT F FEE REC'D ATTY.DOCKET.NO TOT CLAHVIS IND CLAIMS

 
 
   

12/985,351 01/06/2011 2431 1009 20 3

CONFIRMATION NO. 4165

70984 UPDATED FILING RECEIPT
The STR3EM Team

2885 Sanford Ave sw #13208 111111111111111111111111111111011011011111111111111111lg0111 11111||1|1|111||111|1|||11111||1
Grandville, MI 49418

Date Mailed: 10/11/2011

Receipt is acknowledged of this non-provisional patent application. The application will be taken up for examination

in due course. Applicant will be notified as to the results of the examination. Any correspondence concerning the

application must include the following identification information: the US. APPLICATION NUMBER, FILING DATE,

NAME OF APPLICANT, and TITLE OF INVENTION. Fees transmitted by check or draft are subject to collection.

Please verify the accuracy of the data presented on this receipt. If an error is noted on this Filing Receipt, please

submit a written request for a Filing Receipt Correction. Please provide a copy of this Filing Receipt with the

changes noted thereon. If you received a "Notice to File Missing Parts" for this application, please submit

any corrections to this Filing Receipt with your reply to the Notice. When the USPTO processes the reply

to the Notice, the USPTO will generate another Filing Receipt incorporating the requested corrections

Applicant(s)

William Grecia, Brooklyn, NY;

Power of Attorney: None

Domestic Priority data as claimed by applicant

This application is a CON of 12/728,218 03/21/2010 ABN

Foreign Applications (You may be eligible to benefit from the Patent Prosecution Highway program at the

USPTO. Please see http://www.uspto.gov for more information.)

Permission to Access - A proper Authorization to Permit Access to Application by Participating Offices

(PTO/SB/39 or its equivalent) has been received by the USPTO.

If Required, Foreign Filing License Granted: 01/14/2011

The country code and number of your priority application, to be used for filing abroad under the Paris Convention,

is US 12/985,351

Projected Publication Date: Not Applicable

Non-Publication Request: No

Early Publication Request: Yes
** SMALL ENTITY **

page 1 of 3
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Title

PERSONALIZED DIGITAL MEDIA ACCESS SYSTEM (PDMAS)

Preliminary Class

713

PROTECTING YOUR INVENTION OUTSIDE THE UNITED STATES

Since the rights granted by a US. patent extend only throughout the territory of the United States and have no

effect in a foreign country, an inventor who wishes patent protection in another country must apply for a patent

in a specific country or in regional patent offices. Applicants may wish to consider the filing of an international

application under the Patent Cooperation Treaty (PCT). An international (PCT) application generally has the same

effect as a regular national patent application in each PCT-member country. The PCT process simplifies the filing

of patent applications on the same invention in member countries, but does not result in a grant of "an international

patent" and does not eliminate the need of applicants to file additional documents and fees in countries where patent

protection is desired.

Almost every country has its own patent law, and a person desiring a patent in a particular country must make an

application for patent in that country in accordance with its particular laws. Since the laws of many countries differ

in various respects from the patent law of the United States, applicants are advised to seek guidance from specific

foreign countries to ensure that patent rights are not lost prematurely.

Applicants also are advised that in the case of inventions made in the United States, the Director of the USPTO must

issue a license before applicants can apply for a patent in a foreign country. The filing of a US. patent application

serves as a request for a foreign filing license. The application's filing receipt contains further information and

guidance as to the status of applicant's license for foreign filing.

Applicants may wish to consult the USPTO booklet, "General Information Concerning Patents" (specifically, the

section entitled "Treaties and Foreign Patents") for more information on timeframes and deadlines for filing foreign

patent applications. The guide is available either by contacting the USPTO Contact Center at 800-786-9199, or it

can be viewed on the USPTO website at http://www.uspto.gov/web/offices/pac/doc/generaI/index.html.

For information on preventing theft of your intellectual property (patents, trademarks and copyrights), you may wish

to consult the US. Government website, http://www.stopfakes.gov. Part of a Department of Commerce initiative,

this website includes self-help "toolkits" giving innovators guidance on how to protect intellectual property in specific

countries such as China, Korea and Mexico. For questions regarding patent enforcement issues, applicants may

call the US. Government hotline at 1-866-999-HALT (1-866-999-4158).

LICENSE FOR FOREIGN FILING UNDER

Title 35, United States Code, Section 184

Title 37, Code of Federal Regulations, 5.11 & 5.15

GRANTED

The applicant has been granted a license under 35 U.S.C. 184, if the phrase "IF REQUIRED, FOREIGN FILING

LICENSE GRANTED" followed by a date appears on this form. Such licenses are issued in all applications where

the conditions for issuance of a license have been met, regardless of whether or not a license may be required as
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set forth in 37 CFR 5.15. The scope and limitations of this license are set forth in 37 CFR 5.15(a) unless an earlier

license has been issued under 37 CFR 5.15(b). The license is subject to revocation upon written notification. The

date indicated is the effective date of the license, unless an earlier license of similar scope has been granted under
37 CFR 5.13 or 5.14.

This license is to be retained by the licensee and may be used at any time on or after the effective date thereof unless

it is revoked. This license is automatically transferred to any related applications(s) filed under 37 CFR 1.53(d). This
license is not retroactive.

The grant of a license does not in any way lessen the responsibility of a licensee for the security of the subject matter

as imposed by any Government contract or the provisions of existing laws relating to espionage and the national

security or the export of technical data. Licensees should apprise themselves of current regulations especially with

respect to certain countries, of other agencies, particularly the Office of Defense Trade Controls, Department of

State (with respect to Arms, Munitions and Implements of War (22 CFR 121-128)); the Bureau of Industry and

Security, Department of Commerce (15 CFR parts 730-774); the Office of Foreign AssetsControl, Department of

Treasury (31 CFR Parts 500+) and the Department of Energy.

NOT GRANTED

No license under 35 U.S.C. 184 has been granted at this time, if the phrase "IF REQUIRED, FOREIGN FILING

LICENSE GRANTED" DOES NOT appear on this form. Applicant may still petition for a license under 37 CFR 5.12,

if a license is desired before the expiration of 6 months from the filing date of the application. If 6 months has lapsed

from the filing date of this application and the licensee has not received any indication of a secrecy order under 35

U.S.C. 181, the licensee may foreign file the application pursuant to 37 CFR 5.15(b).
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Doc code: IDS

Doc description: Information Disclosure Statement (IDS) Filed
Under the Paperwork Reduction Act of 1995, no persons are required to respond to a collection of information unless it contains a valid OMB control number.

PTOISBIOBa (01-10)
Approved for use through 07I3112012. OMB 0651-0031

US. Patent and Trademark Office; U.S. DEPARTMENT OF COMMERCE

 

INFORMATION DISCLOSURE

STATEMENT BY APPLICANT

( Not for submission under 37 CFR 1.99)

Application Number 12985351 

Filing Date 2011-01-06 

First Named Inventor William Grecia 

Art Unit I 2431 
Examiner Name   
Attorney Docket Number

 
 

 

 

 

 

 

 

 

 

 

 

 
 

  
U.S.PATENTS Remove

Examiner Cite Kind Name of Patentee or Applicant Pages,Columns,Lines where
. . * Patent Number Issue Date . Relevant Passages or RelevantInitial No Code1 of Cited Document .

Figures Appear

1 6799165 2008-09-28 Boesjes; Eimar M

2 6385596 2002-05-07 Wiser; Philip R

3 5907617 1999-05-25 Ronning; Joel A

4 5903647 1999-05-11 Ronning; Joel A

5 5887060 1999-03-23 Ronning; Joel A

6 5883955 1999-03-16 Ronning; Joel A

7 5883954 1999-03-16 Ronning; Joel A

8 5870543 1999-02-09 Ronning; Joel A

If you wish to add additional US. Patent citation information please click the Add button. Add 
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Application Number 12985351

Filing Date 2011-01-06

 

 

INFORMATION DISCLOSURE

STATEMENT BY APPLICANT

( Not for submission under 37 CFR 1.99)

First Named Inventor William Grecia

Art Unit | 2431

 

  Examiner Name  
Attorney Docket Number I 

U.S.PATENT APPLICATION PUBLICATIONS Remove

Pages,Columns,Lines where

Relevant Passages or Relevant

Figures Appear

Name of Patentee or Applicant
of cited Document

 
If you wish to add additional U.S. Published Application citation information please click the Add button. Add

FOREIGN PATENT DOCUMENTS Remove

Name of Patentee or Pages,Columns,Lines
Country Kind Publication A licant of cited where Relevant
Code2 i Code4 Date pp Passages or RelevantDocument .

Figures Appear

If you wish to add additional Foreign Patent Document citation information please click the Add button Add

NON-PATENT LITERATURE DOCUMENTS Remove

 
 

Include name of the author (in CAPITAL LETTERS), title of the article (when appropriate), title of the item

(book, magazine, journal, serial, symposium, catalog, etc}, date, pages(s), volume-issue number(s), T5

publisher, city and/or country where published. 

Author — PRESTON GRALLA — Digital River Launches DRM Solution For Software Publishers — Publication Source:

1 informationweekcom [URL: http:/lwww.informationweek.com/newsl18901739] - (INTERNET PUBLICATION DATE: |:|
04-15-2004)
 

Author — Digital River Corporation — Digital River Announces New Digital Rights Management Service — Publication

2 Source: digitalrivercom [URL: http://www.digitalriver.com/corporatelpress_releaseslpr_328.shtml] - (INTERNET |:|
PUBLICATION DATE: 07-14-2003)
 

Author — Digital River Corporation - Digital River SoftwarePasspOIt Copyright software - Publication Source: I:Isiliconrealmscom [U RL: http://wwwsiliconrealmscoml] — (INTERN ET PUBLICATION)

 
 

  
If you wish to add additional non-patent literature document citation information please click the Add button Add
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Application Number 12985351 

 

 

Filing Date 2011-01-06

INFORMATION DISCLOSURE First Named Inventor William Grecia

STATEMENT BY APPLICANT Art U .nIt l2431 
( Not for submission under 37 CFR 1.99)  Examiner Name  

Attorney Docket Number I  EXAMINER SIGNATURE

*EXAMINER: Initial if reference considered, whether or not citation is in conformance with MPEP 609. Draw line through a

citation if not in conformance and not considered. Include copy of this form with next communication to applicant.

1 See Kind Codes of USPTO Patent Documents at www.USPTO.GOV or MPEP 901.04. 2 Enter office that issued the document, by the two-letter code (WIPO
Standard ST.3). 3 For Japanese patent documents, the indication of the year of the reign of the Emperor must precede the serial number of the patent document.
4 Kind of document by the appropriate symbols as indicated on the document under WIPO Standard ST.16 if possible. 5 Applicant is to place a check mark here if
English language translation is attached.
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Application Number 12985351 

Filing Date 2011-01-06 

INFORMATION DISCLOSURE First Named Inventor William Grecia 

STATEMENT BY APPLICANT
_ _ Art Unit | 2431

( Not for submissmn under 37 CFR 1.99)
  Examiner Name  
Attorney Docket Number I 

 
CERTIFICATION STATEMENT

Please see 37 CFR 1.97 and 1.98 to make the appropriate selection(s):

That each item of information contained in the information disclosure statement was first cited in any communication

|:| from a foreign patent office in a counterpart foreign application not more than three months prior to the filing of the

information disclosure statement. See 37 CFR 1.97(e)(1).

OR

That no item of information contained in the information disclosure statement was cited in a communication from a

foreign patent office in a counterpart foreign application, and, to the knowledge of the person signing the certification

after making reasonable inquiry, no item of information contained in the information disclosure statement was known to

El any individual designated in 37 CFR 1.56(c) more than three months prior to the filing of the information disclosure
statement. See 37 CFR 1.97(e)(2).

|:| See attached certification statement.

|:| The fee set forth in 37 CFR 1.17 (p) has been submitted herewith.

|:| A certification statement is not submitted herewith.
SIGNATURE

A signature of the applicant or representative is required in accordance with CFR 1.33, 10.18. Please see CFR 1.4(d) for the

form of the signature.

 

This collection of information is required by 37 CFR 1.97 and 1.98. The information is required to obtain or retain a benefit by the

public which is to file (and by the USPTO to process) an application. Confidentiality is governed by 35 U.S.C. 122 and 37 CFR

1.14. This collection is estimated to take 1 hour to complete, including gathering, preparing and submitting the completed

application form to the USPTO. Time will vary depending upon the individual case. Any comments on the amount of time you

require to complete this form and/or suggestions for reducing this burden, should be sent to the Chief Information Officer, US.

Patent and Trademark Office, US. Department of Commerce, PO. Box 1450, Alexandria, VA 22313-1450. DO NOT SEND

FEES OR COMPLETED FORMS TO THIS ADDRESS. SEND TO: Commissioner for Patents, P.O. Box 1450, Alexandria,
VA 22313-1450.
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Privacy Act Statement

 

 
The Privacy Act of 1974 (P.L. 93-579) requires that you be given certain information in connection with your submission of the

attached form related to a patent application or patent. Accordingly, pursuant to the requirements of the Act, please be advised

that: (1 } the general authority for the collection of this information is 35 U.S.C. 2(b)(2); (2) furnishing of the information solicited

is voluntary; and (3) the principal purpose for which the information is used by the US Patent and Trademark Office is to

process and/or examine your submission related to a patent application or patent. If you do not furnish the requested

information, the US Patent and Trademark Office may not be able to process and/or examine your submission, which may

result in termination of proceedings or abandonment of the application or expiration of the patent.

The information provided by you in this form will be subject to the following routine uses:

1. The information on this form will be treated confidentially to the extent allowed under the Freedom of Information Act

(5 U.S.C. 552} and the Privacy Act (5 U.S.C. 552a). Records from this system of records may be disclosed to the

Department of Justice to determine whether the Freedom of Information Act requires disclosure of these record s.

A record from this system of records may be disclosed, as a routine use, in the course of presenting evidence to a

court, magistrate, or administrative tribunal, including disclosures to opposing counsel in the course of settlement

negotiations.

A record in this system of records may be disclosed, as a routine use, to a Member of Congress submitting a

request involving an individual, to whom the record pertains, when the individual has requested assistance from the

Member with respect to the subject matter of the record.

A record in this system of records may be disclosed, as a routine use, to a contractor of the Agency having need for

the information in order to perform a contract. Recipients of information shall be required to comply with the

requirements of the Privacy Act of 1974, as amended, pursuant to 5 U.S.C. 552a(m).

A record related to an International Application filed under the Patent Cooperation Treaty in this system of records

may be disclosed, as a routine use, to the International Bureau of the World Intellectual Property Organization, pursuant

to the Patent Cooperation Treaty.

A record in this system of records may be disclosed, as a routine use, to another federal agency for purposes of

National Security review (35 U.S.C. 181) and for review pursuant to the Atomic Energy Act (42 U.S.C. 218(c)).

A record from this system of records may be disclosed, as a routine use, to the Administrator, General Services, or

his/her designee, during an inspection of records conducted by GSA as part of that agency's responsibility to

recommend improvements in records management practices and programs, under authority of 44 U.S.C. 2904 and

2906. Such disclosure shall be made in accordance with the GSA regulations governing inspection of records for this

purpose, and any other relevant (i.e., GSA or Commerce) directive. Such disclosure shall not be used to make
determinations about individuals.

A record from this system of records may be disclosed, as a routine use, to the public after either publication of

the application pursuant to 35 U.S.C. 122(b) or issuance of a patent pursuant to 35 U.S.C. 151. Further, a record

may be disclosed, subject to the limitations of 37 CFR 1.14, as a routine use, to the public if the record was filed in

an application which became abandoned or in which the proceedings were terminated and which application is

referenced by either a published application, an application open to public inspections or an issued patent.

A record from this system of records may be disclosed, as a routine use, to a Federal, State, or local law

enforcement agency, if the USPTO becomes aware of a violation or potential violation of law or regulation.
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Electronic Acknowledgement Receipt

International Application Number: —

Title of Invention: PERSONALIZED DIGITAL MEDIA ACCESS SYSTEM (PDMAS)

First Named Inventor/Applicant Name:

Payment information:

File Listing:

Document . . File Size(Bytes)/ Multi Pages

612391

 
Information Disclosure Statement (IDS)

Form (SB08) UV_|DS.pdf 32826a1c1Ie6fe300af91f6264d60c3ee63b
5f44

Informatlon: A 4. . .
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471973

Non Patent Literature
37c7d5df7f373216aff3e6560c18b8b97116

3f89

Information:

130684

Non Patent Literature DigitalRiver.pdf 8W6703535fb1d25436e0cf8e421ed979c9
9f8c

Information:

340922

Non Patent Literature |nformationWeek.pdf 0cbb2c821565294bf8621ba72946ebea16f
b2be5

Information:

This Acknowledgement Receipt evidences receipt on the noted date by the USPTO ofthe indicated documents,

characterized by the applicant, and including page counts, where applicable. It serves as evidence of receipt similar to a
Post Card, as described in MPEP 503.

New Applications Under 35 U.S.C. 111

lfa new application is being filed and the application includes the necessary components for a filing date (see 37 CFR

1.53(b)-(d) and MPEP 506), a Filing Receipt (37 CFR 1.54) will be issued in due course and the date shown on this

Acknowledgement Receipt will establish the filing date of the application.

National Stage of an International Application under 35 U.S.C. 371

lfa timely submission to enter the national stage of an international application is compliant with the conditions of 35

U.S.C. 371 and other applicable requirements a Form PCT/DO/EO/903 indicating acceptance of the application as a

national stage submission under 35 U.S.C. 371 will be issued in addition to the Filing Receipt, in due course.

New International Application Filed with the USPTO as a Receiving Office

lfa new international application is being filed and the international application includes the necessary components for

an international filing date (see PCT Article 11 and MPEP 1810), a Notification of the International Application Number

and ofthe International Filing Date (Form PCT/RO/105) will be issued in due course, subject to prescriptions concerning

national security, and the date shown on this Acknowledgement Receipt will establish the international filing date of

the application.
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UNITED STATES PATENT AND TRADEMARK OFFICE UNITED STATES DEPARTMENT OF COMMERCE
United States Patent and Trademark Office
AddIESS. COMMISSIONER FOR PATENTSPO Box 1450

Alexandria, Viigmia 22313-1450www.uspto.gov

APPLICATION NUMBER F ING OR 371 (C) DATE FIRST NAMED APPLICANT ATTY. DOCKET NO./TITLE

 
 
   

12/985,351 01/06/2011 William Grecia

CONFIRMATION NO. 4165

70984 PUBLICATION NOTICE

The STR3EM Team

2885 Sanford Ave sw #13208 IIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIII IIIIIIIIIIIIIIIIIIIIIIIII0000000474026 8
Grandville, MI 49418

Title:PERSONAL|ZED DIGITAL MEDIA ACCESS SYSTEM (PDMAS)

Publication No.US-2011-0099382-A1

Publication Date:04/28/2011

NOTICE OF PUBLICATION OF APPLICATION

The above-identified application will be electronically published as a patent application publication pursuant to 37

CFR 1.211, et seq. The patent application publication number and publication date are set forth above.

The publication may be accessed through the USPTO's publically available Searchable Databases via the

Internet at www.uspto.gov. The direct link to access the publication is currently http://www.uspto.gov/patft/.

The publication process established by the Office does not provide for mailing a copy of the publication to

applicant. A copy of the publication may be obtained from the Office upon payment of the appropriate fee set forth

in 37 CFR 1.19(a)(1). Orders for copies of patent application publications are handled by the USPTO's Office of

Public Records. The Office of Public Records can be reached by telephone at (703) 308-9726 or (800) 972-6382,

by facsimile at (703) 305-8759, by mail addressed to the United States Patent and Trademark Office, Office of
Public Records, Alexandria, VA 22313-1450 or via the Internet.

In addition, information on the status of the application, including the mailing date of Office actions and the

dates of receipt of correspondence filed in the Office, may also be accessed via the Internet through the Patent

Electronic Business Center at www.uspto.gov using the public side of the Patent Application Information and

Retrieval (PAIR) system. The direct link to access this status information is currently http://pair.uspto.gov/. Prior to

publication, such status information is confidential and may only be obtained by applicant using the private side of
PAIR.

Further assistance in electronically accessing the publication, or about PAIR, is available by calling the Patent
Electronic Business Center at 1-866-217-9197.

 

Office of Data Managment, Application Assistance Unit (571) 272-4000, or (571) 272-4200, or 1-888-786-0101
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Doc code: IDS PTO/SB/08a(01-10)
. . _ . . . Approved for use through 07/31/2012. OMB 0651-0031

Doc description. Information Disclosure Statement (IDS) Filed US. Patent and Trademark Office. US. DEPARTMENT OF COMMERCE
Under the Paperwork Reduction Act of 1995, no persons are required to respond to a collection of information unless it contains a valid OMB control number.

Application Number 12985351

(Not for submissmn under 37 CFR 1.99)

——

U.S.PATENTS

Pages,Columns,Lines where
Relevant Passages or Relevant
Figures Appear

Examiner ' Kind Name of Patentee or Applicant
lnitial* No Code1 of cited Document

If you wish to add additional U. 8. Patent citation information please click the Add button.

U.S. PATENT APPLICATION PUBLICATIONS

Number de1 Date of Cited Document

Richard Berger, Mitch Singer

20100299264 11/25/2010

If you wish to add additional U.S. Published Application citation information please click the Add butto

FOREIGN PATENT DOCUMENTS

Figures Appear

Publication Kind Publication Name of Patentee or Applicant Pages,Columns,LInes where
Co . Relevant Passages or Relevant

Name of Patentee or Pages,Columns,Lines
Examiner Cite Foreign Document Country ' Publication . . where Relevant

Code2i Code4 Date Applicant Of C'ted Passages or RelevantDocument .
Figures Appear

NON-PATENT LITERATURE DOCUMENTS

Include name of the author (in CAPITAL LETTERS), title of the article (when appropriate), title of the item
(book, magazine, journal, serial, symposium, catalog, etc), date, pages(s), volume-issue number(s),
publisher, city and/or country where published.
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. . Art Unit —(Not for submlssmn under 37 CFR 1.99)

——

If you wish to add additional non-patent literature document citation information please click the Add button

EXAMINER SIGNATURE

*EXAMINER: Initial if reference considered, whether or not citation is in conformance with MPEP 609. Draw line through a
citation if not in conformance and not considered. Include copy of this form with next communication to applicant.

1 See Kind Codes of USPTO Patent Documents at )mmtjfifi’lflfiflbfi or MPEP 901.04. 2 Enter office that issued the document, by the two-letter code (WIPO
Standard ST.3). 3 For Japanese patent documents, the indication of the year of the reign of the Emperor must precede the serial number of the patent document.
4 Kind of document by the appropriate symbols as indicated on the document under WIPO Standard ST.16 if possible. 5 Applicant is to place a check mark here i‘
English language translation is attached.
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. . Art Unit —(Not for submlssmn under 37 CFR 1.99)

——

CERTIFICATION STATEMENT

Please see 37 CFR 1.97 and 1.98 to make the appropriate selection(s):

That each item of information contained in the information disclosure statement was first cited in any communication

|:I from a foreign patent office in a counterpart foreign application not more than three months prior to the filing of the
information disclosure statement. See 37 CFR 1.97(e)(1).

That no item of information contained in the information disclosure statement was cited in a communication from a

foreign patent office in a counterpart foreign application, and, to the knowledge of the person signing the certification
after making reasonable inquiry, no item of information contained in the information disclosure statement was known to
any individual designated in 37 CFR 1.56(c) more than three months prior to the filing of the information disclosure
statement. See 37 CFR 1.97(e)(2).

See attached certification statement.

The fee set forth in 37 CFR 1.17 (p) has been submitted herewith.

A certification statement is not submitted herewith.

SIGNATURE

A signature of the applicant or representative is required in accordance with CFR 1.33, 10.18. Please see CFR 1.4(d) for the
form of the signature.

—oa—e<ww-MM-oo> —

This collection of information is required by 37 CFR 1.97 and 1.98. The information is required to obtain or retain a benefit by the
public which is to file (and by the USPTO to process) an application. Confidentiality is governed by 35 U.S.C. 122 and 37 CFR
1.14. This collection is estimated to take 1 hour to complete, including gathering, preparing and submitting the completed
application form to the USPTO. Time will vary depending upon the individual case. Any comments on the amount of time you
require to complete this form and/or suggestions for reducing this burden, should be sent to the Chief Information Officer, US.
Patent and Trademark Office, US. Department of Commerce, PO. Box 1450, Alexandria, VA 22313-1450. DO NOT SEND
FEES OR COMPLETED FORMS TO THIS ADDRESS. SEND TO: Commissioner for Patents, PO. Box 1450, Alexandria,
VA 22313-1450.

 
EFS Web 2.1.17

EWS-OO‘I 955



EWS-001956

Privacy Act Statement

The Privacy Act of 1974 (P.L. 93-579) requires that you be given certain information in connection with your submission of the
attached form related to a patent application or patent. Accordingly, pursuant to the requirements of the Act, please be advised
that: (1) the general authority for the collection of this information is 35 U.S.C. 2(b)(2); (2) furnishing of the information solicited
is voluntary; and (3) the principal purpose for which the information is used by the US. Patent and Trademark Office is to
process and/or examine your submission related to a patent application or patent. If you do not furnish the requested
information, the US. Patent and Trademark Office may not be able to process and/or examine your submission, which may
result in termination of proceedings or abandonment of the application or expiration of the patent.

The information provided by you in this form will be subject to the following routine uses:

1. The information on this form will be treated confidentially to the extent allowed under the Freedom of Information Act
(5 U.S.C. 552) and the Privacy Act (5 U.S.C. 552a). Records from this system of records may be disclosed to the
Department of Justice to determine whether the Freedom of Information Act requires disclosure of these record s.

A record from this system of records may be disclosed, as a routine use, in the course of presenting evidence to a
court, magistrate, or administrative tribunal, including disclosures to opposing counsel in the course of settlement
negotiations.

A record in this system of records may be disclosed, as a routine use, to a Member of Congress submitting a
request involving an individual, to whom the record pertains, when the individual has requested assistance from the
Member with respect to the subject matter of the record.

A record in this system of records may be disclosed, as a routine use, to a contractor of the Agency having need for
the information in order to perform a contract. Recipients of information shall be required to comply with the
requirements of the Privacy Act of 1974, as amended, pursuant to 5 U.S.C. 552a(m).

A record related to an International Application filed under the Patent Cooperation Treaty in this system of records
may be disclosed, as a routine use, to the International Bureau of the World Intellectual Property Organization, pursuant
to the Patent Cooperation Treaty.

A record in this system of records may be disclosed, as a routine use, to another federal agency for purposes of
National Security review (35 U.S.C. 181) and for review pursuant to the Atomic Energy Act (42 U.S.C. 218(c)).

A record from this system of records may be disclosed, as a routine use, to the Administrator, General Services, or
his/her designee, during an inspection of records conducted by GSA as part of that agency's responsibility to
recommend improvements in records management practices and programs, under authority of 44 U.S.C. 2904 and
2906. Such disclosure shall be made in accordance with the GSA regulations governing inspection of records for this
purpose, and any other relevant (i.e., GSA or Commerce) directive. Such disclosure shall not be used to make
determinations about individuals.

A record from this system of records may be disclosed, as a routine use, to the public after either publication of
the application pursuant to 35 U.S.C. 122(b) or issuance ofa patent pursuant to 35 U.S.C. 151. Further, a record
may be disclosed, subject to the limitations of 37 CFR 1.14, as a routine use, to the public if the record was filed in
an application which became abandoned or in which the proceedings were terminated and which application is
referenced by either a published application, an application open to public inspections or an issued patent.

A record from this system of records may be disclosed, as a routine use, to a Federal, State, or local law
enforcement agency, if the USPTO becomes aware of a violation or potential violation of law or regulation.
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Electronic Acknowledgement Receipt

International Application Number: —

Title of Invention: PERSONALIZED DIGITAL MEDIA ACCESS SYSTEM (PDMAS)

First Named Inventor/Applicant Name:

Payment information:

File Listing:

Document . . File Size(Bytes)/ Multi Pages

I 88682
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This is not an USPTO supplied IDS fillable form

This Acknowledgement Receipt evidences receipt on the noted date by the USPTO ofthe indicated documents,

characterized by the applicant, and including page counts, where applicable. It serves as evidence of receipt similar to a
Post Card, as described in MPEP 503.

New Applications Under 35 U.S.C. 111

lfa new application is being filed and the application includes the necessary components for a filing date (see 37 CFR

1.53(b)-(d) and MPEP 506), a Filing Receipt (37 CFR 1.54) will be issued in due course and the date shown on this

Acknowledgement Receipt will establish the filing date of the application.

National Stage of an International Application under 35 U.S.C. 371

lfa timely submission to enter the national stage of an international application is compliant with the conditions of 35

U.S.C. 371 and other applicable requirements a Form PCT/DO/EO/903 indicating acceptance of the application as a

national stage submission under 35 U.S.C. 371 will be issued in addition to the Filing Receipt, in due course.

New International Application Filed with the USPTO as a Receiving Office

lfa new international application is being filed and the international application includes the necessary components for

an international filing date (see PCT Article 11 and MPEP 1810), a Notification of the International Application Number

and ofthe International Filing Date (Form PCT/RO/105) will be issued in due course, subject to prescriptions concerning

national security, and the date shown on this Acknowledgement Receipt will establish the international filing date of

the application.
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PTO/SB/08b(05-03)
Approved for use through 04/30/2003. OMB 0651-0031

US. Patent and Trademark Office; US. DEPARTMENT OF COMMERCE
Under the Paperwork Reduction Act of 1995, no persons are required to respond to a collection of information unless it contains a valid OMB control number.

Substitute for form 1449B/PTO Complete if Known

Application Number 12/985, 351

 

 

INFORMATION DISCLOSURE Filing Date 0170672011

STATEMENT BY APPLICANT First Named Inventor William Grecia
Art Unit 2431
 

(Use as many sheets as necessary) Examiner Name

_——_

NON PATENT LITERATURE DOCUMENTS

Examiner - Include name of the author (in CAPITAL LETTERS), title of the article (when appropriate), title of the item (book,
magazine, journal, serial, symposium, catalog, etc.), date, page(s), volume-issue number(s), publisher, city

and/or countr where oublished.

 

Internet publication: Nook Color LendMe www.barnesandnoble.com/

Internet publication: Coral consortium "Scenario" www.coraliinterop.org

Examiner Date

Signature Considered

 
*EXAMINER: lnitial if reference considered, whether or not citation is in conformance with MPEP 609. Draw line through citation if not in conformance and not
considered. lnclude copy of this form with next communication to applicant.
1 Applicant‘s unique citation designation number (optional). 2 Applicant is to place a check mark here if English language Translation is attached.
This collection of information is required by 37 CFR 1.98. The information is required to obtain or retain a benefit by the public which is to file (and by the USPTO
to process) an application. Confidentiality is governed by 35 U.S.C. 122 and 37 CFR 1.14. This collection is estimated to take 120 minutes to complete, including
gathering, preparing, and submitting the completed application form to the USPTO. Time will vary depending upon the individual case. Any comments on the
amount of time you require to complete this form and/or suggestions for reducing this burden, should be sent to the Chief Information Officer, US. Patent and
Trademark Office, US. Department of Commerce, PO. Box 1450, Alexandria, VA 22313-1450. DO NOT SEND FEES OR COMPLETED FORMS TO THIS
ADDRESS. SEND To: Commissioner for Patents, P.0. Box 1450, Alexandria, VA 22313-1450.

Ifyou need assistance in completing the form, call 1-800-PTO-9199 and select option 2.
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Electronic Acknowledgement Receipt

International Application Number: —

Title of Invention: PERSONALIZED DIGITAL MEDIA ACCESS SYSTEM (PDMAS)

First Named Inventor/Applicant Name:

Payment information:

File Listing:

Document . . File Size(Bytes)/ Multi Pages

8323062

 
NPL Documents Coral_Scenario_rs.pdf 53d971a83ef90c5b4657f9a82379dbc7645

96785

Informatlon: A 4 0 ' . O
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118283
Information Disclosure Statement (IDS)

Filed (SB/08) 5b00082~pdf 8da3ac14332ca2719bee7a07a047f5a3e7b
85a75

Information:

This is not an USPTO supplied IDS fillable form

365178

NPL Documents NOOKcolor.pdf
b3c7ae71731456431ecef781f7ad8e8b21a3

5a39

This Acknowledgement Receipt evidences receipt on the noted date by the USPTO ofthe indicated documents,

characterized by the applicant, and including page counts, where applicable. It serves as evidence of receipt similar to a
Post Card, as described in MPEP 503.

New Applications Under 35 U.S.C. 111

lfa new application is being filed and the application includes the necessary components for a filing date (see 37 CFR

1.53(b)—(d) and MPEP 506), a Filing Receipt (37 CFR 1.54) will be issued in due course and the date shown on this

Acknowledgement Receipt will establish the filing date of the application.

National Stage of an International Application under 35 U.S.C. 371

lfa timely submission to enter the national stage of an international application is compliant with the conditions of 35

U.S.C. 371 and other applicable requirements a Form PCT/DO/EO/903 indicating acceptance of the application as a

national stage submission under 35 U.S.C. 371 will be issued in addition to the Filing Receipt, in due course.

New International Application Filed with the USPTO as a Receiving Office

lfa new international application is being filed and the international application includes the necessary components for

an international filing date (see PCT Article 11 and MPEP 1810), a Notification of the International Application Number

and ofthe International Filing Date (Form PCT/RO/105) will be issued in due course, subject to prescriptions concerning

national security, and the date shown on this Acknowledgement Receipt will establish the international filing date of

the application.
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UNITED STATES PATENT AND TRADEMARK OFFICE UNITED STATES DEPARTMENT OF COMMERCE
United States Patent and Trademark Office
AddIESS. COMMISSIONER FOR PATENTSPO Box 1450

Alexandria, ViJgLnia 22313-1450wwwusptogov

APPLICATION NUMBER F ING OR 371 (C) DATE FIRST NAMED APPLICANT ATTY. DOCKET NO./TITLE

 
 
   

12/985,351 01/06/2011 William Grecia

CONFIRMATION NO. 4165

70984 FORMALITIES LETTER

The STR3EM Team

2885 Sanford Ave sw #13208 lllllllllllllllllIllllIlllllllllllIlllllllllllllllllllIllllIllllllllllllllllllllllllIlllllll00000004550906
Grandville, MI 49418

Date Mailed: 01/21/2011

NOTICE TO FILE MISSING PARTS OF NONPROVISIONAL APPLICATION

FILED UNDER 37 CFR1.53(b)

Filing Date Granted

Items Required To Avoid Abandonment:

An application number and filing date have been accorded to this application. The item(s) indicated below,

however, are missing.

Applicant is given TWO MONTHS from the date of this Notice within which to file all required items below to avoid

abandonment. Extensions of time may be obtained by filing a petition accompanied by the extension fee under

the provisions of 37 CFR 1.136(a).

' Additional claim fees of $52 as a small entity, including any required multiple dependent claim fee, are

required. Applicant must submit the additional claim fees or cancel the additional claims for which fees are
due.

SUMMARY OF FEES DUE:

Total fee(s) required within TWO MONTHS from the date of this Notice is $52 for a small entity

' Total additional claim fee(s) for this application is $52
' $52 for 2 total claims over 20.

page 1 of 2
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Replies should be mailed to:

Mail Stop Missing Parts
Commissioner for Patents

PO. Box 1450

Alexandria VA 22313-1450

Registered users of EFS-Web may alternatively submit their reply to this notice via EFS-Web.

https://sportal.uspto.gov/authenticate/AuthenticateUserLocalEPF.html

For more information about EFS-Web please call the USPTO Electronic Business Center at 1-866-21 7-9197 or

visit our website at http://www.uspto.gov/ebc.

If you are not using EFS—Web to submit your reply, you must include a copy of this notice.

letadesse/

 

Office of Data Management, Application Assistance Unit (571) 272-4000, or (571) 272-4200, or 1-888-786-0101

page 2 of 2
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UNITED STATES PATENT AND TRADEMARK OFFICE UNITED STATES DEPARTMENT OF COMMERCE
United States Patent and Trademark Office
AddIESS. COMMISSIONER FOR PATENTSPO Box 1450

Alexandria, ViJgLnia 22313-1450wwwusptogov

APPLICATION FILING or GRP ART
NUMBER 371(c) DATE UNIT F FEE REC'D ATTY.DOCKET.NO TOT CLAHVIS IND CLAIMS

 
 
   

12/985,351 01/06/2011 2431 957 20 3

CONFIRMATION NO. 4165

70984 FILING RECEIPT
The STR3EM Team

2885 Sanford Ave sw #13208 llllllllllllllllllllllIllllllllllllllllllllllllllllllllllllllllll lllllllllllllllllllllllll000000045509063
Grandville, MI 49418

Date Mailed: 01/21/2011

Receipt is acknowledged of this non-provisional patent application. The application will be taken up for examination

in due course. Applicant will be notified as to the results of the examination. Any correspondence concerning the

application must include the following identification information: the US. APPLICATION NUMBER, FILING DATE,

NAME OF APPLICANT, and TITLE OF INVENTION. Fees transmitted by check or draft are subject to collection.

Please verify the accuracy of the data presented on this receipt. If an error is noted on this Filing Receipt, please

submit a written request for a Filing Receipt Correction. Please provide a copy of this Filing Receipt with the

changes noted thereon. If you received a "Notice to File Missing Parts" for this application, please submit

any corrections to this Filing Receipt with your reply to the Notice. When the USPTO processes the reply

to the Notice, the USPTO will generate another Filing Receipt incorporating the requested corrections

Applicant(s)

William Grecia, Brooklyn, NY;

Power of Attorney: None

Domestic Priority data as claimed by applicant

This application is a CON of 12/728,218 03/21/2010

Foreign Applications (You may be eligible to benefit from the Patent Prosecution Highway program at the

USPTO. Please see http://www.uspto.gov for more information.)

Permission to Access - A proper Authorization to Permit Access to Application by Participating Offices

(PTO/SB/39 or its equivalent) has been received by the USPTO.

If Required, Foreign Filing License Granted: 01/14/2011

The country code and number of your priority application, to be used for filing abroad under the Paris Convention,

is US 12/985,351

Projected Publication Date: 04/28/2011

Non-Publication Request: No

Early Publication Request: Yes
** SMALL ENTITY **

page 1 of 3
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Title

PERSONALIZED DIGITAL MEDIA ACCESS SYSTEM (PDMAS)

Preliminary Class

726

PROTECTING YOUR INVENTION OUTSIDE THE UNITED STATES

Since the rights granted by a US. patent extend only throughout the territory of the United States and have no

effect in a foreign country, an inventor who wishes patent protection in another country must apply for a patent

in a specific country or in regional patent offices. Applicants may wish to consider the filing of an international

application under the Patent Cooperation Treaty (PCT). An international (PCT) application generally has the same

effect as a regular national patent application in each PCT-member country. The PCT process simplifies the filing

of patent applications on the same invention in member countries, but does not result in a grant of "an international

patent" and does not eliminate the need of applicants to file additional documents and fees in countries where patent

protection is desired.

Almost every country has its own patent law, and a person desiring a patent in a particular country must make an

application for patent in that country in accordance with its particular laws. Since the laws of many countries differ

in various respects from the patent law of the United States, applicants are advised to seek guidance from specific

foreign countries to ensure that patent rights are not lost prematurely.

Applicants also are advised that in the case of inventions made in the United States, the Director of the USPTO must

issue a license before applicants can apply for a patent in a foreign country. The filing of a US. patent application

serves as a request for a foreign filing license. The application's filing receipt contains further information and

guidance as to the status of applicant's license for foreign filing.

Applicants may wish to consult the USPTO booklet, "General Information Concerning Patents" (specifically, the

section entitled "Treaties and Foreign Patents") for more information on timeframes and deadlines for filing foreign

patent applications. The guide is available either by contacting the USPTO Contact Center at 800-786-9199, or it

can be viewed on the USPTO website at http://www.uspto.gov/web/offices/pac/doc/generaI/index.html.

For information on preventing theft of your intellectual property (patents, trademarks and copyrights), you may wish

to consult the US. Government website, http://www.stopfakes.gov. Part of a Department of Commerce initiative,

this website includes self-help "toolkits" giving innovators guidance on how to protect intellectual property in specific

countries such as China, Korea and Mexico. For questions regarding patent enforcement issues, applicants may

call the US. Government hotline at 1-866-999-HALT (1-866-999-4158).

LICENSE FOR FOREIGN FILING UNDER

Title 35, United States Code, Section 184

Title 37, Code of Federal Regulations, 5.11 & 5.15

GRANTED

The applicant has been granted a license under 35 U.S.C. 184, if the phrase "IF REQUIRED, FOREIGN FILING

LICENSE GRANTED" followed by a date appears on this form. Such licenses are issued in all applications where

the conditions for issuance of a license have been met, regardless of whether or not a license may be required as

page 2 of 3
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set forth in 37 CFR 5.15. The scope and limitations of this license are set forth in 37 CFR 5.15(a) unless an earlier

license has been issued under 37 CFR 5.15(b). The license is subject to revocation upon written notification. The

date indicated is the effective date of the license, unless an earlier license of similar scope has been granted under
37 CFR 5.13 or 5.14.

This license is to be retained by the licensee and may be used at any time on or after the effective date thereof unless

it is revoked. This license is automatically transferred to any related applications(s) filed under 37 CFR 1.53(d). This
license is not retroactive.

The grant of a license does not in any way lessen the responsibility of a licensee for the security of the subject matter

as imposed by any Government contract or the provisions of existing laws relating to espionage and the national

security or the export of technical data. Licensees should apprise themselves of current regulations especially with

respect to certain countries, of other agencies, particularly the Office of Defense Trade Controls, Department of

State (with respect to Arms, Munitions and Implements of War (22 CFR 121-128)); the Bureau of Industry and

Security, Department of Commerce (15 CFR parts 730-774); the Office of Foreign AssetsControl, Department of

Treasury (31 CFR Parts 500+) and the Department of Energy.

NOT GRANTED

No license under 35 U.S.C. 184 has been granted at this time, if the phrase "IF REQUIRED, FOREIGN FILING

LICENSE GRANTED" DOES NOT appear on this form. Applicant may still petition for a license under 37 CFR 5.12,

if a license is desired before the expiration of 6 months from the filing date of the application. If 6 months has lapsed

from the filing date of this application and the licensee has not received any indication of a secrecy order under 35

U.S.C. 181, the licensee may foreign file the application pursuant to 37 CFR 5.15(b).

page 3 of 3
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PATENT APPLICATION FEE DETERMINATION RECORD Application or Docket Number
Substitute for Form PTO-875 12/985,351

APPLICATION AS FILED - PART I OTHER THAN

Column 1 (Column 2) SMALL ENTITY SMALL ENTITY

BASIC FEE
(37 CFR1.16(a) (b) or (0))
SEARCH FEE
(37 CFR1.16(k) (i)o

EXAMINATION) REE:(37 CFR1. 16(0

If the specification and drawings exceed 100
APPLICATION SIZE sheets of paper, the application size fee due is
FEE $270 ($135 for small entity) for each additional
(37 CFR1.16(s)) 50 sheets or fraction thereof. See 35 U.S.C.

41 (a)(1)(G) and 37 CFR1.16(s).

MULTIPLE DEPENDENT CLAIM PRESENT (37 CFR 1.16(j))

* lfthe difference in column 1 is less than zero, enter ”0” in column 2.

APPLICATION AS AMENDED - PART II

OTHER THAN

(Column 2) (Column 3) SMALL ENTITY SMALL ENTITY
CLAIMS HIGHEST

REMAINING NUMBER ADDITIONAL ADDITIONAL
AFTER PREVIOUSLY FEE($) FEE($)

AMENDMENT PAID FOR
Total

(37 CFR1.16(i))

Independent(37 OFR1. 16(h))

Application Size Fee (37 CFR1.16(S))
AMENDMENTA

FIRST PRESENTATION OF MULTIPLE DEPENDENT CLAIM (37 CFR1.16(j))

TOTAL
ADD'L FEE

(Column 2) (Column 3)
OLAIMS HIGHEST

REMAINING NUMBER ADDITIONAL ADDITIONAL
AFTER PREVIOUSLY FEE($) FEE($)

AMENDMENT PAID FOR
Total

(37 OFR1. 16(i))
Independent

(37 OFR1. 16(h))

Application Size Fee (37 CFR1.16(S))
AMENDMENTB

FIRST PRESENTATION OF MULTIPLE DEPENDENT CLAIM (37 CFR1.16(j))

TOTAL
ADD'L FEE ADD'L FEE

* lfthe entry in column 1 is less than the entry in column 2, write ”0” in column 3.
** lfthe ”Highest Number Previously Paid For” IN THIS SPACE is less than 20, enter ”20”.

*** If the ”Highest Number Previously Paid For” IN THIS SPACE is less than 3, enter ”3”.
The "Highest Number Previously Paid For" (Total or Independent) is the highest found in the appropriate box in column 1.
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MULTIPLE DEPENDENT CLAIM
FEE CALCULATION SHEET

Substitute for Form PTO—1360
(For use with Form PTO/SB/06)

CLAIMS AS FILED AFTER FIRST AFTER SECOND
AMENDMENT AMENDMENT

———————

Filing DateApplication Number

1 2985351

Applicant(s) WIIIIam G reCIa

* May be used for additional claims or amendments

_==————
 
_—_____
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_______
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Electronic Patent Application Fee Transmittal

Filing Date: 06-Jan-2011

Title of Invention: PERSONALIZED DIGITAL MEDIA ACCESS SYSTEM (PDMAS)

_—
——

Utility under 35 USC111(a) Filing Fees

Sub-Total in

USD($)

Basic Filing:

Claims:

Description Fee Code Quantity

Miscellaneous FIlIng

Patent-Appeals-and-lnterference:

Post-Al|owance-and-Post-lssuance:

Extension-of—Time:
EWS-001 969
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Miscellaneous:

Total in USD (5)
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Electronic Acknowledgement Receipt

9276314

12985351

4165

Application Number:

International Application Number:

Confirmation Number:

Title of Invention:

First Named Inventor/Applicant Name:

Customer Number:

Filer Authorized By:

Attorney Docket Number:

Receipt Date:

Filing Date:

Time Stamp:

Application Type:

Payment information:

Submitted with Payment

Payment Type

Payment was successfully received in RAM

RAM confirmation Number

Deposit Account

Authorized User

File Listing:

Document Document Descri tion File Size(Bytes)/ Multi Pages
Number p Message DigestE '* 10MB lif appl.)

PERSONALIZED DIGITAL MEDIA ACCESS SYSTEM (PDMAS)

William Grecia

70984

William GreCIa

21-JAN 2011

06-JAN-2011

07:07:12

Utility under 35 USC111(a)

 
Credlt Card

7753 
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Fee Worksheet (PTO-875) fee-infopdf 06340134ba27c2c15b99dde4fla09080d75
e5cb9

This Acknowledgement Receipt evidences receipt on the noted date by the USPTO ofthe indicated documents,

characterized by the applicant, and including page counts, where applicable. It serves as evidence of receipt similar to a
Post Card, as described in MPEP 503.

New Applications Under 35 U.S.C. 111

lfa new application is being filed and the application includes the necessary components for a filing date (see 37 CFR

1.53(b)-(d) and MPEP 506), a Filing Receipt (37 CFR 1.54) will be issued in due course and the date shown on this

Acknowledgement Receipt will establish the filing date of the application.

National Stage of an International Application under 35 U.S.C. 371

lfa timely submission to enter the national stage of an international application is compliant with the conditions of 35

U.S.C. 371 and other applicable requirements a Form PCT/DO/EO/903 indicating acceptance of the application as a

national stage submission under 35 U.S.C. 371 will be issued in addition to the Filing Receipt, in due course.

New International Application Filed with the USPTO as a Receiving Office

lfa new international application is being filed and the international application includes the necessary components for

an international filing date (see PCT Article 11 and MPEP 1810), a Notification of the International Application Number

and ofthe International Filing Date (Form PCT/RO/105) will be issued in due course, subject to prescriptions concerning

national security, and the date shown on this Acknowledgement Receipt will establish the international filing date of

the application.
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PTO/SB/08a (05-03)
Approved for use through 04/30/2003. OMB 0651-0031

Substitute for form 1449A/PTO

INFORMATION DISCLOSURE

STATEMENT BY APPLICANT

(Use as many sheets as necessary)

Publication Date Name of Patentee or Pages, Columns. Lines. Where
MM-DD-YYYY Applicant of Cited Document Relevant Passages or Relevant

Figures Appear
.. . Number-Kind. @292 WW").US-

FOREIGN PATENT DOCUMENTS

Examiner ' Forein Patent Document Publication Date Name of Patentee or Pages. Columns. Lines.
MM-DD-YYYY Applicant of Cited Document Where Relevant Passages

Country COCIeSVNumber4 VKind Code5(if known) or ReIevant Figures A. gear

 
 

Examiner Date
Signature Considered

*EXAMINER: Initial if reference considered, whether or not citation is in conformance with MPEP 609. Draw line through citation if not in conformance and not
considered. Include copy of this form with next communication to applicant. 1 Applicant‘s unique citation designation number (optional). 2 See Kinds Codes of
USPTO Patent Documents at :3} "‘o M}: or MPEP 901.04. 3 Enter Office that issued the document. by the two-letter code (WIPO Standard ST.3). 4 For
Japanese patent documents, the indication of the year of the reign of the Emperor must precede the serial number of the patent document. 5 Kind of document by
the appropriate symbols as indicated on the document under WIPO Standard ST. 16 if possible. 6 Applicant is to place a check mark here if English languageTranslation is attached.
This collection of information is required by 37 CFR 1.97 and 1.98. The information is required to obtain or retain a benefit by the public which is to file (and by the
USPTO to process) an application. Confidentiality is governed by 35 U.S.C. 122 and 37 CFR 1.14. This collection is estimated to take 2 hours to complete,
including gathering. preparing, and submitting the completed application form to the USPTO. Time will vary depending upon the individual case. Any comments
on the amount of time you require to complete this form and/or suggestions for reducing this burden, should be sent to the Chief Information Officer, US. Patent
and Trademark Office. US. Department of Commerce, PO. Box 1450, Alexandria, VA 22313-1450. DO NOT SEND FEES OR COMPLETED FORMS TO THIS
ADDRESS. SEND To: Commissioner for Patents, P.0. Box 1450, Alexandria, VA 22313-1450.

m
 

Ifyou need assistance in completing the form, call 1-800-PTO-9199 and select option 2.
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PTO/SB/08b(05-03)
Approved for use through 04/30/2003. OMB 0651-0031

US Patent and Trademark Office; U.S. DEPARTMENT OF COMMERCE
Under the Paperwork Reduction Act of 1995, no persons are required to respond to a collection of information unless it contains a valid OMB control number.

Substitute for form 144QB/PTO Complete if Known
Application Number 12/985, 351

INFORMATION DISCLOSURE Fi“"9 Date 01/06/2011

STATEMENT BY APPLICANT First Named Inventor William Grecia
Art Unit

 

 

 

(Use as many sheets as necessary) Examiner Name  
_——_

NON PATENT LITERATURE DOCUMENTS

Examiner - Include name of the author (in CAPITAL LETTERS), title of the article (when appropriate), title of the item (book,
magazine, journal, serial, symposium, catalog, etc.), date, page(s), volume-issue number(s), publisher, city

and/or countr where oublished.

Author 7 WIKIPEDIA.ORG 7 Steam (software) 7 Publication

Source: wikipedia.org [URL:http://http://en.wikipedia.org/wiki/Steamfi(software)

Examiner Date

Signature Considered

 
*EXAMINER: lnitial if reference considered, whether or not citation is in conformance with MPEP 609. Draw line through citation if not in conformance and not
considered. lnclude copy of this form with next communication to applicant.
1 Applicant‘s unique citation designation number (optional). 2 Applicant is to place a check mark here if English language Translation is attached.
This collection of information is required by 37 CFR 1.98. The information is required to obtain or retain a benefit by the public which is to file (and by the USPTO
to process) an application. Confidentiality is governed by 35 U.S.C. 122 and 37 CFR 1.14. This collection is estimated to take 120 minutes to complete, including
gathering, preparing, and submitting the completed application form to the USPTO. Time will vary depending upon the individual case. Any comments on the
amount of time you require to complete this form and/or suggestions for reducing this burden, should be sent to the Chief Information Officer, US Patent and
Trademark Office, US Department of Commerce, PO. Box 1450, Alexandria, VA 22313-1450. DO NOT SEND FEES OR COMPLETED FORMS TO THIS
ADDRESS. SEND To: Commissioner for Patents, P.0. Box 1450, Alexandria, VA 22313-1450.

Ifyou need assistance in completing the form, call 1 -800-PTO-9199 and select option 2.

EWS-OO‘I 974



EWS-001975

Electronic Acknowledgement Receipt

International Application Number: —

Title of Invention: PERSONALIZED DIGITAL MEDIA ACCESS SYSTEM (PDMAS)

First Named Inventor/Applicant Name:

Payment information:

File Listing:

Document . . File Size(Bytes)/ Multi Pages

272036

 
Information Disclosure Statement (IDS)

Filed (SB/O8) stOOSsteampdf d4l 7edcfd99b0bc997666a0494574e858I 4
8f6ab

Informatlon: A 4. .
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This is not an USPTO supplied IDS fillable form

1264897

NPL Documents Steam.pdf
a365e8a32459c21712dc4f4e34f839746cf

370

This Acknowledgement Receipt evidences receipt on the noted date by the USPTO ofthe indicated documents,

characterized by the applicant, and including page counts, where applicable. It serves as evidence of receipt similar to a
Post Card, as described in MPEP 503.

New Applications Under 35 U.S.C. 111

lfa new application is being filed and the application includes the necessary components for a filing date (see 37 CFR

1.53(b)-(d) and MPEP 506), a Filing Receipt (37 CFR 1.54) will be issued in due course and the date shown on this

Acknowledgement Receipt will establish the filing date of the application.

National Stage of an International Application under 35 U.S.C. 371

lfa timely submission to enter the national stage of an international application is compliant with the conditions of 35

U.S.C. 371 and other applicable requirements a Form PCT/DO/EO/903 indicating acceptance of the application as a

national stage submission under 35 U.S.C. 371 will be issued in addition to the Filing Receipt, in due course.

New International Application Filed with the USPTO as a Receiving Office

lfa new international application is being filed and the international application includes the necessary components for

an international filing date (see PCT Article 11 and MPEP 1810), a Notification of the International Application Number

and ofthe International Filing Date (Form PCT/RO/105) will be issued in due course, subject to prescriptions concerning

national security, and the date shown on this Acknowledgement Receipt will establish the international filing date of

the application.

 

EWS-001 976



EWS-001977

PTO/SB/O5 (08-08)
Approved for use through 06/30/2010. OMB 0651-0032

US. Patent and Trademark Office. US. DEPARTMENT OF COMMERCE
Under the Paoerwork Reduction Act of 1995 no oersons are reouired to resoond to a collection of information unless it disola s a valid OMB control number.

UTILITY ——
WENT APPLICATION

TRANSMITTAL

(Only for new nonprovisional applications under 37 CFR 1.53(b)) —_
Commissioner for Patents

APPLICATION ELEMENTS ADDRESS TO: P.o. Box 1450
See MPEP chapter 600 concerning utility patent application contents. Alexandria VA 22313.145()

1. El Fee Transmittal Form (e.g., PTO/SB/17) ACCOMPANYING APPLICATION PARTS

2.-Al' tl' ll t'ttt.
- SigigngcRa:2:-sma en I y s a us 9. El Assignment Papers (cover sheet & document(s))

3. Specification [Total Pages 32
Both the claims and abstract must start on a new page
(For information on the preferred arrangement, see MPEP 608.01 (3))

4. El Drawing(s) (35 U.S.C. 113) [Total Sheets 7

Name of Assignee
 

 

5. Oath or Declaration [Total Sheets 4 10_ El 37 CFR 3.73(b) Statement DPower of
a. Newly executed (original or copy) (when there is an assignee) Attorney
b. - A copy from a prior application (37 CFR 1.63(d))

for continuation/divisional with Box 18 completed) 11_ El English Translation Document (if applicable)
i. DELETION OF |NVENTOR(S)

Signed statement attached deleting invent0r(S) 12. Infantion Disclosure Statement (PTO/SB/08 or PTO-1449)name in the prior application, see 37 CFR y - - -
1.63(d)(2) and 1.330))- CopIes of Citations attached

6. |:| Application Data Sheet. See 37 CFR 1.76 . El Preliminary Amendment

7. El CD-ROM or CD-R in duplicate, large table or
puter Program (Appendix)
Landscape Table on CD

.|:| Return Receipt Postcard (MPEP 503)
(Should be specifically itemized)

8. Nucleotide and/or Amino Acid Sequence Submission - El Certified C°P¥ 9“ Priority Document(s)
(if applicable, items a. — c. are required) (’f for9’9” pr’Or’0’ ’3 claImed)
a. El Computer Readable Form (CRF)
b. Specification Sequence Listing on: -I:I Nonpublication Request under 35 U-S-C-122(b)(2)(B)(l)-

Applicant must attach form PTO/SB/35 or equivalent.

.i:i CD- ROM or CDR 2co ies or
i-i:i Paper ( p ) . Other: Early publication request
 

 
c. i|:i Statements verifying identity of above copies

18. If a CONTINUING APPLICATION, check appropriate box, and supply the requisite information below and in the first sentence of the
specification following the title, or in an Application Data Sheet under 37 CFR 1.76:

 

Continuation i:i Divisional i:i Continuation-in-part(CIP) of prior application No.:12/Z2§,218.................

Prior application information: Examiner - Art Unit: 2431
  
 

19. CORRESPONDENCE ADDRESS

The address associated with Customer Number: 70984 OR B Correspondence address below

——

-—

/william grecia/ 01/04/2011

W'H'am Grec'a Attorne IA-ent

This collection of information is required by 37 CFR 1 5.3b.) The information is required to obtain or retain a benefit by the public which is to file (and by the
USPTO to process) an application. Confidentiality is governed by 35 U.S. C. 122 and 37 CFR 1.11 and 1.14. This collection is estimated to take 12( minutes to
complete, including gathering, preparing, and submitting the completed application form to the USPTO. Time will vary depending upon the individual case. Any
comments on the amount of time you require to complete this form and/or suggestions for reducing this burden, should be sent to the Chief Information Officer,
US. Patent and Trademark Office, US. Department of Commerce, PO. Box 1450, Alexandria, VA 22313-1450. DO NOT SEND FEES OR COMPLETED
FORMS TO THIS ADDRESS. SEND TO: Commissioner for Patents, P.O. Box 1450, Alexandria, VA 22313-1450.

If you need assistance in completing the form, call 1-800-PTO-9199 and select option 2.
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Privacy Act Statement

The Privacy Act of 1974 (P.L. 93-579) requires that you be given certain information in connection
with your submission of the attached form related to a patent application or patent. Accordingly,
pursuant to the requirements of the Act, please be advised that: (1) the general authority for the
collection of this information is 35 U.S.C. 2(b)(2); (2) furnishing of the information solicited is voluntary;
and (3) the principal purpose for which the information is used by the US. Patent and Trademark
Office is to process and/or examine your submission related to a patent application or patent. If you do
not furnish the requested information, the US. Patent and Trademark Office may not be able to
process and/or examine your submission, which may result in termination of proceedings or
abandonment of the application or expiration of the patent.

The information provided by you in this form will be subject to the following routine uses:

1 . The information on this form will be treated confidentially to the extent allowed under the
Freedom of Information Act (5 U.S.C. 552) and the Privacy Act (5 U.S.C 552a). Records from
this system of records may be disclosed to the Department of Justice to determine whether
disclosure of these records is required by the Freedom of Information Act.
A record from this system of records may be disclosed, as a routine use, in the course of
presenting evidence to a court, magistrate, or administrative tribunal, including disclosures to

opposing counsel in the course of settlement negotiations.
A record in this system of records may be disclosed, as a routine use, to a Member of
Congress submitting a request involving an individual, to whom the record pertains, when the
individual has requested assistance from the Member with respect to the subject matter of the
record.

A record in this system of records may be disclosed, as a routine use, to a contractor of the
Agency having need for the information in order to perform a contract. Recipients of
information shall be required to comply with the requirements of the Privacy Act of 1974, as
amended, pursuant to 5 U.S.C. 552a(m).
A record related to an International Application filed under the Patent Cooperation Treaty in
this system of records may be disclosed, as a routine use, to the International Bureau of the
World Intellectual Property Organization, pursuant to the Patent Cooperation Treaty.
A record in this system of records may be disclosed, as a routine use, to another federal
agency for purposes of National Security review (35 U.S.C. 181) and for review pursuant to
the Atomic Energy Act (42 U.S.C. 218(0)).
A record from this system of records may be disclosed, as a routine use, to the Administrator,
General Services, or his/her designee, during an inspection of records conducted by GSA as
part of that agency’s responsibility to recommend improvements in records management
practices and programs, under authority of 44 U.S.C. 2904 and 2906. Such disclosure shall
be made in accordance with the GSA regulations governing inspection of records for this
purpose, and any other relevant (i.e., GSA or Commerce) directive. Such disclosure shall not
be used to make determinations about individuals.

A record from this system of records may be disclosed, as a routine use, to the public after
either publication of the application pursuant to 35 U.S.C. 122(b) or issuance of a patent
pursuant to 35 U.S.C. 151. Further, a record may be disclosed, subject to the limitations of 37
CFR 1.14, as a routine use, to the public if the record was filed in an application which
became abandoned or in which the proceedings were terminated and which application is

referenced by either a published application, an application open to public inspection or an
issued patent.

A record from this system of records may be disclosed, as a routine use, to a Federal, State,
or local law enforcement agency, if the USPTO becomes aware of a violation or potential
violation of law or regulation.
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Doc Code: Oath

Document Description: Oath or declaration filed PTO/SB/01 (04-09)
Approved for use through 06/30/2010. OMB 0651-0032

US. Patent and Trademark Office; US. DEPARTMENT OF COMMERCE
Under the Paperwork Reduction Act of 1995, no persons are required to respond to a collection of information unless it contains a valid OMB control number.

DECLARATION FOR UTILITY OR Attorney Docket

DESIGN

PATENT APPLICATION

(37 CFR 153) COMPLETE IF KNOWN

Number

First Named Inventor Willaim Grecia

. Application Number
Declaration Declaration- Submitted After Initial ' '
S bm tted FIIIn Date
Vllith Ihitial OR I: Filing (surcharge 9
Filing (37 CFR 1.16(f)) Art Unit

required)
Examiner Name

I hereby declare that: (1) Each inventor's residence, mailing address, and citizenship are as stated below next to their name;
and (2) I believe the inventor(s) named below to be the original and first inventor(s) of the subject matter which is claimed and
for which a patent is sought on the invention titled:

PERSONALIZED DIGITAL MEDIA ACCESS SYSTEM (PDMAS)

(Title of the Invention)

the application of which

is attached hereto

OR

D was filed on (MM/DD/YYYY) as United States Application Number or PCT International

Application Number and was amended on (MM/DD/YYYY) (if applicable).

I hereby state that I have reviewed and understand the contents of the above identified application, including the claims, as
amended by any amendment specifically referred to above.

I acknowledge the duty to disclose information which is material to patentability as defined in 37 CFR 1.56, including for
continuation-in-part applications, material information which became available between the filing date of the prior application
and the national or PCT international filing date of the continuation-in-part application.

Authorization To Permit Access To Application by Participating Offices

If checked, the undersigned hereby grants the USPTO authority to provide the European Patent Office (EPO), the
Japan Patent Office (JPO), the Korean Intellectual Property Office (KIPO), the World Intellectual Property Office (WIPO), and
any other intellectual property offices in which a foreign application claiming priority to the above-identified patent application is
filed access to the above-identified patent application. See 37 CFR 1.14(c) and (h). This box should not be checked if the
applicant does not wish the EPO, JPO, KIPO, WIPO, or other intellectual property office in which a foreign application claiming
priority to the above-identified patent application is filed to have access to the above-identified patent application.

In accordance with 37 CFR 1.14(h)(3), access will be provided to a copy of the above-identified patent application with respect
to: 1) the above-identified patent application-as-filed; 2) any foreign application to which the above-identified patent application
claims priority under 35 U.S.C. 119(a)—(d) if a copy ofthe foreign application that satisfies the certified copy requirement of
37 CFR 1.55 has been filed in the above-identified patent application; and 3) any US. application-as-filed from which benefit is
sought in the above-identified patent application.

In accordance with 37 CFR 1.14(c), access may be provided to information concerning the date of filing the Authorization to
Permit Access to Application by Participating Offices.

 
[Page 1 of 3]

This collection of information is required by 35 U.S.C. 115 and 37 CFR 1.63. The information is required to obtain or retain a benefit by the public which is to file (and
by the USPTO to process) an application. Confidentiality is governed by 35 U.S.C. 122 and 37 CFR 1.11 and 1.14. This collection is estimated to take 21 minutes to
complete, including gathering, preparing, and submitting the completed application form to the USPTO. Time will vary depending upon the individual case. Any
comments on the amount of time you require to complete this form and/or suggestions for reducing this burden, should be sent to the Chief Information Officer, US.
Patent and Trademark Office, US. Department of Commerce, PO. Box 1450, Alexandria, VA 22313-1450. DO NOT SEND FEES OR COMPLETED FORMS TO
THIS ADDRESS. SEND TO: Commissioner for Patents, P.O. Box 1450, Alexandria, VA 22313-1450.

If you need assistance in completing the form, call 1-800-PTO-9199 and select option 2. EWS'001 979
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PTO/SB/01 (04-09)
Approved for use through 06/30/2010. OMB 0651-0032

US. Patent and Trademark Office; US. DEPARTMENT OF COMMERCE
Under the Paperwork Reduction Act of 1995, no persons are required to respond to a collection of information unless it contains a valid OMB control number.

DECLARATION — Utility or Design Patent Application

Claim of Foreign Priority Benefits

I hereby claim foreign priority benefits under 35 U.S.C. 119(a)—(d) or (f), or 365(b) of any foreign application(s) for patent,
inventor's or plant breeder's rights certificate(s), or 365(a) of any PCT international application which designated at least one
country other than the United States of America, listed below and have also identified below, by checking the box, any foreign
application for patent, inventor's or plant breeder's rights certificate(s), or any PCT international application having a filing date
before that of the application on which priority is claimed.

Prior Foreign Application Foreign Filing Date Certified Copy Attached?
Number 3 0”“ ry MM/DD/YYYY Not Claimed YES NO

Additional foreign application number(s) are listed on a supplemental priority data sheet PTO/SB/O2B attached hereto.

 
[Page 2 of 3]
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PTO/SB/01 (04-09)
Approved for use through 06/30/2010. OMB 0651-0032

US. Patent and Trademark Office; US. DEPARTMENT OF COMMERCE
Under the Paperwork Reduction Act of 1995, no persons are required to respond to a collection of information unless it contains a valid OMB control number.

DECLARATION — Utility or Design Patent Application

. The address
Direct all . . Corres ondence

correspondence to: assocnated WM] 0984 OR I: addres: belowCustomer Number:

Zip

Telephone Email

WARNING:
Petitioner/applicant is cautioned to avoid submitting personal information in documents filed in a patent application that may
contribute to identity theft. Personal information such as social security numbers, bank account numbers, or credit card numbers
(other than a check or credit card authorization form PTO-2038 submitted for payment purposes) is never required by the
USPTO to support a petition or an application. If this type of personal information is included in documents submitted to the
USPTO, petitioners/applicants should consider redacting such personal information from the documents before submitting them
to the USPTO. Petitioner/applicant is advised that the record of a patent application is available to the public after publication of

the application (unless a non-publication request in compliance with 37 CFR 1.213(a) is made in the application) or issuance of
a patent. Furthermore, the record from an abandoned application may also be available to the public if the application is
referenced in a published application or an issued patent (see 37 CFR 1.14). Checks and credit card authorization forms
PTO-2038 submitted for payment purposes are not retained in the application file and therefore are not publicly available.
Petitioner/applicant is advised that documents which form the record of a patent application (such as the PTO/SB/O1) are placed
into the Privacy Act system of records DEPARTMENT OF COMMERCE, COMMERCE-PAT-7, System name: Patent Application
Files. Documents not retained in an application file (such as the PTO-2038) are placed into the Privacy Act system of
COMMERCE/PAT-TM-10, System name: Deposit Accounts and Electronic Funds Transfer Profiles.

I hereby declare that all statements made herein of my own knowledge are true and that all statements made on information and
belief are believed to be true; and further that these statements were made with the knowledge that willful false statements and
the like so made are punishable by fine or imprisonment, or both, under 18 U.S.C. 1001 and that such willful false statements
may jeopardize the validity of the application or any patent issued thereon.

NAME OF SOLE OR FIRST INVENTOR: I A petition has been filed for this unsigned inventor
Given Name (first and middle [if any]) Family Name or Surname

William Grecia

Inventor's Signature Date

lwilliam grecia/ 01/04/2011

Residence: City Country Citizenship

Brooklyn NY USA American

Mailing Address

2885 Sanford Ave SW #13208

City State Zip Country

Grandville MI 49418 USA

I: Additional inventors or a legal representative are being named on the supplemental sheet(s) PTO/SB/02A or 02LR attached hereto

 
[Page 3 of 3]
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Privacy Act Statement

The Privacy Act of 1974 (P.L. 93-579) requires that you be given certain information in connection with

your submission of the attached form related to a patent application or patent. Accordingly, pursuant to

the requirements of the Act, please be advised that: (1) the general authority for the collection of this

information is 35 U.S.C. 2(b)(2); (2) furnishing of the information solicited is voluntary; and (3) the

principal purpose for which the information is used by the US. Patent and Trademark Office is to process

and/or examine your submission related to a patent application or patent. If you do not furnish the

requested information, the US. Patent and Trademark Office may not be able to process and/or examine

your submission, which may result in termination of proceedings or abandonment of the application or

expiration of the patent.

The information provided by you in this form will be subject to the following routine uses:

1. The information on this form will be treated confidentially to the extent allowed under the

Freedom of Information Act (5 U.S.C. 552) and the Privacy Act (5 U.S.C 552a). Records

from this system of records may be disclosed to the Department of Justice to determine

whether disclosure of these records is required by the Freedom of Information Act.

A record from this system of records may be disclosed, as a routine use, in the course of

presenting evidence to a court, magistrate, or administrative tribunal, including disclosures

to opposing counsel in the course of settlement negotiations.
A record in this system of records may be disclosed, as a routine use, to a Member of

Congress submitting a request involving an individual, to whom the record pertains, when

the individual has requested assistance from the Member with respect to the subject matter
of the record.

A record in this system of records may be disclosed, as a routine use, to a contractor of the

Agency having need for the information in order to perform a contract. Recipients of

information shall be required to comply with the requirements of the Privacy Act of 1974, as

amended, pursuant to 5 U.S.C. 552a(m).

A record related to an International Application filed under the Patent Cooperation Treaty in

this system of records may be disclosed, as a routine use, to the International Bureau of the

World Intellectual Property Organization, pursuant to the Patent Cooperation Treaty.
A record in this system of records may be disclosed, as a routine use, to another federal

agency for purposes of National Security review (35 U.S.C. 181) and for review pursuant to

the Atomic Energy Act (42 U.S.C. 218(c)).

A record from this system of records may be disclosed, as a routine use, to the

Administrator, General Services, or his/her designee, during an inspection of records

conducted by GSA as part of that agency's responsibility to recommend improvements in

records management practices and programs, under authority of 44 U.S.C. 2904 and 2906.

Such disclosure shall be made in accordance with the GSA regulations governing inspection

of records for this purpose, and any other relevant (i.e., GSA or Commerce)
directive. Such disclosure shall not be used to make determinations about individuals.

A record from this system of records may be disclosed, as a routine use, to the public after

either publication of the application pursuant to 35 U.S.C. 122(b) or issuance of a patent

pursuant to 35 U.S.C. 151. Further, a record may be disclosed, subject to the limitations of

37 CFR 1.14, as a routine use, to the public if the record was filed in an application which

became abandoned or in which the proceedings were terminated and which application is

referenced by either a published application, an application open to public inspection or an

issued patent.

A record from this system of records may be disclosed, as a routine use, to a Federal,

State, or local law enforcement agency, if the USPTO becomes aware of a violation or

potential violation of law or regulation.
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Doc code: IDS

Doc description: Information Disclosure Statement (IDS) Filed
Under the Paperwork Reduction Act of 1995, no persons are required to respond to a collection of information unless it contains a valid OMB control number.

PTOISBIOBa (01-10)
Approved for use through 078112012. OMB 0651-0031

US. Patent and Trademark Office; U.S. DEPARTMENT OF COMMERCE

 

INFORMATION DISCLOSURE

STATEMENT BY APPLICANT

( Not for submission under 37 CFR 1.99)

Application Number 

Filing Date 

First Named Inventor William Grecia 

Art Unit I 2431 
Examiner Name    
Attorney Docket Number I 

 

U.S.PATENTS _— 

Pages,Columns,Lines where

 

 

 

 

 

 

 

Ekamlner C'te Patent Number Kmd Issue Date Name Of Patentee or Applicant Relevant Passages or RelevantInitial No Code1 of Cited Document .
Figures Appear

1 7290699 2007-11-06 Reddy; Karimireddy Hari

2 7340769 2008-03-04 Baugher; Mark John

3 7343014 2008-03-11 Sovio; Sampo

4 7386513 2008-06-10 Lao; Guillermo

5 7571328 2008-08-04 Baumert; David w

6 7624417 2008-11-24 Dua; Robin

Add
If you wish to add additional US. Patent citation information please click the Add button. 

U.S.PATENT APPLICATION PUBLICATIONS _— 

 
Publication

Number

Examiner

Initial* C'te N°

 
 Kind Publication

Code1 Date

Pages,Columns,Lines where

Relevant Passages or Relevant

Figures Appear

Name of Patentee or Applicant
of cited Document

 
 

EFS Web 2.1.17
EWS-001 983
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INFORMATION DISCLOSURE

STATEMENT BY APPLICANT

( Not for submission under 37 CFR 1.99)

Application Number 

 

 

Filing Date

First Named Inventor William Grecia

Art Unit | 2431 
Examiner Name    
Attorney Docket Number I 

 
20020010759

20020157002

20030220880

20040024670

20040062400

20040162786

20040220878

20050066353

20050182727

20060173787

20060173789

  
 

EFS Web 2.1.17

2002-01-24

2002-10-24

2003-11-27

2004-02-05

2004-04-01

2004-08-19

2004-11-04

2005—03-24

2005—08-1 8

2006-08-03

2006-08-03

Hitson; Bruce L

Messerges; Thomas S.

Lao; Guillermo

Valenzuela; Edgar

Cross; David B

Lao; Guillermo

 

Fransdon k; Robert

Robert, Arnaud

Weber; Daniel

Baumert; David W.

 

 
EWS-001 984

 



EWS-001985

 

INFORMATION DISCLOSURE

STATEMENT BY APPLICANT

( Not for submission under 37 CFR 1.99)

Application Number 

Filing Date 

First Named Inventor William Grecia 

Art Unit | 2431  Examiner Name  
Attorney Docket Number I 

 
20060259852

20060259982

20070055887

20070156719

20070179854

20070180485

20070250445

20080027869

20080091606

2008010991 1

20080165956

  
EFS Web 2.1.17

2006-11-16 Upendran; Manish

2006-11-16 Upendran; Manish

Upendran; Manish

 
2007-03—08

2007-07-05 
2007-08-02

2007-08-02

2007-10-25 2008-01-31

2008-04-17

2008-05-08

2008-07-10

 
Kalker; Antonius

Grecia; William

Tedesco; Megan Lesley
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INFORMATION DISCLOSURE

STATEMENT BY APPLICANT

( Not for submission under 37 CFR 1.99)

Application Number 

 

 

Filing Date

First Named Inventor William Grecia

Art Unit | 2431 
Examiner Name    
Attorney Docket Number I 

 
20090012805

20090049556

20090083541

20090183010

20090217036

20090254930

20090257591

20090265278

20090299963

20090307078

20090327702

  
EFS Web 2.1.17

 
2009-01-08

2009-02-19

2009-03-26

2009-07-16

2009-08-27

2009-10-08

2009-10-15

2009-10-22

2009-12-03

2009-12-10

2009-12-31

Schnell; Patrik

Vrielink; Koen Hendrik Johan

Schnell; Patrik

 

 

Lo; Charles N

MITHAL; ASHISH K 
WANG; Xin

Pippuri; Sami

Mithal; Ashish K

Schnell; Patrik
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Application Number 

Filing Date 

INFORMATION DISCLOSURE First Named Inventor William Grecia 

STATEMENT BY APPLICANT An Uni I2431 
( Not for submission under 37 CFR 1.99)  Examiner Name  

Attorney Docket Number I 

20090328228 I 2009-12-31 Schnell; Patrik
If you wish to add additional U.S. Published Application citation information please click the Add button.-

FOREIGN PATENT DOCUMENTS

 
 

 
  

Name of Patentee or Pages,Columns,Lines
Examiner Cite Foreign Document Country Kind Publication A Iicant of cited where Relevant

' ' Number3 Code2 i Code4 Date pp Passages or Relevant
Document Figures Appear

1505530A1-l Lao, Guillermo
1564621 A1 -' Robert, Arnaud

If you wish to add additional Foreign Patent Document citation information please click the Add button

NON-PATENT LITERATURE DOCUMENTS

   
 

Include name of the author (in CAPITAL LETTERS), title of the article (when appropriate), title of the itemExaminer Cite

 

 

 

 

 . . * (book, magazine, journal, serial, symposium, catalog, etc}, date, pages(s), volume-issue number(s), T5Initials No . . .
publisher, City and/or country where published.

Author — WILLIAM GRECIA — STR3EM Windows Java C++ written code copyright and support documentation —

1 Publication Source: str3em.com [URL: http:/lwww.str3em.com] - (SOFTWARE COPYRIGHT PUBLICATION DATE |:|
AND INVENTION REDUCED TO PRACTICE: 09-03-2009)

Author — WILLIAM GRECIA — Next Generation Digital Delivery STRSEM Ecosystem Replaces DVD And BIu—Ray —

2 Publication Source: mi2n.com [URL: http://mi2ncom/press.php3?press_nb=130517] - (INTERNET PUBLICATION |:|
DATE: 05-28-2010)

3 Author — FACEBOOK CORPORATION - Graph API documentation - Publication Source: facebookcom [U RL: http:/i' Eldevelopersfacebook.com/docs/api] — (INTERNET PUBLICATION UPDATE: 04—21—2010)

4 Author — AMAZON INC — Amazon Web Services API documentation - Publication Source: [URL: http:llaws_amazon_ Elcom] — (INTERNET PUBLICATION)

  
 

EFS Web 2.1.17 EWS-001987



EWS-001988

 

Application Number 

Filing Date 

INFORMATION DISCLOSURE

STATEMENT BY APPLICANT

( Not for submission under 37 CFR 1.99)

First Named Inventor William Grecia

Art Unit | 2431

 

 

Examiner Name    
Attorney Docket Number I 

 
Author — RICK MERRI'I'I' - Analysis: Hollywood's next digital media gambit - Publication Source: eetimescom [U RL:
http:llwwweetimes.com/designlaudio—designl4005862/Analysis-Hollywood-s-next-digitalmedia-gambit] - (INTERNET
PUBLICATION DATE: 11-02-2008)

Author — ETHAN SMITH - Disney Touts a Way to Ditch the DVD - Publication Source: Wall Street Journal Online
[URL: http:llon|ine.wsj.com/article/NA_WSJ_PUB:SB10001424052748703816204574485650026945222.html] -
(INTERNET PUBLICATION DATE: 09-21-2009)

Author — Neda Ulaby - Introducing UltraViolet: Buy Your Digital Movie Once, Play It Anywhere? — Publication Source:
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Description

BACKGROUND OF THE INVENTION

1. The Field of the Invention

[0001] The present invention generally relates to dig-

ital rights management. More specifically, the present
invention relates to digital rights management within a
domain.

2. Background and Related Art

[0002] Due in part to concerns over the distribution of
copyrighted digital content (such as digital audio, digital
video, digital text, digital data, digital multimedia, etc.) to
users forconsumption, digital rights management (DRM)
has become highly desirable. Typical modes of distribu-
tion of such content include tangible devices such as

magnetic (floppy) disk, magnetic tape, optical (compact)
disk, etc., and intangible media such as electronic bulletin

boards, electronic networks, the Internet, etc. Upon being
received by the user, such users consumes the content
by rendering, playing or otherwise interacting with the
digital content with the aid of an appropriate rendering

device such as a media player, personal computer, or
the like.

[0003] Typically, a content provider, or rights-owner,
such as an author, publisher, broadcaster, etc. (herein-
after "content owner"), wishes to distribute such digital
content to a user or a recipient in exchange for a license
fee or some other consideration. Usually, contentowners
wish to restrictwhat the user can do with such distributed

digital content. For example, the content owner may re-
strict the user from copying and re-distributing such con-
tent to a second user. Traditionally, contentowners have
used DRM to bind content to a specific device.

[0004] Figure 1 illustrates an example of a DRM sys-
tem 100, which allows a content owner to bind content

to a specific device. In general, the licensing process is
initiated by the content owner encrypting content and
packaging and distributing the content to consumers via
the Internet, CD, or other conventional means. Consum-

ers may then receive a license for consuming the content
in accordance with the business rules defined by the con-

tent owner. As noted above, traditionally these rules have
required that the content be bound to a specific device.
For example, the following describes how a license may
be used to bind contentto a specific device in accordance

with a typical DRM model.
[0005] A contentowner usually encrypts and packages

the content in accordance with any number of well known
processes. Typically, however, the content will be pack-
aged to include the encrypted content and a header por-
tion that includes information to assist a device in con-

suming the content. Further, the packaged content may
use a license acquisition URL to point to a location where

a license may be acquired. Moreover, there is a number
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of other optional and important data which may be in—

cluded within the packaged file, e.g., private signing key
used to sign the content header, license key seed used
to generate the key that is shared between contentowner
and license issuer, etc.

[0006] The content 105 may be sent to a content dis-
tributor 140 and placed on a web or file server or stream-
ing server for distribution. Devices 130 receiving the con-
tent may then be directed to the license acquisition URL
that is embedded within the header (or other areas) of

the file to acquire the appropriate license 125 for con-
suming content 105. Before license 125 can be request—
ed and distributed by license issuer 1 15, the contentown—
er sends to the license issuer 1 15 the business rules and

sharing of secrets 1 10, which typically include the seed,
public key and the business rules by which a license 125

will be granted. The rules 1 10 define how and under what
conditions licenses may be distributed to users. For ex-
ample, the rules may allow for the distribution of digital
content to be played only a limited number of times, only
for a certain total time, only on a certain type of machine,

only on a certain type of media player, only by a certain
type of user, etc. In any event, the license issuer 115
should be trusted in order to ensure that licenses 125 are

issued in accordance with the appropriate business rules

or requirements 110 as specified by the content owner.

[0007] Device 130 may obtain the content 105 from
the content distributor 140 after paying such considera-
tion 135 as defined by the content owner when the con-
tent 105 is sent to the content distributor 140. As previ-

ously mentioned, in order to play the encrypted content
105 the device 130 must first obtain a license 125 from

the license issuer 115. Device 130 may use the license
acquisition URL within the header of the encrypted con-
tent 105 to determine who the license issuer 115 is in

order to make a request 120 for a license 125. A request

process may then be initiated which includes exchanging
the content identification, information about the client

computer 130 and other optional information. Based on
the information received, the license issuer 1 1 5 responds
with an appropriate license 125 allowing the device 130
to consume the encrypted content 105.

[0008] This license will typically include the encrypted
key to decrypt the content, the specified usage rights,
information about the device 130, and other information.

As previously mentioned, in order to tightly control the
consumption of the content 105 the license is bound to
particular device or client computer 130 (e.g., the license
is valid only for device 130 and content 105), and there—

fore the content usually can be consumed only by the
specific device 130.
[0009] With competing interests of consumers, which
desire the ability to consume the content on any number
of devices (e.g., a desktop computer, a laptop computer,
a handheld device, devices within a car or home audio/

visual system/network), various mechanisms have been
created to extend licenses for consuming content to a
set of devices that share both content and license. Shar-
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ing the same content and license on any of several de—

vices more closely approximates the user experience for
tangible media, such as a CD, which may be played on
any ofseveral devices or even loaned to another. Current
solutions for extending a license to a set of devices, how-
ever, rely on individual peerdevices to enforcethe criteria
for sharing licenses and content.

[0010] Figure 2 illustrates an example implementation
of distributing content and a license within a network 200
that includes multiple devices. Initially, device 205 re-
quests and obtains content 210 and license 220 in ac—
cordance with a procedure similar to the one described

above with regard to Figure 1. Content 210 is encrypted,

and license 220 binds license 220 to content 21 0 through
a key identifier (K_ID) that is specific to content210. Rath-
er than binding the license to a particular device, howev-

er, license 220 includes a device ecosystem or network
identification (N_I D) which may be now distributed to oth-
er devices via device 205 (or other devices within the
network 200) thereby allowing content 210 to be bound
to those devices within the network 200. For example,

network device 225 may request from device 205 the
content 210 and the license 220 for consumption. Pro-
vided that device 225 has a NiID that matches the Ni
ID within license 220, device 225 is able to use license

220 to consume content 210. Similarly, device 230 may
obtain the license 220 and content 21 0 from device 205,

and subsequently distributed the license 220 and content
210 to device 235. If device 235 has obtained the appro-
priate N_ID the content210 may be consumed in accord-
ance with license 220 and in accordance with the busi-

ness rules defined therein.

[0011] One of the problems associated with the afore-
mentioned distribution of content within a network is that
there is no central network service to ensure that network

membership criteria are not abused. For example, a net—
work may be limited to a specific number of devices, say

four. This limitation is intended to provide a reasonable
restriction on the size of the domain, given a particular

license agreement. One way that the limitation on the
number of device could be circumvented is to share the

four licenses among a much larger group of devices. To
illustrate how this might occur, consider content that is
twelve minutes in length, which therefore could be played
five times an hour, 120 times a day, 840 times a week,
and so forth. The four device limit introduces a factor of

four, meaning thatthe contenttheoretically can be played
20 times an hour, 480 times a day, 3,360 times a week,
and so forth.

[0012] Of course, no matter how much four consumers
like the content, as a practical matter, they will not play

the content 3,360 times a week. However, it is possible
for other devices to make use of the 3,360 potential plays
of the content each week. In order to play the content, a
device must be part of (Le, a member of) a licensed
network, but after the content is played (or at time when
the content is not being played) there may not be a sig-
nificant reason for a device to remain as a network mem-
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ber. As a result, a device mayjoin a network for the sole

purpose of playing the content and then unjoin after the
content has been consumed. This process of joining and
unjoining effective allows a four device domain to share

licensed content among a much larger group of devices.
In this example, the number of device could theoretically
be as large as 3,360 over the course of a single week,
which is probably a much larger group of devices than
was contemplated when the four-device domain license
was issued forthe content. At first, sharing domain mem-

bership in this way may appear analogous to sharing a
physical CD, which seems reasonable and in some as—
pects is desirable. However, there are practical limits on

how many times a physical medium, such as a CD, can
be shared over time, which simply do not manifest them-
selves in the context of an electronic or digital medium,

such as a computer network.
[0013] Current network technology, such as network
200 in Figure 2, have not accounted for how frequently
devices enter and leave the network. At least in part, this
may be attributed to the lack of a centralized network

service that for enforcing network membership criteria.
A set ofdevices like network 200 also have failed to man-

age, and in some cases purposefully so, forthe proximity

of devices that make up a network. Again, analogizing
to a physical media paradigm, sharing a CD typically in-

volves at least intermittent proximity.
[0014] WO 03/098931 relates to a system and method
of controlling access to acontent item in adomain. Initially
(in the factory), for a device, a domain_lD will be set to

the device_ID, so that any individual device then could
be considered as an authorized domain (AD) with a size
of one device, and the device is automatically the domain
originator for that AD. After a network connection to a
new device has been established, authentication of the

new device by the device to which it is connected is in—
volved. Ifthis authentication is successful, the new device

becomes part of the authorized domain. An authorized
domain is identified by means of a unique domain_lD.
This identifier is then stored in every device that is a mem-
ber of the domain. Further, digital rights associated with
content inside an authorized domain are typically re-

ceived together with the content as it enters the author-
ized domain

BRIEF SUMMARY OF THE INVENTION

[0015] It is the object of the invention to provide an
improved digital rights managementwithin a domain.

[0016] This object is solved by the present invention
as claimed in the independent claims.
[0017] Preferred embodiments are defined by the de-
pendent claims.
[0018] In accordance with exemplary embodiments of

the present invention, the above-identified deficiencies
and drawbacks of currentdigital rights management sys-
tems (DRMs) are overcome. For example, the present
invention provides a rights management system that pro-
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tects content from being consumed by unauthorized de—

vices. In particular, the present invention provides for
methods, systems and computer program products for
enforcing digital rights within the confines of the content
license used when consuming content within a domain
through the validation of domain membership criteria.
[0019] Example embodiments provide for a receiving

a request to create a domain, whereupon a domain iden-
tification is created that allows a content provider to
uniquely bind content licenses to a domain. The content
licenses include usage rights that define how content as—
sociated with the licenses may be consumed by one or
more members of the domain. Thereafter, or simultane-

ously, the centralized domain service may receive a re-
quest from a requestor to become a member of the do-
main. The centralized domain service can enforce digital

rights by validating membership criteria including at least
one of a domain proximity check for validating that a re-
questor is in close proximity to the domain, a total number
of requestors, or the frequency that the requests have
been made by various requestors to join the domain and

unjoin from the domain. Upon validation of the member-
ship criteria. adomain certificate that includes the created
domain identification is sent to the requestor.
[0020] Other example embodiments of the present in—

vention provide for a domain identification that is sent to
the requestor expires within a time period set by the cen-

tralized domain service. Thereafter, a renewal request
may be received by the centralized domain service to
extend the domain identification expiration time period.
[0021] In further example embodiments provide that
the requestor receives a token from a domain manager,
which created the domain, to send to the centralized do-

main service for validating that the requestor is in close
proximity to the domain manager. For example, the token
may include information aboutthetime ittookthe reques—
torto receive the token, the number of intermediary nodes

that the token traveled across before the requestor re-
ceived the token, etc.

[0022] Additional features and advantages of the in-
vention will be set forth in the description which follows,
and in part will be obvious from the description, or may
be learned by the practice of the invention, The features
and advantages of the invention may be realized and
obtained by means of the instruments and combinations

particularly pointed out in the appended claims. These
and other features of the present invention will become
more fully apparent from the following description and
appended claims, or may be learned by the practice of
the invention as set forth hereinafter.

BRIEF DESCRIPTION OF THE DRAWINGS

[0023] In order to describe the manner in which the
above-recited and other advantages and features of the
invention can be obtained, a more particular description
of the invention briefly described above will be rendered

by reference to specific embodiments thereof which are
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illustrated in the appended drawings. Understanding that

these drawings depict only typical embodiments of the
invention and are not therefore to be considered to be

limiting of its scope, the invention will be described and

explained with additional specificity and detail through
the use of the accompanying drawings in which:
[0024] Figure 1 illustrates an example of a typical dig-
ital rights management system that binds content to a
particular device through the distribution of a license that
is device specific;

[0025] Figure 2 illustrates an example of a typical dis-
tribution of content within a domain;

[0026] Figure 3 illustrates how protected content and

licenses are distributed within a domain using a central-
ized domain service in accordance with example embod-
iments of the present invention;

[0027] Figure 4 illustrates a centralized domain service
and the location of a domain manager within such service
in accordance with example embodiments of the present
invention;

[0028] Figure 5 shows example acts and steps for

methods of enforcing digital rights within a domain by
validating membership criteria; and
[0029] Figure 6 illustrates an example system that pro—
vides a suitable operating environment for the present
invention.

DETAILED DESCRIPTION OF THE PREFERRED EM-
BODIMENTS

[0030] The present invention extends to methods, sys-
tems, and computer program products for enforcing dig-
ital rights within a domain. The embodiments of the
present invention may comprise a special purpose or
general-purpose computer including various computer
hardware, as discussed in greater detail below.

[0031] The present invention provides for a domain

that allows more flexible content usage across a variety
of devices while preventing mass re-distribution of con-
tentto, 9.9., the Internet. Example embodiments provide
for a central domain service that is an authority capable
of granting and creating the existence of a domain in

accordance with certain rules, set forth or agreed to by
the content provider and frequency based on business
rules defined by the content owner. Content providers
will require certain attributes or restrictions called mem-
ber criteria for domains. For example, the membership
criteria may specify the number of devices that can join

a domain, the expiration of a domain (9.9., a predeter-

mined fixed time period) or individual licenses within a
domain, the proximity or how close a device must be to
otherdevices within the domain, the rate atwhich devices

are allowed to join and unjoin, etc.
[0032] Although the consumer may choose a content

provider as a function of the attributes offered, content
providers and owners generally dictate at least some of
the domain membership criteria consumers should meet
in order to access content controlled by the providers.
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Some content providers may elect to have membership
criteria validated on several different centralized domain

services for various purposes. For example, the content
provider and/orconsumers may choose a central domain
service based on such things as proximity, speed, band-
width, reliability, cost, etc. In addition, the content provid-
er may offer varying criteria through different domain

services as a function of the consideration given by the
consumer. For example, a content provider may offer a
consumer more devices within a domain for additional

money paid by the consumer, and can therefore direct
the consumer to the appropriate domain service based

on the desired attributes. In any event, because of the

varying domain services available, domain services are
uniquely identifiable, and domains are uniquely identifi-
able within the scope of their domain service.

[0033] Figure 3 illustrates the distribution of content
and licenses throughout a domain 300 that is controlled
by a central domain service 305. Example embodiments
provide for a domain manager 385 that initiates a request
320 for creating a domain 300 capable of binding content

to the domain through the use of a domain identification
(D_JD). Accordingly, domain manager 385 establishes
a connection to the centralized domain service 305

through, e.g., the Internet 315 and requests 320 a D_ID.

It is noted thatalthough Figure 3 illustrates the centralized
domain service 305 as a cloud server, the centralized

domain server could be a device or limited group of de-
vices, as described in greater detail below. Accordingly,
the illustration of the centralized domain service 305 as

a cloud server is for illustrative purposes only and is not
meant to limit or otherwise narrow the scope of the in-
vention.

[0034] In any event, upon receipt of the request 320
for a DiID, the central domain service 305 may grant a
domain certificate 330 to the domain manager 385 of the

newly created domain 300. The domain certificate 330

includes (among other information) the D_ID, which as
described in greater detail below uniquely identifies (at

least within the central domain service 305) the domain
300 and binds the licenses associated therewith to that

particular domain 300.
[0035] Thereafter, devices associated with the domain
300 can become members by requesting 340 D_ID from
the central domain service 305. For example, member-

ship requestor 365 that now wishes to join the domain
300 will need to obtain a similar certificate 340 as re-

ceived by the domain manager 385 that includes, among
otherthings, the D_ID. Accordingly, membership reques-

tor 365 will need to make a request 340 for the D_ID to
the central domain service 305. The request 340 for the

D_I D should contain, among otherthings, device specific
information in orderto bind the D_ID to the device making
the request, which ensures that D_ID cannot be trans-
ferred to and used by other devices. Upon receipt of the
request 340 for the D_ID, the central domain service 305
will validate that member criteria 310 defined by content

provider 370 are satisfied before a certificate 345 can be
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issued.

[0036] In accordance with example embodiments, one
ofthe membercriteria 31 O that the central domain service

305 may need to verify or validate in order to allow a
device to become a member of the domain 300 is known

as a "proximity” check. This criterion establishes that the
device 365 making the request 340 for the D_ID is not
too far removed from the domain 300. In order to satisfy
this criterion, membership requestor 365 should first re-
quest to become a member 335 of the domain and make

such request to domain manager 385. Domain manager
385 can then send, e.g., a token 370 to the membership
requestor 365.

[0037] When membership requestor 365 now makes
the request 340 for the D_ID from the central domain
service 305 via, e.g., the Internet 31 5, it 365 may include
the token 370 in the request 340. The central domain
service 305 will use the token 370 to ensure that mem-

bership requestor 365 is "proximally" close to domain

manager 385 in accordance with the business rules de-
fined for creating such domain 300. Such validation or
verification may be in the form of determining the time
that it took the token to travel from the domain manager
385 to membership requestor 365, the roundtrip time

(e.g., where the domain manager 385 is part of the cen—

tralized domain service 305), the number of hops or in-
termediary nodes that the token traveled between do-
main manager 385 and membership requestor 365, etc.
Of course, other well-known means of determining prox-
imity may also be used in the validation process.

[0038] Other example embodiments provide that other
membership criteria 310 may include a restriction on the
number of memberships that are available. For example,

the content owner may restrict the number of devices
that can be in a domain at any one particular time. Alter-
natively, or in conjunction, the membership criteria 310
may restrict the types of devices based on the function—

ality of such device. For example, a first count limit may
apply to devises capable of storing the content or to de-

vices capable of distributing the content outside the do-
main. A second count limit may apply to devises capable
of rendering the content or those devices cable of acqui-
sitioning the content, i.e., capable of brining content into
the domain. Of course any number of device attributes
or other considerations might be used to limit the device
count, and therefore the above features for limiting the
number of devices are used for illustrative purposes only
and are not meant to limit or otherwise narrow the scope
of the invention.

[0039] In further example embodiments, the central-
ized domain service may enforce digital rights by validat-
ing the velocity that membership requestors 365 join and
unjoin the domain. In particular, centralized domain serv-
ice 305 will check to see the frequency that one or more

requests 340 have been made by various requestors 365
to join the domain and unjoin from the domain. This helps
prevent large numbers of users from sharing a small

number of licenses. For example, embodiments allow for
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devices to join and unjoin from the domain, but may only

allow for a specified number of devices to be members
at any one particular time. Accordingly, without the ve-
locity control, users could continuallyjoin and unjoin from
the domain as needed to allow an overly broad number
of users to become members of the domain, which would

potentially circumvent the intended number of device re-

striction set by the content owner.
[0040] It should be noted that any number of member
criteria 310 can be validated in accordance with business

rules and models set forth by content owners. Accord—
ingly, the above—identified examples of member criteria

310 are used for illustrative purposes only and are oth-

erwise not intended to limit the present invention to just
those criteria 310.

[0041] In any event, once centralized domain server
305 has validated member criteria 310 a certificate 345

can be issued to member requestor 365, which includes
the D_|D that binds license 355 to the domain 300. As

previously mentioned, the certificate (and thus the D_|D
within the certificate) should be devices specific in order

to ensure that the D_|D cannot be freely transferred be-
tween devices.

[0042] Once the membership requestor 365 has ob—
tained the appropriate D_ID, the device 365 will be able

to request 380 content and licenses from a content/li-
cense provider 370 in accordance with a similar process

as that previously described regarding typical domain
rights management (DRM) services. It should be noted
that any device within the domain, including the domain
manager 385, can obtain the content 350 and the license
355 from the content/license provider 370. In any event,
the device making the request (365 in this case) should

provide the D_|D within the request 380 to the content/
license provider 370. The content/license provider 370
may then verify 375 the DilD with the central domain
service 305. Upon verification, the content/license pro—

vider 370 may send content 350 and license 355 to the
device 365. The content is encoded and includes a key

identification (K_ID), which is also included in the license
355 in order to bind the encrypted content 350 to the
license 355. Further, license 355 includes the D_|D,
which now binds the license 355 to the domain 300 as

well as the content 350.

[0043] As discussed above, because the content is
bound to the license 355, which is also bound to the D_

ID, and because D_|Ds are machine specific, and there-
fore non—transferable, the content 350 and the license

355 associated with the domain may now be freely trans-

ferred among the devices of the domain without concern
of wide distribution. In other words, other devices, e.g.,
360, without the appropriate D_ID are unable to consume
the content even if they receive content 350 and license
355 from a subsequent device, 9.9., 365. In order for
such a device 360 to be able to consume content 350 it

must go through a similar process for requesting a D_|D
as previously described.
[0044] In another example embodiment, a time period
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expiration and renewal feature may be placed on the D_

ID, certificate 345 associated with the D_ID, or both. Ac-

cordingly, in this embodiment, when the centralized do-
main service 305 issues the certificate 345, the time pe-
riod expiration feature disables the use of the license
355, and thus consumption of content 350 when the pre-
determined time period has ended. Although the term

"time period" is used, it is not necessarily limited to a time
dependency. For example, time period is used to also
include the number of times that content may be con-
sumed, a time period to consume only small sample of
the full content, an hour, day, week or any other such

time restriction, etc. Accordingly, time period is used as

a general term and reference only.
[0045] In any event, as mentioned above, the present
invention also includes a renewal feature. Accordingly,

upon expiration of the time period, i.e., when the content
has been consumed a particular number of times, for a
duration of time, etc., the device can make a request for
renewal of D_|D or certificate. The request should be
made to the central domain service 305, which can again

validate membership criteria 310 and either issue anoth-
er temporary or permanent certificate/D_|D.
[0046] Also related to the expiration feature, the
present invention provides for a revocation of a domain

ID or a specific certificate. Accordingly, the central do-
main service may revoke the entire domain by revoking

the D_ID, or can revoke a single users (or multiple users)
right to continue to be a part of the domain membership.
[0047] It is important to note that a domain manager
may reside on a particular device, be spread amongst
multiple devices of the domain or exist on the domain
service itself depending upon the device capabilities and
the trust chain between the domain service and the de-

vices. Figure 4 illustrates various examples of where a
domain manager may reside within the domain service
400 in accordance with example embodiments. As

shown, domain manager 420 may reside within domain
1 (440) and service both device 1 (430) and device 2

(435). Alternatively, the domain manager 420 may be
spread to multiple devices as illustrated in domain 2
(470), wherein domain manager 1 (420a) resides on de-
vice1 (450) and domain manager2 (420b) exits in device
2 (460). Still yet other embodiments provide that the do-
main manager420 may sit on central domain service 405

as illustrated in domain 3 (490). The domain manager
420 may then service device 1 (480) and device 2 (475)
within domain 3 (490).
[0048] Regardless of where the domain manager re-

sides within a domain, devices are uniquely identifiable
to the domain manager, and domains are uniquely iden-

tifiable to the domain service. Further, the present inven-
tion provides that any device can act as the domain serv-
ice and/orthe domain manager and the domain manager
can validate membership criteria. For example, in the
case where the domain manager is included in the cen-
tralized domain service, the creation or initialization of

the domain (e.g., the receiptof the private/public key pair,
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domain identifier, etc.) may be obtained from another

centralized domain service. All other membership crite-
ria, however, such as proximity check, limitations on total
number of devices, limitations of types of devices, veloc-
ity forjoining and unjoining, etc. can be performed by the
domain manager.
[0049] Further example embodiments provide that the

validation of membership criteria can be spread across
a limited number of devices. For example, one device
could be the central domain service with limited manage-
ment capabilities, eg., just the domain creation. In such
a case, other devices within the domain may be self—

managing. In such a case, the content licenses could

contain restrictions with respect to playback that could
include, e.g., a number ofdevices or a list ofdevices that
can join the domain. Accordingly, one device could only

send domain certificate, license, content, or any combi-
nation thereof, to another device if the latter is on the list

or according to some other criteria.
[0050] Other example embodiments provide that the
domain service can revoke a domain and a domain man-

ager can revoke a member device. Further, a domain
manager is capable of managing more than one domain
at a time. Moreover, the domain may be self—managed,
in that it does not require a permanent administrator to
maintain it.

[0051] Still yet other embodiments of the present in-

vention provide that the device may become a member
of more than one domain. Typically, however, if a device
acquires a second domain identification, the first domain
identification or previous domain identifications are tem-
porarily disabled. Accordingly, even though a device may
contain more than one domain identification, the device

is bound to only one particular domain at any given time.
[0052] The present invention may also be described
in terms of methods comprising functional steps and/or
non—functional acts. The following is a description of acts

and steps that may be performed in practicing the present
invention. Usually, functional steps describe the inven-

tion in terms of results that are accomplished, whereas
non-functional acts describe more specific actions for
achieving particular results. Although the functional steps
and non-functional acts may be described or claimed in
a particular order, the present invention is not necessarily
limited to any particular ordering or combination of acts

and/or steps.
[0053] Figure 5 illustrates example steps and acts
used in a rights management system that protects con—
tent from being consumed by unauthorized devices.

Methods and computer program products for implement-
ing such methods enforce digital rights within the con-

fines of a content license used when consuming content
within a domain by validating domain membership crite-
ria. For example, a step for binding 530 content licenses
to a domain may include the act of receiving 510 a request
to create a domain. Further, the step for binding 530 may
include the act of creating 520 a domain identification

that allows a content provider to uniquely bind content
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licenses to a domain. The content licenses will comprise

the usage rights that define how content associated with
the license may be consumed by members ofthe domain.
[0054] A step for validating 560 domain membership

criteria may include the act of receiving 540 a request,
by a requestor, to become a member of the domain. The
request may be received at the centralized domain serv-
ice and may include a way of validating the proximity of
the requestor within the domain. For example, the re-
questor could request a token from a domain manager,

which requested the creation of the domain, and subse-
quently send the token to the centralized domain service
for validating that the requestor is in close proximity to

the domain. The token may include information aboutthe
time it tookthe requestor to receive the token, round trip
time (e.g., in the case where the domain manager is in-

cluded in the centralized domain service), or the number
of intermediary nodes that the token traveled across be-
fore the requestor received the token, or both.
[0055] The step forvalidating 560 domain membership
criteria may also include the enforcement 550 of digital

rights at the centralized domain service by validating the
at least one of a total number of requestors or the fre-
quency that one or more requests have been made by

various requestors to join the domain or unjoin from the
domain, or both. Upon validation of the domain member-

ship criteria, the centralized domain service may send a
domain certificate that includes the created domain iden-

tification to the requestor.
[0056] The domain identification may include an expi-

ration time period sent by the centralized domain service
in accordance with rules established by the content own-
er. Subsequently, the centralized domain service may
receive a renewal request to extend the domain identifi-
cation expiration time period. Other embodiments also
provide that the centralized domain service may revoke

the domain identification or domain membership for one

or more members of a particular domain.
[0057] Embodiments within the scope of the present
invention also include computer-readable media for car-
rying or having computer-executable instructions or data
structures stored thereon. Such computer-readable me-

dia can be any available media that can be accessed by
a general purpose or special purpose computer. By way
of example, and not limitation, such computer-readable
media can comprise RAM, FlOM, EEPFlOM, CD-FlOM
or other optical disk storage, magnetic disk storage or
other magnetic storage devices, or any other medium
which can be used to carry or store desired program code

means in the form of computer-executable instructions
or data structures and which can be accessed by a gen-
eral purpose or special purpose computer. When infor-
mation is transferred or provided over a network or an-
other communications connection (either hardwired,

wireless, or a combination of hardwired or wireless) to a
computer, the computer properly views the connection
as a computer-readable medium. Thus, any such con-
nection is properly termed a computer-readable medium.
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Combinations ofthe above should also be included within

the scope of computer-readable media. Computer-exe-
cutable instructions comprise, for example, instructions
and data which cause a general purpose computer, spe-
cial purpose computer, or special purpose processing
device to perform a certain function or group of functions.
[0058] Figure 6 and the following discussion are in-

tended to provide a brief, general description of a suitable
computing environment in which the invention may be
implemented. Although not required, the invention will be
described in the general context of computer—executable
instructions, such as program modules, being executed

by computers in network environments. Generally, pro-

gram modules include routines, programs, objects, com-
ponents, data structures, etc. that perform particular
tasks or implement particular abstract data types. Com-

puter-executable instructions, associated data struc-
tures, and program modules represent examples of the
program code means for executing steps of the methods
disclosed herein. The particular sequence of such exe-
cutable instructions or associated data structures repre-

sents examples of corresponding acts for implementing
the functions described in such steps.
[0059] Those skilled in the art will appreciate that the
invention may be practiced in network computing envi—

ronments with many types of computer system configu-
rations, including personal computers, hand-held devic-

es, multi-processor systems, microprocessor-based or
programmable consumer electronics, network PCs, min-
icomputers, mainframe computers, and the like. The in-
vention may also be practiced in distributed computing
environments where tasks are performed by local and
remote processing devices that are linked (either by hard-

wired links, wireless links, or by a combination of hard-
wired or wireless links) through a communications net-
work. In a distributed computing environment, program
modules may be located in both local and remote memory

storage devices.
[0060] With reference to Figure 6, an example system

for implementing the invention includes a general pur-
pose computing device in the form of a conventional com-
puter 620, including a processing unit 621, a system
memory 622, and a system bus 623 that couples various
system components including the system memory 622
to the processing unit 621. The system bus 623 may be

any ofseveral types of bus structures including a memory
bus or memory controller, a peripheral bus, and a local
bus using any of a variety of bus architectures. The sys—
tem memory includes read only memory (ROM) 624 and

random access memory (RAM) 625. A basic input/output
system (BIOS) 626, containing the basic routines that

help transfer information between elements within the
computer 620, such as during start-up, may be stored in
ROM 624.

[0061] The computer 620 may also include a magnetic
hard disk drive 627 for reading from and writing to a mag-
netic hard disk 639, a magnetic disk drive 628 for reading

from or writing to a removable magnetic disk 629, and
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an optical disc drive 630 for reading from or writing to

removable optical disc 631 such as a CD-ROM or other
optical media. The magnetic hard disk drive 627, mag-
netic disk drive 628, and optical disc drive 630 are con-

nected to the system bus 623 by a hard disk drive inter-
face 632, a magnetic disk drive-interface 633, and an
optical drive interface 634, respectively. The drives and
their associated computer-readable media provide non-
volatile storage of computer-executable instructions, da-
ta structures, program modules and other data for the

computer 620. Although the exemplary environment de-
scribed herein employs a magnetic hard disk 639, a re—
movable magnetic disk 629 and a removable optical disc

631 , other types of computer readable media for storing
data can be used, including magnetic cassettes, flash
memory cards, digital versatile discs, Bernoulli cartridg-
es, RAMs, ROMs, and the like.

[0062] Program code means comprising one or more
program modules may be stored on the hard disk 639,
magnetic disk 629, optical disc 631, ROM 624 or RAM
625, including an operating system 635, one or more

application programs 636, other program modules 637,
and program data 638. A user may enter commands and
information into the computer 620 through keyboard 640,

pointing device 642, or other input devices (not shown),
such as a microphone, joy stick, game pad, satellite dish,

scanner, or the like. These and other input devices are
often connected to the processing unit 621 through a
serial port interface 646 coupled to system bus 623. Al-
ternatively, the input devices may be connected by other

interfaces, such as a parallel port, a game port or a uni-
versal serial bus (USB). A monitor 847 or another display
device is also connected to system bus 623 via an inter-
face, such as video adapter 648. In addition to the mon-
itor, personal computers typically include other peripher-
al output devices (not shown), such as speakers and

printers.

[0063] The computer 620 may operate in a networked
environment using logical connections to one or more
remote computers, such as remote computers 649a and
649b. Remote computers 649a and 649b may each be
another personal computer, a server, a router, a network

PC, a peer device or other common network node, and
typically include many or all of the elements described
above relative to the computer 620, although only mem-
ory storage devices 650a and 650b and their associated
application programs 636a and 636b have been illustrat-
ed in Figure 6. The logical connections depicted in Figure
6 include a local area network (LAN) 651 and awide area

network (WAN) 652 that are presented here by way of
example and not limitation. Such networking environ-
ments are commonplace in office-wide or enterprise-
wide computer networks, intranets and the Internet.
[0064] When used in a LAN networking environment,

the computer 620 is connected to the local network 651
through a network interface or adapter 653. When used
in a WAN networking environment, the computer 620
may include a modem 654, awireless link, orother means
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for establishing communications over the wide area net—
work 652, such as the Internet. The modem 654, which

may be internal or external, is connected to the system
bus 623 via the serial port interface 646. In a networked
environment, program modules depicted relative to the
computer 620, or portions thereof, may be stored in the
remote memory storage device. ltwill be appreciatedthat

the network connections shown are exemplary and other
means of establishing communications over wide area
network 652 may be used.
[0065] The present invention may be embodied in oth—
erspecific forms without departing from its essential char—
acteristics. The described embodiments are to be con-

sidered in all respects only as illustrative and not restric-
tive. The scope of the invention is, therefore, indicated
by the appended claims rather than by the foregoing de-

scription.

Claims

1. A method in a rights management system that pro-
tects content (350) from being consumed by unau-
thorized devices (360), the method of enforcing dig—
ital rights within the confines of a content license

used when consuming content within a domain by
validating domain membership criteria, the method

comprising acts of:

receiving (510), at a centralized domain service
(305, 405), a request (320) to create a domain
(440, 470, 490);
creating (520) a domain identification that allows

a content provider (370) to include the domain
identification in a content license (355) to
uniquely bind content licenses to a domain, the
content licenses comprising one or more usage

rights that define how content associated with
the licenses may be consumed by one or more

members (365, 430, 435, 450, 460, 475, 480)
of the domain;

requesting, by the requestor, a token (370) from
a domain manager (385, 420), which requested
the creation of the domain, to send to the cen-

tralized domain service for validating thatthe re-

questor is in close proximity to the domain man-
ager, the token including information about the
time it took the requestor to receive the token,
or the number of intermediary nodes that the

token traveled across before the requestor re-
ceived the token, or both;

receiving (540), at the centralized domain serv-
ice, a request (340) including the token, to be-
come a member of the domain by a requestor;
enforcing (550) digital rights by validating, at the
centralized domain service, domain member-

ship criteria (310) including a domain proximity

check for validating that the requestor is in close
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10.

11.

proximity to the domain; and

upon validation of the domain membership cri-
teria, sending a domain certificate (345) that in-
cludes the created domain identification to the

requestor.

The method of claim 1, wherein the domain identifi-

cation expires within a time period set by the cen-
tralized domain service.

The method ofclaim 2, further comprising the acts of:

receiving, at the centralized domain service, a

renewal request to extend the domain identifi-
cation expiration time period.

The method of claim 1, wherein the domain mem-

bership criteria further includes at least one of a total
number of requestors or the frequency of requests
made by one or more requestors to join the domain
and unjoin from the domain.

The method of claim 1, wherein the centralized do-

main service includes the domain manager, and
wherein the domain manager requested the creation
of the domain from a centralized domain server,
which created the domain identification.

The method of claim 1, wherein the requestor be-
comes a domain manager, and wherein a device re-
quests a token from the requestor.

The method of claim 1, wherein the requestor be-
comes a member of a second domain.

The method of claim 1,wherein the domain manager
receives one or more requests for tokens for a sec—
ond domain.

The method of claim 1, wherein the centralized do-
main service revokes the domain identification.

The method ofclaim1,wherein validating comprises
validating the domain membership criteria when re-
ceiving the request by the requestor and before al-

lowing the domain certificate to be sent to the re-
questor, wherein the domain identification further in-
cludes a time stamp that expires the domain identi—
fication within a time period set by the centralized
domain service.

The method of claim 10, further comprising the acts
of:

receiving, at the centralized domain service, a
renewal request to extend the domain identifi-
cation expiration time period.
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The method of claim 10, wherein the domain mem—

bership criteria further includes at least one of a total
number of requestors or the frequency of requests
made by one or more requestors to join the domain
and unjoin from the domain.

The method of claim 12, wherein the centralized do-

main service includes the domain manager.

The method of claim 12, wherein the requestor be-
comes a domain manager, and wherein a device re—
quests a token from the requestor.

The method of claim 12, wherein the requestor be-
comes a member of a second domain.

The method of claim 12, wherein the domain man-

ager receives a request for one or more tokens for
a second domain.

The method of claim 10, wherein the centralized do-
main service revokes the domain identification.

A computer program product in a rights management

system that protects content (350) from being con—

sumed by unauthorized devices (360), the computer
program product comprising one or more computer
readable media carrying computer executable in-
structions that implement a method of enforcing dig-

ital rights within the confines of a content license
used when consuming content within a domain by
validating domain membership criteria, the method
comprising acts of:

receiving (510), at a centralized domain service
(305, 405), a request (320) to create a domain
(440, 470, 490);

creating (520) a domain identification that allows
a content provider (370) to include the domain

identification in a content license (355) to
uniquely bind content licenses to a domain, the
content licenses comprising one or more usage
rights that define how content associated with
the licenses may be consumed by one or more
members (365, 430, 435, 450, 460, 475, 480)
of the domain;

requesting, by the requestor, a token (370) from
a domain manager (385, 420), which requested
the creation of the domain, to send to the cen-

tralized domain service for validating thatthe re-
questor is in close proximity to the domain man-

ager, the token including information about the
time it took the requestor to receive the token,
or the number of intermediary nodes that the
token traveled across before the requestor re-
ceived the token, or both;

receiving (540), at the centralized domain serv-

ice, a request (340) including the token, to be-
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come a member of the domain by a requestor;

enforcing (550) digital rights by validating, at the
centralized domain service, domain member-

ship criteria (310) including a domain proximity

check for validating that a requestor is in close
proximity to the domain; and
upon validation of the domain membership cri-
teria, sending a domain certificate (345) that in-
cludes the created domain identification to the

requestor.

The computer program product of claim 18, wherein
the domain identification includes a time stamp that

expires the domain identification within a time period
set by the centralized domain service.

The computer program product of claim 19, further
comprising the acts of:

receiving, at the centralized domain service, a
renewal request to extend the domain identifi-

cation expiration time period.

The computer program product of claim 18, wherein
the domain membership criteria further includes at

least one of a total number of requestors or the fre-
quency of requests made by one or more requestors

to join the domain and unjoin from the domain.

The computer program product of claim 18, wherein
the centralized domain service includes the domain

manager.

The computer program product of claim 18, wherein
the requestor becomes a domain manager, and
wherein a device requests a token from the reques—
tor.

The computer program product of claim 18, wherein

the requestor becomes a member of a second do-
main.

The computer program product of claim 18, wherein
the domain manager receives one or more requests
for tokens for a second domain.

The computer program product of claim 18, wherein
the centralized domain service revokes the domain
identification.

The computer program product of claim 21 , wherein

validating comprises validating the domain member-
ship criteria when receiving the request by the re-
questor and before allowing the domain certificate

to be sent to the requester.

The computer program product of claim 27, wherein

the domain identification expires within a time period
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set by the centralized domain service.

The computer program product of claim 28, further
comprising the acts of:

receiving, at the centralized domain service, a
renewal request to extend the domain identifi-

cation expiration time period.

The computer program product of claim 27, wherein
the centralized domain service includes the domain

manager, and wherein the domain manager request—
ed the creation of the domain from a centralized do-

main server, which created the domain identification.

The computer program product of claim 27, wherein
the requestor becomes a domain manager, and
wherein a device requests a token from the reques-
tor.

The computer program product of claim 27, wherein
the requestor becomes a member of a second do-
main.

The computer program product of claim 27, wherein

the domain manager receives one or more requests
for tokens for a second domain.

The computer program product of claim 27, wherein
the centralized domain service revokes the domain
identification.

Patentansprflche

1. Verfahren in einem Rechteverwaltungssystem, das
einen lnhalt (350) vor einer VenNendung durch nicht

autorisierte Vorrichtungen (360) schUtzt, wobei das
Verfahren dazu dient, digitale Rechte innerhalb der

Grenzen einer lnhaltslizenz geltend zu machen, die
eingesetzt wird, wenn ein lnhalt innerhalb einer Do-
mane verwendet wird, indem Domanen-Mitglied-
schaftskriterien bestatigtwerden, und das Verfahren
die folgenden Vorgange umfasst:

Empfangen (510) einerAnforderung (320), eine
Domane (440, 470, 490) zu schaffen, bei einem
zentralen Domanen—Dienst (305, 405);
Schaffen (520) einer Domanen-ldentifikation,

die es einem lnhaltsanbieter (content provider)
(370) erlaubt, die Domanen-Kennung in eine ln-

haltslizenz (355) zu integrieren, um so lnhalts-
lizenzen eindeutig an eine Domane zu binden,
wobei die lnhaltslizenzen ein oder mehrere Nut-

zungsrecht/e umfassen, das/die definiert/defi-
nieren, wie ein mitden Lizenzen zusammenhan-

gender lnhalt von einem oder mehreren Mitglie-

dern (365, 430, 435, 450, 460, 475, 480) der
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Domane verwendet werden kann;

Anfordern eines Token (370) von einem Doma-
nen-Manager (385, 420) durch den Anfordern-
den, der die Schaffung der Domane angefordert
hat, zum Senden zu dem zentralen Domanen-

Dienst, um zu bestatigen, dass sich der Anfor-
dernde in enger Nahe zu dem Domanen-Mana-
ger befindet, wobei das Token lnformationen
fiber die Zeit, die bis zum Empfangen des Token
durch den Anfordernden benotigt wurde, oder
die Anzahl von Zwischenknoten, die das Token

durchlief, bevor der Anfordernde das Token

empfing, oder beide enthalt;

Empfangen (540) einer das Token einschlie-
Benden Anforderung (340) des Anfordernden,
ein Mitglied der Domane zu werden, an dem
zentralen Domanen-Dienst;

Geltendmachen (550) digitaler Rechte durch
Bestatigen von Domanen-Mitgliedschaftskrite-
rien (310) an dem zentralen Domanen-Dienst,
die eine Priifung der Nahe zur Domane ein-

schlieBen, um zu bestatigen, dass sich der An-
fordernde in enger Nahe zu der Domane befin-
det; und

nach Bestatigung der Domanen—Mitglied—
schaftskriterien Senden eines Domanen-Zertifi-

kats (345), das die erzeugte Domanen-Kennung
enthalt, zu dem Anfordernden.

Verfahren nach Anspruch 1, wobei die Domanen-
Kennung innerhalb eines Zeitraums ablauft, der
durch den zentralen Domanen-Dienst festgelegt
wird.

Verfahren nach Anspruch 2, das des Weiteren die
folgenden Vorgange umfasst:

Empfangen einer Erneuerungsanforderung
zum Verlangern des Ablaufzeitrau ms fCIr die Do-

manen-Kennung bei dem zentralen Domanen-
Dienst.

Verfahren nach Anspruch 1, wobei die Domanen-
Mitgliedschaftskriterien des Weiteren wenigstens ei-

ne Gesamtzahl von Anfordernden oder die Haufig-
keit einschlieBen, mit der Anforderungen zum Bei-
treten zu der Domane und Verlassen der Domane

durch einen oder mehrere Anfordernde/n gestellt
werden.

Verfahren nach Anspruch 1,wobei der zentrale Do-
manen-Dienst den Domanen-Manager einschlieBt,
und der Domanen-Manager die Schaffung der Do-
mane von einem zentralen Domanen-Server ange-

fordert hat, der die Domanen-Kennung erzeugt hat.

Verfahren nach Anspruch 1,wobei der Anfordernde
zu einem Domanen-Manager wird und eine Vorrich-
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tung ein Token von dem Anfordernden anfordert.

Verfahren nach Anspruch 1, wobei derAnfordernde
ein Mitglied einer zweiten Doméne wird.

Verfahren nach Anspruch 1, wobei der Doménen-
Manager eine oder mehrere Anforderung/en von To-

ken fflr eine zweite Doméne empféngt.

Verfahren nach Anspruch 1, wobei der zentrale Do-
ménen—Dienst die Doménen—Kennung zurUckzieht.

Verfahren nach Anspruch 1, wobei Bestétigen um-

fasst, dass die Doménen-Mitgliedschaft bestétigt
wird, wenn die Anforderung des Anfordernden emp-
fangen wird und bevor zugelassen wird, dass das
Doménen-Zertifikat zu dem Anfordernden gesendet
wird, und die Doménen-Kennung des Weiteren ei-
nen Zeitstempel enthélt, durch den die Doménen-

Kennung innerhalb eines Zeitraums abléuft, der
durch den zentralen Doménen-Dienst festgelegt
wird.

Verfahren nach Anspruch 10, das des Weiteren die

folgenden Vorgénge umfasst:

Empfangen einer Erneuerungsanforderung
zum Verléngern des Ablaufzeitraums fUrdie Do-
ménen-Kennung bei dem zentralen Doménen-
Dienst.

Verfahren nach Anspruch 10, wobei die Doménen-
Mitgliedschaftskriterien des Weiteren wenigstens ei-
ne Gesamtzahl von Anfordernden oder die Héufig-

keit einschlieBen, mit der Anforderungen zum Bei-
treten zu der Doméne und Verlassen der Doméne

durch einen oder mehrere Anfordernde/n gestellt
werden.

Verfahren nach Anspruch12,wobeiderzentrale Do-
ménen-Dienst den Doménen-Manager einschlieBt.

Verfahren nach Anspruch 12, wobei der Anfordern-
de zu einem Doménen-Managerwird und eine Vor-
richtung ein Token von dem Anfordernden anfordert.

Verfahren nach Anspruch 12, wobei der Anfordern-
de ein Mitglied einer zweiten Doméne wird.

Verfahren nach Anspruch 12, wobei der Doménen-
Manager eine Anforderung eines oder mehrerer To-

ken fCIr eine zweite Doméne empféngt.

Verfahren nach Anspruch 10, wobei derzentrale Do-
ménen-Dienst die Doménen-Kennung zurflckzieht.

Computerprogrammerzeugnis in einem Rechtever-

waltungssystem, das einen Inhalt (350) vor einer
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VenNendung durch nicht autorisierte Vorrichtungen

(360) schUtzt, wobei das Computerprogrammer-
zeugnis ein oder mehrere computerlesbare Medien
umfasst, die durch Computer ausfl'jlhrbare Befehle

aufweisen, die ein Verfahren implementieren, mit
dem digitale Rechte innerhalb der Grenzen einer In-
haltslizenz geltend gemacht werden, die eingesetzt
wird, wenn ein Inhalt innerhalb einer Doméne ver-

wendet wird, indem Doménen-Mitgliedschaftskrite-
rien bestétigt werden, wobei das Verfahren die fol-

genden Vorgénge umfasst:

Empfangen (510) einerAnforderung (320), eine

Doméne (440, 470, 490) zu schaffen, bei einem
zentralen Doménen-Dienst (305, 405);
Schaffen (520) einer Doménen-Identifikation,

die es einem Inhaltsanbieter (content provider)
(370) erlaubt, die Doménen-Kennung in eine In-
haltslizenz (355) zu integrieren, um so Inhalts-
lizenzen eindeutig an eine Doméne zu binden,
wobei die Inhaltslizenzen ein oder mehrere Nut-

zungsrecht/e umfassen, das/die definiert/defi-
nieren, wie mit den Lizenzen zusammenhén-

gender Inhalt in einem oder mehreren Mitglie—
dern (365, 430, 435, 450, 460, 475, 480) der
Doméne verwendet werden kann;

Anfordern eines Token (370) von einem Domé-

nen-Manager (385, 420) durch den Anfordern-
den, der die Schaffung der Doméne angefordert
hat, zum Senden zu dem zentralen Doménen-

Dienst, um zu bestétigen, dass sich der Anfor-
dernde in enger Néhe zu dem Doménen-Mana—
ger befindet, wobei das Token Informationen

Uber die Zeit, die bis zum Empfangen des Token
durch den Anfordernden benotigt wurde, oder
die Anzahl von Zwischenknoten, die das Token
durchlief, bevor der Anfordernde das Token

empfing, oder beide enthélt;
Empfangen (540) einer das Token einschlie-

Benden Anforderung (340) des Anfordernden,
ein Mitglied der Doméne zu werden, an dem
zentralen Doménen-Dienst;

Geltendmachen (550) digitaler Rechte durch
Bestétigen von Doménen-Mitgliedschaftskrite-
rien (310) an dem zentralen Doménen-Dienst,

die eine PrUfung der Néhe zur Doméne ein-
schlieBen, um zu bestétigen, dass sich der An-
fordernde in enger Néhe zu der Doméne befin—
det; und

nach Bestétigung der Doménen-Mitglied-
schaftskriterien Senden eines Doménen-Zertifi-

kats (345), das die erzeugte Doménen-Kennung
enthélt, zu dem Anfordernden.

19. Computerprogrammerzeugnis nach Anspruch 18,
wobei die Doménen-Kennung einen Zeitstempel
enthélt, durch den die Doménen-Kennung innerhalb
eines Zeitrau ms abléuft, der durch den zentralen Do-
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21.

22.

23.

24.

25.

26.

27.

28.

29.

23

manen—Dienst festgelegt wird.

Computerprogrammerzeugnis nach Anspruch 19,
das des Weiteren die folgenden Vorgange umfasst:

Empfangen einer Erneuerungsanforderung
zum Verlangern des Ablaufzeitraums der Do-

manen-Kennung bei dem zentralen Domanen-
Dienst.

Computerprogrammerzeugnis nach Anspruch 18,
wobei die Domanen—Mitgliedschaftskriterien des

Weiteren wenigstens eine Gesamtzahl von Anfor-

dernden oder die Haufigkeit einschlieBen, mit der
Anforderungen zum Beitreten der Domane und Ver-
Iassen der Domane durch einen oder mehrere An-

fordernde/n gestellt werden.

Computerprogrammerzeugnis nach Anspruch 18,
wobei der zentrale Domanen-Dienst den Domanen-

Manager einschlieBt.

Computerprogrammerzeugnis nach Anspruch 18,
wobei der Anfordernde zu einem Domanen—Mana—

ger wird und eine Vorrichtung ein Token von dem
Anfordernden anfordert.

Computerprogrammerzeugnis nach Anspruch 18,
wobei derAnfordernde ein Mitglied einerzweiten Do-
mane wird.

Computerprogrammerzeugnis nach Anspruch 18,
wobei der Domanen-Manager eine oder mehrere

Anforderung/en von Token fl'Jr eine zweite Domane
empfangt.

Computerprogrammerzeugnis nach Anspruch 18,
wobei der zentrale Domanen-Dienst die Domanen-

Kennung zurt'llckzieht.

Computerprogrammerzeugnis nach Anspruch 21,
wobei Bestatigen umfasst, dass die Domanen-Mit-
gliedschaftskriterien bestatigt werden, wenn die An-
forderung des Anfordernden empfangen wird und
bevor zugelassen wird, dass das Domanen-Zertifi-

kat zu dem Anfordernden gesendet wird.

Computerprogrammerzeugnis nach Anspruch 27,
wobei die Domanen-Kennung innerhalb eines Zeit-
raums ablauft, der durch den zentralen Domanen-

Dienst festgelegt wird.

Computerprogrammerzeugnis nach Anspruch 28,
das des Weiteren die folgenden Vorgange umfasst.

Empfangen einer Erneuerungsanforderung
zum Verlangern des Ablaufzeitraums der Do-

manen-Kennung bei dem zentralen Domanen-
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30.

31.

32.

33.

34.

24

Dienst.

Computerprogrammerzeugnis nach Anspruch 27,
wobei der zentrale Domanen-Dienstden Domanen-

ManagereinschlieBtundderDomanen-Managerdie
Schaffung der Domane von einem zentralen Doma-
nen-Server angefordert hat, der die Domanen-Ken-
nung erzeugt hat.

Computerprogrammerzeugnis nach Anspruch 27,
wobei der Anfordernde zu einem Domanen-Mana-

ger wird und eine Vorrichtung ein Token von dem
Anfordernden anfordert.

Computerprogrammerzeugnis nach Anspruch 27,
wobei derAnfordernde ein Mitglied einerzweiten Do-
mane wird.

Computerprogrammerzeugnis nach Anspruch 27,
wobei der Domanen-Manager eine oder mehrere
Anforderungen von Token fiJr eine zweite Domane

empfangt.

Computerprogrammerzeugnis nach Anspruch 27,
wobei der zentrale Domanen—Dienst die Domanen—

Kennung zurUckzieht.

Revend ications

1. Procédé intégré dans un systeme de gestion de
droits, destiné a protéger un contenu (350) vis-a-vis
d’une exploitation par des dispositifs non autorisés

(360), le procédé étant destiné a appliquerdes droits
numériques dans les limites d’une licence de conte-
nu utilisée lors de l’exploitation d’un contenu appar—
tenant a un domaine, en validant des criteres d’ap—

partenance a un domaine, Ie procédé comportant :

de reception (510), au niveau d’un service de
domaines centralisé (305, 405), d’une demande
(320) de création d'un domaine (440, 470, 490) ;
de création (520) d’une identification de domai-
ne qui permet a un fournisseur de contenus
(370) d’inclure l’identification de domaine dans

une licence de contenu (355) pour lier de ma-
niere unique les licences de contenu a un do-
maine, les licences de contenu comportant un
ou plusieurs droits d’utilisation qui définissent

les modalités d’exploitation des contenus asso-
ciés aux licences par un ou plusieurs membres
(365,430, 435, 450, 460, 475, 480)du domaine ;
de demande, par l’intermédiaire du demandeur,
d’un jeton (370) aupres d’un gestionnaire de do-

maine (385, 420), qui a demandé la création du
domaine, d’envoyer au service de domaines
centralisé pour valider que le demandeur se
trouve a proximité du gestionnaire de domaine,
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Ie jeton contenant des informations concernant

Ie temps necessaire au demandeur pour rece-
voir |e jeton, ou Ie nombre de noeuds interme-
diaires parcourus par lejeton avantsa reception
par Ie demandeur, ou les deux ;
de reception (540), au niveau du service de do-
maines centralisé, d’une demande (340) conte-

nant Ie jeton, effectuée par Ie demandeur pour
devenir un membre du domaine ;

d'application (550) des droits numériques en va-
lidant, au niveau du service de domaines cen—

tralisé, des criteres d’appartenance au domaine

(310) comportant une verification de proximité

vis-a-vis du domaine pour valider que |e deman-
deur se trouve a proximité du domaine ; et
apres validation des criteres d’appartenance au

domaine, d’adressage au demandeur d’un cer-
tificat de domaine (345) qui inclut I'identification
du domaine créé.

Procédé selon Ia revendication 1, dans lequel I’iden-

tification de domaine expire au-dela d’un délai fixé
par Ie service de domaines centralisé.

Procédé selon Ia revendication 2, comportant en
outre:

Ia reception, au niveau du service de domaines
centralisé, d'une demande de renouvellement

pour étendre Ie délai d'expiration d'identification
de domaine.

Procédé selon Ia revendication 1, dans lequel Ie cri-

tere d’appartenance au domaine comporte en outre
au moins I’un d’un nombre total de demandeurs ou

la fréquence des demandes pour rejoindre |e domai—
ne ou quitter Ie domaine, effectuees par un ou plu—
sieurs demandeurs.

Procédé selon Ia revendication 1, dans lequel Ie ser-
vice de domaines centralisé inclut Ie gestionnaire de
domaine, dans lequel Ie gestionnaire de domaine a
demande la creation du domaine a partir d’un ser-
veurde domaines centralisé qui a créé I’identification
de domaine.

Procédé selon Ia revendication 1, dans lequel Ie de-
mandeur devient un gestionnaire de domaine et
dans lequel un dispositif demande un jeton aupres
du demandeur.

Procédé selon Ia revendication 1, dans lequel Ie de-
mandeur devient un membre d’un second domaine.

Procédé selon la revendication 1,dans lequel |e ges-
tionnaire de domaine recoit une ou plusieurs deman-
des de jeton pour un second domaine.
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9.

10.

11.

12.

13.

14.

15.

16.

17.

18.

26

Procédé selon Ia revendication 1, dans lequel Ie ser—

vice de domaines centralisé révoque I’identification
de domaine.

Procédé selon la revendication 1, dans lequel Ia va-
lidation comporte Ia validation des criteres d'appar-
tenance a un domaine a reception de la demande
par Ie demandeur et avant d’autoriser I’envoi du cer-
tificatde domaine au demandeur, dans lequel I’iden-
tification de domaine comporte en outre un horoda-

tage d’expiration de I’identification de domaine dans
un délai fixé par |e service de domaines centralisé.

Procédé selon Ia revendication 10, comportant en
outre:

Ia reception, au niveau du service de domaines
centralisé, d'une demande de renouvellement

pour étendre |e délai d’expiration d’identification
de domaine.

Procédé selon Ia revendication 10, dans lequel les
criteres d’appartenance au domaine comportent en
outre au moins I’un d’un nombre total de deman—

deurs ou la fréquence de demandes effectuees par

un ou plusieurs demandeurs pour rejoindre |e do-

maine ou quitter |e domaine.

Procédé selon Ia revendication 12, dans lequel Ie
service de domaines centralisé inclut Ie gestionnaire
de domaine.

Procédé selon Ia revendication 12, dans lequel Ie
demandeur devient un gestionnaire de domaine et
dans lequel un dispositif demande un jeton aupres
du demandeur.

Procédé selon Ia revendication 12, dans lequel |e
demandeur devient un membre d’un second domai-
ne.

Procédé selon Ia revendication 12, dans lequel Ie

gestionnaire de domaine recoit une demande pour
un ou plusieurs jetons concernant un second domai-
ne.

Procédé selon Ia revendication 10, dans lequel Ie
service de domaines centralisé révoque I’identifica—
tion de domaine.

Produit de programme informatique integre dans un
systeme de gestion de droits, destiné a protéger un
contenu (350) vis-a-vis d’une exploitation par des
dispositifs non autorisés (360), |e produit de pro-

gramme informatique comportant un ou plusieurs
supports Iisibles par ordinateur, contenant des ins-
tructions exécutables par ordinateur, permettant de
mettre en oeuvre un procédé destiné a appliquerdes
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20.

27

droits numériques dans les limites d’une licence de

contenu utilisée lors de l’exploitation d’un contenu
appartenant a un domaine en validant des criteres
d’appartenance a un domaine, le procéde compor-
tant:

la reception (510), au niveau d’un service de do-

maines centralisé (305, 405), d’une demande
(320) de création d’un domaine (440, 470, 490) ;
la création (520) d’une identification de domaine
qui permet a un fournisseur de contenus (370)
d’inclure l’identification de domaine dans une li—

cence de contenu (355) pour lierde maniere uni-

que les licences de contenu a un domaine, les
licences de contenu comportant un ou plusieurs
droits d’utilisation qui definissent les modalités
d'exploitation de contenus associés aux licen-
ces par un ou plusieurs membres (365, 430,
435, 450, 460, 475, 480) du domaine ;

la demande, par l’intermédiaire du demandeur,
d’un jeton (370) aupres d’un gestionnaire de do-

maine (385, 420), qui a demandé la création du
domaine, d’envoyer au service de domaines
centralisé pour valider que le demandeur se
trouve a proximité du gestionnaire de domaine,

le jeton contenant des informations concernant
le temps nécessaire au demandeur pour rece-

voir le jeton, ou le nombre de noeuds interme-
diaires parcourus par lejeton avantsa reception
par le demandeur, ou les deux ;
la reception (540), au niveau du service de do-
maines centralisé, d’une demande (340) conte-
nant le jeton, effectuée par le demandeur pour
devenir un membre du domaine ;

l’application (550) des droits nu mériques en va-
lidant, au niveau du service de domaines cen—

tralisé, des criteres d’appartenance au domaine

(310) comportant une verification de proximité
vis-a-vis du domaine pour valider que le deman-

deur se trouve a proximité du domaine ; et
apres validation des criteres d’appartenance au
domaine, l'émission d'un certificat de domaine

(345) qui inclut l’identification du domaine créé
vis-a-vis du demandeur.

Produit de programme informatique selon la reven-
dication 18, dans lequel l’identification de domaine
inclut un horodatage d’expiration de l’identification
de domaine dans un délai fixé par le service de do-
maines centralisé.

Produit de programme informatique selon la reven-
dication 19, comportant en outre :

la reception, au niveau du service de domaines
centralisé, d’une demande de renouvellement

pour étendre le délai d’expiration d’identification
de domaine.
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21.

22.

23.

24.

25.

26.

27.

28.

29.

30.

31.

28

Produit de programme informatique selon la reven—

dication 18, dans lequel les criteres d’appartenance
au domaine comportent en outre au moins l’un d’un
nombre total de demandeurs ou la fréquence des

demandes pour rejoindre le domaine ou quitter le
domaine effectuées par un ou plusieurs deman-
deurs.

Produit de programme informatique selon la reven-
dication 18, dans lequel le service de domaines cen-

tralisé inclut le gestionnaire de domaine.

Produit de programme informatique selon la reven—

dication 18, dans lequel le demandeur devient un
gestionnaire de domaine et dans lequel un dispositif
demande un jeton aupres du demandeur.

Produit de programme informatique selon la reven-
dication 18, dans lequel le demandeur devient un
membre d’un second domaine.

Produit de programme informatique selon la reven-
dication 18, dans lequel le gestionnaire de domaine
recoit une ou plusieurs demandes de jeton pour un
second domaine.

Produit de programme informatique selon la reven-

dication 18, dans lequel le service de domaines cen-
tralisé révoque l’identification de domaine.

Produit de programme informatique selon la reven-
dication 21 , dans lequel la validation comporte la va-
lidation des criteres d’appartenance au domaine a

réception de la demande par le demandeur et avant
d’autoriser l’envoi du certificat de domaine au de-
mandeur.

Produit de programme informatique selon la reven-
dication 27, dans lequel l’identification de domaine
expire dans un délai fixé par le service de domaines
centralisé.

Produit de programme informatique selon la reven-
dication 28, comportant en outre :

la reception, au niveau du service de domaines
centralisé, d’une demande de renouvellement

pour étendre le délai d’expiration d’identification
de domaine.

Produit de programme informatique selon la reven-
dication 27, dans lequel le service de domaines cen-
tralisé inclut le gestionnaire de domaine, et dans le-
quel le gestionnaire de domaine a demande la crea-

tion du domaine a partir d'un serveur de domaines
centralisé, qui a créé l’identification de domaine.

Produit de programme informatique selon la reven-
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dication 27, dans quuel Ie demandeur devient un

gestionnaire de domaine et dans quuel un dispositif
demande un jeton aupres du demandeur.

Produit de programme informatique selon Ia reven-
dication 27, dans quuel Ie demandeur devient un
membre d’un second domaine.

Produit de programme informatique selon Ia reven-
dication 27, dans quuel Ie gestionnaire de domaine
regoit une ou plusieurs demandes de jeton pour un
second domaine.

Produit de programme informatique selon Ia reven-
dication 27, dans quuel Ie service de domaines cen-
tralisé révoque I’identification de domaine.

5

10

15

20

25

30

35

40

45

50

55

16

30

EWS-002020



EWS-002021

 
   

 

 

  
  

  

 

-\

‘ WW5" mm» 0ntnt Distributoriiiiiiiiiiiib ill/W :    

 
EWS—002021



EWS-002022

EP 1 564 621 B1

Fig.2 

 
18 EWS-002022



EWS-002023

EP 1 564 621 B1

8”

an

2-:=35;Quzac

 
3”

Nv

 

Sm

 

33:21mo=m0=zcmucoo2-xo:
 

l51}”U”Hm

 

IHHIHII

IIHIIIIIII  i

 

N:h°.m¢=Um¢sczwnews,..q.),....,...... I,..
 

m:

 

.a;.euozcoz

 

isbogey:

mo;_¢mEmEoD_m:=mo
na;

  
 

 
2:8:”Eggokg_saa

 

om

 ©a;22:5
 
 
 

.2amg¢z

.mmacmzsmgoo

   E

EWS-002023
19



EWS-002024

EP 1 564 621 B1

v.3N22.3

 
 

a:

P8:3

Nis;Ifi
252%52.3528 

vEgg

 

 is;£23

 

EWS-002024
20



EWS-002025

EP 1 564 621 B1

255522%:Egg3:8:3m
3m5225w2$23:is3:;ama

£5335$55is;a22mm2use;a2on3:252523a23552.3m2352Eggm$.82. 

EWS-002025
21



EWS-002026

EP 1 564 621 B1

  
 

 

wSupw>wozqummo

 
 

w5<ma0xm20:52:as.4

m2<m¢0xmzoz<osmm<

Ln

Er:

 
 

  

nemwmmh=mzoumpozwm

 

«we

5:328g:was:
“we

 
xxoahmzIIIIIIIII

«qumo_;

 
EEa

 

   33:2.35:2.5%;353::332:3:52:2:2wasmag
:25:33:251:532.5”22.55.25:;gag;

quoozazwzho

 

   
 

 

o.0:.3228:
2252:a55:.

flxwby$1a2.553533:220228:...............
 

 

 

EVVS-002026
22



EWS-002027

EP 1 564 621 B1

REFERENCES CITED IN THE DESCRIPTION

This list of references cited by the applicant is for the reader’s convenience only. It does not form part of the European
patent document. Even though great care has been taken in compiling the references, errors or omissions cannot be
excluded and the EPO disclaims all liability in this regard.

Patent documents cited in the description

- wo 03098931 A [0014]

23 EWS-002027



EWS-002028

EP1505530A1

 

(19)

(12)

(43)

(21)

(22)

(84)

(30)

(62)

(71)

(72)

Europaisches Patentamt

0' European Patent Office
Office européen des brevets (11) EP 1 505 530 A1

EUROPEAN PATENT APPLICATION

Date of publication:
09.02.2005 Bulletin 2005/06

Application number: 04022578.1

Date of filing: 27.02.2003

Designated Contracting States:
AT BE BG CH CY CZ DE DK EE ES FI FR GB GR
HU IE IT LI LU MC NL PT SE SI SK TR

Designated Extension States:
AL LT LV MK R0

Priority: 27.02.2002 US 359667 P
03.06.2002 US 159272

Document number(s) of the earlier application(s) in
accordance with Art. 76 EPC:
03716191.6 /1 483 714

Applicant: ContentGuard Holdings, Inc.
Wilmington, Delaware 19803 (US)

Inventors:

Lao, Guillermo

Torrance CA 90503 (US)
Ham, Manuel

Downey CA 90241 (US)

(51) Int 01.7: G06F 17/60

- Chen, Eddie J.
Ranchos Palos Verdes CA 90275 (US)

- Demartini, Thomas

Culver City CA (US)
- Gilliam, Charles P.

Darien CT 06820 (US)

- Raley, Michael

Downey CA 90242 (US)
- Tadayon, Bijan

Germantown MD 20876 (US)

- Wang, Xin
Torrance CA 90503 (US)

(74) Representative: Griinecker, Kinkeldey,
Stockmair & Schwanhausser Anwaltssozietat

Maximilianstrasse 58

80538 Miinchen (DE)

Remarks:

This application was filed on 22 - 09 - 2004 as a
divisional application to the application mentioned
under INID code 62.

 
(54) Networked services licensing system and method

(57) A method, system, and computer program (119), including determining the rights expression infor-
productforcontrolling consumption ofanetworked serv- mation (127) associated with the networked service
ice (119) in accordance with rights expression informa- (119), the rights expression information (127) indicating
tion (127) associated with the networked service (119) a manner of use of the networked service (119); and
and specifying a mannerof use ofthe networked service controlling consumption of the networked service (119)

 

ll BusinessNetwork

 
 
  
 

License
Issuing 

License

Services

based on the rights expression information (127).

Trust 113
AuthorityService

  Keys and
Certificates

105

  

  

  

 
   

State
Information

 
 

  

 
 

   
 
 

State
TrackingService

License
Interpretatlon

lniurmalion
Request

’ 101
License WED 

Web
Services

“9513““ Provider m4——
Service

119 J—

FlG. 1

Client

—() EWS-002028



EWS-002029

10

15

20

25

30

35

40

45

50

55

EP 1 505 530 A1

Description

CROSS REFERENCE TO RELATED DOCUMENTS

BACKGROUND OF THE INVENTION

Field of the Invention

[0001] This invention generally relates to networked communications systems, and more particularly to a system
and method for licensing of networked services, such as Web services, and the like.

Description of Related Art

[0002] Recently, networked services technologies, such as Web services technologies, are introducing at a rapid
pace the capability to access various services over the Internet in an interoperable and automated manner. As enter-
prises make their content (such as software) and services available as networked services, there exists a need to
control their indiscriminate access and use. The typical method of access control has been one where an identity or
credentials about an identity are matched against a set of policies that are managed locally by the provider of the

service. One example is when a user enters a user name and password to access some resource in a Web service.
This method of access control is widely used in computer systems and is primarily about protecting "my" services
against unauthorized use. In other words, access to a service typically is solely based on an identity of a user requesting
access to the service.

[0003] With a desire to manage or restrict access, proliferate and commercialize services, there exist scenarios
where computational environments are merely intermediaries and typically cannot decide on their own security policies.

An example of such intermediaries includes hosting and replicating devices used in outsourcing and bandwidth man-

agement scenarios. However, in such environments, it is difficult to propagate and manage central security policies.
Accordingly, there is still a need for systems and methods for licensing of networked services, such as Web services.

SUMMARY OF THE INVENTION

[0004] The above and other needs are addressed by exemplary embodiments of the present invention, which provide

an improved system and method for licensing of networked services, such as Web services, and the like.
[0005] Accordingly, in an exemplary embodiment, there is provided an improved method for controlling consumption
of a distributed network service in accordance with rights expression information associated with the distributed network
service and specifying a manner of use of the distributed network service. The method includes determining the rights
expression information associated with the distributed network service, the rights expression information indicating a

manner of use of the distributed network service; and controlling consumption of the distributed network service based

on the rights expression information.
[0006] According to another exemplary embodiment, there is provided an improved computer system for controlling
consumption of a distributed network service in accordance with rights expression information associated with the
distributed network service and specifying a manner of use of the distributed network service. The computer system
includes a distributed network services provider configured to provide the distributed network service; a client of the
provider configured to consume the distributed network service; a license issuing server configured to determine the

rights expression information associated with the distributed network service, the rights expression information indi-
cating a manner of use ofthe distributed network service; and a license issuing server configured to control consumption
of the distributed network service based on the rights expression information.
[0007] According to a further exemplary embodiment, there is provided an improved computer—readable medium
carrying one or more sequences of one or more instructions forcontrolling consumption of a distributed network service

in accordance with rights expression information associated with the distributed network service and specifying a man-

ner of use of the distributed network service. The one or more sequences of one or more instructions including instruc-
tions which, when executed by one or more processors, cause the one or more processors to perform the steps of
determining the rights expression information associated with the distributed network service, the rights expression
information indicating a manner of use of the distributed network service; and controlling consumption ofthe distributed
network service based on the rights expression information.
[0008] According to a still further exemplary embodiment, there is provided an improved system for controlling con-

sumption of a distributed network service in accordance with rights expression information associated with the distrib-
uted network service and specifying a manner of use ofthe distributed network service, including means for determining
the rights expression information associated with the distributed network service, the rights expression information
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indicating a manner of use of the distributed network service; and means for controlling consumption of the distributed

network service based on the rights expression information.
[0009] Still other aspects, features, and advantages of the present invention are readily apparent from the following
detailed description, simply by illustrating a number of exemplary embodiments and implementations, including the
best mode contemplated for carrying out the present invention. The present invention is also capable of other and
different embodiments, and its several details can be modified in various respects, all without departing from the spirit

and scope of the present invention. Accordingly, the drawings and descriptions are to be regarded as illustrative in
nature, and not as restrictive.

BRIEF DESCRIPTION OF THE DRAWINGS

[0010] The present invention is illustrated by way of example, and not by way of limitation, in the figures of the
accompanying drawings and in which like reference numerals refer to similar elements and in which:

[0011] FIG. 1. is a schematic illustration of an exemplary Networked Services Licensing System, according to an
exemplary embodiment;
[0012] FIG. 2 is a schematic illustration of exemplary interactions between a Web Services Provider, and a Web
Services Client of the Networked Services Licensing System of FIG. 1, according to an exemplary embodiment;
[0013] FIG. 3 is a schematic illustration of exemplary interactions between one or more Business Networks, and a

License Issuing and/or Generation Service of the Networked Services Licensing System of FIG. 1, according to an
exemplary embodiment;
[0014] FIG. 4 is a schematic illustration of exemplary interactions between a Web Service Provider, and a License
Interpretation Service of the Networked Services Licensing System, according to an exemplary embodiment;
[0015] FIG. 5 is a schematic illustration of exemplary interactions between a Web Service Provider, a License Inter—
pretation Service, and a State Tracking Service of the Networked Services Licensing System, according to an exem—

plary embodiment;

[0016] FIG. 6 illustrates an exemplary workflow for when a Web Services Client knows, in advance, that a license
is to be included in a message for service initiation in the Networked Services Licensing System of FIG. 1, according
to an exemplary embodiment;
[0017] FIG. 7 illustrates an exemplary workflow for when a Web Services Client knows, via a service description
language file, that a license is to be included in a message for a service initiation in the Networked Services Licensing
System of FIG. 1, according to an exemplary embodiment;

[0018] FIG. 8 illustrates an exemplary workflow for when a Web Services Client knows, via a service description
language file, that a license is to be is to be obtained from a License Generation Service of the Networked Services
Licensing System of FIG. 1, according to an exemplary embodiment;
[0019] FIG. 9 illustrates an exemplary workflow for when a Web Services Client does not know that a license is to
be employed for gaining access to a service in the Networked Services Licensing System of FIG. 1, according to an

exemplary embodiment;

[0020] FIG. 10 illustrates an exemplary workflow for when a Web Services Client attempts to gain access to a service
without a license, is informed that the license is to be employed, and obtains the license for gaining access to a service
in the Networked Services Licensing System of FIG. 1, according to an exemplary embodiment;
[0021] FIG. 11 illustrates an exemplary workflow for when an Enterprise out-sources license generation for gaining
access to a service in the Networked Services Licensing System of FIG. 1, according to an exemplary embodiment;
[0022] FIG. 12 illustrates an exemplary workflow for when a plurality of Enterprises out-source license generation

for gaining access to a service in the Networked Services Licensing System of FIG. 1, according to an exemplary
embodiment;

[0023] FIG. 13 illustrates an exemplary method for license generation, based on license templates, that can be used
in the Networked Services Licensing System of FIG. 1, according to an exemplary embodiment;
[0024] FIG. 14 illustrates an exemplary method for license generation, based on an authorizing license, that can be

used in the Networked Services Licensing System of FIG. 1, according to an exemplary embodiment;

[0025] FIG. 15 illustrates an exemplary method for license generation, based on an exemplary a license prototype,
that can be used in the Networked Services Licensing System of FIG. 1, according to an exemplary embodiment;
[0026] FIG. 16 illustrates an exemplary method for license generation, from scratch, that can be used in the Net-
worked Services Licensing System of FIG. 1, according to an exemplary embodiment;
[0027] FIG. 17 illustrates an exemplary workflow for license validation that can be used in the Networked Services
Licensing System of FIG. 1, according to an exemplary embodiment;

[0028] FIG. 18 illustrates exemplary workflows for license interpretation and state tracking that can be used in the
Networked Services Licensing System of FIG. 1, according to an exemplary embodiments;
[0029] FIG. 19. illustrates an exemplary workflowforspecifying a license that can be used in the Networked Services
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Licensing System of FIG. 1, according to an exemplary embodiment;

[0030] FIG. 20 illustrates an exemplary workflow for interpreting a license that can be used in the Networked Services
Licensing System of FIG. 1, according to an exemplary embodiment;
[0031] FIG. 21 illustrates an exemplary workflow for controlling consumption of a service that can be used in the
Networked Services Licensing System of FIG. 1, according to an exemplary embodiment;
[0032] FIG. 22 illustrates an exemplary workflow for issuing licenses by a third, party that can be used in the Net-

worked Services Licensing System of FIG. 1, according to an exemplary embodiment; and
[0033] FIG. 23 illustrates an exemplary workflow for syndication of a service that can be used in the Networked
Services Licensing System of FIG. 1, according to an exemplary embodiment.

DETAILED DESCRIPTION OF THE INVENTION

[0034] A system and method for licensing of networked services, such as Web services, and the like, are described.

In the following description, for purposes of explanation, numerous specific details are set forth in order to provide a
thorough understanding of the present invention. It is apparent to one skilled in the art, however, that the present
invention can be practiced without these specific details or with equivalent arrangements. In some instances, well-
known structures and devices are shown in block diagram form in order to avoid unnecessarily obscuring the present
invention.

[0035] Generally, a more flexible method for access control can be developed through technologies, referred to as
Digital Rights Management (DRM) herein, wherein access to a resource is controlled by a license, wherein the license
can be encoded in a rights language. The exemplary embodiments described herein, advantageously, leverage DRM
system components to address issues related to the licensing of networked services, such as Web services. Accord-
ingly, the exemplary embodiments can employ authentication, authorization, accounting, payment and financial clear—
ing, rights specification, rights verification, rights enforcement, document protection components, and the like, of a

Digital Rights Management system, for example, as further described in commonly assigned U.S. Patents No.
5,530,235, No. 5,629,980, No. 5,634,012, No. 5,638,443, No. 5,715,403, No. 6,233,684, and No. 6,236,971, the entire

disclosures of all of which are hereby incorporated by reference herein.
[0036] The use of a rights expression, for example, in the form of a license used to define usage rights forspecifying
a permitted manner of use, such as consumption, and the like, of a service, advantageously, switches the control, the
responsibility for control, and the like, from the computing environment to the rightful owner of the service. Such usage
rights can be associated with one or more conditions, such as payment, and the like, that can be a prerequisite for

exercising the specified manner of use of the service. A rights expression language, such as extensible Rights Markup
Language (XrML), and the like, for example, including predefined syntax and semantics. can be employed to express
the usage rights. Consume, consuming, consumption, and the like, of the service, for example, can include access to
or use of the service, access to or use of parts or devices of the service, access to or use of results of the service,
receiving or rendering content of the service, executing software of the service, and the like.

[0037] In the above model, according to the exemplary embodiments, access control typically is about deploying

"my" services "out-there," while at the same time issuing rights to users of such services to control access to the
services. By contrast, other methods and systems for access control primarily are focused on protecting "my" services
against use by others.
[0038] According to the exemplary embodiments, DRM is employed in a networked services environment, such as
a Web services environment, for example, by leveraging components of the DRM system, such as license generation,
license interpretation, and the like. In addition, the exemplary embodiments provide a system and method for author-

ization for networked services, for example, through a license expressed in a rights language. Further, the exemplary
embodiments are directed how a license can be generated, used, processed, and the like, by the various entities of
the networked services ecosystem to reach an authorization decision that allows access by a client, devices, services,
and the like, to the networked services. In general, a requester of for a service presents a license in order to get access
to the service.

[0039] Accordingly, the exemplary embodiments, advantageously, enable more flexible business models. For exam-

ple, a service can be deployed "anywhere," and the control to access the service can be centralized and determined
by the owner of the service. The points of deployment typically do not have to worry about establishing local security
policies, as this becomes unnecessary. In addition, the model of "distributed access management" of the exemplary
embodiments, advantageously, can be applied in the syndication of networked services, such as Web services, for
example, including multiple layers of participants.
[0040] Referring now to the drawings, wherein like reference numerals designate identical or corresponding parts

throughout the several views, and more particularly to FIG. 1 thereof, there is illustrated an exemplary Networked
Services Licensing System 100 that can be used in connection with the described exemplary embodiments for licensing
of networked services, such as Web services, and the like. In FIG. 1, the Networked Services Licensing System 100,
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for example, includes a Web Services Provider 101, a Web Services Client 103, a License Generation and Issuing
Service 105 and that can interface with one or more Business Networks 107, a License Generation, Validation and/or

Interpretation Service 109 for relaying a license 127, a State Tracking Service 111 for relaying state information 115,
and a Trust Authority Service 113 for relaying keys and/or certificates 117. The services 105-111, advantageously, can
be configured as a middle-tier or layer that can be plugged-in between the Trust Authority Service 113, and the Web
Services Provider 101 and the Web Services Client 103. Advantageously, existing Web services systems can be mod-

ified to practice the exemplary embodiments based on such middle layer configuration.
[0041] A rights language, such as extensible Rights Markup Language (XrML), extensible Access Control Markup
Language (XACML), Open Digital Rights Language (ODBL), and the like, can be used to specify a rights expression,
rights expression information, and the like, for example, in the form of the license 127. However, the license 127 can
be specified in any suitable manner. In addition, the license 127 can be based on a pre—defined specification, template,
prototype, and the like, that can be associated with the Web service, according to further exemplary embodiments.
Accordingly, the process of specifying the license 127 can include any suitable process for associating rights, condi—
tions, and the like, with access to services, such as Web services.

[0042] An exemplary workflow for the Networked Services Licensing System 100 can include a user operating within
the Web Services Client 103 environment being issued the license 127 by the License Issuing Service 1 05 for accessing
a service of the Web Services Provider 101 . When the user wishes to use a service 119 provided by the Web Services
Provider 101, the user can make a request 121 for the service 119 from the Web Services Provider 101 along with the

issued license 127. When associated conditions (for example, obligations 123), such as the collection of a fee, the
authentication of the user, and the like, are satisfied based on a license interpretation request 125, as verified, for
example, by the License Interpretation Service 109, and the State Tracking Service 111, the user can be allowed access
to the service 119 of the Web Services Provider 101 in accordance with a manner of use specified in the license 127.
[0043] Advantageously, the license 127 can specify any suitable usage rights associated with the service 119. The
interpretation and enforcement of the usage rights are further described in commonly assigned US. Patents No.
5,530,235, No. 5,629,980, No. 5,634,012, No. 5,638,443, No. 5,715,403, No. 6,233,684, and No. 6,236,971, for ex-

ample. The steps above can take place sequentially or approximately simultaneously or in various orders.
[0044] FIG. 1 illustrates exemplary participants in a generalized Web service model, where the access to services
and/or content is specified by a license expressed in a rights language, such as XrML, and the like. Advantageously,
the use of a rights language to define access fits the Web services paradigm of distributed policies and access points
because a rights language can capture both the rights and the context on which those rights can be exercised. The
context can include information, an identification, and the like, of the client that is authorized to exercise the rights, the

associated resources and conditions that have to be met in order to exercise the rights.
[0045] The top and bottom layers of FIG. 1 can be used to contrast a typical model for providing Web services,
wherein the Web Services Provider 101 controls access through simple processes, such as user-name and password,
and local policy evaluation. By contrast, according to the exemplary embodiments, the middle layer is involved in
defining processes and/or determining authorization for access the service 119 provided by the Web Services Provider

101. This middle layer can be referred to as a ”rights layer."

[0046] Advantageously, tasks related to determining authorization to the service 119, authentication, accounting,
and the like, can be managed, outsourced, handled, and the like, by the specialized services provided by the middle
layer. In this way, the Web Services Provider 101 can enjoy the luxury of focusing solely on the business logic of the
service 119, while outsourcing other activities, such as the processing of payments, the maintaining of customer da-
tabases, and the like, that typically would be employed in a more monolithic e-commerce model. Accordingly, the Web
Services Provider 101 processes the rights expression in the form of the license 127 that is presented by the Web

Services Client 103 in order to determine what services to provide and how to provide such services. According to an
exemplary embodiment, the license interpretation, the state information tracking, for example, such as how many times
the service 119 has been rendered, which can be the accounting part, and the like, can be outsourced to third party
providers.
[0047] The exemplary embodiments, thus, provide the authorizing of the access to the service 119, for example, via

the generation of the license 127. By contrast, other Web services systems and methods typically control access by

remembering a client‘s identity and by requesting a credential, such as user-name and password. In the exemplary
embodiments, however, such credentials are augmented in the form of the license 127. The issuing of the license 127
can be accomplished by the rights layer, but can include processes performed by the Web Services Provider 101. The
rights layer can include the Business Network(s) 107, such as a partner that boughtthe service 119 and is now allowing
its customer base access to the service 11 9. Thus, anyone with a business arrangement with the Web Services Provider
101 can be capable of issuing the license 127, according to further exemplary embodiments.

[0048] The interaction of the Web Service Client 103 with the Web Services Provider 101 can involve various mech-
anisms and transactions, such as a request for service, a financial transaction, a rendering of the service 119, and the
like. For example, of the Web Service Client 103 can contact the Web Services Provider 101 and request some type
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of service 119. The access to the service 119 also can include various transactions, such as access, rendering, exe—

cution of code, send-back of data, collecting payment, and the like. Accordingly, the access to the service 119 can
include any suitable interactions and/or results between the Web Service Client 103 and the Web Services Provider 101.
[0049] The Networked Services Licensing System 100 is of an exemplary nature and can be implemented in numer-
ous other arrangements. For example, a clearinghouse (not shown) can be used to process payment transactions and
verify payment prior to the Issuing Service 105 issuing the license 127. Moreover, the various processes and transac-

tions can be performed, for example, via online and/or offline environments and/or combinations thereof, according to
further exemplary embodiments. Accordingly, the various devices and/or components of the Networked Services Li-
censing System 100 can, but need not, communicate directly with one another and information can be exchanged in
any suitable manner, such as by physically moving media between the devices the various devices and/or components
of the Networked Services Licensing System 100.
[0050] The devices and subsystems of the Networked Services Licensing System 100 of FIG. 1 can communicate,
for example, over one or more communications networks (not shown), and can include, for example, any suitable

servers, workstations, personal computers (PCs), laptop computers, PDAs, Internet appliances, set top boxes, mo-
dems, handheld devices, telephones, cellular telephones, wireless devices, other devices, and the like, capable of
performing the processes of the exemplary embodiments. The devices and subsystems can communicate with each
other using any suitable protocol and can be implemented using a general-purpose computer system, for example.
One or more interface mechanisms can be used in the Networked Services Licensing System 100, for example, in-

cluding Internet access, telecommunications in any suitable form, such as voice, modem, and the like, wireless com-
munications media, and the like. Accordingly, such communications network(s) can include, for example, wireless
communications networks, cellular communications networks, satellite communications networks, Public Switched Tel-

ephone Networks (PSTNs), Packet Data Networks (PDNs), the Intemet, intranets, and the like. In addition, such com-
munications network(s) can be the same or different networks.
[0051] As noted above, it is to be understood that the Networked Services Licensing System 100 of FIG. 1 is for

exemplary purposes, as many variations of the specific hardware used to implement the exemplary embodiments are

possible. For example, the functionality of the devices and the subsystems ofthe Networked Services Licensing System
100 can be implemented via one or more programmed computer systems or devices. To implement such variations
as well as other variations, a single computer system can be programmed to perform the special purpose functions of
one or more of the devices and subsystems of the Networked Services Licensing System 100. On the other hand, two
or more programmed computer systems or devices can be substituted for any one of the devices and subsystems of
the Networked Services Licensing System 100. Accordingly, principles and advantages of distributed processing, such

as redundancy, replication, and the like, also can be implemented, as desired, to increase the robustness and per-
formance of the Networked Services Licensing System 100, for example.
[0052] The components of the Networked Services Licensing System 100, for example, including the license 127,
the Web Services Provider 101 , the Web Services Client 103, the License Generation and/or Issuing Service 105, the
License Validation and/or Interpretation Service 109, the State Tracking Service 111, and the Trust Authority Service

113, according to various embodiments, will now be further described.

[0053] The license 127, for example, can be based on rights language-based functions, such as XrML functions,
and the like, in the exemplary embodiments. The Web Services Client 103 can present the license 127 to the Web
Services Provider 101, when the Web Services Client 103 requests the service 119. The license 127, for example, can
convey the rights and conditions governing the rendering of services, such the service 119, the manner of use of the
services, and the like. In addition, the license 127, for example, can convey the context in which transactions between
the Services Client 103 and the Web Services Provider 101 can take place, and the like.

[0054] Accordingly, the license 127 can convey information, for example, including the service 119, parts of the
service 119, a principal to whom the license 127 has been granted, the rights that are granted, the conditions under
which the service 119 can be accessed, obligations that the Web Services Provider 101 and/or the Web Services Client
103 may have to perform while allowing access to a protected resource of the service 119, trust domains, for example,
including the issuer of the license 127 and/or the authority under which the license 127 has been issued, information

to leverage or utilize security mechanisms, such as signatures and/or encryption mechanisms, any other suitable in-

formation, which can be mandatory and/or optionally employed by the Networked Services Licensing System 100, and
the like.

[0055] An exemplary license 127, for example, written in XrML, is shown below that conveys, for example, a right to
access the service 119 offered by the Web Services Provider 101, "www.foo.com/quoteService," and that has been
granted to a holder of a specific cryptographic key, such as the principal, and the like, by the issuer, represented by
another key value.

<Iicense>

<grant>

<keyho|der>
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</keyhoder>
<ws:execute />
<serviceReference>

<foo: location uri= www.foo.com/quoteServicc/>
</serviceReference>

</grant>
<issuer>

<dsig:keyVa|ue>

</dsig:keyValue>
</license>

[0056] The identification ofthe service 119 can be encoded in the license 127. Such encoding can be used to indicate

that the license 127 refers to the service 119 in question. Additionally, any suitable granular identification of the service
119 in question can be specified. For example, the license 127 can describe that the license 127 pertains to a portion
of the service 119, a certain Application Programming Interfaces (APls) exposed by the service 119, and the like.
Alternatively, the license 127 also can identify the service 119 including a set of services. For example, the service 119
can be described as "any service that originates from www.foo.com." Further, the service 119 identified can include

any suitable combination of the models described above.
[0057] The principal specified in the license 127 can be used to verify the identity of the requester of the service 119,
for example, a user of the service 119, such as the Web Services Client 103. The principal, thus, can be used to
authenticate the requester of the service 119. Typically, the requester may have to present some form of credential at
the time of the request 121, and such credential can verified against the identity of, for example, the principal specified
in the license 127. The credential presented can employ various mechanisms, such as digital certificates, including a

key, a security token, and the like.

[0058] The principal also can be specified, identified, and the like, in various ways. For example, the principal can
be a specific principal, such as the holder of a cryptographic key, and the like. The principal also can specified as
"anyone," such as "anyone in the universe," and the like. The principal also can be specified as a member of a set of
principals, such as "any client that is a member of company ABC," and the like. Thus, depending on how the principal
is specified, one or more credentials may be employed to fully resolve, match, and the like, the identity of the principal.
The process to match credentials can include, for example, any suitable technology, traditional, proprietary or new,

that can be used to authenticate a principal specified in a license.
[0059] The rights specified in the license 127 can be the granted or allowed "operations," that is, the manner of use,
that the recipient of the grant, such as a principal, and the like, can exercise on the service 119, such as a Web service,
and the like. Such operations can take various forms, such as "accessing the information on a Web service," "executing
the software residing in a Web service," ”retrieving some data that has been generated by a Web service," and the like.

[0060] The license 127 can include one or more conditions associated with a right to access the service 119. The

conditions that can be specified in the license 127 and that may have to be satisfied in order to exercise the manner
of use. For example, the conditions can include temporal conditions, such as a validity period, quantity conditions,
such as the number of times the service can be accessed, payment conditions, accounting conditions, such as having
the transaction tracked and recorded, and the like. Thus, conditions can include any suitable restrictions, parameters,
obligations, states, and the like, that may have to be to be met before, during, after, in order to exercise the right.
[0061] The trust domain that can be specified in the license 127 can relate to the identity of the issuer of the license

127. For example, when the Web Services Provider 101 accepts the license 127 from the Web Services Client 103,
the Web Services Provider 101 may have to determine if the Web Services Provider 101 can trust the information
included in the license 127. In an exemplary embodiment. the entity that issued the license 127 can be identified by
the issuer of the license 127.

[0062] The license 127 can employ, for example, security technologies in order to safeguard the information included

in the license 127. For example, the Web Services Provider 101 can employ mechanisms to determine if the issuer of

the license can be trusted, to determine if the license has not been tampered with, and the like. Thus, digital signatures
technologies, and the like, can be employed to ensure the integrity of the license 127, and encryption technologies,
and the like, can be used to keep certain information in the license 127 confidential.
[0063] FIG. 2 is a schematic illustration of exemplary interactions between the Web Services Provider 101 and the
Web Services Client 103 of the Networked Services Licensing System 100, according to an exemplary embodiment.
As shown in FIG. 2, the license 127 can be conveyed, transmitted, and the like, by the Web Services Client 103 to the

Web Services Provider 101 when making the request 121 for the service 119. The Web Services Provider 101 then
can render the service 119 based on rights, conditions, and the like, specified in the license 127. For example, the
Web Services Client 103 and the Web Services Provider 101 can arrange before-hand that the license 127 is to be

7 EWS-002034



EWS-002035

10

15

20

25

30

35

40

45

50

55

EP 1 505 530 A1

transmitted in a data stream including the service request 121, based on a license protocol that includes the process

of negotiating and/or submitting the license 127, and the like.
[0064] According to the exemplary embodiments, the Web Services Provider 101 typically focuses on providing the
service 119. In addition, since authorization and/or commerce-related tasks can be managed elsewhere, as proposed
in the exemplary embodiments, then tasks, such as the managing payments, the maintaining customers databases,
and the like, can be eliminated. Advantageously, this allows the Web Services Provider 101 to more efficiently focus

on providing the service 119.
[0065] The Web Services Provider 101 also can handle the service requests 121. Mechanisms to handle the service
requests 121 can include, for example, proprietary mechanisms, standard mechanisms, such as Simple Object Access
Protocol (SOAP), Web Service Description Language (WSDL), other messaging protocols, and the like. However, any
suitable mechanisms that can handle and/or process a service request can be employed.
[0066] In addition, the Web Services Provider 101 can employ a license protocol. Such protocol can include, for
example, any suitable open or proprietary licensing mechanisms, a prior agreement to embed the license 127 in the

request 121, a protocol that determines the need for the license 127, sending the requester to a site to obtain the
license 127, and the like.

[0067] The Web Services Provider 101, thus, consumes and/or accepts the license 127 that has been conveyed by
the Web Services Client 1 03 for gaining access to the service 119. After determining that the license 127 can be trusted,
the Web Services Provider 101 can render the service 119, for example, based on rights and/or conditions specified

in the license 127. If the license 127 is deemed invalid or untrustworthy, the Web Services Provider 101, for example,
may not provide and/or render the service 119, and can generate an error message, for example, indicating that access
to the service 119 is denied. Further, the Web Services Provider 101 may have to satisfy, as a condition of the license
127, obligations that result from the rendering the service 119, such as tracking of a state, and the like, and that can
be specified in the license 127.
[0068] According to the exemplary embodiments, the Web Services Client 103 typically is the consumer device of
the service 119, that is, the user device. The Web Services Client 103 can determine how to access the service 119,

for example, via manual processes, through various technologies, such as Universal Description Discovery and Inte-
gration Standard (U DDI) registries, WSDL definitions, and the like. The Web Services Client 103 can present, convey,
transmit, and the like, the license 127 to the Web Services Provider 101, for example, at the time of service request
121 or at a different time, in order to access the service 119.

[0069] In addition, the Web Services Client 103 can be aware that the license 127 can be employed in order to access
the service 119. In other words, the Web Services Client 103 understands that access to the service 119 can entail the

possession of the license 127, knows where to obtain the license 127, and the like. Such processes can be accom-
plished by a license protocol, wherein the request 121 for service 119 is followed by a response indicating that certain
credentials, for example, such as the license 127, are employed for gaining access to the service 119. Such processing
can be accomplished, for example, by manual processes, such as via agreements, for example, wherein the Web
Services Provider 101 informs the Web Services Client 103 that a license is employed for accessing the service 119,

and the like. Thus, Web Services Client 103 consumes the service 119, for example, executes code, renders content,

and the like, after the Web Services Provider 101 has accepted the license 127.
[0070] In an exemplary embodiment, the Web Services Provider 101 also can be a Web Services Client, such as
when the Web Services Provider 101 is a client of another Web service, and the like. Thus, the modes of operation of
the exemplary embodiments are not so limited, but rather include other possible permutations of the exemplary. In a
further exemplary embodiment, for example, the Web Services Client 103 might use a third party to present the license
127 and the presenter of the license 127 need not be the consumer of the service 119. In this exemplary embodiment,

the Web Services Client 103 can provide, for example, additional information indicating that the license 127 can be
presented by a third party.
[0071] The exemplary embodiments can include a lifecycle for rights. referred to as the ”rights lifecycle." For example,
the rights lifecycle can begin with the creation of the license 127, which can be used to associate some rights and/or
conditions with some resource, such as the service 119. The license 127 then can be issued to the Web Services Client

103 who would then use the license 127 to obtain the service 119. Eventually, the license 127 is consumed by the Web

Services Provider 101, for example, during the rendering of the service 119, completing the rights lifecycle.
[0072] In a typical DRM system, the issuing of a licenses typically is controlled by a single and/or centralized entity.
Such entity typically is responsible for the computational tasks of issuing the license, which can include creating the
license, validating the license, signing the license, and license recovery. Similarly, in a typical access control system,
the authorization assertions are generated by a centralized entity, where security policies are defined and managed.
By contrast, in an exemplary embodiment, the generation of the license 127 can be logically separated from the issuing

of the license 127. Typically, the license 127 generation includes the computational functions to create the license 127,
such as creating an XrML file, and the like, constructing the elements, storing the license in a database, and the like.
The license issuing can be the actual authorization of the rights that are granted in the license 127, for example,
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including digitally signing the license 127 and/or attesting that the rights conveyed in the license 127 are authorized

by the issuer, and the like.
[0073] According to the exemplary embodiments, the License Generation Service 105, a task, and the like, can
provide additional services, such as data backup, license version control, upgrades, license revocation, and the like.
Advantageously, such services can add further value, to the valued added by the process of generating the license 127.
[0074] The tasks of generating and issuing the license 127 can be performed by a single application, and/or system.

However, the separation of authority between license 127 generation and the license 127 issuing, advantageously,
supports various exemplary business embodiments. For example, this approach allows a business entity the option
to outsource the data intensive part of generating the license 127, and to focus on the authority part of signing and
issuing the license 127. This approach, advantageously, enables a single service that can generate and issue licenses
127 on behalf of different business entities, as will now be discussed.

[0075] FIG. 3 is a schematic illustration of exemplary interactions between one or more of the Business Networks
107 and the License Issuing and/or Generation Service 105 of the Networked Services Licensing System 100, accord—

ing to an exemplary embodiment. In FIG. 3, the authority to issue licenses 127 can be conveyed in the form of the
license 305 to issue licenses 127, referred to as a "distribution" license, and as shown in FIG. 3. Accordingly, the
distribution license 305 grants the right to issue one or more of the licenses 127. The distribution license 305 also can
specify a manner of use that can be granted and conditions, such as the maximum number of licenses 127 that the
License Generation Service 105 can issue, and the like. The distribution license 305 also can be used to attest that

the issuer of the license 127 has the authority to issue the licenses 127, and can be referenced when the issuer's
signature is not recognized, but the signature of the issuer of the distribution license 305 is recognized.
[0076] In other words, the presence of distribution licenses 305 establishes a trust model, wherein signatures in the
Iicenses127 can be checked, for example, during license 127 interpretation, up the chain of distribution until a signature,
signatures, and the like, are recognized, trusted, and the like. Such a model fits well in the exemplary embodiments,
where an owner of a service can grant the right, in the form of a license, to issue licenses to business partners, for

example, after some contract or business arrangements.

[0077] For example, an exemplary workflow for license generation and issuing, can include business partner 301
(Business Entity A), and business partner 303 (Business entity B). In this example, the Business Entity A owns and
operates a Web service, and Business Entity B wishes to bundle the Web service as part of a product line of Business
Entity B. Accordingly, the Business Entity A issues the distribution license 305 to the Business Entity B granting the
Business Entity B the right to issue the licenses 127 to the customers, for example, the Web Services Client 103, of
the Business Entity B, for example, to access the Web service provided by the Business Entity A. The Business Entity

B issues the licenses 127 to the customers, for example, by utilizing the License Issuing Service 105 to generate the
license 127. When the Web Services Client 103 accesses the Web service provided by the Business Entity A, the
license 127 is presented and the Web service can checkthe authority of the license 127 by recognizing that the Business
Entity B was granted the right to issue such licenses 127.
[0078] Accordingly, the License Generation Service 105, for example, can perform the computational process of

generating an unsigned license 309, the distribution license 305, and/or the license 127 based on a request 307, and

including schema validation, and the like. In addition, the License Generation Service 105 can provide a generalized
interface to handle the service requests 307, for example, requests for licenses 127, 305 and/or 309. The License
Generation Service 105 typically does not sign the license 127, but, according to a further exemplary embodiment, the
License Generation Service 105 can sign the licenses 127 on behalf of a license 127 issuer, such as the Business
Entity B. Further, the License Generation Service 105 can provide, for example, data management functions; such as
the back-up issued licenses, the re-issue of licenses, reporting functions. and the like.

[0079] FIG. 4 is a schematic illustration of exemplary interactions between the Web Service Provider 101 and the
License Interpretation Service 109 of the Networked Services Licensing System 100, according to an exemplary em-
bodiment. For example, in order to consume the service 119, such as allowing execution of code of the Web Services
Provider 101, rendering encrypted and/or protected content of the Web Services Provider 101, and the like, the license
127 can be validated, and then interpreted based on the interpretation request 125 to determine if rights, conditions,

such as obligations 123, specified therein allow such operation. The capabilities for validating and/or interpreting the

license 127 can be built into the Web Services Provider 101 and/or a rendering application. However, according to
further exemplary embodiments, such capabilities can be separated from the Web Services Provider 101 and/or the
rendering application, and can be provided by a service, such as the License Interpretation Service 109.
[0080] Thus, according to an exemplary embodiment, the license 127 is validated and then interpreted by the License
Interpretation Service 109. However, according to a further exemplary embodiment, this process can be performed in
reverse order. and in which case the interpretation can be performed subject to a later validation step.

[0081] The License Interpretation Service 109 can be employed for the task of interpreting licenses 127, which is a
counterpart of the license generation model of the License Interpretation Service 105, whereby the Web Services
Provider 101 can offload computational tasks not directly associated with providing the service 119. The Web Services
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Provider 101 operating as such can offload the task of interpreting the license 127 to the License Interpretation Service

105, and, advantageously, focus in building the service 119. During license 127 interpretation, potentially otherservices
401 can be employed, as shown in FIG. 4. For example, the service 401 can be contacted to authenticate the principal,
to retrieve information stored in a remote service, such as a trusted time clock, and the like.

[0082] FIG. 5 is a schematic illustration of exemplary interactions between the Web Service Provider 101, the License
Interpretation Service 109, and the State Tracking Service 111 of the Networked Services Licensing System 100,

according to an exemplary embodiment. In FIG. 5, the use of the State Tracking Service 111, during the license 127
interpretation stage 501, and during the exercise of rights stage 503, is shown.
[0083] The interpretation of the license 127 and/or the exercise of a right, can involve information that is stored
outside of the license 127. For example, a condition of the license 127 can be that there is a limit to the number of
times a resource provided by the Web Services Provider 101 can be accessed. Accordingly, during the interpretation
of the license 127, including of such condition; the information regarding the number of times the resource has already
been accessed may have to be retrieved in order to accurately and truthfully interpret whether a further access right

can be granted.
[0084] Such information can be referred to as the state information 115, and the tracking of the state information 115
can be referred to as "state tracking." The state information 115 can include various types of information, such as
information regarding the status of the license 127, the amountof time a resource has been used, information regarding
payment for the service 119, information regarding the time of the day the service 119, the license 127, and/or the

conditions, were issued, accessed, consumed, presented, and the like. Accordingly, the state information 115 can
include any suitable information regarding the Networked Services Licensing System 100, and the like.
[0085] The state information 115 can reside and/or be recorded in persistent storage, such as a database, a memory,
a service, and the like, ofthe Networked Services Licensing System 100. For example, the state information 115, such
as the number of times the service 119 has been accessed by the Web Services Client 103, and the like, can be
recorded in some persistent storage of the Networked Services Licensing System 100. Additionally, as previously

described, the interpretation of the license 127 can result in the obligations 123 that may have to be fulfilled while

allowing the exercise of the rights.
[0086] Although the tracking of the state information 115 can be implemented locally, for example, by the Web Serv-
ices Provider 101, this can create an additional burden for the Web Services Provider 101. In addition, local tracking
by the Web Services Provider 101 may be difficult to implement, because the Web Services Provider 101 may not be
able to accommodate the local storage of the state information 115. Advantageously, the State Tracking Service 111
addresses the noted and other problems associated with the tracking of state information by the Web Services Provider

101. A rights language, as previously described, can be used to specify, for example, where the Tracking Service 11
is referenced, where the state information 115 related to the conditions of the rights can be managed, and the like.
Thus, the State Tracking Service 111 can be used for tracking, providing, and the like, the state information 115 that
can be specified in the license 127.
[0087] The Trust Authority Service 113 can include elements and/or services that, for example, establish, manage,

and the like, trust relations for the various entities of the exemplary embodiments. For example, the Trust Authority

Service 113 can include a Certificate Authority (CA) function for issuing the digital certificates, digital credentials and/
or encryption keys 117 that can be employed to sign the licenses 127. Accordingly, the Trust Authority Service 113, for
example, can include a corporation‘s Public Key Infrastructure (PKI), a service provided by a PKI and/or security pro-
vider, a separate service employed to establish a trust relation between business partners, and the like.
[0088] Therefore, according to an exemplary embodiment, the Trust Authority Service 113 can include the function
issuing of digital credentials 117, for example, used to identify the principals. Exemplary digital credentials 117 can

include, for example, an X509 digital certificate, a Microsoft Passport, a Kerberos authentication token, and the like.
The credentials 117 of the type described above can be used to specify and/or certify the identity of the holder, but
typically convey little additional information about the holder, as most of such additional information typically is provided
in a fixed format and/or is implied. For example, a passport holder typically is simply someone that has been authen—
ticated with the Microsoft passport service.

[0089] Accordingly, a need exists to attach additional information about identities, for example, of the principals, in

a more expressive and/or robust manner, for example, to express the role of the principal, a membership association
for the principal, and the like. A rights language, as previously described, and according to a further exemplary em-
bodiment, advantageously, can be used define a certificate 117 that can be used to convey credentials in a more
expressive manner, for example, to express the role of the principal, a membership association for a principal, and the
like. The credentials 117 then can be used to associate the holder with additional properties, such as a membership
in a business circle, a relationship in a business environment, and the like.

[0090] Typically, a Certificate Authority can attest to the authenticity of the information included in a digital certificate.
If the information in the digital certificate can be limited in scope, for example, such as a company name, the functions
of the Certificate Authority can be well defined. For example, a Certificate Authority may have an established process
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to check a company‘s name before issuing a digital certificate. However, when the credentials become more expressive,

as described above, it becomes more difficult for a Certificate Authority to attest to the authenticity of the credential
information. For example, if a credential includes some membership information, the Certificate Authority would have
to establish some additional process to validate such membership.
[0091] Accordingly, a generic Certificate Authority typically cannot verify such additional information. Typically, the
Certificate Authority, a signer, and the like, of the credential can become the system where the credential is to be used.

In this exemplary embodiment, the trust model becomes less open and more monolithic, for example, since the system
typically can trust the system. To use credentials with more expressive information in a more open system, for example,

within a business network of affiliated services, the Trust Authority Service 113; advantageously, can be employed to
attest to additional information that can be included in the certificates 117. According to an exemplary embodiment, a
Certificate Authority can be configured to fulfill the above—note needs. However, a "trust broker," such as the Trust
Authority Service 113 of the exemplary embodiments, advantageously, can be employed to address the noted and
other problems with a Certificate Authority being employed to verify the above—noted additional information.

[0092] .Just like the certificates 117, the licenses can be signed and/or verified, for example, through cryptographic
techniques. The verification of the license 127 signature can be used, for example, to attest to the integrity of the license
127, the authenticity of the signer, such as the license 127 issuer, and the like. Typically, however, such verification
does not establish a "rights trust," for example, to trust that the license 127 was issued with proper authorization, unless
the verifier authorized the issuing of the license 127. This is a difference between the license 127 validation, and the

license 127 interpretation, as previously discussed.
[0093] For example, Company B issues a license B‘ to Company A granting Company A the right to issue licenses
A‘ on behalf of Company B. Then, Company A issues a license A‘ to user X, and user X presents the license A‘ to
Company B to access a protected resource of Company B. In this exemplary embodiment, since company B issued
the license B‘, the trust of license A‘ can be traced back to license B‘, which is trusted by default by company B.
[0094] Now, consider the case where Company C also accepts licenses A‘ for access to a protected resource of

Company C. In order to trust the license A‘, Company C may have to either decide to trust licenses from Company A

or issue a license C‘ to Company A with the right to issue licenses A‘ on behalf of Company C. As the network becomes
large, every license A‘ would have to be accompanied with each of the authorizing licenses B‘, C‘, and so on.
[0095] In the above case, processing of such licenses A‘ quickly can become cumbersome and/or impractical. Ac-
cording to an exemplary embodiment, however, a "trust broker," such as the Trust Authority Service 113 ofthe exemplary
embodiments, advantageously, can as the "trust broker," for example, to broker deals between companies, issues
licenses under its own signature, and the like. In this exemplary embodiment, during the license 127 interpretation

process, the signature of the Trust Authority Service 113 can be trusted.
[0096] When the Web Services Client 103 initiates, requests, and the like, the service 119, the Web Services Client
103 can transmit the license 127, for example, as part of a messaging protocol. Advantageously, according to an
exemplary embodiment, the information for transmitting the license 127 at the time of the service 119 initiation can be
provided in advance, for example, by reading some documentation on a Web site, and the like.

[0097] When the Web Services Client 103 initiates, requests, and the like, the service 119, the Web Services Client

103 can transmit the license 127, for example, as part of a messaging protocol. Although, according to an exemplary
embodiment, the information for transmitting the license 127 at the time of the service 119 initiation can be provided
in advance, by reading some documentation on a Web site, and the like, there is a need for a protocol, where the need
for the license 127 can be communicated through a messaging mechanism. Advantageously, according to a further
exemplary embodiment, such a protocol is provided, as will be further described. Exemplary embodiments for the
service 119 initiation, for example, involving the license 127, will now be described.

[0098] FIG. 6 illustrates an exemplary workflow forwhen the Web Services Client 1 O3 knows, for example, in advance,
that the license 127 is to be included in the message 121 for the service 119 initiation in the Networked Services
Licensing System 100 of FIG. 1. As shown in FIG. 6, at step 601 , for example, such information can be obtained through
various mechanisms, such as by obtaining information from a Web site, e—mail, facsimile, phone call, and the like. At
step 603, for example, the license 127 can be encoded as partof the service 119 request message 121 , which, at step

605, is transmitted to the Web Services Provider 101. According to an exemplary embodiment, the license 127 can be

encoded in the message 121, manually, automatically, and the like, and employ a messaging protocol, for example,
including a SOAP header, the messaging protocols of the further described exemplary embodiments, and the like.
[0099] FIG. 7 illustrates an exemplary workflow for when the Web Services Client 103 knows, for example, via a
service description language file 709, such as a WSDL file stored in a UDDI-based service discovery server 707, and
the like, thatthe license 127 is to be included in the message 121 forthe service 119 initiation in the Networked Services
Licensing System 100 of FIG. 1. As shown in FIG. 7, at step 701, for example, the WSDL file 709 is retrieved from the

UDDI server 707, manually, automatically, and the like. At step 703, for example, the license can be encoded 127 as
part of the service 119 request message 121, which, at step 705, is transmitted to the Web Services Provider 101.
According to an exemplary embodiment, the license 127 can be encoded in the message 121, manually, automatically,
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and the like, and employ a messaging protocol, for example, including a SOAP header, the messaging protocols of

the further described exemplary embodiments, and the like.
[0100] FIG. 8 illustrates an exemplary workflow for when the Web Services Client 103 knows, for example, via a
service description language file 709, such as a WSDL file stored in the UDDI-based service discovery server 707,
and the like, that the license 127 can be obtained from the License Generation Service 105 of the Networked Services

Licensing System 100 of FIG. 1. As shown in FIG. 8, at step 801, for example, a user at the Web Services Client 103

retrieves, manually, automatically, and the like, the WSDL file 709 from the UDDI server 707, wherein the service
description in the WDSL file 709 includes a reference to a service, such as the License Generation Service 105, and
the like, that can be used to issue the license 127 for the service 119. At step 803, the user at the Web Services Client
103, for example, initiates the License Generation Service 105.
[0101] At step 805, for example, after satisfying conditions, such as payment of a fee for the license 127, and the
like, the Web Services Client 103 obtain the license 127, manually, automatically, and the like, from the License Gen—
eration Service 105. At step 807, the user at the Web Services Client 103, for example, encodes the license 127 as

part of the service 119 request message 121, which then is transmitted to the Web Services Provider 101. According
to an exemplary embodiment, the license 127 can be encoded in the message 121, manually, automatically, and the
like, and employ a messaging protocol, for example, including a SOAP header, the messaging protocols of the further
described exemplary embodiments, and the like.
[0102] FIG. 9 illustrates an exemplary workflow for when the Web Services Client 103 does not know that the license

127 is to be employed for gaining access to the service 119 in the Networked Services Licensing System 100 of FIG.
1. As shown in FIG. 9, at step 901, for example, the Web Services Client 103 attempts to invoke and/or request the
service 119 from the Web Services Provider 101, via the service 119 request message 121, which does not include
the license 127. At step 903, the Web Services Provider 101 processes the service 119 request message 121, and
determines that service 119 request message 121 does not include the license 127. At step 905, the Web Services
Provider 101 transmits, for example, an error message 907, and the like, indicating that the license 127 is to be em—

ployed for gaining access to the service 119 of the Web Services Provider 101. At this point, the Web Services Client

103 can attempt to obtain the license 127, for example, employing the previously described methods of FIGs. 6-8, and
as will be further described. According to an exemplary embodiment, the messages 907 and 121 can employ a mes-
saging protocol, for example, including a SOAP header, the messaging protocols of the further described exemplary
embodiments, and the like.

[0103] FIG. 10 illustrates an exemplary workflow for when the Web Services Client 103 attempts to gain access to
the service 119 without the license 127, is informed that the license 127 is to be employed, as shown in FIG. 9, and

obtains the license 127 for gaining access to the service 119, using the method described in FIG. 8, in the Networked
Services Licensing System 100 of FIG. 1. However, any suitable method for obtaining a license, such as the methods
of Fle. 6-8, and the like, can be employed to obtain the license 127.
[0104] Accordingly, as shown in FIG. 10, at step 1001, for example, the Web Services Client 103 attempts to invoke
and/or request the service 119 from the Web Services Provider 101, via the service 119 request message 121, which

does not include the license 127. At step 1003, the Web Services Provider 101 processes the service 119 request

message 121, and determines that service 119 request message 121 does not include the license 127. At step 1005,
the Web Services Provider 101 transmits, for example, the error message 907, and the like, indicating that the license
127 is to be employed for gaining access to the service 119 of the Web Services Provider 101.
[0105] The Web Services Client 103, then, determines that the License Generation Service 105, and the like, that
can be used to issue the license 127 for the service 119. At step 1007, a user at the Web Services Client 103, for
example, initiates the License Generation Service 105. At step 1009, for example, after satisfying conditions, such as

payment of a fee for the license 127, and the like, the Web Services Client 103 obtain the license 127, manually,
automatically, and the like, from the License Generation Service 105. At step 1011 , the user at the Web Services Client
103, for example, encodes the license 127 as part of the service 119 request message 121 , which then is transmitted
to the Web Services Provider 101. According to an exemplary embodiment, the license 127 can be encoded in the
message 121, manually, automatically, and the like, and employ a messaging protocol, for example, including a SOAP

header, the messaging protocols of the further described exemplary embodiments, and the like.

[0106] According to the exemplary embodiments, a separation of authority between the generation of the license
127 and the issuing of the license 127 can be provided. For example, the issuing of the license 127 can signify that
the issuer of the license 127 authorizes the rights in the license 127. Advantageously, such separation of authority
provides for various exemplary embodiments, for example, as illustrated by the following exemplary workflows.
[0107] FIG. 11 illustrates an exemplary workflow for when an Enterprise 1111 out-sources the license 127 generation
for gaining access to a service in the Networked Services Licensing System 100 of FIG. 1. The exemplary workflow

of FIG. 11 can be used, for example, in combination with the exemplary embodiments described herein. In FIG. 11,
the Enterprise 1111, such as the Business Entity B 303, and the like, can out-source the license 127 generation to a
service, such as the License Generation Service 105, and the like, according to an exemplary embodiment. Advanta-
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geously, in this manner, resources related to the task of the license 127 generation can be freed up for the Enterprise
1111.

[0108] Services of the Enterprise 1111 for which authorization to allow access is desired, and for which the licenses
127 can be generated, can include, for example, services owned by the Enterprise 1111, services owned by business
partners of the Enterprise 1111, the service 119 provided by the Web Services Provider 101, and the like. The task of
authorizing grants in the license 127, for example, the license 127 issuing, can include digitally signing the license 127,

via license signing mechanism 1115, and the like, and can remain with the Enterprise 1111. In this exemplary embod-
iment, the Enterprise 1111 would have authorization to issue the licenses 127, for example, implicitly, as when the
Enterprise 1111 owns the service in question, explicitly. as through the distribution license 305 granting the Enterprise
the right to issue the licenses 127 on behalf of another business entity, and the like.
[0109] Accordingly, at step 1101, for example, one or more clients and/or end users 1113, such the Web Services
Client 103, and the like, can request the licenses 127 from the Enterprise 1111. lfthe Enterprise 1111 decides to issue
the requested licenses 127 to the clients and/or end users 1113, at step 1103, for example, the Enterprise 1111 requests

unsigned licenses from the License Generation Service 105. In a further exemplary embodiment, the Enterprise 1111
can make such request for the unsigned licenses, for example, because the Enterprise 1111 may wish to "push“ the
licenses 127 onto the clients, such as for advertising purposes, promotional purposes, and the like. The Enterprise
1111 can communicate with the License Generation Service 105, and make the request for the unsigned licenses,
using any suitable messaging protocol, such as the license protocol of the exemplary embodiments described herein.

[0110] At step 1105, for example, the License Generation Service 105 processes the request for the unsigned li-
censes, creates the unsigned licenses using any suitable license generation technique, such as the license generation
techniques ofthe exemplary embodiments described herein, and delivers the unsigned licenses to the Enterprise 1111.
At step 1107, for example, the Enterprise 1111 signs the license, and, at step 1109, delivers, transmits, conveys, issues,
and the like, the signed licenses 127 to the clients and/or end users 1113.
[0111] The exemplary workflow, wherein the Enterprise 1111 out—sources the license generation and signing, is sim—

ilar to that of FIG. 11, except that the License Generation Service 105 also can perform the signing of the unsigned

licenses to generate the licenses 127. In this exemplary embodiment, the License Generation Service 105 can be
configured; for example, as a "proxy“ signer, and the like, for the Enterprise 1111. The License Generation Service
105, for example, can safeguard a signing key used to sign the unsigned licenses on behalf of the Enterprise 1111.
Accordingly, although the issuing party is the Enterprise 1111, the License Generation Service 105 can act as a proxy
forthe Enterprise 111. Since the License Generation Service 105 maintains, safeguards, and the like, the signing keys,
a requester of the license 127, advantageously, can be authenticated to prevent spoofing of the service, and the like.

[0112] FIG. 12 illustrates an exemplary workflow forwhen a plurality of Enterprises 1111 out-source the license 127
generation for gaining access to a service in the Networked Services Licensing System 100 of FIG. 1. The exemplary
workflow of FIG. 12 can be used, for example, in combination with the exemplary embodiments described herein. As
shown in FIG. 12, from the perspective ofthe License Generation Service 105, advantageously, the License Generation
Service 105 can provide the license request, at step 1103, license delivery, at step 1105, and the like, services to the

plurality of Enterprises 1111. In this exemplary embodiment, each of the Enterprises 1111, for example, can be asso-

ciated with a corresponding account, and the License Generation Service 105 can be configured to manage the licenses
127 issued on behalf of the plurality of Enterprises 1111, for example, on a per-account basis, and the like.
[0113] The License Generation Service 105 can utilize any suitable method for generating the licenses of the exem-
plary embodiments, for example, including the following exemplary methods, as will be described. The exemplary
methods, advantageously, can be used to generate various types of licenses, such as the licenses 127, the distribution
license 305, and the like.

[0114] FIG. 13 illustrates an exemplary method for license generation, based on license templates 1301, that can
be used in the Networked Services Licensing System 100 of FIG. 1. As shown in FIG. 13, in this exemplary method,
the License Generation Service 105, for example, manages local license templates 1301, and license generation pol-
icies 1303, underwhich the templates 1301 are used to generate a license, and the like. The templates 1301 and the
policies 1303 can be created under the agreement of the authorizing entity, for example, an entity that can utilize the

License Generation Service 105 in an out-source type of arrangement, and the like.

[0115] The license templates 1301 , for example, can include predefined licenses, wherein one or more fields thereof
are replaced, filled-in, and the like, when the license is generated. For example, the license templates 1301 can include
a license template where the principal is not defined, and can replaced by a specific principal, where a resource, such
as the service 119, is undefined, and replaced by a specific resource, and the like, at the time of license generation.
[0116] The license generation policies 1303, for example, can include rules for determining which templates to use,
based on the request, and the like. For example, a policy can include a rule, such as "every request for a license

involving a specific resource shall use template 123," "every request from company ABC will use the template ID 456
and resolve/replace the principal with the principal transmitted in the request," and the like.
[0117] Accordingly, a license request message 1305 transmitted to the License Generation Service 105 can include
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parameters 1307, such as a principal identification/key, resource ID, template ID, and the like, to allow forthe generation

of a corresponding license based thereon. The specification for the parameters 1307, for example, can be arranged
manually, automatically, before-hand, codified in a WSDL description of the service, predetermined, and the like.
[0118] FIG. 14 illustrates an exemplary method for license generation, based on an authorizing license 1401, that
can be used in the Networked Services Licensing System 100 of FIG. 1. In this exemplary method, the License Gen-
eration Service 105 receives along with the request 1305, the authorizing license 1401 that authorizes the issuing of

a license, and which includes the grant or grants that are to be issued. Accordingly, the authorizing license 1401 can
include, for example, a license prototype, recipe, and the like. In this manner, local templates typically do have to be
employed, as the templates can be defined in the authorizing license 1401. This method can be employed, for example,
using a rights language, such as XrML, and the like, that is capable of encoding the recipe to generate the grants within
the authorizing license 1401.
[0119] Accordingly, the license request message 1305 transmitted to the License Generation Service 105 can include
the parameters 1307, such as a principal identification/key, resource ID, and the like, to allow for the generation of a

corresponding license based thereon. The specification for the parameters 1307, for example, can be arranged man-
ually, automatically, before-hand, codified in a WSDL description of the service, predetermined, and the like.
[0120] The method of the exemplary embodiment can provides more flexibility than the exemplary method of FIG.
13. For example, by transmitting the instructions, recipe, license prototype, and the like, for creating a license, advan-
tageously, the License Generation Service 105 can produce various types of licenses, notjust licenses defined by the

license templates 1301. In addition, the License Generation Service 105 can determine by, for example, evaluating
and/or interpreting the authorizing license 1401 transmitted along with the request 1305, if issuance of a license has
been authorized.

[0121] The license prototypes can include, for example, grants that are part of the authorizing licenses 1401 within
the grant to issue licenses. Thus, the license prototypes can include, for example, grants from which final grants can
be created. Such grants are related to the right to issue licenses included in the authorizing license 1401.

[0122] FIG. 15 illustrates an exemplary method for the license 127 generation, based on a license prototypes 1503,

for example, within a context of rights language, such as the XrML language, and the like, and that can be in the
Networked Services Licensing System 100 of FIG. 1. As shown in FIG. 15, an incoming request 1305 includes the
authorizing license 1401, including the license prototype 1503 having zero or more variables "."X Then, at step 1501,
for example, the License Generation Service 105 processes the request 1305 to generate the resultant license 127,
by employing the license prototype 1503, and resolving the variables from license prototype 1503 with information
1507 from an issued license 1501.

[0123] FIG. 16 illustrates an exemplary method for license generation, from scratch, that can be used in the Net-
worked Services Licensing System 100 of FIG. 1. In FIG. 16, another exemplary method of generating licenses, for
example, includes generating licenses from "scratch." In this exemplary method, the License Generation Service 105
typically does not rely on the license templates 1301, and/or the authorizing licenses 1401. Instead, the License Gen—
eration Service 105 takes instructions received in the form of detailed parameters 1601 received along with the request

1305 to generate a license, and then generates custom license therefrom. With this exemplary method, the License

Generation Service 105 can generate various types of licenses, rights expressions, and the like, based on appropriate
detailed parameters 1601. However, the richness of the type of license than can be produced by this exemplary method,
for example, can depend on the API employed for programming, and/or messaging, the capabilities of the underlying
software, and the like. Accordingly, in this exemplary method, the employed programming and/or messaging interface
can be configured so as to be sufficiently detailed to be able to transmit the information included in the detailed pa-
rameters 1601 needed to construct a full custom license. For example, such information can include information about

the principal, information about the resource, information about the rights, information about conditions, and the like,
that can be employed to construct a license.
[0124] Interpretation of a license, such as the license 127, the distribution license 305, and the like, for example, can
include determining what right has been granted in the license, what conditions, if any, are associated with such grant,
and the like. In an exemplary embodiment, the related process of validating the license can be bundled, associated,

related, and the like, with the task of interpreting the license. However, according to a further exemplary embodiment,

the license validation process can be separate from the process of license interpretation.
[0125] FIG. 17 illustrates an exemplary workflow for license validation that can be used in the Networked Services
Licensing System 100 of FIG. 1. Validating a license, such as the license 127, the distribution license 305, and the like,
as the name implies, for example, can include determining if a license is "valid," which typically involves employing a
cryptographic technique, and the like. In an exemplary embodiment, the License Validation and Interpretation Service
109, and the like, can perform the license validation process.

[0126] Accordingly, in FIG. 17, at step 1701, for example, a license is received for validation. In an exemplary em-
bodiment, the received license can be encrypted, for example, in order to keep the content thereof confidential, and
the like. Accordingly, at step 1703, License Decryption, for example, the license can be decrypted. If, however, the
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license is not encrypted, as determined by step 1717, for example, the processes of step 1703 can be bypassed. In

addition, if the decryption process on the received license fails, as determined by step 1713, at step 1715, for example,
the license can be deemed invalid. In an exemplary embodiment, the encryption and/or decryption processes employed
can be performed based on asymmetric cryptographic techniques, symmetrical cryptographic techniques, public Key
cryptographic techniques, private key cryptographic techniques, and the like.
[0127] At step 1705, Signature Verification and/or Integrity Check, for example, the integrity of the license can be

checked, including determining the integrity of the license to insure that the license has not been changed from the
when the license was created, digitally signed, and the like, by an authorized issuer, and the like. If, however, the
license is not signed, as determined by step 1719, for example, the processes of step 1705 can be bypassed. In
addition, if the verification process on the license fails, as determined by step 1713, at step 1715, for example, the
license can be deemed invalid.

[0128] Although a license that fails the integrity check may not be trusted, a license that passes the integrity check
may still entail the trusting of the key that was used to sign the license. Typically, the signer of the license is the issuer

of the license. In an exemplary embodiment, the trusting of the issuercan be part of the license interpretation processes,
and the verification process of step 1705 also can be performed based on asymmetric cryptographic techniques, sym-
metrical cryptographic techniques, public key cryptographic techniques, private key cryptographic techniques, and the
like.

[0129] At step 1707, License Revocation Check, for example, in a similar as in the revocation of digitally signed

documents, such as digital certificates, and the like, the license also can be revoked for various reasons. If, however,
the license is not revoked, as determined by step 1721, for example, the processes of step 1707 can be bypassed. In
addition, if the license revocation check on the license fails, as determined by step 1713, at step 1715, for example;
the license can be deemed invalid. In an exemplary embodiment, the license revocation step can determine, for ex-
ample, through appropriate methods, channels, and the like, whether or not the license has been revoked. In addition,
in an exemplary embodiment, a revoked license is no longer a valid, and cannot be used to authorize the granting of

rights.

[0130] At step 1709, Other Validation, for example, other validity checks, and the like, can be performed on the
license. If the license passes the other validity checks employed, at step 1711 , for example, the license can be deemed
valid. Similarly, if no other validity checks are employed, as determined by step 1723, for example, the processes of
step 1709 can be bypassed, and, at step 1711, for example, the license also can be deemed valid. In addition, if the
other validity checks on the license fail, as determined by step 1713, at step 1715, for example, the license can be
deemed invalid. In an exemplary embodiment, the license can include additional information to attest the validity of

the license, such as a validity interval, a specific issuer for the license. and the like, and expired licenses can be
considered no longer valid.
[0131] The processes of steps 1707 and 1709 can include determining information within the license, which can
entail looking inside the license, and the like, as part of the validation process, according to an exemplary embodiment,
because such steps can be more closely related to the validation of a license. However, from a computational point of

view, such steps can be considered as part of a license interpretation process, according to a further exemplary em-
bodiment.

[0132] FIG. 18 illustrates exemplary workflows for license interpretation and state tracking that can be used in the
Networked Services Licensing System 100 of FIG. 1. Interpreting a license, such as the license 127, the distribution
license 305, and the like, for example, can include determining what the license has actually has authorized, conditions
of such authorization, and the like. In an exemplary embodiment, as described below, license interpretation can be
implemented as a service, wherein the License Validation and Interpretation Service 109, and the like, can perform

the license interpretation processes. However, according further exemplary embodiments, a license interpreter can
include, for example, any suitable component, device, system, sub-system, mechanism, software, and the like, capable
of interpreting a license.
[0133] According to an exemplary embodiment, the Web Services Provider 101, upon receiving the request 121 for
the service 119 along with the license 127 from the Web Services Client 103, can validate the license 127, for example,

to ensure the integrity, authenticity, and the like, ofthe license 127. However, according a further exemplary embodiment

as described below, the Web Services Provider 101, for example, can off-load the license 127 validation task to the
License Interpretation Service 109. Advantageously, the License Interpretation Service 109 can maintain and/or check
with external revocation mechanisms, and the like, for example; to determine if a signature associated with the license
127 is valid at the time the license 127 is used, and the like, thus, freeing up such resources and tasks for the Web
Services Provider 101.

[0134] Accordingly, in FIG. 18, at step 1801, for example, the Web Services Provider 101 can make the license

interpretation request 125, and transmit the license 127 to the License Interpretation Service 109. The Web Services
Provider 101 can pass the request 127, for example, via any suitable communications protocol that can allow for the
exchange of such queries, and the like. The interpretation of the license 127, for example, can include determining if
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the request 121 for the service 119 is authorized, underwhat conditions, if any, such authorization can be granted, and

the like. Thus, such query can be, for example, in the form of "is requester X authorized to access resource Y?" and
the like.

[0135] The interpretation of the license 127 also can involve determining, for example, if an issuer trusted by the
Web Services Provider 101 has authorized the license 127. If, however, the Web Services Provider 101 does not

recognize, cannot trust, and the like, the issuer of the license 127, then a license authorizing the issuer to issue the
license 127, such as the distribution license 305, and the like, also can be checked.

[0136] At step, 1807, for example, the result of the license interpretation process can include a response, and the
like, from the License Interpretation Service 109 to the Web Services Provider 101, indicating whether or not requested
operations, access to services, and the like, granted in a license, such as the license 127, the distribution license 305,
and the like, are authorized. Assuming a positive response from the License Interpretation Service 109, and assuming
that no further conditions, such obligations 123, are employed, at step 1809, for example, the Web Services Provider
can provide a service, such as the service 119, to a client, such as the Web Services Client 103.

[0137] In addition, zero or more obligations 123 thatthe Web Services Provider 101 may have to perform, for example,
as conditions for supplying the service 119, and the like, can result from License Interpretation Service 109 evaluating
such conditions specified in the license 127. For example, the obligation 123 can include the Web Services Provider
101 recording the access to the service 119, imposing a time limit for which the services 119 are rendered, and the
like. At step 181 1, in an exemplary embodiment, for example, the License Interpretation Service 109 also can leverage

other services, for example, as specified in the license 127 and/or the distribution license 305, such as retrieving the
state information 115, for example, including a count, a limit value, and the like, from some the other service, such as
the State Tracking service 111, and the like.
[0138] Thus, according to an exemplary embodiment, a license, such as the license 127, the distribution license 305,
and the like, can be used to specify information, such as location information, and the like, for other services, entities,
and the like, such as the services, systems, sub—systems, components, devices, and the like, of the Networked Services

Licensing System 100 of FIG. 1. In addition, the license interpretation workflow of the exemplary embodiments, for

example, can employ any suitable license interpretation protocol, such as the exemplary license interpretation protocol
described herein.

[0139] As described above, the License Interpretation Service 109, in the process of interpreting a license, such as
the license 127, the distribution license 305, and the like, for example, can employ state information, such as the state
information 115, and the like, that can be stored in a state tracking service, such as the State Tracking Service 111,
and the like. The location, protocol, and the like, for obtaining the state information 115 can be encoded in the license,

for example, based on Web services and/or languages, such as UDDI, WSDL, and the like. By virtue of validating the
license, the License Interpretation Service 109 can assure that a link, reference, and the like, specified in the license
is for an authorized service, such as the State Tracking Service 111, and the like. Accordingly, at step 1803, for example,
the License Interpretation Service 109 transmits a request for state tracking to the State Tracking Service 111.
[0140] The State Tracking Service 111, however, may have to ensure that a requesting entity, such as the License

Interpretation Service 109, can be authenticated. In an exemplary embodiment, the License Interpretation Service 109

can be authenticated, for example, by any suitable method, such as by presenting a license, such as the license 127,
the distribution license 305, and the like. Then, at step 1805, for example, the State Tracking Service 111 provides the
requested state 115 information to the License Interpretation Service 109. In an exemplary embodiment, the transfer
of the state information 115 can be made using any suitable protocol, such as the exemplary protocols described
herein, and can be made secure, for example, via secured transmission Internet technologies, such as Secure Sockets
Layer (SSL) technologies, and the like.

[0141] The License Interpretation Service 1 09 then can use the state information 115 received from the State Tracking
Service 111 , at step 1807, for example, to complete the interpretation of the license. In an exemplary embodiment, the
state information 115 can in clued, for example, how many times the service 119 has been accessed, a payment record,
a time span, and the like.
[0142] As noted above, the License Interpretation Service 109 also can send Interpretation information to the Web

Services Provider 101, at step 1807, for example, including the obligations 123, and the like. Once the obligations 123

are satisfied, at step 1809, for example, the Web Services Client 103 can exercise a right included in the license 127,
such access to the service 119 of the Web Services Provider 101.

[0143] As noted above, however, the use of the service 119 of the Web Services Provider 101 by Web Services
Client 103, can entail obligations that may have to be fulfilled by the Web Services Provider 101, for example, such as
transfer of updated state information 1 1 5, and the like. Accordingly, atstep 1 811 , for example, the Web Services Provider
101 establishes contact with the State Tracking Service 111 to transfer the updated state information 115, and the like.

The location, protocol, and the like, for transferring the updated state information 115 to the State Tracking Service 111
can be encoded in the license, for example, based on Web services and/or languages, such as UDDI, WSDL, and the
like.
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[0144] By virtue of the validity of the license, the Web Services Provider 101 can have assurance that a link, reference,

and the like, specified in the license is for an authorized service, such as the State Tracking Service 111, and the like.
The State Tracking Service 111, however, may have to ensure that a requesting entity, such as the Web Services
Provider 101 , can be authenticated. In an exemplary embodiment, the Web Services Provider 1 01 can be authenticated,
for example, by any suitable method, such as by presenting a license, such as the license 127, the distribution license
305, and the like. Once validations, assurances, obligations, and the like, are satisfied, at step 1811, for example, the

Web Services Provider 101 can transfer the updated state information 115 to the State Tracking Service 111.
[0145] In order to support the exemplary workflows of the described embodiments, the messages associated with
the workflows, for example, used to indicate that a license may have to be employed, to request a license, to indicate
that a license is valid, to indicate that a license invalid, and the like, can be encoded, using any suitable messaging
protocol, such as the exemplary license protocol described herein. The exemplary license protocol, for example, can
be encoded with XrML, XML, and the like, and can be included in messages that are sent between, for example, the
Web Service Client and the Web Services Provider 101.

[0146] For example, an exemplary embodimentofthe license protocol, employing XML and leveraging the messaging
framework of SOAP, is illustrated in Table 1. In an exemplary embodiment, SOAP elements, such as the indication of
a fault through a <fault> element during the processing of a message, and the like, can be used in accordance to the
SOAP specification.

Table 1: Exemplary License Protocol (XML/SOAP Messaging Framework)

Step in Workflow Soap Message. Elements of the license protocol are prefixed
‘ with “licz” * .

The Web Services Provider 101 <?xml version =‘1.0‘>

response after the service 119 <Envelop xmlns=“http:l/www.w3c.org/2002/06/soap—envelope”
initiation without the license .127 by xmlnszlic= “11ttp://www.xrml.org/ZOOZ/license">
the Web Services Client 103. <body> ~

<fault>

 

 
 
 
  

 
 

 
 
 
 

 
 
  

 
 

 
 
 
 
 

  
 
 

 
 
 

 
  

 
 

 
 
 

In this example, the protocol to
indicate that the license 127 was not

provided can be encapsulated in the
<1iczfaultDetails> element, shown in

bold, and can include a “message" part
that can be human readable, and an

<details>
<liczfaultDetails>

<message> license missing <Imessage>
<errorcode> 0001 <lerrorcode>

<Iic:fau|tDetails>

 
 
 

errorcode part for machine </deta'ils>
processtng. The message pan can be
used for debugging </fault>

' <lbody>  

 
</envelope>
  

  
 
 
 

  
 
 
 
 

  <?xml version =’1.0’>

<Envelop xmlns= “http://www.w3c.org/2002/06/soap-envelope"
xmlns:lic= “http://www.xrml.org/ZOOZ/license">

<body>
<fault>

 
 
 
 

The Web Services Provider 101

response after the .Web Services Client
103 service 1 l9 initiation with an error
in the license 127.

   
 
 

 
 
 

In this example, the protocol to
indicate that there was a fault   <details> 
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condition with the license 127' can be <lic:faultDetails>

encapsulated in the <liezfaultDetails> <message> Expired License </message>

element, shown in bold, and can <errorcode> 0034 <lerrorcode>
include: a “message” part that can be <lic:faultDetails>

 
 

 
 

 
 
 
 
 

  
 

 
 

human readable, and an “crrorcode” </dctails>

part for machine processing. The <lfault>
message part can be used for ' </'body>
debugging. The errorcode part can be , </envelope>
a number or a string and can include a
list of error codes indicating different

types of fault conditions. For
example, 0034 for expired license,
0035 for un-trusted license, and the
like.

The error message can be followed by
this message, including information
for how to obtain the license 127.

 
 

   
  

  

  
 
 

 
 

 
 
 
 
 
 

 

<?xml version =’1.0’> ‘
<Envelop xmlns= “ht_tp://www.w3c.org/Z002/06/soap-envelope”

xmlns:lic= “http://www.xrrnl.org/2002/license"
xmlnszx= “http:/lwww.xrml.org/2002/xrmlCore” >

<body>
<fault>

 

  
 
 
 

 
 
 
 

 

 
 

 
 

In this example, the fault message and
the license infomration' message can

be bundled together. In the sample
message, the fault message indicates
that the license 127 was not provided,
and the other message provides
information on where to obtain the

 

 
 
  

<details>
<lic:t'aultDetails>

<message> License Missing <lmessage>

<errorcode> 0034 </errorcode>
  
  
  
 
 
 
 
 

 

  

 
 

 
 
 
 
 

 
 

 
 
 
 
 
 

 
   
 

“can“ ”'7' <lic:faultDetails>
The element <lic:RetrievalInfo>, </details>

shown in bold, provides information </fault>
on where to get the license '127 and <IiczRetrievalInfo>
what kind of license can be employed. <x:serv’riceRefercnce>
In the sample message, a UDDl <xzuddi>

reference can be given, corresponding <x:§erviceKey>
lo the License Generation Service 105. <x:uddi>E234s-asdfa-... <lx:uddi>

In addition, a license with a grant of dxiserviceKey>
</x:tid'di>

 
  

principal equal to the identity of the
requester ‘ and of right
“retrieveAnyDocument” can be
employed. Further, a particular issuer
can be employed as the issuer of the
license 127.

The license prototype 1503 or the type
of license 127 employed to access the
service 119 can be encoded with a

rights language (for example, XrML,
as in this example).

<szserviceReference>

 
 

 
 

<x:forAll varName= “requester” />
<x:grant>

<xzprincipal vachf= “requester” />
<ws:retrieveAnyDocument l>

</x:grant>

 
 
 

 

 
 

 

  

  

 

<x:issuer> 
 ...-

</x:issuer

  
  

 

 

</lic:rctrievallnfo>

</body>
</envelope> ' 

  
 

<7me version =’l .0’>

<Envelo- xmlns= “h -://www.w3c.or_ 2002/06/soa
The Web ServiCes Client 103
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Soap Message. Elements of the license protocol are prefixed
with “Iic:”

xmlnszlic= “http://www.xrml.org/ZOOl/license" .
xmlnszx= ”httpz/lwww.xrm].org/2002/xnnlCore" >

<header> '

<wssezsecurity xmlnszwsse= “ . . . ">

<wsse:binarySecurityTolten
id= “myToken”

valueType= “wsse:x509v3"
, MllEZzCCA9CgAwlBngEmtJZCO...
</wsse:binarySeeurityToken>

</wsse:security>
<lheader>

Step in Workflow ‘

requesting the license 127.

 
 

 
  

   

 

 
 

 

 
 
 

 
 

 
 

 
 
  

 
 

 
   
 

 
 

 
  
 
   
 

  

   
 

In this example, a requester, such as
the Web Services Client 103, sends a

imessage to the License Generation
Service 105 in order to obtain the

license 127. (For example, it can be
assumed that the requester has been
authorized to get a license and knows
how to locate and interface with the
License Generation Service 105).

   

  
  
 

The message encapsulates the

following elements, {Or example: <body'>
<liczrequest type= “licenschn”>
 
 

 

 
 

A credential element in the

<wsse:securiry> element in the
<header> section —in the form of an
X509 certificate

A request in the <liczrequest> element
in the <body> section, shown in bold.
The <liczrequest> element can include

a prototype grant identifying the
service in question. It also can say

  
 

 
 

<x:forAll varName= “requester” >
< “the wssezsecurity value” />

<IforAll>

<x:grant>
<x:principal varRef= “requester” />-
<ws:access I>‘

<x:serviceRel'er-ence>
<x:uddi>EZ34s~asdfa-... </x:iiddi>

 
  
 

  

  
  
   
  

 
 

  
  

that the principal is to be resolved at <x:details>
the time the license 127 is created.

Also, there can be a type associated <lx:details>
with the <1ic2request> element. </x:serviceReference>

<lngrant>
The output of such request '(for  

 

 
 

 

example, if authorized) can be a <Il' _ t>
license 127 that can be transmitted dbOdt;:eques
inside a message to the requester. </enve10pe>
There are numerous ways to pass the
information in the message.‘ The
example is one of such many ways.
Each of the previously described
methods can employ a separate
“flavor" of the protocol.

 
  

   
  

 
 

 
 

 
 
 

 

 
 
  

  

 

 
 
 

 
 

<?xml version =‘ l.0'>

<Envclop xmlns= “http://www.w3c.org/ZOOZ/OG/soap-envelope
’ xmlns:lic= “http://www.mnl.org/2002/license" ‘

xmlnszx= “http://www.xrrrtl.org/ZOOZ/xmthore” >
<header> ,

The License Generation Service 105

delivers the license 127 to a requester,
such as Web Services Client 103.

n

 
 

 

In this example, the license can be
returned as a fully formed license as

part of the body of the message.

With SOAP, typically, there is no need
for an additional protocol, as shown in

<Iheader>

 
 
 

 
 

 

<body>

  
 

 
 

the example. However, with other <leicense>
mechanisms, there may be a need to <ngrant>
include the license within a “wrapper"
in the form of <szgrant>

 
 

<lic:Response>. . . </lic:Respons9 to
indicate that the enclosed license is a </x:license>
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Step in Workflow Soap Message. Elements of the license protocol are prefixed
with “lic=”

response to a request and not a license

that was generated for other purposes. </body>
</enveloe>

<7me version =’ l .0’> ' ,
<Envelop xmlns= “http://www.w3c.ory2002/06/soap-envelope”

xmlns: lic= “http://www.xrrnl.org/ZOOZ/license"
xmlnszx= “http://www.xrrnl.org/ZOOZ/xrmlCore" >

<header>

<wssezsecurity xmlnszwsse= “. _ _">

  
 

 

 

      
 
 

 
 
  

 
 
 

 
 

   
 
 

The Web Services Client 103

transmits the license l27 (for example,
as token to gain access to the service

1 19) with service initiation message.  

 
 

In this example, transmitting the
license 127 as a token for access to the

service] 19, leverages the semantics of
the messaging protocol, in SOAP,
which is a security token passed in the

  </wsse:secun'ty>
 

 

 
 

 
 

  
 

 
 

 
 
 

<x:license>

header portion of the message. <x2grant>
With SOAP, typically, there is no need
for an additional protocol, as shown in </x:grant>

the example. However, with other
mechanisms, there may be a need to

include the license within a “wrapper”
in the form of

<lic:security>...</lic:security> to
indicate that the enclosed license 127

</x: license>

</wsse:security>
 
  </header>

  
 

 
    

is a license to gain access to the ' <body>
service 119.

<fbody>
</enveloe>  

[0147] The exemplary license interpretation protocol, as illustrated in Table 2, for example, can be part of the license
protocol. The license interpretation protocol is discussed separately, for the sake clarity. The Web Services Provider
101 can use the license interpretation protocol, for example, when invoking the License Interpretation Service 109.
Similar to the license protocol, the license interpretation protocol can be implemented so as to leverage a messaging
exchange protocol, for example, SOAP, and the like, and transmitXrML messages, XML messages, and the like. Table

2 shows the exemplary license interpretation protocol, for example, as XML leveraging the messaging framework of

SOAP, and the rights language XrML.

Table 2: Exemplary Interpretation Protocol (XML/SOAP Messaging Framework)

Soap Message. Elements of the license protocol are prefixedwith “licz”
Step in Workflow

The Web Services Provider 10] sends <?xml version =’ 1.0‘> -

a request message 125 to the License <Envelop xmlns= “http://www.w3c.org/2002/06/soap-envelope" ‘
lnte .retation Service 109 to re-uest xmlnszlic= “h -://www.xrml.ora/2002/license"
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Step in Workflow Soap Message. Elements of the license protocol are prefixed
., with “Iic:”

xmlns:x= “http://www.xrml.org/2002/xrinlCore" >the interpretation of a license, such as
the license 127.

In this example, the message can
include several parts:

In the header? the Web Services
Provider 101 can sends credential,-

 
 

 

  

  
 

 
 

<header>

  
 

<ste:security xmlnszwsse= “. ..">

 - </wsse:secun'ty>

 
 

 
 

 
 
  

  
 

  
 

 
 
 

  

 
 
 
 

 

 

 
 
 

  
 

 

including a license that authorizes the <x:license>
access or use of the service <x:grant>

The body of the message starts with
u. - ,, </x:grant>

the request of type lrcenselnterpret,
shown in hold. This is to indicate that

</x:lrcense>
the request is for interpreting a license.
Within this element are the parameters ’
that the interpreter employs as input.
The example shows that a principal
and a resource are passed as
parameters signifying that the service
will find the granted rights that match
those parameters.

</wsse:securiry>

 </header> 4
 

  
 

 

   
 
 

 
 

<body>

<Iic:request type: “licenselnterpret”
lD= “1234-1234-1234-1234”>

<Iic:parameter principal= “x:keyholder”>
MllEZzCCA9CgAwlBngl-ZmtJZCO...

</lic:pararncter>
<liczparamcter resource= “x:uddi”>

E234s-asdfa-...

<lliczparameter>

 
 
 

 
 

Following the request is the license or
licenses to be interpreted.

  
 

 
 

<lliczrequest> 
 
 
 <x:license>

<ngrant>

  </x:grant>

  
 

 
 
 

 
 

 

 

</x: license?

  

</body>
</erwelo-e>

<?xml version =’l.0’>

(Envelop xmlns= “http://www.w}c.org/2002/06/soap-envelope“
xmlnszlic= “http://www.xrrnl.org/ZOOZ/license"
xmlnszx= “http://www.xrml.org/ZOOZ/xrmlCore” >

<header>

 

 
 
 
 

 
 
  

The License Interpretation Service
109, after the license interpretation
request 125, returns the results in a
message.

In this example, a - response 123
corresponding to the request is
encapsulated within the <lic2response>
element, shown in bold. -In this

 

  
 

   
</header>

  
 

 

 

   
   

example, the returned parameters are (b3)? _ _ a . ”
grant fragments (for example, as r<c.respor::e type— ID— 1234-1234-1234-l234 >
defined in the rights language) that 23:: />
match the principal and the resource in <Iran-megs
the original request. Certain
conditions can also be resolved in the

license interpreter and the result could
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Step in Workflow , Soap Message. Elements Of the license protocol are prefixed
' with “lic:” ' ' -

be “simpler conditions” that are easier <x:traekReport> '
<xzserviceReference>

<x:uddi>E234s-asdfa-...’ </x:uddi>
<x:details>

  
 
 
 

 

 

 
 

 

 to validate by the requester.

 The result in this eXample indicates
that the access right has been granted

—with no conditions‘or obligations,

    

 
 

 
 

 
 

 
 

. </x:delails$

and 111: “Em ‘0 'Z‘eigte 1‘33]? been .~ </x:serviceReferenee>
grantei1 ut wt. :‘ tohj $3.12? 0 _ dxztrackRePOYt>
track te cxermsc 0 5 ng as </x:grant>
specified by the <xztrackReport>
element (for example, defined in the

rights language XrML) 
 

  ~</lic :response>  
  
  

<fbody>
</envelo . e>

  

[0148] In an exemplary embodiment, the state tracking protocol can include any suitable protocol, public, private,
proprietary, standardized, the exemplary protocols as described herein, and the like, that can be used to retrieve,
transfer, and the like, information, such as the state information 115, and the like, to and from a service, such as the

State Tracking Service 111, and the like. Accordingly, the state tracking protocol can be used for retrieving a count of

how many times a service, such as the service 119, and the like, has been exercised, for sending the exercise count,
for storing an exercise count, and the like.
[0149] In addition, the exchange of certain types of information, such as payment information, time information, and
the like, may already be standardized in a protocol by other industries, in which case, according to a further exemplary
embodiment, such a standardized protocol can be included in the state tracking protocol. Further, according to a still

further exemplary embodiment, a protocol may employed that can depend on the specialization, implementation, and
the like, of the State Tracking Service 111. For example, if the State Tracking Service includes a database, then the
retrieval and storage of information can be performed via a database query mechanism, and the like.
[0150] Exemplary use scenarios, business applications, and the like, that can be supported by the exemplary em-
bodiments of the Networked Services Licensing System 100 of FIG. 1, as will now be described.
[0151] Fle. 19 illustrates an exemplary workflow forspecifying a license that can be used in the Networked Services

Licensing System 100 of FIG. 1. In this example, a service, such as a Web—based License Generation and Interpretation

Service 1907 based on, for example, the License Generation 105 and Interpretation 109 Services of the exemplary
embodiments, and the like, can allow for the specification of rights, the interpretation of rights, and the like, for generating
a license, such as the license 127 and/or the distribution license 305, and the like. According to an exemplary embod-
iment, the License Generation and Interpretation Service 1907, for example, can be employed as a building block for
systems, such as a Rights Clearing Service, a Digital Asset ManagementSystem, a Digital Rights Management System,
and the like.

[0152] The License Generation and Interpretation Service 1907, in an exemplary embodiment, can include, for ex-
ample, providing a user interface, such as a Graphical User Interface (GUI), and the like, converting user input into a
rights expression, such as a license, based on a rights language, such as XrML, and the like. The License Generation
and Interpretation Service 1907, according to a further exemplary embodiment, for example, can also provide one or
more user interfaces, each specializing in a particular format, industry, and the like. For example, the License Gener—

ation and Interpretation Service 1907 can provide a user interface for video formats, another user interface for music

formats, astill furtheruser interface for electronic books, and the like. Advantageously, providing user interfaces tailored
to the specific details and/or intricacies of a particular audience, for example, can be a value-added feature, and the
like, of the License Generation and Interpretation Service 1907.
[0153] Accordingly to an exemplary embodiment, the License Generation and Interpretation Service 1907, for ex-
ample, can include accepting rights queries, processing the rights queries against corresponding rights expressions,
and the like. For example, an exemplary rights query can be of the form "Does John M., who is an employee of Company

N, have the right to purchase up to $1000 worth of supplies from Supplier P?," and the like. The output from such a
query, for example, can include an assertion about what rights are available, what conditions are attached to such
rights, and the like. The License Generation and Interpretation Service 1907 can add further value, for example, by
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providing one or more user interfaces that facilitate user input for a particular type of rights query, and the like.

[0154] Advantageously, employing the same entity for providing both rights specification, and rights interpretation
functions, for example, allows for an increase in consistency, accuracy, and the like, in interpreting the rights. In other
words, a system that creates the rights specification typically is better equipped to apply the same rules when inter-
preting such rights. In an exemplary embodiment, the rights expression, the rights expression definitions, the rights
expression interpretations, and the like, can be based on any suitable standard, including industry standards, and the
like.

[0155] Accordingly, in an exemplary embodiment, a user 1919, an author, for example, wishes to specify the rights
associated with some type content in relation to a contract with a publisher. An authoring application 1909 that the user
1919 employs does not provide a way to specify rights metadata for the content, but can call a Web service, such as
the License Generation and Interpretation Service 1907 that provides such a function.
[0156] Accordingly, at step 1901, for example, the authoring application connects to License Generation and Inter—
pretation Service 1907 that provides rights specification, interpretation, and the like. For example, the License Gener—

ation and Interpretation Service 1907 can specialize in certain industries and provide a user interface with terminology,
contract templates, and the like, that can be used and understood in that particular industry, trade, and the like. The
user 1919 interacts with the License Generation and Interpretation Service 1907, and, at step 1903, for example, the
License Generation and Interpretation Service 1907 converts the information the user 1919 provides into a rights
expression, for example, an unsigned license, based on XrML, and the like. The unsigned license is then returned,

conveyed, transmitted, and the like, to the user 1919, and the user 1919 can digitally sign the license.
[0157] At step 1905, for example, the user 1919 can send the signed license, for example, together with the asso-
ciated content, to a Digital Asset Management System 1913 of the publisher, and, for example, including a license
store 1915, such as a database and the like. The content can now be managed by the Digital Asset Management
System 1913, for example, within a domain, and the like, of the publisher.
[0158] FIG. 20 illustrates an exemplary workflow for interpreting a license that can be used in the Networked Services

Licensing System 100 of FIG. 1. For example, in FIG. 20, during a production workflow for a publication, Bob, a rights

specialist, wishes to query the rights of a particular asset of the Digital Asset Management System 1 913. In this example,
the rights of the asset are encapsulated, for example, by an XrML license. The Digital Asset Management System
1913, for example, not having a capability to interpret licenses, for example, by design, because a Web service can
provide more specialized capabilities, and the like, accesses the License Generation and Interpretation Service 1907,
which provides, for example, an intuitive user interface, such as a GUI, and the like. Advantageously, the License
Generation and Interpretation Service 1907 can specialize in interpretation of certain types contracts, licenses, and

the like, and allow the operation of the user interface to query the rights that can be employed for a particular publication.
In an exemplary embodiment, the License Generation and Interpretation Service 1907 can include, for example, an
indexed database where licenses are stored, organized, and the like.
[0159] Accordingly, at step 2001, for example, Bob sends a query along with the XrML license, for example, through
the Digital Asset Management System 1913, to the License Generation and Interpretation Service 1907. Then, at step

2003, for example, the License Generation and Interpretation Service 1907 interprets the rights Included in the license

based on the query request, and returns the result of the query to Bob.

Exemplary Workflow for Accessing the License Issuing and Interpretation Service 1907

[0160] Although the exemplary rights processing workflow described above can be a function provided by a Web
service, such as the License Generation and Interpretation Service 1907, the workflow does not describe the process

forcalling. accessing, and the like, the License Generation and Interpretation Service 1907. For example, in an exem-
plary embodiment, the XrML license is not used for accessing the License Generation and Interpretation Service 1907.
Accordingly, the rights processing functions can be generic functions provided by a Web service, such as the License
Generation and Interpretation Service 1907, and the like, and, for example, can be described with any suitable stand—
ards—based language for describing Web services, such as WSDL, and the like.

[0161] In many business scenarios, however, it can become advantageous to manage access to a service, such as

the License Generation and Interpretation Service 1907, and the like. For example, a user 2005, the owner of the Web-
based License Issuing and Interpretation Service 1907 has been providing the service to anyone that can discover his
offering, can use the service, and the like. However, the License Generation and Interpretation Service 1907 of the
user 2005 has become quite successful, and the user 2005 now wishes to commercialize the License Issuing and
Interpretation Service 1907. According to an exemplary embodiment, the user 2005 can add an e-commerce capability
to the License Issuing and Interpretation Service 1907.

[0162] Accordingly, the user 2005, for example, could add an e-commerce package to the License Issuing and In-
terpretation Service 1907, which can entail the creation of various mechanisms, such as acustomer account processing
mechanism, a financial transaction processing mechanism, a login and password processing mechanism, and the like.
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However, such a service can create barriers for the service and its customers. For example, the login process, the

handling forgotten passwords, the processing of payments, the determining of how much to charge, the determining
of what methods to employ, and the like, could become cumbersome.
[0163] Therefore, according to a further exemplary embodiment, the user 2005 can configure the License Issuing
and Interpretation Service 1907, for example, such that access is granted based on a presentation of a license, for
example, manually, automatically, and the like. Conceptually, such a system can include, for example, submitting a

license during the initial communication protocol with the License Issuing and Interpretation Service 1907. In an ex-
emplary embodiment, a client of the License Issuing and Interpretation Service 1907 and the License Issuing and
Interpretation Service 1907 can follow any suitable license protocol, such as the exemplary license protocol described
herein. In this exemplary embodiment, a license, such as an XrML license, and the like, can be presented, for example,
when an application communicates with the License Issuing and Interpretation Service 1907. If the license validates,
the services of the License Issuing and Interpretation Service 1907 can be rendered.
[0164] In the examples of FIGs. 19 and 20, the authoring application can be configured to include the capability to

present a license, for example, when the application requests services from License Issuing and Interpretation Service
1907. FIG. 21 illustrates an exemplary workflow for controlling consumption of a service that can be used in the Net-
worked Services Licensing System 100 of FIG. 1. In FIG. 21, at step 2101, for example, authoring application 1909 of
the user 1919 communicates with the License Issuing and Interpretation Service 1907 and requests service. At step
2103, for example; during the initial protocol, a license is presented in order to access the services of the License

Issuing and Interpretation Service 1907. Then, at step 2105, for example, upon acceptance of the license, the License
Issuing and Interpretation Service 1907 can render its services.
[0165] The user 2005 now ponders the question of who would issue the licenses that are used to access the License
Issuing and Interpretation Service 1907. According to an exemplary embodiment, the user 2005 can configure the
License Issuing and Interpretation Service 1907 to manage the issuing of the licenses. However, this can become quite
taxing to the system and himself.

[0166] In addition, the user 2005 would have develop and maintain an e-commerce site and a database for his

customers. However, the user 2005 figures that managing a customer database is not something that will add value
to the License Issuing and Interpretation Service 1907, and does not see the economic potential of maintaining and/
or data-mining the customer database.
[0167] Accordingly, the user 2005 would rather keep the License Issuing and Interpretation Service 1907 simple,
allowing the user 2005 to focus on the basic capabilities and functionality of the service. Therefore, according to a
further exemplary embodiment, the user 2005 can configure the License Issuing and Interpretation Service 1907 to

employ licenses, for example, that can be issued by a trusted third party, bundled with the authoring application 1909,
and the like.

[0168] FIG. 22 illustrates an exemplary workflow for issuing licenses by a third partythatcan be used in the Networked
Services Licensing System 100 of FIG. 1. For example, in an exemplary embodiment, the user 2005 can issue licenses
to business partners of the user 2005, for example, granting the right to issue licenses for access to License Issuing

and Interpretation Service 1907, such as the distribution license 305, and the like. The business partners of the user
2005 then can issue the distribution licenses to end-users, such as the user 1919.

[0169] For example, the business partners the user 2005 can include companies, for example, such as Company
ABC 2207 that creates and sells the authoring applications 1909, such as word processors, image creation software,
and the like. At step 2201, for example, the user 2005 can make a business deal with the Company ABC 2207, for
example, based on granting the Company ABC 2207 the right to issue licenses for access to the License Issuing and
Interpretation Service 1907, and the like, at step 2203. Then, at step 2205, for example, the licenses for accessing the

License Issuing and Interpretation Service 1907 can be issued on-demand, bundled with the authoring applications
1909, and the like, by the Company ABC 2207. Advantageously, in this exemplary embodiment, the user 2005 can
bundle access to the License Issuing and Interpretation Service 1 907 with athird party application, such as the authoring
applications 1909, and the like.
[0170] In an exemplary embodiment, the user 2005 and/or the Company ABC can use a third party service, such

the License Generation and Issuing Service 105, and the like, to generate the licenses of the exemplary embodiments.

In addition, signature keys can to be obtained to sign the licenses, for example, through security services, such as the
Trust Authority Service 113, and the like.
[0171] According to the exemplary embodiments, the user 2005 can commercialize the Web-based License Issuing
and Interpretation Service 1907, advantageously, without adding the resources employed to run and manage an e-
commerce system. The user 2005 can determine the conditions for access to the License Issuing and Interpretation
Service 1907, for example, by employing the licenses of the exemplary embodiments, such as XrML licenses, and the

like. Advantageously, according to the exemplary embodiments, the user 2005 does not have to deal, for example,
with managing of the customer base, and the like. The improved License Issuing and Interpretation Service 1907, for
example, can entail some improvement to the Web services software, such as the capability to process licenses, but
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the such changes can be negligible in comparison with the deployment of a full—fledge e—commerce setup.

[0172] According to exemplary embodiments, the user 2005 can employ various compensation methods that, ad-
vantageously, can be described in a rights language, such as XrML, and the like. For example, according to an exem-
plary embodiment, a non-tracked, not encoded in a license, out of band, and the like, compensation method can be
employed. In this exemplary compensation method, the user 2005 can arrange a flat-fee, per-use, and the like, deal,
whereby the user 2005 can issue a distribution license, for example, granting the Company ABC 2207 an unlimited

right to issues licenses for accessing the License Issuing and Interpretation Service 1907. The Company ABC 2207
can compensate the user 2005, for example, based on the number of licenses for accessing the License Issuing and
Interpretation Service 1907 the Company ABC 2207 bundles with its software, such as the authoring applications 1909,
based on a one-time payment, and the like. In this embodiment, the user 2005 would have to trust the data that the
Company ABC 2207 collects, for example, with respect to software sales, and the like.
[0173] According to an exemplary embodiment, a tracked, encoded in a license, per distributor use, and the like,
compensation method can be employed. In this exemplary compensation method, the user 2005 can employ, for ex—

ample, compensation rules, and the like, that can be encoded in the distribution license the user 2005 issues to the
Company ABC 2207. For example, the distribution license can be configured to specify that every time the right to
issue a license for accessing the License Issuing and Interpretation Service 1907 is exercised by the Company ABC
2207, conditions may have to be met, such as the making of a payment of a certain amount to an account of the user
2005, that each use of the distribution license is tracked and settled through other means, and the like. Advantageously,

with this exemplary embodiment, accurate, trustworthy, and the like, sales information can be made possible, because
accurate tracking can be enabled.
[0174] According to an exemplary embodiment, a tracked, encoded in a license, per end-user use, and the like,
compensation method can be employed. In this exemplary compensation method, the distribution license that the user
2005 issues to the Company ABC 2207 can also specify, for example, that when an end—user license is issued, for
example, by the Company ABC 2207, certain rights, conditions, and the like, may have to be specified in the end—user

licenses that the Company ABC 2207 issues. For example, the user 2005 can specify in the distribution license that

the end-user usage of the licenses issued by the Company ABC 2207 for accessing the License Issuing and Interpre-
tation Service 1907 be tracked, and the like. Accordingly, when the License Issuing and Interpretation Service 1907
of the user 2005 receives, processes, and the like, a license from the user 1 919, the license can specify the parameters
to track the usage of the license. Advantageously, with this exemplary embodiment, at the end of an accounting period,
such data can be gathered, processed, and the like, for payment.
[0175] In an exemplary embodiment, the Company ABC 2207 may realize that by bundling additional services, the

Company ABC 2207 can increase its competitive advantage in the marketplace. In this exemplary embodiment, for
example, the Company ABC 2207 can reach out to other companies, Web services, and the like, such as document
translator services, multilingual spell checker services, editorial tool services, and the like. Then, the Company ABC
2207 can make business deals with such other companies and include licenses that can be used to access such
additional services. Advantageously, with this exemplary embodiment, the Company ABC can aggregate several serv—

ices to bundle with its products:

[0176] In an exemplary embodiment, each license, such as an XrML license, and the like, can be used to express
individual rights, conditions, and the like, for each the aggregated services. For example, the license for Web service
B can be expressed with a right for an unlimited use, the license for Web service C can be expressed with a condition
for a maximum count of 10 uses, and the like. Advantageously, with this exemplary embodiment, employing licenses
that can determine the rules for access and use of a service can facilitate service aggregation.
[0177] According to an exemplary embodiment, the user 2005 can issue distribution licenses to his business partners,

and, in turn, his business partners can issue licenses to the end-users for accessing the License Issuing and Interpre-
tation Service 1907. This exemplary embodiment illustrates a single tier distribution model, wherein the business part-
ners of the user 2005 can be the distributors for access to the services of the user 2005.

[0178] FIG. 23 illustrates an exemplary workflow for syndication of a service that can be used in the Networked
Services Licensing System 100 of FIG. 1. According to a further exemplary embodiment, however, the user 2005 can

focus on the technical details of the Web-based License Issuing and Interpretation Service 1907, and, for example,

outsource business dealings, and the like, with companies, such as the Company ABC 2207, and the like. In this
exemplary embodiment, in essence a syndication model, the user 2005 can grant a syndication agent, such as a
Syndication Company 2311, a syndication license that grants the Syndication Company 2311 the right to issue distri-
bution licenses that grant the ABC Company 2207 the right to issue licenses for accessing the License Issuing and
Interpretation Service 1907.
[0179] The Networked Services Licensing System 100, for example, as described with respect to FIGs. 1-23, can

store information relating to various processes described herein. This information can be stored in one or more mem-
ories, such as a hard disk, optical disk, magneto-optical disk, RAM, and the like, of the devices and sub-systems of
Networked Services Licensing System 100. One or more databases of the devices and subsystems of the Networked
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Services Licensing System 100 of FIG. 1 can store the information used to implement the exemplary embodiments.

The databases can be organized using data structures, for example, records, tables, arrays, fields, graphs, trees, lists,
and the like, included in one or more memories, such as the memories listed above, and the like.

[0180] All or a portion of the Networked Services Licensing System 100, for example, as described with respect to
FIGs. 1-23, can be conveniently implemented using one or more general-purpose computer systems, microprocessors,
digital signal processors, micro-controllers, and the like, programmed according to the teachings of the exemplary

embodiments. Appropriate software can be readily prepared by programmers of ordinary skill based on the teachings
of the exemplary embodiments. In addition, the Networked Services Licensing System 100 can be implemented by
the preparation of application-specific integrated circuits or by interconnecting an appropriate network of conventional
component circuits.
[0181] Although the present invention is described in terms of exemplary workflows, other workflows are possible,
as will be appreciated by those skilled in the relevant art(s). For example, during services initiation, typically a license
is presented at the time of service request. However, it is possible that the license be presented at another time, cached,

and the like, so that further service request do not entail the submission of a license. A license could be "pre-presented"
and retained by the Web service, the client, and the like. The license could, after being pre-presented, be "pre-validat-
ed." In such a case, when a request for accessing services is made it would be determined if the request is from an
authorized requestor, and the license would be interpreted.
[0182] Although the exemplary workflows are described as functional steps associated with the exemplary devices

of the Networked Services Licensing System 100, one or more of the functional steps of the exemplary workflows can
be performed by any suitable device or devices, such as one or more general-purpose computer systems, microproc-
essors, digital signal processors, micro-controllers, and the like, programmed according to the teachings of the exem-
plary embodiments, as will be appreciated by those skilled in the relevant art(s).
[0183] Although the present invention is described in terms of Web services, the present invention is applicable to
other services, such as any suitable distributed network service, and the like, as will be appreciated by those skilled

in the relevant art(s).

[0184] Although the present invention is described in terms of a Web services model, the present invention is appli-
cable to other models, such as a syndication model that is replicated for services, and the like, as will be appreciated
by those skilled in the relevant art(s). For example, in an exemplary embodiment, a third party collects services from
service providers and makes them available singly or in combination to users as a third party service.
[0185] In such an example, the Web Services Provider 101 may not or, cannot provide the syndication function, but
they can set some of the conditions, rights, and the like, for the services. This exemplary embodiment, thus, enables

the third party service provider to provide, for example, access and tracking services to a user of the third party service
on behalf of the owners of the services. Advantageously, the services market, especially for component services, can
be greatly enabled, accelerated, and the like, with this exemplary embodiment. By contrast, conditional access typically
cannot handle such examples well and/or may be impractical.
[0186] Although the present invention is described in terms of an "on—line" mode of operation, the present invention

is applicable to other modes of operation, such as "offline" modes, and the like, as will be appreciated by those skilled

in the relevant art(s). For example, a hard drive on a personal computer (PC) can include license generating software,
a license, and license interpretation software. The communications protocol of the exemplary embodiments, in this
example, can be employed for communications within the hard drive.
[0187] Advantageously, the Web Services Client 103 can present a validated license and obtain access to a Web
service without having to be on-Iine at the time the service is obtained. For example, the service could reside on the
PC hard drive, such as where the service includes the execution of a computer program, or could be obtained from or

through another device, such as a server or CD or other storage medium.
[0188] To the extent an on-line transaction is employed for some reason, such as for making a financial payment,
the on-line session can be conducted at a time other than at the time the request for the use of the service is made.
In the case of a financial transaction, the transaction can be made off—line using a digital storage device, such as a
pre—paid "smart card" and the like. In addition, any suitable information to be exchanged can be exchanged using a

physical storage device instead of an on-Iine communication. For example, a license can be presented by inserting a
smart card into the PC.

[0189] While the present invention have been described in connection with a number of exemplary embodiments
and implementations, the present invention is not so limited, but rather covers various modifications, equivalent ar-
rangements, and the like, which fall within the purview of the appended claims.
[0190] THE FOLLOWING IS A LIST OF FURTHER PREFERRED EMBODIMENTS OF THE INVENTION:

Embodiment 1. A method for controlling consumption of a distributed network service (119) in accordance with
rights expression information (127) associated with said distributed network service (1 1 9) and specifying a manner
of use of said distributed network service (119), said method comprising:
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determining said rights expression information (127) associated with said distributed network service (119),

said rights expression information (127) indicating a manner of use of said distributed network service (119);
and

controlling consumption of said distributed network service (119) based on said rights expression information
(127).

Embodiment 2. The method as recited in embodiment 1, further comprising:

transmitting said rights expression information (127) from a client (103) to a provider (101) of said distributed
network service (119).

Embodiment 3. The method as recited in any one of embodiments 1 to 2, further comprising:

receiving said rights expression information (127) at said client (103) from a rights expression information
issuing service (105).

Embodiment 4. The method as recited in any one of embodiments 1 to 3, further comprising:

receiving a right to issue (305) said rights expression information (127) at said rights expression information
issuing service (105) from a business network (107) associated with said rights expression information issuing
service (105).

Embodiment 5. The method as recited in any one of embodiments 1 to 4, further comprising:

interpreting said rights expression information (127) transmitted from said client (103) to said provider (101)
at a rights expression information interpretation service (109) to determine if said provider (101) has allowed
access to said distributed network service (119).

Embodiment 6. The method as recited in any one of embodiments 1 to 5, further comprising:

interpreting said rights expression information (127) transmitted from said client (103) to said provider (101)
based on state data (115) associated with said rights expression information (127) and received from a state
tracking service (111).

Embodiment 7. The method as recited in any one of embodiments 1 to 6, further comprising:

receiving at least a portion of said state data (115) at said state tracking service (111) from said provider (101).

Embodiment 8. The method as recited in any one of embodiments 1 to 7, further comprising:

configuring said rights expression information issuing service (105), said rights expression information inter-
pretation service (109), and said state tracking service (111) as a middle layer provided between a trust au-

thority service (113) and said service provider (101) and said client (103), wherein said trust authority service
(113) manages trust relationships between said rights expression information issuing service (105), said rights
expression information interpretation service (109), and said state tracking service (111).

Embodiment 9. The method as recited in any one of embodiments 1 to 7, further comprising:

configuring said rights expression information issuing service (105), said rights expression information inter-
pretation service (109), and said state tracking service (111) as specialized services provided by a specialized
service provider provided between a trust authority service (113) and said service provider (101) and said
client (103), wherein said trust authority service (113) manages trust relationships between said rights expres-
sion information issuing service (1 05), said rights expression information interpretation service (109), and said
state tracking service (111).

Embodiment 10. The method as recited in embodiment 9, wherein said trust authority service (113) attests to
information included in a trust certificate (117) associated with said rights expression information (127).
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Embodiment 11. The method as recited in embodiment 1, further comprising:

expressing said rights expression information (127) using a rights expression language.

5 Embodiment 12. The method as recited in embodiment 1, wherein said rights expression language includes a
grammar-based rights expression language.

Embodiment 13. The method as recited in embodiment 12, wherein said grammar-based rights expression lan-
guage includes extensible rights Markup Language (XrML).

10

Embodiment 14. The method as recited in embodiment 1, wherein said step of controlling access. comprises:
authorizing access to said distributed network service (119) based on said rights expression information (127).

Embodiment 15. The method as recited in embodiment 1, further comprising:15

specifying in said rights expression information (127) identification information for said distributed network
service (119).

Embodiment 16. The method as recited in embodiment 1, further comprising:
20

specifying in said rights expression information (127) identification information for a service that is associated
with said distributed network service (119).

Embodiment 17. A computer system for controlling consumption of a distributed network service (119) in accord—

25 ance with rights expression information (127) associated with said distributed network service (119) and specifying

a manner of use of said distributed network service (119), said system comprising:

a distributed network services provider (101) configured to provide said distributed network service (119);

30 a client (103) of said provider (101) configured to consume said distributed network service (119); a license
issuing server (105) configured to determine said rights expression information (127) associated with said

distributed network service (119), said rights expression information (127) indicating a manner of use of said
distributed network service (119); and

35 a license interpretation server (1 09) configured to control consumption of said distributed network service (11 9)
based on said rights expression information (127).

Embodiment 18. A computer-readable medium carrying one or more sequences of one or more instructions for
controlling consumption of a distributed network service (119) in accordance with rights expression information

40 (127) associated with said distributed network service (119) and specifying a manner of use of said distributed
network service (119), the one or more sequences of one or more instructions including instructions which, when
executed by one or more processors, cause the one or more processors to perform the following steps:

determining said rights expression information (127) associated with said distributed network service (119),
45 said rights expression information (127) indicating a manner of use of said distributed network service 119);

and
A

controlling consumption of said distributed network service (119) based on said rights expression information

(127).50

Embodiment 19. A system for controlling consumption of a distributed network service (119) in accordance with
rights expression information (127) associated with said distributed network service (1 1 9) and specifying a manner
of use of said distributed network service (119), said system comprising:

55 means (1 05) for determining said rights expression information (127) associated with said distributed network

service (119), said rights expression information (127) indicating a manner of use of said distributed network
service (119); and
means (109) for controlling consumption of said distributed network service (119) based on said rights expres-
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sion information (127).

Embodiment 20. A method for controlling consumption of a networked service (119) in accordance with rights
expression information (127) associated with said networked service (119) and specifying a manner of use of said
networked service (119), said method comprising:

determining said rights expression information (127) associated with said networked service (119), said rights
expression information (127) indicating a manner of use of said networked service (119);

controlling consumption of said networked service (119) based on said rights expression information (127);
transmitting said rights expression information (127) from a client (103) to a provider (101) of said networked
service (119);

receiving said rights expression information (127) at said client (103) from a rights expression information
issuing server (105); and

interpreting said rights expression information (127) transmitted from said client (103) to said provider (101)
at a rights expression information interpretation server (109) to determine if said provider (101) has allowed

access to said networked service (119), and based on state data (115) associated with said rights expression
information (I 27) and received from a state tracking server (111),

wherein said rights expression information issuing server (105), said rights expression information interpretation
server (109), and said state tracking server (111 ) are configured as a middle layer provided between a trust au—
thority server (113) and said service provider (101) and said client (103), and

said trust authority server (113) manages trust relationships between said rights expression information issuing

server (105), said rights expression information interpretation server (109), and said state tracking server (111 ).

Embodiment 21. A computer system for controlling consumption of a networked service (119) in accordance with
rights expression information (127) associated with said networked service (119) and specifying a manner of use
of said networked service (119), said system comprising:

a rights expression information issuing server (1 05) configured to determine said rights expression information
(127) associated with said networked service (119), said rights expression information (127) indicating a man-
ner of use of said networked service (119); and

a rights expression information interpretation server (109) configured to control consumption ofsaid networked

service (119) based on said rights expression information (127),

wherein said rights expression information (127) is transmitted from a client (103) to a provider (101) of said net-
worked service (119),
said rights expression information (127) is received at said client (103) from said rights expression information
issuing server (105), said rights expression information (127) transmitted from said client (103) to said provider
(101) is interpreted at said rights expression information interpretation server (109) to determine if said provider

(101) has allowed access to said networked service (119), and based on state data (115) associated with said
rights expression information (127) and received from a state tracking server (111),
said rights expression information issuing server (105), said rights expression information interpretation server
(109), and said state tracking server (111) are configured as a middle layer provided between a trust authority
server (113) and said service provider (101) and said client (103), and

said trust authority server (113) manages trust relationships between said rights expression information issuing

server (105), said rights expression information interpretation server (109), and said state tracking server (111).

Embodiment 22. A computer-readable medium carrying one or more sequences of one or more instructions for
controlling consumption of a networked service (119) in accordance with rights expression information (127) as-
sociated with said networked service (119) and specifying a manner of use of said networked service (119), the
one or more sequences of one or more instructions including instructions which, when executed by one or more

processors, cause the one or more processors to perform the following steps: ,

determining said rights expression information (127) associated with said networked service (119), said rights
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expression information (127) indicating a manner of use of said networked service (119); controlling consump—

tion of said networked service (119) based on said rights expression information (127);

transmitting said rights expression information (127) from a client (103) to a provider (101) of said networked
service (119); receiving said rights expression information (127) at said client (103) from a rights expression
information issuing server (105); and

interpreting said rights expression information (127) transmitted from said client (103) to said provider (101)
at a rights expression information interpretation server (109) to determine if said provider (101) has allowed
access to said networked service (119), and based on state data (115) associated with said rights expression
information (127) and received from a state tracking server (111),

wherein said rights expression information issuing server (105), said rights expression information interpretation

server (1 09), and said state tracking server (11 1) are configured as a middle layer provided between a trust authority
server (113) and said service provider (101) and said client (103), and
said trust authority server (113) manages trust relationships between said rights expression information issuing
server (105), said rights expression information interpretation server (109), and said state tracking server (111).

Embodiment 23. A system for controlling consumption of a networked service (119) in accordance with rights
expression information (127) associated with said networked service (119) and specifying a manner of use of said
networked service (119), said system comprising:

means (105) for determining said rights expression information (127) associated with said networked service
(119), said rights expression information (127) indicating a manner of use of said networked service (119);

means (109) for controlling consumption of said networked service (119) based on said rights expression
information (127); and

means (103) for transmitting said rights expression information (127) to a means (101) for providing said
networked service (119), and for receiving said rights expression information (127) from said means (105),

wherein said means (109) interprets said rights expression information (127) transmitted from said means (103)
to said means (1 O1) to determine if said means (101) has allowed access to said networked service (119), based
on state data (115) associated with said rights expression information (127) and received from a means (111) for
state tracking,
said means (105), said means (109), and said means (111) are configured as a middle layer provided between a

means (113) for providing trust authority and said service provider (101) and said client (103), and

said means (113) manages trust relationships between said means (105), said means (109), and said means (111).

Claims

A computer-implemented method for exercising rights based on determining trust in an issuance of a rights ex-

pression, the method comprising:

issuing rights expressions by a chain of servers, forming a chain of rights expressions issued from server to
server and finally from the last server to a client, such that each of the rights expressions except the last
includes a specification of rights for the next server to issue the rights in the next rights expression;

determining whether or not each of the servers has a right to issue the respective rights expression;

exercising by the client the rights expressed in the last rights expression as being trusted, if it is determined
that each of the servers had a right to issue the respective rights expression; and
not exercising by the client the rights expressed in the last rights expression as not being trusted, if it is de-
termined that at least one of the servers did not have the right to issue the respective rights expression.

2. The method of claim 1, wherein some of the rights expressions include specifications of rights to use content.

3. The method of claim 1, wherein the determination on whether or not each of the servers in the chain has a right
to issue the respective rights expression is done through one or more determining servers for at least one of the
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servers in the chain.

The method of claim 3, wherein some of the determining servers are the servers in the chain.

The method of claim 3, wherein some of the determining servers are not the servers in the chain.

The method of claim 1, wherein the determination on whether or not each of the servers in the chain has a right
to issue the respective rights expression involves verification of signatures up the chain until a signature is recog-
nized.

A system for exercising rights based on determining trust in an issuance of a rights expression, the system com—
prising:

a client;

a chain of servers configured to issue rights expressions, forming a chain of rights expressions issued from
server to server and finally from the last server to the client, such that each of the rights expressions except
the last includes a specification of rights for the next server to issue the rights in the next rights expression; and
means for determining whether or not each of the servers has a right to issue the respective rights expression,

wherein the client is configured to exercise the rights expressed in the last rights expression as being trusted,
if each of the servers had a right to issue the respective rights expression, and not exercise the rights expressed
in the last rights expression as not being trusted, if at least one of the servers did not have the right to issue the
respective rights expression.

The system of claim 7, wherein some of the rights expressions include specifications of rights to use content.

The system of claim 7, wherein the determining means includes one or more determining servers for at least one
of the servers in the chain.

The system of claim 9, wherein some of the determining servers are the servers in the chain.

The system of claim 9, wherein some of the determining servers are not the servers in the chain.

The system of claim 7, wherein the determining means includes means for verifying signatures up the chain until
a signature is recognized.
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TITLE

PERSONALIZED DIGITAL MEDIA ACCESS SYSTEM (PDMAS)

CROSS-REFERENCE TO RELATED APPLICATION

[0001] This application is a continuation of, and claims the priority benefit of, US patent

application Serial Number 12/728,218 filed March 21, 2010.

BACKGROUND OF THE INVENTION

[0002] 1. Field of the Invention

[0003] The present invention relates to the field of digital rights management schemes used

by creators of electronic products to protect commercial intellectual property copyrights privy

to illegal copying using computerized devices. More specifically, the present invention

teaches a more personal system of digital rights management which employs electronic ID, as

part of a web service membership, to manage access rights across a plurality of devices.

[0004] 2. Description of the Prior Art

[0005] Digital rights management (DRM) is a generic term for access control technologies

used by hardware manufacturers, publishers, copyright holders and individuals to impose

limitations on the usage of digital content across devices. DRM refers to any technology that

inhibits undesirable or illegal uses of the digital content. The term generally doesn‘t refer to

forms of copy protection that can be circumvented without modifying the file or device, such

as serial numbers or key files. It can also refer to restrictions associated with specific

instances of digital works or devices.

[0006] Traditional DRM schemes are defined as authentication components added to digital

files that have been encrypted from public access. Encryption schemes are not DRM methods

but DRM systems are implemented to use an additional layer of authentication in which
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permission is granted for access to the cipher key required to decrypt files for access. A

computer server is established to host decryption keys and to accept authentication keys from

Internet connected client computers running client software in which handles the encrypted

files. The server can administer different authorization keys back to the client computer that

can grant different sets of rules and a time frame granted before the client is required to

connect with the server to reauthorize access permissions. In some cases content can

terminate access after a set amount of time, or the process can break if the provider of the

DRM server ever ceases to offer services.

[0007] In the present scenario, consumer entertainment industries are in the transition of

delivering products on physical media such as CD and DVD to Internet delivered systems.

The Compact Disc, introduced to the public in 1982, was initially designed as a proprietary

system offering strict media to player compatibility. As the popularity of home computers

and CD-ROM drives rose, so did the availability of CD ripping applications to make local

copies of music to be enjoyed without the use of the disc. After a while, users found ways to

share digital versions of music in the form of MP3 files that could be easily shared with

family and friends over the Internet. The DVD format introduced in 1997 included a new

apparatus for optical discs technology with embedded copy protection schemes also

recognized as an early form of DRM. With internet delivered music and video files, DRM

schemes has been developed to lock acquired media to specific machines and most times

limiting playback rights to a single machine or among a limited number of multiple machines

regardless of the model number. This was achieved by writing the machine device ID to the

metadata of the media file, then cross referencing with a trusted clearinghouse according to

pre-set rules. DRM systems employed by DVD and CD technologies consisted of scrambling

(also known as encryption) disc sectors in a pattern to which hardware developed to

unscramble (also known as decryption) the disc sectors are required for playback. DRM
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systems built into operating systems such as Microsoft Windows Vista block viewing of

media when an unsigned software application is running to prevent unauthorized copying of a

media asset during playback. DRM used in computer games such as SecuROM and Steam

are used to limit the amount of times a user can install a game on a machine. DRM schemes

for e-books include embedding credit card information and other personal information inside

the metadata area of a delivered file format and restricting the compatibility of the file with a

limited number of reader devices and computer applications.

[0008] In a typical DRM system, a product is encrypted using Symmetric block ciphers such

as DES and ABS to provide high levels of security. Ciphers known as asymmetric or public

key/private key systems are used to manage access to encrypted products. In asymmetric

systems the key used to encrypt a product is not the same as that used to decrypt it. If a

product has been encrypted using one key of a pair it cannot be decrypted even by someone

else who has that key. Only the matching key of the pair can be used for decryption. After

receiving an authorization token from a first-use action are usually triggers to decrypt block

ciphers in most DRM systems. User rights and restrictions are established during this first-

use action with the corresponding hosting device of a DRM protected product.

[0009] Examples of such prior DRM art include Hurtado (U.S. Pat. No. 6,611,812) who

described a digital rights management system, where upon request to access digital content,

encryption and decryption keys are exchanged and managed via an authenticity clearing

house. Other examples include Alve (U.S. Pat. No. 7,568,111) who teaches a DRM and

Tuoriniemi (U.S. Pat. No. 20090164776) who described a management scheme to control

access to electronic content by recording use across a plurality of trustworthy devices that has

been granted permission to work within the scheme.

EWS-002091



EWS-002092

[00010] Recently, DRM schemes have proven unpopular with consumers and rights

organizations that oppose the complications with compatibility across machines

manufactured by different companies. Reasons given to DRM opposition range from limited

device playback restrictions to the loss of fair—use which defines the freedom to share media

products will family members.

[00011] Prior art DRM methods rely on content providers to maintain computer

servers to receive and send session authorization keys to client computers with an Internet

connection. Usually rights are given from the server for an amount of time or amount of

access actions before a requirement to reconnect with the server is required for

reauthorization. At times, content providers will discontinue servers or even go out of

business some years after DRM encrypted content was sold to consumers causing the ability

to access files to terminate.

[00012] In the light of the foregoing discussion, the current states of DRM measures

are not satisfactory because unavoidable issues can arise such as hardware failure or property

theft that could lead to a paying customer loosing the right to recover purchased products.

The current metadata writable DRM measures do not offer a way to provide unlimited

interoperability between different machines. Therefore, a solution is needed to give

consumers the unlimited interoperability between devices and "fair use" sharing partners for

an infinite time frame while protecting commercial digital media from unlicensed distribution

to sustain long—term return of investments.

SUMMARY OF THE INVENTION

[00013] An object of the present invention is to provide unlimited interoperability of

digital media between unlimited machines with management of end—user access to the digital

media.
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[00014] In accordance with an embodiment of the present invention, the invention is a

process of an apparatus which in accordance with an embodiment, another apparatus, tangible

computer medium, or associated methods (herein referred to as The App) is used to: handle at

least one branding action which could include post read and write requests of at least one

writable metadata as part of at least one digital media asset to identify and manage requests

from at least one excelsior enabler, and can further identify and manage requests from a

plurality of connected second enablers; with at least one token and at least one electronic

identification reference received from the at least one excelsior enabler utilizing at least one

membership. Here, controlled by the at least one excelsior enabler, The App will proceed to

receive the at least one token to verify the authenticity of the branding action and further

requests; then establish at least one connection with at least one programmable

communications console of the at least one membership to request and receive the at least

one electronic identification reference; and could request and receive other data information

from the at least one membership. The method then involves sending and receiving variable

data information from The App to the at least one membership to verify a preexisting the at

least one branding action of the at least one writable metadata as part of the at least one

digital media asset; or to establish permission or denial to execute the at least one branding

action or the post read and write requests of the at least one writable metadata. To do this,

controlled by the at least one excelsior enabler. The App may establish at least one

connection, which is usually through the Internet, with a programmable communications

console, which is usually a combination of an API protocol and graphic user interface (GUI)

as part of a web service. In addition, the at least one excelsior enabler provides reestablished

crcdcntials to the programmable communications consolc as part of the at least one

membership, in which The App is facilitating and monitoring, to authenticate the data
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communications session used to send and receive data requests between the at least one

membership and The App.

[00015] In accordance with another embodiment of the present invention, the present

invention teaches a method for monitoring access to an encrypted digital media and

facilitating unlimited interoperability between a plurality of data processing devices. The

method comprises receiving a branding request from at least one communications console of

the plurality of data processing devices, the branding request being a read and write request

of metadata of the encrypted digital media, the request comprising a membership verification

token corresponding to the encrypted digital media. Subsequently, the membership

verification token is authenticated, the authentication being performed in connection with a

token database. Thereafter, connection with the at least one communications console is

established. Afterwards, at least one electronic identification reference is requested from the

at least one communications console. Further, the at least one electronic identification

reference is received from the at least one communications console. Finally, branding

metadata of the encrypted digital media is performed by writing the membership verification

token and the electronic identification reference into the metadata.

[00016] The present invention is particularly useful for giving users the freedom to use

products outside of the device in which the product was acquired and extend unlimited

interoperability with other compatible devices.

BRIEF DESCRIPTION OF THE DRAWINGS

[00017] For a more complete understanding of the present invention, the needs satisfied

thereby, and the objects, features, and advantages thereof, reference now is made to the

following description taken in connection with the accompanying drawings.
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[00018] FIG. 1 shows a system for monitoring access to an encrypted digital media

according to an embodiment of the present invention.

[00019] FIG. 2 shows a system for authoring an encrypted digital media according to an

embodiment of the present invention.

[00020] FIG. 3 shows a flow chart giving an overview of the process of digital media

personalization according to an embodiment of the present invention.

[00021] FIG. 4 shows a flow chart giving an overview of the process of an access request

made by an enabler according to an embodiment of the present invention.

[00022] FIG. 5 shows personalized digital rights management component as part of a

compatible machine with writable static memory.

[00023] FIG.6 shows a flowchart for monitoring access to an encrypted digital media

according to an embodiment of the present invention

[00024] FIG.7 shows a flowchart showing authoring an encrypted digital media according to

an embodiment of the present invention.

[00025] Skilled artisans will appreciate that elements in the figures are illustrated for

simplicity and clarity and have not necessarily been drawn to scale. For example, the

dimensions of some of the elements in the figures may be cxaggcratcd relative to other

elements to help to improve understanding of embodiments of the present invention

DETAILED DESCRIPTION OF THE DRAWINGS

[00026] Before describing in detail the particular system and method for personalised digital

media access system in accordance with an embodiment of the present invention, it should be

observed that the present invention resides primarily in combinations of system components

related to the device of the present invention.
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[00027] Accordingly, the system components have been represented where appropriate by

conventional symbols in the drawings, showing only those specific details that are pertinent

to understanding the present invention so as not to obscure the disclosure with details that

will be readily apparent to those of ordinary skill in the art having the benefit of the

description herein.

[00028] In this document, relational terms such as ‘first‘ and ‘second‘, and the like may be

used solely to distinguish one entity or action from another entity or action without

necessarily requiring or implying any actual such relationship or order between such entities

or actions. The terms ‘comprises‘, ‘comprising‘, or any other variation thereof, are intended

to cover a non-exclusive inclusion, such that a process, method, article, or apparatus that

comprises a list of elements does not include only those elements but may include other

elements not expressly listed or inherent to such process, method, article, or apparatus. An

element proceeded by ‘comprises . . . a‘ does not, without more constraints, preclude the

existence of additional identical elements in the process, method, article, or apparatus that

comprises the element.

The present invention is directed at providing infinite access rights of legally acquired at least

one encrypted digital media asset to the content acquirer, explained in this document as the

excelsior enabler, and optionally to their recognized friends and family, explained in this

document as a plurality of secondary enablers. To explain further, the excelsior enabler and

secondary enablers defined comprises human beings or computerized mechanisms

programmed to process steps of the invention as would normally be done manually by a

human being. Additionally,, an apparatus used alone or in accordance with an embodiment,

another apparatus, tangible computer medium, or associated methods with a connection are

needed (herein referred to as The App). To deliver the requirements of the

invention, communicative and connected elements comprise: verification, authentication,
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electronic ID metadata branding, additional technical branding, and cross—referencing. The

connection handling the communicative actions of the invention will usually be the Internet

and can also be an internal apparatus cooperative. The App can fiarther be defined as a

Windows OS, Apple OS, Linux OS, and other operating systems hosting software running on

a machine or device with a capable CPU, memory, and data storage. The App can be even

further defined as a system on a chip (SOC), embedded silicon, flash memory, programmable

circuits, cloud computing and runtimes, and other systems of automated processes.

[00029] The digital media assets used in this system are encrypted usually with an AES

cipher and decryption keys are usually stored encoded, no encoded, encrypted, or no

encrypted as part of the apparatus or as part of a connection usually an Internet server. As

explained earlier, the system we will discuss will work as a front-end to encrypted files as an

authorization agent for decrypted access.

[00030] FIG. 1 shows a systcm 100 for monitoring acccss to an cncryptcd digital mcdia

according to an embodiment of the present invention. The system 100 includes a first

recipient module 102, an authentication module 104, a connection module 106, a request

module 108, a second receipt module 110 and a branding module 112. The first receipt

module 102 receives a branding request from at least one communications console of the

plurality of data processing devices. The branding request is a read and write request of

metadata of the encrypted digital media and includes a membership verification token

corresponding to the encrypted digital media. Examples of the encrypted digital media

includes, and are not limited to, one or more of a video file, audio file, container format,

document, metadata as part of video game software and other computer based apparatus in

which processed data is facilitated.
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[00031] Subsequently, the authentication module 104 authenticates the membership

verification token. The authentication is performed in connection with a token database.

Further, the connection module 106 establishes communication with the at least one

communication console.

[00032] According to an embodiment of the present invention, the connection is established

through one of intemet, intranet, Bluetooth, VPN, Infrared and LAN.

[00033] According to another embodiment of the present invention, the communication

console is a combination of an Application Programmable interface (API) protocol and

graphic user interface (GUI) as a part of web service. The API is a set of routines, data

structures, object classes, and /or protocols provided by libraries and / or operating system

services. The API is either one of language dependent or language independent.

[00034] The request module 108 requests at least one electronic identification reference from

the at least one communication console. The second receipt module 110 receives the at least

one electronic identification reference from the least one communication console. The

branding module 112 brands metadata of the encrypted digital media by writing the

membership verification token and the electronic identification into the metadata.

[00035] FIG. 2 shows a system 200 for authoring an encrypted digital media according

to an embodiment of the present invention. The figure includes a selection module 202, a

password module 204, a customization module 206, a database module 208 and an

encryption module 210. The selection module 202 facilitates selection of one or more media

items to form the encrypted digital media. Examples of the one or media items include, and

are not limited to, one or more of a video, an audio and a game.

[00036] According to an embodiment of the present invention, the one or more media items

are one or more of remote URL links and local media files.
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[00037] The password module 204 prompts the user to enter a master password which

provides access to the encrypted digital media. Subsequently, the customization module 206

allows the user to customize the user access panel of the encrypted digital media.

[00038] According to an embodiment of the present invention, the customization module 206

facilitates adding one or more of a banner, a logo, an image, an advertisement, a tag line, a

header message and textual information to the user access panel of the encrypted digital

media.

[00039] Further, the database module 208 connects the encrypted digital media to a

database of membership verification token required for decrypting the encrypted digital

media.

[00040] According to an embodiment of the present invention, the membership verification

token is a kodekey. The kodekey is a unique serial number assigned to the encrypted digital

media.

[00041] The encryption module 210 encrypts the one or more media items to create the

encrypted digital media.

[00042] According to an embodiment of the present invention, the system 200 further

includes a watermark module. The watermark module watermarks information on the

encrypted digital media, wherein the watermark is displayed during playback of the

encrypted digital media.

[00043] According to another embodiment of the present invention, the system 200 further

includes an access module. The access module allows the user to define access rights.

Examples of the access rights include, but are not limitcd to, purchasing rights, rcntal rights

and membership access rights.
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[00044] According to yet another embodiment of the present invention, the system 200

further includes a name module. The name module allows the user to name the encrypted

digital media.

[00045] FIG. 3 shows a flow chart giving an overview of the process of digital media

personalization according to an embodiment of the present invention. The process is achieved

by way of an enabler using an apparatus or otherwise known as an application in which

facilitates digital media files. The apparatus interacts with all communicative parts required

to fulfill the actions of the invention. The figure shows a Kodekey Graphical User Interface

(GUI) 301, a product metadata 302, a networking card 303, intemet 304, 306 and 308,

database 305 and 309 and an APIwebsite.com GUI 307. A user posts a branding request via

the Kodekey GUI interface 301. The Kodekey GUI interface 301 is the GUI for entering

token. The Kodekey GUI interface 301 prompts the user to enter the token and press the

redeem button present on the Kodekey GUI interface 301. The product metadata 302 is read /

writable metadata associated with the digital media to be acquired. The networking card 303

facilitates querying of optional metadata branding process and referenced. The Kodekey GUI

interface is connected to the database 305 via the intemet 304 through the networking card

303. The database 305 is the database used to read/write and store the tokens, also referred to

as token database. The user is redirected to the APIwebsite.com GUI 307 through the intemet

306. The APIwebsite.com is the GUI to the membership API in which the electronic ID is

collected and sent back to the Kodekey GUI interface 301. The APIwebsite.com GUI 307

prompts the user to enter a login id and a password to access the digital media which is

acquired from the database 309 through the intemet 308. The database 309 is the database

connected to the web service membership in which the user's electronic ID is queried from.
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[00046] Examples of the encrypted digital files include, and are not limited to, a video file,

an audio file, container formats, documents, metadata as part of video game software and

other computer based apparatus in which processed data is facilitated.

[00047] FIG. 4 shows a flow chart giving an overview of the process of an access request

made by an enabler according to an embodiment of the present invention. Subsequently, the

communicative parts to cross—reference information stored in the metadata of the digital

media asset are checked which has been previously handled by the process of FIG. 1. The

figure shows an enabler access request 401, a product metadata 402, a networking card 403,

an intemet 404, 406 and 408, a database 405 and 409 and an APIwebsite.com GUI 407, The

enabler access request 401 facilitates the user to make a request for the digital media. The

product metadata 402 is read / writable metadata associated with the digital media to be

acquired. The networking card 403 facilitates querying of optional metadata branding process

and referenced. The database 405 is the database used to read/write and store the tokens. The

APIwebsitecom GUI 407 is the GUI in which the electronic ID is collected and sent back to

the Kodekey GUI interface 301. The APIwebsite.com GUI 407 prompts the user to enter a

login id and a password to access the digital media from the database 409 through the intemet

408. The database 409 is the database connected to the web service membership in which the

user's electronic ID is queried from.

[00048] FIG. 5 shows personalized digital rights management component as part of a

compatible machine with writable static memory. The figure represents an authorization

sequence action in which a machine is authorized to accept a personalized digital media file.

The figure includes STR3EM Machine GUI 501 including the connect icon 502, a load key

file icon 503, a networking card 504, an intemet 505, 508 and 510, a database 506 and 511, a

machine memory 507 and a APIwebsite.com GUI 509. The STR3EM Machine GUI 501

prompts the user to connect or load a key file to authorize the device through the connect icon
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502 and the load key file icon 503. The STR3EM Machine GUI 501 is connected to the

networking card 504. The networking card 504 facilitates querying of optional metadata

branding process and referenced. Further, the STR3EM machine GUI 501 is connected to the

database 506 via the internet 505. The database 506 is the database used to read/write and

store the tokens. Moreover, STR3EM Machine GUI 501 is connected to the machine memory

507. The machine memory 507 represents the internal memory of the machine or device so

authorizations can be saved for access of the digital media. The APIwebsite.com GUI 509 is

connected to the STR3EM machine GUI through the internet 508. Further, APIwebsite.com

GUI 509 is connected to the database 511 through the internet 510. The APIwebsite.com GUI

509 prompts the user to cntcr the login id and a password to authorize the access to digital

media. The database 511 is the database connected to the web service membership in which

the user's electronic ID is queried from.

[00049] FIG.6 shows a flowchart for monitoring access to an encrypted digital media

according to an embodiment of the present invention. At step 602, a branding request is made

by a user from at least at least one communications console of the plurality of data processing

devices. The branding request is a read and write request of metadata of the encrypted digital

media.

[00050] According to an embodiment of the present invention, the request includes a

membership verification token corresponding to the encrypted digital media.

[00051] Subsequently, the membership verification token is authenticated at step 604. The

authentication is performed in connection with a token database. Further, connection with the

at least communication console is established at step 606. Afterwards, at least one electronic

identification reference is requested from the at least one communications console at the step

608. At step 610, at least one electronic identification reference in received from the at least
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one communication console. Finally, metadata of the encrypted digital media is branded by

writing the membership verification token and the electronic identification reference into the

metadata at the step 612.

[00052] FIG.7 shows a flowchart showing authoring an encrypted digital media according to

an embodiment of the present invention. At step 702, one or more media items are selected

by the user to form the encrypted digital media. Subsequently, a master password is entered

for providing access to the encrypted digital media for editing at step 704. Afterwards, the

user customizes the user panel of the encrypted digital media at step 706. Further, the

encrypted digital media is connected to a database of membership verification tokens

required for decrypting the encrypted digital media at the step 708. Finally, the one or more

media items are encrypted to create the encrypted digital media at the step 710.

[00053] According to various embodiments of the present invention, the verification is

facilitated by at least one tokcn handled by at least one cxcclsior cnablcr. Examples of the

token include, and are not limited to, a structured or random password, e—mail address

associated with an e-commerce payment system used to make an authorization payment, or

other redeemable instruments of trade for access rights of digital media. Examples of e-

commerice systems are PayPal, Amazon Payments, and other credit card services.

[00054] According to an embodiment of the present invention, an identifier for the digital

media is stored in a database with another database of a list of associated tokens for cross-

reference identification for verification.

[00055] According to an embodiment of the present invention, the database of a list of

associated tokens includes Instant Payment Notification (IPN) received from successfiil

financial e—comrnerce transactions that includes the identifier for the digital media; import of

CSV password lists, and manually created reference phrases.
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[00056] For this discussion, the structured or random password example will be used as

reference. The structured or random passwords can be devised in encoded schemes to flag the

apparatus of permission type such as: l) Purchases can start a password sequence with "P"

following a random number, so further example would be "PSJD42349MFJDF". 2) Rentals

can start or end a password sequence with "R" plus (+) the number of days a rental is

allowed, for example "R7” included in "R7SJDHFG58473" flagging a seven day rental. 3)

Memberships can start or end a password sequence with "M" plus (+) optionally the length of

months valid for example "MllDFJGH34KF" would flag an eleven-month membership

period.

[00057] According to an embodiment of the present invention, the tokens are stored in a

relational database such as MySQL or Oracle. Cloud storage systems such as Amazon's Web

Services Simple Storage Solution, or also known as S3, provides a highly available

worldwide replicated infrastructure. In addition to S3, monetization offerings such as DevPay

offer developers the opportunity to make money from applications developed to use the

services.

[00058] The verification will reference to the S3 and DevPay services for example purposes

only as many options such as FTP, SimpleDB, solid state storage and others can be used to

host the token hosting needed for the verification element of this invention. The token

represents permission from the content provider to grant access rights to the excelsior enabler

and thereafter the plurality of secondary enablers. To set up the verification the content

provider can manually or automatically generate a single or a plurality of structured or

random password in which will represent the token. By using public or private access of S3

as part of an apparatus, the content provider can create empty text files giving each the name

of the passwords generated. Because S3 is associated with a highly available worldwide

infrastructure, to check this password token can be done my simply constructing a HTTP
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request from the apparatus and triggering follow up actions based on either a 200 HTTP

response, which means OK at which point the next action can happen, or a 400 HTTP

response which means ERROR at which point the verification process is voided. An

additional token can be used to provide a flag to the apparatus that the verification element

has been fulfilled for an initial verification token. Creating an alternate version of the first

token by appending a reference to the end, for example, does this:

"MllDFJGH34KF_user@str3em.com_0l_01_ll". In this example, it is defined that the

eleven month authorized membership token was verified by a user@str3em.com on January

1, 2011. By providing a second token, the first token becomes locked to ownership by the

cxcclsior cnablcr prcvcnting unauthorized users from reusing the first tokcn without

providing the authentication associated with the alternative referenced second token. In the

interest of providers of the apparatus delivering this invention, this document will teach a

method of a HTTP PUT calculation scheme for automatic royalty billing and administration

for the token element used in the invention. Amazon's DevPay allow developers to attach

monetary charges to data services of S3 offered as an embedded component of the apparatus.

By using the "PUT” requests parameter, tokens generated by the apparatus are monitored,

calculated, and charged to clients of the apparatus provider. For example: the default charge

measure for DevPay is $0.05 for every 1000 PUT request. By changing the amount to $1.00

for every 1000 PUT requests, the apparatus provider is paid a $0.10 royalty for each token

created. Content providers using a connected apparatus like DevPay to deliver and manage

digital media distribution do not need to have restrictions on the tokens created as with prior

art DRlVI key providers as DevPay is charged on a pay-as-you-need model on a monthly

basis. As a novelty to the apparatus provider, if a content provider fails to pay royalties due,

the DevPay hosting will automatically deny token access to all related media products in

distribution and restore this verification element when royalties are paid in full.
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[00059] The authentication element of this invention is at least handled first by the at least

one excelsior enabler with a connection to a membership. In the present discussion, the

connection is equal to the Internet and the membership is equal to a web service. Further, the

web service must be available for two way data exchange to complete the authentication

process of this invention. Data exchange with a web service is usually facilitated with a

programmable communications console, at most times, will be an Applications

Programmable Interface (API). An API is a set of routines, data structures, object classes,

and/or protocols provided by libraries and/or operating system services in order to support the

building of applications. An API may be language-dependent: that is, available only in a

particular programming language, using the particular syntax and elements of the

programming language to make the API convenient to use in this particular context.

Alternatively an API may be language-independent: that is, written in a way that means it can

be called from several programming languages (typically an assembly/C-level interface).

This is a desired feature for a service—style API that is not bound to a particular process or

system and is available as a remote procedure call. A more detailed description of API that

can be used for an apparatus can be found in the book, "Professional Web APIs with PHP:

eBay, Google, Paypal, Amazon, FedEx plus Web Feeds", by Paul Reinheimer, Wrox

publishers (2006). A program apparatus, scripts, often calls these APIs or sections of code

residing on user computerized devices. For example, a web browser running on a user

computer, cell phone, or other device can download a section of JavaScript or other code

from a web server, and then use this code to in turn interact with the API of a remote Internet

server system as desired. A Graphic User Interface (GUI) can be installed for human

interaction or processes can bc prcprogrammcd in a programmable script such as PHP,

ASP.Net, Java, Ruby on Rails and others. The authentication element of the invention is

usually embedded as a process of the apparatus but could be linked dynamically. In this
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document, the embedded version using a GUI will be used as reference. The web service

equipped with the API is usually a well-known membership themed application in which the

users must use an authentic identification. Some example includes Facebook in which as a

rule, members are required to use their legal name identities. A reference number or name

with the Facebook Platform API represents this information. Other verified web services in

which real member names are required such as the LinkedIn API and the PayPal API and

even others could be used, but for this discussion, Facebook will be used only as an example

of how the authentication element of the invention is utilized. The Facebook API system, as

well as others, operates based on an access authentication system called from a connected

apparatus (which is usually an Internet powcrcd desktop or browser based application) with

an API Key, an Application Secret Key and could also include an Application ID. For

example, the Facebook API Application Keys required to establish a data exchange session

with the connected apparatus might look like:

API Key

37a925 fc5 ee9b4752af981b9a30e9a73gh

Application Secret

f2a2d92ef3 95 cce88eb026 l d4b4gsa782

Application ID

51920566446

[00060] The collective APl keys are usually embedded in the source code of the apparatus,

or stored on a remote Internet server, and could be included in the encrypted digital media

metadata and inserted on-the-fly into calls made to the API from the connected apparatus.

This allows dynamic API connection of the apparatus using keys issued to individual content

providers so in the event of a reprimand of a single the individual content provider by the API
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provider, the collective the individual content providers and the enablers of the connected

apparatus are not affected.

[00061] Upon an access request of the digital media, the excelsior enabler interacts with the

apparatus, usually software or web application, to enter membership credentials in a GUI

front-end connected to the API. The membership credentials are usually comprised of a login

element comprising a name, phrase, or e—mail address, and a secret password. The credentials

can be generated by the enabler or automatically generated by the web service. Once the

enabler authenticates their identity with the membership, the apparatus facilitating the data

communication can request relevant information to fulfill the process chain of the invention.

For example, Facebook API Platform defines members as ID numbers, so if a member's real

name is John Doe, then Facebook API ID (also programmatically known as the FBID) would

be 39485678. Once the enabler successfully sign in to the GUI element then the apparatus

will query the API for at least one electronic identification reference, in this discussion is the

FBID. The FBID is received to the permanent or temporary memory of the apparatus to

sustain the branding and cross-referencing requirements of the invention. Additional

information can be requested according to membership status or connected "friends" of the

enabler. Additional information can be made required for successful authentication and

includes: a minimum amount of total friends, a minimum amount of female friends, a

minimum amount of male friends, a minimum amount of available pictures, a minimum age

limit and other custom rules can be defined by the apparatus. An example of how this would

work is a content provider can define a minimum of 32 Facebook friends are required to

access an encrypted digital media asset offered for sale or promotion. This is achieved by the

apparatus handling a access request in which the enabler has not yet acquired access rights by

executing and parsing information returned by the Facebook "Friendsget" API command.
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[00062] XML return example of the Facebook "Friends.get" API command where a plurality

of FBID are returned to the apparatus for parsing additional information as may be required

to satisfy successful authentication:

<?xml version:" 1 .0" encoding:"UTF-8"?>

<friends_get_response xmlns="http ://api.facebook.com/ l .0/"

xmlns:xsi="http ://www.w3 org/200 l/XMLSchema-instance"

xsi:schemaLocation="http://api.facebook.com/ l .0/ http://api.facebook.com/ l .0/facebook.xsd"

list="true">

<uid>222333</uid>

<uid>1240079</uid>

</friends_get_response>

[00063] When authenticating a compatible device or machine which may not have access to

a connection for the authentication element, a key file or part of the metadata thereof could be

made on another connected compatible device or machine and allow the enabler to execute

Friendsget API command to collect and store the complete list of a plurality of FBID to the

key file or the metadata thereof. The compatible device or machine which may not have

access to a connection for the authentication element with an embedded interaction console,

usually a user GUI, can request and load the key file or part of the metadata thereof to save

the complete list of a plurality of electronic identification references, in this discussion is

reference as the FBID, to storage or metadata as part of the compatible device or machine.

This step ensures the cross—referencing element requirement of the invention can take place in

the event the connection for the authentication element is not present in the compatible device

or machine.

[00064] Another example is a content provider can allow shared access to friends of the

excelsior enabler after a time period, like for example, 90 days. After the 90 day period, when
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media access is requested using the authentication element by a plurality of secondary

enablers, which are usually friends and family of the excelsior enabler, the FBID of the

excelsior enabler is cross-referenced with the FBID of the requesting secondary enabler by

way of the apparatus ability to execute the Facbeook "Friends.areFriends" API command.

[00065] XML return example of the Facebeook "FriendsareFriends" APl command where

FBID 2223322 and 2222333 are friends and FBID 1240077 and 1240079 are not friends:

<?xml version=" l .0” encoding="UTF—8"?>

<friends_areFriends_response

xmlns=http://api.facebook.con1/ l . 0/

xmlns:xsi=http://www.w3.org/2001/XMLSchema-instance

xsi:schemaLocation="http://api.facebook.con1/ l .0/ http://api.facebook.con1/l .0/facebook.xsd"

list="true">

<fri end_in fo>

<uidl >2223 32</uid l ><uid2>2223 3 3</uid2>

<are_friends> l </are_fri ends>

</friend_info>

<friend_info>

<uidl > l240077</uidl><uid2>1240079</uid2>

<are_friends>O</are_friends>

</friendiinfo>

</fricnds_arcFricnds_rcsponsc>

[00066] Such usability can be important to sustain "fair use" rights of consumers of the

digital media to emulate usability found with physical media products such as CD and DVD

that can be loaned to friends and family after an inception grace period.
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[00067] Once the information of the verification and authentication elements is acquired, the

apparatus handles the next process of writing the information to the digital media metadata

and can include additional information gathered from components of The App. Components

of The App can include MAC address from a networking card, CRC checksum of an

embedded file or circuit, SOC identifier, embedded serial number, OS version, web browser

version, and many other identifiable components as part of The App. For this discussion, the

MAC address from a networking card as part of The App will be used as reference of a

secondary electronic identification reference. In computer networking, a Media Access

Control address (MAC address) is a unique identifier assigned to most network adapters or

network interface cards (NICs) by the manufacturer for identification, and used in the Media

Access Control protocol sub—layer. If assigned by the manufacturer, a MAC address usually

encodes the manufacturer's registered identification number. It may also be known as an

Ethernet Hardware Address (EHA), hardware address, adapter address, or physical address.

The novelty of embedding the MAC address along with the FBID of the excelsior enabler is

to provide a plurality of electronic identification references in which cross-referencing

actions can allow more rapid access to be granted with less interaction from an enabler. For

example, to retrieve the FBID from Facebook to cross—reference with the FBID stored in the

digital media metadata requires the enabler to possibly physically need to enter their login

and password credentials to the GUI connected to the apparatus. It may be possible that web

browser cookies allow automatic Facebook login by storing an active session key, but the

session key is not guaranteed to be active at the time of an access request. While the enabler

may not have an issue executing another authentication command, several remote operations

could exist to control authentication and access rcqucsts separately from each other. The

apparatus can execute a programmable retrieval command, usually a GET command, to

locate and retrieve the MAC address from an attached or connected networking card. After
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the FBID is acquired, the MAC address is also acquired to write the plurality of electronic

identifications to the metadata of the at least one encrypted digital media asset by; obtaining

the decryption key to decrypt the encrypted digital media asset which is usually stored

encoded, no encoded, encrypted, or no encrypted as part of the apparatus or as part of a

connected source, usually an Internet server with an encrypted HTTPS protocol. A plurality

of MAC addresses can be stored along with the FBID of the excelsior enabler to manage

access rights across a plurality of devices. To understand metadata and the uses, metadata is

defined simply as to "describe other data". It provides information about certain item's

content. For example, an image may include rnetadata that describes how large the picture is,

the color depth, the image resolution, when thc image was created, and other data. A text

document's metadata may contain information about how long the document is, who the

author is, when the document was written, and a short summary of the document. Web pages

often include metadata in the form of Meta tags. Description and keywords Meta tags are

commonly used to describe the Web page's content. Most search engines use this data when

adding pages to their search index. In the invention, the FBID and MAC addresses are written

to the digital media asset metadata to prepare for the instant or delayed cross-referencing

element of the invention. The same process of writing the information to the digital media

metadata is true with secondary enablers allowing the same benefits of cross-referencing.

[00068] Cross-referencing, the last element of the invention is used to verify access rights of

an enabler of a pre or post personalized encrypted digital media asset. Once an enabler

executes an action for access request, the apparatus will obtain the decryption key to first

seek the MAC address record. If the MAC address is found, then a cross—reference process is

executed by comparing the MAC address retrieved from the metadata of the digital media file

with the MAC address retrieved from the networking card connected to the apparatus or The

App. If the comparison action proves to be true, then access rights are granted to the enabler.
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If the comparison fails, then the apparatus can either ask the enabler to participate in

communication with the authentication element of the invention, or could deny further

interactivity with the enabler. In this discussion, the apparatus requires the enabler to

participate in communication with the authentication element to provide credentials to

establish a cross-reference comparison with the FBID retrieved from the metadata and the

FBID retrieved from the Facebook API. If the comparison action proves to be true, then

access rights is granted to the excelsior enabler and the current MAC address of the

networking card as part of The App is appended to the metadata of the encrypted digital

media asset and access rights is granted to the excelsior enabler. If the FBID cross-reference

fails, thcn thc apparatus can cithcr ask thc potcntial sccondary cnablcr to participatc in

communication with the authentication element of the invention, or could deny further

interactivity with the potential secondary enabler. In this discussion, the apparatus requires

the potential secondary enabler to participate in communication with the authentication

element to provide credentials to establish a cross—reference comparison with the FBID

retrieved from the metadata and the FBID retrieved from the Facebook "Friends.areFriends"

API command to determine if the potential secondary enabler identity is true or false. The

determination is in accordance to any possible access grace periods set by the content

provider of the encrypted digital media asset. If the comparison action proves to be true, then

access rights is granted to the secondary enabler and the current MAC address of the

networking card as part of The App and the FBID retrieved are appended to the established

metadata information of the encrypted digital media asset and access rights can be granted to

a plurality of secondary enablers; unlimited interoperability between devices and ”fair use"

sharing partncrs for an infinitc timc framc whilc protccting commcrcial digital media from

unlicensed distribution to sustain long-term return of investments is achieved.
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[00069] While the present invention has been described in connection with preferred

embodiments, it Will be understood by those skilled in the art that variations and

modifications of the preferred embodiments described above may be made without departing

from the scope of the invention. Other embodiments Will be apparent to those skilled in the

art from a consideration of the specification or from a practice of the invention disclosed

herein. It is intended that the specification and the described examples are considered

exemplary only, With the true scope of the invention indicated by the following claims.
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[00070] CLAIMS

What is claimed is:

l. A method for monitoring access to an encrypted digital media, the method facilitating

unlimited interoperability between a plurality of data processing devices, the method

comprising :

a.
receiving a branding request from at least one communications console of the

plurality of data processing devices, the branding request being a read and

write request of metadata of the encrypted digital media, the request

comprising a membership verification token corresponding to the encrypted

digital media;

authenticating the membership verification token, the authentication being

performed in connection with a token database;

establishing connection with the at least one communications console;

requesting at least one electronic identification reference from the at least one

communications console;

receiving the at least one electronic identification reference from the at least

one communications console; and

branding metadata of the encrypted digital media by writing the membership

verification token and the electronic identification reference into the metadata.

2. The method according to claim 1, wherein the membership verification token is one

or more of a structured password, a random password, e-mail address and one or more

redeemable instruments of trade for access rights of the encrypted digital media.
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The method according to claim 1, wherein the branding request being a request from

an excelsior enabler through a data processing device of the plurality of data

processing devices, the excelsior enabler being the user acquiring access rights to the

encrypted digital media.

The method according to claim 3, wherein the branding request being a request from

one or more secondary enablers connected to the excelsior enabler, the plurality of

second enablers comprising one or more of human beings and programmed

computerized mechanisms in network of the excelsior enabler.

The method according to claim 1 or 3, wherein the membership verification token

represents verification from content provider to grant access rights to the excelsior

enabler and the one or more secondary enablers.

The method according to claim 1, wherein the encrypted digital media is shared with

one or more users after a predefined period.

The method according to claim 1, wherein the encrypted digital media is one of a

video file, audio file, container format, document, metadata as part of video game

software and other computer based apparatus in which processed data is facilitated.

The method according to claim 1, wherein the electronic identification reference is a

web service account, the web service capable of facilitating service two way data

exchange to complete the verification process.

The method according to claim 1, wherein the electronic identification reference is a

key certificate, the key certificate being uploaded by the at least one communications

console for branding the encrypted digital media.
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10. A computer program product for use with a computer, the computer program product

comprising a computer usable medium having a computer readable program code

stored therein for monitoring access to an encrypted digital media, the method

facilitating unlimited interoperability between a plurality of data processing devices,

the computer program product performing the steps of:

a. receiving a branding request from at least one communications console of the

plurality of data processing devices, the branding request being a read and

write request of metadata of the encrypted digital media, the request

comprising a membership verification token corresponding to the encrypted

digital media;

b. authenticating the membership verification token, the authentication being

performed in connection with a token database;

0. establishing connection with the at least one communications console;

d. requesting at least one electronic identification reference from the at least one

communications console;

e. receiving the at least one electronic identification reference from the at least

one communications console; and

f. branding metadata of the encrypted digital media by writing the membership

verification token and the electronic identification reference into the metadata.

ll. The computer program product according to claim 10, wherein the membership

verification token is one or more of a structured password, a random password, e—mail

address and one or more redeemable instruments of trade for access rights of the

encrypted digital media.
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12.

13.

14.

15.

The computer program product according to claim 10, wherein the branding request

being a request from an excelsior enabler through a data processing device of the

plurality of data processing devices, the excelsior enabler being the user acquiring

access rights to the encrypted digital media.

The computer program product according to claim 12, wherein the branding request

being a request from one or more secondary enablers connected to the excelsior

enabler, the plurality of second enablers comprising one or more of human beings and

programmed computerized mechanisms in network of the excelsior enabler.

The computer program product according to claim 10 or 13, wherein the membership

verification token represents verification from content provider to grant access rights

to the excelsior enabler and the one or more secondary enablers.

A computer program product for use with a computer, the computer program product

comprising a computer usable medium having a computer readable program code

stored therein for authoring an encrypted digital media capable of unlimited

interoperability between a plurality of data processing devices, the computer program

product performing the steps of:

a. selecting one or more media items to form the encrypted digital media;

b. entering a master password which provides access to the encrypted digital

media for editing;

0. customizing user access panel of the encrypted digital media;

d. connecting the encrypted digital media to a database of membership

verification tokens required for decrypting the encrypted digital media; and

e. encrypting the one or more media items to create the encrypted digital media.
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16.

17.

18.

19.

20.

The computer program product according to claim 15, wherein the one or more media

items is one or more of a Video, an audio and a game.

The computer program product according to claim 15 filrther comprising

watermarking information on the encrypted digital media, the watermark being

displayed during playback of the encrypted digital media.

The computer program product according to claim 15, wherein the membership

verification token is a kodekey, the kodekey being a unique serial number assigned to

the encrypted digital media.

The computer program product according to claim 15 further comprising defining

access rights to the encrypted digital media, wherein the access rights includes one of

a purchasing rights, rental rights and membership access rights.

The computer program product according to claim 15 further comprising defining a

predefined time after which the encrypted digital media is shared with one or more

users, the one or more users being network of friends of the excelsior enabler.
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ABSTRACT

The invention is an apparatus that facilitates access to encrypted digital media to accept

verification and authentication from an excelsior enabler using at least one token and at least

one electronic identification. The at least one electronic identification could be a device serial

number, a networking MAC address, or a membership ID reference from a web service.

Access to the product is also managed with a plurality of secondary enablers using the at least

one electronic identification reference.
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