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CHANNEL, CODING AND POWER MANAGEMENT FOR WIRELESS LOCAL 

AREA NETWORKS 

FIELD OF THE INVENTION 

This application relates to the field of Wireless Local Area Network (WLAN) 

5 network management. 

BACKGROUND 

In a WLAN, one or more base stations or Access Points (AP) bridge between a 

wired network and radio frequency or infrared connections to one or more 

mobile stations or Mobile Units (MU). The MUs can be any of a wide variety of 

10 devices including, laptop computers, personal digital assistants, wireless bar 

code scanners, wireless point of sale systems or payment terminals, and many 

other specialized devices. Most WLAN systems used in business and public 

access environments adhere to the IEEE 802.11 specifications. Other WLANS 

are based on other wireless technologies including, the specifications 

15 promulgated by the Bluetooth Special Interest Group, proprietary radio 

frequency protocols and infrared link protocols. 

Wireless Local Area Networks (WLANs) are now in common use in both large 

and small businesses, as public Internet access points, and in home 

environments. Millions of base-stations or access points and mobile units are 

20 now deployed. This increasing density of access points creates additional 

network management problems. Specifically access points using the same or 

overlapping frequency bands or channels and the same or similar signal coding 

have the potential to create mutual interference. Mutual interference leads to 

packet collisions, the need to retransmit packets, potentially reducing network 

25 throughput. At the same time, the coverage area of the access points may not 
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be sufficient, leading to poor signal quality at the edges of the network or 

"coverage holes". 

Conventional approaches to the optimization of wireless networks involve 

making surveys of the desired coverage area. The results of these surveys are 

5 then used to determine the optimum settings for channel selection, signal 

coding and power for the access points. Attempts may also be made to 

determine if existing access points should be moved to other locations or new 

access points added to the wireless network. Survey approaches suffer from 

several difficulties including: 

10 1. It is usually quite expensive to collect and analyze the data. 

2. The survey data is static. Thus, if conditions change within the area of 

interest the survey would need to be run once again or the design of the 

wireless network would be less than optimal. 

3. The equipment used to make the survey typically has fixed and 

15 distinctive physical properties (antennas, receivers, velocity of travel, 

etc.). In practice, mobile units will have different physical properties and 

will therefore experience the wireless network quality that is different 

from the survey equipment. 

Other approaches to management of wireless networks can involve the 

20 collection of signal measurements by access points. In these schemes, the 

wireless network management system uses signal information collected by the 

access points as a basis to adjust the channel assignments, signal coding 

assignments and power levels, in attempts to optimize network performance. In 

most cases the access points collect information on the signals broadcast by 

25 the other access points. These schemes suffer from a number of drawbacks 

including: 
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1. The access points can only take measurements at fixed locations; 

12. The receiver and antenna properties of the access point can be quite 

different from those of the mobile units; 

3. The transmission power levels of the access points and mobile units 

5 may be quite different; and, 

10 

4. The possible use of diversity antennas in access points, but not in 

mobile units. 

5. Each single access point only has local knowledge of the environment 

and are thus, unlikely to make changes that are globally optimal. 

SUMMARY 

The channel, coding and power management system described overcomes the 

deficiencies of prior art power, coding and channel management systems 

through a simplified approach using data collected from mobile units to 

optimize the performance of the network. The system provides for the 

15 management of WLANs in cases where unmanaged access points are present. 

Further, the system can provide information on the possible need to add 

access points. 

The channel, coding and power management system uses signal data and 

network traffic statistics collected by the mobile units to determine optimal 

20 configuration settings for the access points. The access point settings 

managed by the system can include the operating channel or center frequency, 

orthogonal signal coding used, if any, and the transmission power. In som~ 

embodiments, signal coding can include the data rate used by the mobile units 

and the access points, which may also be controlled. The solutions computed 

25 can account for the inherent trade-offs between wireless network coverage 
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area and mutual interference. Mutual interference arises when two or more 

access points use the same or overlapping frequency bands or channels and 

the same of similar signal coding. These situations can arise as a result of the 

often-limited choice available of channels and orthogonal codes. Higher levels 

5 of mutual interference can lead to low network data throughput. On the other 

hand, reasonable access point transmission power must be maintained to 

achieve coverage of the desired areas. 

Any device can perform the collection and reporting of radio frequency signal 

data if it has the required receiver, signal measurement capabilities and any 

10 type of data connection to data repository. In the following discussion, these 

devices will be referred to has "mobile units", but can in fact include a number 

of other types of devices including: 

1. The device may be any type of general-purpose computer, for which the 

main purpose is not to collect data, but rather collects data and reports in 

15 available idle time. 

2. The device used for data collection may not require any special purpose 

hardware or driver software, but may only use standard configurations. 

3. The device may or may not move with time. 

4. The device may be dedicated to the collection of radio signal data at a fixed 

20 location or moving between several locations with time. 

5. May have one or more additional network interfaces, some of which may 

connect to wired networks or other wireless networks. 

The computations of the channel, coding, and power management system can 

determine neighbor relationships between access points without the need for 

25 geographic location data. In some embodiments, the system uses signal 
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