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(57)  Asystem (50) for testing a communication net-
work (20) includes a non-intrusive monitor (42), config-
ured to monitor communication activity in the network
non-intrusively, thus generating monitoring results, and
an intrusive testing tool set (44), configured to inject a

Network management with integrative fault location

test stimulus into the network and to detect the test stim-
ulus after passage of the test stimulus through the net-
work. A fusion processor (54) is coupled to receive and
analyze the monitoring results to detect a fault condition,
and to initiate an intrusive test of the network by the tool
set responsive to the detected fault condition.
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Description
FIELD OF THE INVENTION

[0001] The present invention relates generally to
communication networks, and specifically to methods
and systems for monitoring network performance and
diagnosing faults in communication networks.

BACKGROUND OF THE INVENTION

[0002] Methods and devices for network testing fall
generally into two categories: intrusive and non-intru-
sive. Intrusive methods collect information about net-
work processes by displacing normal network commu-
nications traffic with dedicated diagnostic signals. Typi-
cally aknown stimulus is injected at the input to the proc-
ess, and the response of the network to the stimulus is
monitored at the output of the process. Most commonly,
the stimulus is a communication signal or pattern of a
given type, such as a simulated telephone, fax or data
call, or a data packet transmission session, which is in-
itiated at one end of a link and is received and analyzed
at the other end. Intrusive methods of this sort are ef-
fective at diagnosing network problems and faulty
equipment, but they tend to interfere with normal service
and reduce the network capacity available for subscrib-
er traffic.

[0003] Because of the shortcomings of intrusive test-
ing methods, considerable efforts have been invested
in developing more effective non-intrusive techniques.
For example, U.S. Patent 5,490,199, whose disclosure
is incorporated herein by reference, describes a method
for non-intrusive monitoring and analysis of facsimile
transmissions. Real-time customer traffic is monitored
to detect circuit impairments and evaluate service being
provided. As another example, U.S. Patent 5,661,778,
whose disclosure is also incorporated herein by refer-
ence, describes non-intrusive performance monitoring
of a DSO channel between a customer premises inter-
face and a D4 channel bank. The monitoring is accom-
plished by augmentation of existing channel bank equip-
ment and of a digital services communication device
that terminates the DSO0 link at the customer site.

SUMMARY OF THE INVENTION

[0004] It is an object of the present invention to pro-
vide improved methods and systems for monitoring
communication network performance.

[0005] In preferred embodiments of the present in-
vention, a network monitoring and diagnostic system us-
es non-intrusive measurements to detect the occur-
rence of possible network faults. When a fault is detect-
ed, the system performs focused intrusive measure-
ments to verify the fault and to ascertain its location. This
fusion of intrusive and non-intrusive measurements en-
ables faults to be pinpointed with the superior speedand
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effectiveness offered by intrusive techniques. The use
of intrusive measurements is substantially limited, how-
ever, to times and places on the network at which faults
have actually occurred, so that interference of the intru-
sive measurements with normal network traffic is mini-
mized.

[0006] There is therefore provided, in accordance
with a preferred embodiment of the present invention, a
method for testing a communication network, including:

monitoring communication activity in the network
non-intrusively to generate monitoring results;
analyzing the results to detect a fault condition; and
initiating an intrusive test of the network responsive
to the detected fault condition.

[0007] Preferably, monitoring the communication ac-
tivity includes receiving call detail records of calls placed
or data transmission attributes of packets being trans-
mitted through the network. Additionally or alternatively,
analyzing the results includes deriving a service quality
indicator from the results, and comparing the indicator
to a predefined threshold in order to detect the fault con-
dition.

[0008] Further preferably, analyzing the results in-
cludes identifying a part of the network in which the fault
has occurred, and initiating the intrusive test includes
carrying out the intrusive test in the identified part of the
network. Most preferably, initiating the intrusive test in-
cludes passing a test stimulus through the part of the
network to verify existence of the fault condition in the
part. Additionally or alternatively, initiating the intrusive
test includes passing a test stimulus through a segment
of the part of the network in order to localize the fault
condition.

[0009] Preferably, initiating the intrusive test includes
initiating the test automatically by a computer, in re-
sponse to preprogrammed test instructions, upon detec-
tion of the fault condition. Further preferably, the method
includes reporting the fault condition to a user respon-
sive to the monitoring results and the intrusive test.
[0010] There is also provided, in accordance with a
preferred embodiment of the present invention, appara-
tus for testing a communication network, including a fu-
sion processor adapted to receive monitoring results
from a non-intrusive monitor of communication activity
in the network, to analyze the results to detect a fault
condition, and to initiate an intrusive test of the network
by an intrusive testing tool responsive to the detected
fault condition.

[0011] There is additionally provided, in accordance
with a preferred embodiment of the present invention, a
computer software product for testing a communication
network, the product including a computer-readable me-
dium in which program instructions are stored, which in-
structions, when read by a computer, cause the compu-
ter to receive monitoring results from a non-intrusive
monitor of communication activity in the network, to an-
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alyzethe results to detect a fault condition, andto initiate
an intrusive test of the network by an intrusive testing
tool responsive to the detected fault condition.

[0012] There is further provided, in accordance with
a preferred embodiment of the present invention, a sys-
tem for testing a communication network, including:

a non-intrusive monitor, configured to monitor com-
munication activity in the network non-intrusively,
thus generating monitoring results;

an intrusive testing tool set, configured to inject a
test stimulus into the network and to detect the test
stimulus after passage of the test stimulus through
the network; and

a fusion processor, coupled to receive and analyze
the monitoring results to detect a fault condition,
and to initiate an intrusive test of the network by the
tool set responsive to the detected fault condition.

[0013] Preferably, the system includes a user termi-
nal, wherein the processor is adapted to report the fault
condition to the user terminal responsive to the monitor-
ing results and the intrusive test.

[0014] Preferably, the communication activity in-
cludes signaling activity, voice-band communications,
multimedia communications and/or data packet activity.
[0015] The present invention will be more fully under-
stood from the following detailed description of the pre-
ferred embodiments thereof, taken together with the
drawings in which:

BRIEF DESCRIPTION OF THE DRAWINGS
[0016]

Fig. 1is a graph that schematically illustrates a com-
munication network to which intrusive and non-in-
trusive fault detection elements are coupled, in ac-
cordance with a preferred embodiment of the
present invention;

Fig. 2 is a block diagram that schematically illus-
trates a communication network testing system that
fuses intrusive and non-intrusive elements, in ac-
cordance with a preferred embodiment of the
present invention;

Fig. 3 is a block diagram that schematically illus-
trates functional interactions among the elements
of the system of Fig. 2, in accordance with a pre-
ferred embodiment of the present invention; and
Fig. 4 is a flow chart that schematically illustrates a
method for network testing, in accordance with a
preferred embodiment of the present invention.

DETAILED DESCRIPTION OF PREFERRED
EMBODIMENTS

[0017] Fig. 1 is a graph that schematically illustrates
an exemplary international communication network 20
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in which non-intrusive monitors 42 and intrusive testing
tools 44 are deployed, in accordance with a preferred
embodiment of the present invention. International net-
work 20 is built around a core network 22, which links
countries 26, labeled countries A, B and D, via core net-
work trunks 24. Network service resellers 30, serving
additional countries P and Y, for example, are linked to
the core network by carrier lines 28. Network 20 may
also include carrier lines 28 to other service wholesal-
ers, such as a cable operator 32, a network end office
34 and a wholesale customer 36. These network links
and patrticipants are shown here only by way of exam-
ple, and it will be understood that the principles of net-
work testing and diagnostics described hereinbelow are
similarly applicable to other network configurations.
[0018] Non-intrusive monitors 42 are typically in-
stalled on trunks 24 and/or carrier lines 28. An example
of such a monitor is the QualiView system produced by
ECtel Ltd. of Petah Tikva, Israel. These monitors pref-
erably perform live traffic monitoring at the digital trunk
level, giving simultaneous measurements on multiple
active channels. They collect call detail records (CDRs)
for large numbers of calls passing through the network
and identify deviations from normal behavior. Monitors
42 allow a user to set error thresholds, which are typi-
cally indicative of a serious drop in the quality of service
(QoS) on a monitored link, so that an alarm will be gen-
erated when the thresholds are exceeded. The non-in-
trusive monitors are preferably used to measure char-
acteristics of both voice-band channels and signaling
links, as well as data packet traffic, thus providing data
that includes:

¢ Traffic-related information, such as traffic volume,
call completion rate, answer-seizure ratio, post-dial
delay and voice/fax/modem call percentages.

¢ Call quality information, such as speech level, noise
level, echo path loss, echo path delay and call clar-
ity index.

¢ Fax call-related information, such as fax success/
failure rate, transmission speed and failure causes,

¢ Data packettransmission attributes, such as packet
loss, jitter, delay, media payload content and quality.

[0019] Intrusive tools 44 are typically connected the
network 20 over subscriber lines 38, in conjunction with
subscriber equipment 40 at customer sites, The sub-
scriber equipment typically comprises telephone equip-
ment, as shown in the figure. Alternatively or addition-
ally, the subscriber equipment may comprise data com-
munications equipment, such as a computer 45. The in-
trusive tools may also be connected to carrier lines 28
associated with core network 22 or deployed at other
strategic locations around the network. An example of
a suitable intrusive tool is the Quali, Net remote testing
device, also produced by ECtel. This device is capable
of sending, receiving and analyzing various types of tel-
ephone signals, including voice, data and fax in a choice
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of formats, in analog, PCM (pulse-code modulated) or
packetized form. It can be used to test both subscriber
lines 38 and other interfaces, including four-wire lines,
channels within digital trunks (such as E1 and Ti trunks)
and digital network (LAN) interfaces.

[0020] Fig. 2 is a block diagram that schematically il-
lustrates the architecture of a test system 50 that is de-
ployed in network 20, in accordance with a preferred
embodiment of the present invention. System 50 com-
prises non-intrusive monitors 42 and intrusive tools 44,
which are shown in Fig. 1. Here, monitors 42 are re-
ferred to as In-service Non-intrusive Monitoring Devices
(INMDs), while tools 44 are referred to as Remote Test
Units (RTUs). Monitors 42 and tools 44 are connected
by data communication links 60 to a central fusion data
center 52. Links 60 typically belong to a suitable wide-
area network (WAN) or local-area network (LAN), oper-
ating in accordance with the TCP/IP protocol or with an-
other suitable data communications protocol.

[0021] Data center 52 comprises a configuration and
data management server (CDMS) 54, which runs a fu-
sion testing application that integrates the operations of
non-intrusive monitors 42 and intrusive tools 44. Typi-
cally, server 54 comprises a general-purpose computer
processor with necessary peripherals and suitable soft-
ware for carrying out the functions described herein.
This software may be downloaded to the server in elec-
tronic form, or it may alternatively be supplied to the
server on tangible media, such as CD-ROM. Server 54
also accesses a memory or storage device containing
a database 56 of CDRs generated by monitors 42 and
44,

[0022] Operation of server 54 is controlled in accord-
ance with test schedule directives 58 that are input by
users of test system 50, The users interact with server
54 and receive reports of monitoring and test results at
terminals 64 viacommunication links 62, which are pref-
erably part of a suitable WAN or LAM. These user serv-
ices are provided, for example, by the ECtel ViewPoint
system, which is preferably integrated with data center
52 in order to give the users access to features such as
exception thresholds, monitoring schedules, trend anal-
ysis, network alarms and trouble tickets.

[0023] Intrusive tools 44 are typically used in pairs,
one at either end of a network segment under test. One
of the tools in the pair places calls and sends signals to
the other tool, which then analyzes and reports on the
calls it has received. In this mode of operation using de-
vices such as the above-mentioned Quali.Net, it is pos-
sible to perform a range of tests including:

¢ Call connectivity.

¢ Modem test.

¢ Channel characteristics test (23-tone modem qual-
ity test).

¢ Psycho-acoustic speech quality test.

¢ Fax quality test.

¢ |LAN-based test, including functions such as File
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Transfer Protocol (FTP), Ping, packet loss testing,
measurements of jitter, delay and response time,
etc.

[0024] Alternatively, intrusive tools 44 may be used to
make calls to generic devices, such as a telephone 46,
afax machine 47, a modem 48 or a computer 49. In this
case, tool 44 initiates a test call to the generic device.
Only tools 44 are configured to communicate with data
center 52. The test functionality is more limited than in
tests carried out between a pair of tools 44, as described
above, due to the more restricted capability of the re-
mote generic device.

[0025] Fig. 3 is a block diagram that schematically il-
lustrates functional interactions among the elements of
system 50, in accordance with a preferred embodiment
of the present invention. Users of system 50 input a
monitoring plan for non-intrusive monitors 42, instruct-
ing them as to the live traffic measurements that they
aretomake. Monitors 42 generate CDRs and data pack-
et attributes based on the traffic that they monitor. The
users also set exception thresholds for use in a fusion
analysis and control application 70 running on server 54.
The thresholds indicate a level of service below which
server 54 is to determine that a fault has probably oc-
curred in network 20. For example, the threshold may
indicate a minimum percentage of fax calls that a given
monitor 42 should determine to have been successfully
completed, or to have been completed at the maximum
fax datarate. If the actual, observed percentage is below
the minimum threshold, application 70 returns a network
alarm. As another example, the threshold may indicate
a maximum level of packet loss that may be detected in
data transmission. The results of this non-intrusive mon-
itoring typically provide a macroscopic indication that a
fault has occurred, but cannot pinpoint the exact type or
location of the fault.

[0026] Therefore, in response to a non-intrusive mon-
itoring alarm, application 70 preferably invokes intrusive
tools 44 to place specific test calls through network 20.
The test call directives issued by server 54 to tools 44
preferably include the type of tests to carry out, such as
the type (voice, data or fax) and number of calls or ses-
sions to be placed, and the origin and destination tele-
phone numbers or IP addresses between which to place
the calls or sessions. Tools 44 return their own CDRs or
packet attributes, which enable application 70 to verify
and localize the fault, in a way that is not possible with
non-intrusive measurements alone. Application 70
processes these intrusive CDRs in order to generate a
"trouble ticket," presenting the complete fault diagnosis
to the user, who then takes the appropriate corrective
action.

[0027] Fig. 4 is a flow chart that schematically illus-
trates a method fortesting and fault diagnosis in network
20, implemented by system 50, in accordance with a
preferred embodiment of the present invention. At a
monitoring step 80, non-invasive monitors 42 monitor
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live traffic on network trunks and carriers. At a fault de-
tection step 82, an exception condition is detected. For
example, amonitoron atrunk line between Englandand
North America may determine that the number of suc-
cessfully-completed fax calls has fallen below a preset
threshold. Server 54 immediately returns an alarm to a
user at the appropriate terminal 64, at an alarm step 84.
At a fusion decision step 86, the server ascertains
whether system 50 has facilities available to perform an
intrusive test, typically in the form of tools 44 deployed
at appropriate network locations. (This step, along with
the other actions in the method of Fig. 4, is typically car-
ried out automatically, without requiring human interven-
tion.) The server also checks whether fusion testing is
a selected option for this user, at an availability checking
step 86. If not, the test process at this point terminates
and returns to the user for further action.

[0028] Assuming that fusion testing is available, ap-
plication 70 on server 54 analyzes the non-invasive
CDRs and data transmission attributes received from
monitors 42 to find the network topology that must be
tested in order to localize the fault. Continuing with the
example mentioned above, the fax problem may have
arisen on the international trunk between England and
North America, or it may be in a switch, trunk or carrier
line within England. Based on this topological analysis,
the application identifies a pair of intrusive tools 44, or
a combination of a test tool 44 and a generic device 46,
47 or 48, that span the part of the topology suspected
of being at fault. This pair could include one such tool in
New York and another in Manchester, England. Test
calls are placed between these two locations at a fault
confirmation step 90, in order to verify that the fault in-
dicated by the earlier non-intrusive results does indeed
occur and to derive further information as to the nature
of the fault. If the fault is not confirmed as expected, the
analysis and verification of steps 88 and 90 are prefer-
ably repeated and refined.

[0029] Once the existence of the fault has been veri-
fied, server 54 breaks the relevant part of the topology
of the network into segments, which are tested individ-
ually using appropriately-located intrusive tools 44, at a
fault location step 94. At this step, assuming the tools
are available, fax calls could be sent between tools 44
at different locations in order to test the international
trunk and each of the local trunks and switches in isola-
tion, to the extent possible. In this manner, with an in-
termediate tool 44 in London, it might be possible to de-
termine that the international trunk is in order, but a
faulty switch in Manchester is causing sub-threshold
network performance over areas of England. Upon re-
ceiving these findings from tools 44, server 54 gener-
ates a trouble ticket for delivery to the user's terminal
64, at a reporting step 96. The user then initiates the
required corrective action, such as a service call to the
Manchester switching facility.

[0030] While preferred embodiments are described
herein with reference mainly to a terrestrial telephone
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network, it will be appreciated that the principles of the
present invention are similarly applicable, mutatis
mutandis, to communication networks of other types,
such as cellular and satellite networks, and to packet-
switched (IP) as well as circuit-switched networks. It will
thus be understood that the preferred embodiments de-
scribed above are cited by way of example, and that the
present invention is not limited to what has been partic-
ularly shown and described hereinabove. Rather, the
scope of the present invention includes both combina-
tions and subcombinations of the various features de-
scribed hereinabove, as well as variations and modifi-
cations thereof which would occur to persons skilled in
the art upon reading the foregoing description and which
are not disclosed in the prior art.

Claims

1. Amethodfortesting a communication network (20),
comprising:

monitoring communication activity in the net-
work non-intrusively to generate monitoring re-
sults;

analyzing the results to detect a fault condition;
and

initiating an intrusive test of the network re-
sponsive to the detected fault condition.

2. A method according to claim 1, wherein monitoring
the communication activity comprises receiving call
detail records of calls placed through the network.

3. A method according to claim 1 or 2, wherein moni-
toring the communication activity comprises receiv-
ing data transmission attributes of data traffic car-
ried through the network.

4. Amethod according to any of the preceding claims,
wherein analyzing the results comprises deriving a
service quality indicator from the results, and com-
paring the indicator to a predefined threshold in or-
der to detect the fault condition.

5. Amethod according to any of the preceding claims,
wherein analyzing the results comprises identifying
a part of the network in which the fault has occurred,
and wherein initiating the intrusive test comprises
carrying out the intrusive test in the identified part
of the network.

6. Amethodaccordingto claim 5, whereininitiating the
intrusive test comprises passing a test stimulus
through the part of the network to verify existence
of the fault condition in the part.

7. A method according to claim 5 or 6, wherein initiat-

Find authenticated court documents without watermarks at docketalarm.com.



https://www.docketalarm.com/

Nsights

Real-Time Litigation Alerts

g Keep your litigation team up-to-date with real-time
alerts and advanced team management tools built for
the enterprise, all while greatly reducing PACER spend.

Our comprehensive service means we can handle Federal,
State, and Administrative courts across the country.

Advanced Docket Research

With over 230 million records, Docket Alarm’s cloud-native
O docket research platform finds what other services can't.
‘ Coverage includes Federal, State, plus PTAB, TTAB, ITC
and NLRB decisions, all in one place.

Identify arguments that have been successful in the past
with full text, pinpoint searching. Link to case law cited
within any court document via Fastcase.

Analytics At Your Fingertips

° Learn what happened the last time a particular judge,

/ . o
Py ,0‘ opposing counsel or company faced cases similar to yours.

o ®
Advanced out-of-the-box PTAB and TTAB analytics are
always at your fingertips.

-xplore Litigation

Docket Alarm provides insights to develop a more
informed litigation strategy and the peace of mind of

knowing you're on top of things.

API

Docket Alarm offers a powerful API
(application programming inter-
face) to developers that want to
integrate case filings into their apps.

LAW FIRMS

Build custom dashboards for your
attorneys and clients with live data
direct from the court.

Automate many repetitive legal
tasks like conflict checks, document
management, and marketing.

FINANCIAL INSTITUTIONS
Litigation and bankruptcy checks
for companies and debtors.

E-DISCOVERY AND

LEGAL VENDORS

Sync your system to PACER to
automate legal marketing.

WHAT WILL YOU BUILD? @ sales@docketalarm.com 1-866-77-FASTCASE




