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TOP TEN MOST-AT-RISK ASSETS ACCORDING TO RISK METRIC
ASSET NAME — 602 604~ Risk METRIC 606~ LAST DATE PATCHED
ASSET 12345 ("mailserver") 58.1 11412010
ASSET 16549 ("webserverA") 57.9 2/2/2010
ASSET 16429 ("webserverB") 57.8 2/2/2009
ASSET 26430 ("webserverC") 56.0 5/12/2010
ASSET 15350 ("mailserverB") 55.9 3/28/2010
ASSET 18529 ("mailserverD") 53.0 6/5/2010
ASSET 25405 (*webserverD") 52.4 1/5/2009
ASSET 16429 ("usercomputer1”) 52.3 1/6/2009
ASSET 14345 ("usercomputer2") 51.9 5/9/2010
ASSET 15420 ("usercomputer3") 51.5 8/10/2010
FIG. 6
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