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Provided is a process for determining threat scores for
container images or distributed applications that consider the
results of a multitude of different scanners and other factors
such as context information which may include information
about a given execution environment for the container
image. Scanner results, or scanner properties, are deter-
mined for a container image or container images in a
multi-container distributed application by various vulner-
ability scanners. The scanner properties determined by each
vulnerability scanner are adjusted responsive to properties of
the context and normalized to determine component threat
scores for the container image. Then the component threat

Int. CL scores for the container image are combined to generate a
GO6F 21/57 (2006.01) combined threat score for the container image within the
HO4L 9/06 (2006.01) context of the execution environment.
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