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Fig. 2
Product Version Binary Files
ESET Endpoint Security | 5.0.2214.4 | Exel_sha256, Exe2_sha256, DII3_sha256, ...
ESET Endpoint Security [ 5.0.1055.2 | Exel_sha256, Exe4 sha256, DII5_sha256, ...
ESET Endpoint Security | 4.2.3330.1 | Exel_sha256, Exe2_sha256, DII5_sha256, ...
ESET Endpoint Security | 4.0.1211.2 | DII13_sha256, DII5_sha256, Excl sha256, ...
JAVA 7.11 D119 _sha256, DI112_sha256, DI113_sha256, ...
, 107
Fig. 3
Product Version Known Vulnerabilities
ESET Endpoint Security | 5.0.2214.4 | Vulner 1, Vulner_2, Vulner_3, Vulner 4. ...
ESET Endpoint Sccurity | 5.0.1055.2 | Vulner_1, Vulner_2, Vulner 5, Vulner_6. ...
ESET Endpoint Security | 4.2.4230.1 | Vulner 1, Vulner 2, Vulner_7, Vulner_8, ...
ESET Endpoint Security { 4.0.1211.2 | Vulner_1, Vulner_2, Vulner_3, Vulner 6. ...
Adobe Flash 3.0.5 Vulner 2, Vulner 9, Vulner 10, ...
_ 400
Fig. 4
Product Version Binary Files Known Vulnerabilities
ESET Endpoint 5020144 Exel_sha256, Exe2 sha256, Vulner_1, Vulner 2,
Security e ’ DII3_sha256, ... Vulner_3, Vulner_4, ...
ESET Endpoint 50.1055.2 Exel_sha256, Exe4_sha256, Vulner_1, Vulner 2,
Security o ‘ DIl15_sha256, ... Vulner_5, Vulner_6, ...
ESET Endpoint 423330.1 Exel_sha256, Exe2 sha2536, Vulner_1, Vulner 2,
Security e DII5S_sha256, ... Vulner_4, Vulner_6. ...
ESET Endpoint 40.1211.2 DII3_sha256, D115_sha256, Vulner_1, Vulner 2,
Security e ’ Exel_sha256, ... Vulner_3, Vulner_6, ...
DII9_sha256, DII12_sha256,
JAVA 7.1 DII13_sha256, ...
) Vulner_2, Vulner 9,
Adobe Flash 3.05 Vulner 10, ...
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Fig. 5
Binary File Known Vulnerabilities
Exel sha256 Vulner_1, Vulner 2, ...
Exe2 sha256 Vulner 4, ...
Exed sha256 Vulner 5, ...
DII3_sha256 Vulner 3, ...
DII5 sha256 Vulner 6, ...
_ 117
Fig. 6

Target Device Vulnerability Report
1. Binary_1, Hash_1, Filepath_1, [Vulner_1, Vulner_2, ... ]
2. Binary_2, Hash_2, Filepath_2, [Vulner_2, Vulner_4, ... ]
3. Binary_3, Hash_3, Filepath_3, [Vulner_3. Vulner_5, ... ]

N. Binary_N, Hash_N, Filepath_N, [Vulner_*, Vulner_**, ... ]
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