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Opinion for the Court filed by Circuit Judge HENDERSON. 

KAREN LECRAFT HENDERSON, Circuit Judge: In a license 

revocation proceeding before the Federal Communications 

Commission (FCC), the United States sought to admit 

classified evidence relating to electronic surveillance it had 

conducted against China Telecom (Americas) Corporation 

(China Telecom). Pursuant to the Foreign Intelligence 

Surveillance Act (FISA), 50 U.S.C. §§ 1801 et seq., the 

government filed this petition for a determination that the 

electronic surveillance was lawful and that fruits of the 

surveillance were admissible in the underlying FCC 

proceedings. See id. § 1806(f). After the district court granted 

the government’s petition, the FCC revoked China Telecom’s 

license in the underlying action and we then denied China 

Telecom’s petition for review of the FCC order without relying 

on or otherwise considering the classified evidence. See China 

Telecom (Ams.) Corp. v. FCC, No. 21-1233 (D.C. Cir. Dec. 20, 

2022). Because the government’s petition no longer presents a 

live controversy, China Telecom’s appeal from the district 

court order is moot. Accordingly, we vacate the district court 

order granting the government’s petition and remand to the 

district court with instructions to dismiss the case.  

I. 

We begin with a brief history of the proceedings to 

determine the lawfulness of the government’s electronic 

surveillance of China Telecom and the admissibility of related 

classified evidence in the underlying FCC proceedings. 

Because our opinion in China Telecom (Americas) Corp. v. 

FCC ably sets forth the history of the FCC proceedings in 

which the government intended to use the classified 

information at issue, we need not recount it at length here. See 

No. 21-1233, Slip Op. at 8–10 (D.C. Cir. Dec. 20, 2022).  
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The government’s petition arises from FCC proceedings to 

revoke China Telecom’s common-carrier license under section 

214 of the Communications Act of 1934, Pub. L. No. 73-416, 

§ 214, 48 Stat. 1064, 1071–72 (codified as amended at 47 

U.S.C. § 214). See China Telecom, No. 21-1233, Slip Op. at 8–

10 (describing underlying FCC revocation proceedings). In 

2020, several federal agencies, including the Department of 

Justice (DOJ), jointly recommended that the FCC revoke China 

Telecom’s common-carrier license. To support their 

recommendation, the agencies provided the FCC with an 

exhibit containing classified evidence derived from their 

electronic surveillance of China Telecom under FISA, which 

statute permits the Executive Branch to conduct electronic 

surveillance to obtain foreign intelligence information. See 

50 U.S.C. §§ 1801 et seq.  

As required by FISA, the DOJ notified China Telecom that 

it intended to “enter into evidence or otherwise use or disclose” 

classified information in the then-pending FCC proceedings. 

50 U.S.C. § 1806(c). In response, China Telecom moved for 

disclosure of all FISA-related information in the FCC’s 

possession, both to protect China Telecom’s asserted due 

process rights and to determine whether there were grounds to 

seek suppression of the classified information. The information 

sought included materials submitted by the government to 

obtain initial authorization to conduct the electronic 

surveillance as well as evidence uncovered during the 

surveillance.  

FISA empowers the federal district court to adjudicate 

“issues regarding the legality of FISA-authorized 

surveillance,” ACLU Found. of S. Cal. v. Barr, 952 F.2d 457, 

470 (D.C. Cir. 1991), including those that arise in 

administrative proceedings, see id. at 462. The relevant FISA 

provision, 50 U.S.C. § 1806, attempts to balance the nation’s 
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interest in national security with the rights of an “aggrieved 

person” against whom the government intends to use classified 

information. See United States v. Belfield, 692 F.2d 141, 148 

(D.C. Cir. 1982). When the government notifies the court of its 

intent to use information derived from electronic surveillance 

or when an aggrieved person moves “to discover, obtain, or 

suppress evidence or information obtained or derived from 

electronic surveillance” before an agency adjudicator like the 

FCC, “the United States district court in the same district as the 

[agency] shall” consider the lawfulness of the surveillance and 

determine whether suppression or disclosure is appropriate. 

50 U.S.C. § 1806(c), (f). The court reviews the classified 

surveillance materials in camera and ex parte “if the Attorney 

General files an affidavit under oath that disclosure or an 

adversary hearing would harm the national security of the 

United States.” Id. § 1806(f). 

Because China Telecom opposed the admission in FCC 

proceedings of classified materials derived from the 

government’s FISA surveillance, the government invoked 

section 1806(f) and petitioned the district court for a 

determination that the FISA surveillance was lawfully 

authorized and conducted. The government included with its 

petition the Attorney General’s declaration that disclosure of 

the surveillance materials would harm national security, thus 

allowing the district court to review the petition ex parte and in 

camera pursuant to section 1806(f).  

During its ex parte and in camera review, the district court 

orders disclosure of classified information in two 

circumstances. First, the court “may” order disclosure of 

classified information to the aggrieved person “only where 

such disclosure is necessary to make an accurate determination 

of the legality of the surveillance.” 50 U.S.C. § 1806(f). 

Second, on determining that the FISA surveillance “was 
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lawfully authorized and conducted,” the court “shall” order 

disclosure of classified evidence “to the extent that due process 

requires discovery or disclosure.” Id. § 1806(g). After the 

government provided notice of its intent to use FISA evidence 

under section 1806(c) and initiated the district court’s review 

under section 1806(f), China Telecom requested disclosure on 

both grounds: first, it argued that disclosure was necessary to 

assist the court in determining the lawfulness of the 

government’s surveillance, see id. § 1806(f); and second, it 

argued that due process required disclosure, see id. § 1806(g).  

In the order challenged here, the district court granted the 

government’s petition and denied China Telecom’s request for 

disclosure. See United States v. China Telecom (Ams.) Corp., 

No. 20-mc-116, 2021 WL 4707612, at *3 (D.D.C. Sept. 2, 

2021). China Telecom filed a timely notice of appeal.  

Following the district court’s order, the parties returned to 

the FCC revocation proceeding and the FCC subsequently 

issued a unanimous order revoking and terminating China 

Telecom’s section 214 common-carrier license. See China 

Telecom (Ams.) Corp., FCC 21-114, 36 FCC Rcd. ---, 

2021 WL 5161884, at *1 (Nov. 2, 2021). Although the FCC 

considered classified evidence derived from the FISA 

surveillance, it expressly stated that the classified evidence was 

“not necessary” to support its decision to revoke and terminate 

China Telecom’s license. Id. China Telecom then petitioned for 

review of the FCC’s revocation order. China Telecom, No. 21-

1233, Slip Op. at 3. We upheld the FCC’s decision to revoke 

China Telecom’s license based on the unclassified evidence 

alone. See id. at 10. 

II. 

The district court had subject matter jurisdiction pursuant 

to 50 U.S.C. § 1806(f), which gives the federal district court 
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