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Jose, CA, argued for appellant.  Also represented by 
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        CATHY CHEN, Office of the General Counsel, United 
States International Trade Commission, Washington, DC, 
argued for appellee.  Also represented by DOMINIC L. 
BIANCHI, WAYNE W. HERRINGTON, SIDNEY A. ROSENZWEIG.   
 
        NATHAN S. MAMMEN, Kirkland & Ellis LLP, Washing-
ton, DC, argued for intervenors.  Also represented by 
GREGG F. LOCASCIO, BRIAN H. GOLD.  

                      ______________________ 
 

Before TARANTO, SCHALL, and CHEN, Circuit Judges. 

TARANTO, Circuit Judge. 
Neology filed a complaint with the International Trade 

Commission in 2015, alleging, as now relevant, infringe-
ment of claims 13, 14, and 25 of its U.S. Patent No. 
8,325,044 and claims 1, 2, and 4 of its U.S. Patent No. 
8,587,436.  The patents, which share a specification, de-
scribe and claim systems and methods for tracking identi-
fying information, particularly those relying on radio 
frequency identification (RFID).  The Commission held the 
claims now at issue invalid because (1) they lack adequate 
written description support and (2) they are invalid for an-
ticipation by U.S. Patent No. 5,627,544 (Snodgrass) or for 
obviousness based on the combination of Snodgrass and 
two other pieces of prior art.  Neology appeals.  We affirm 
on the written-description ground and do not reach antici-
pation or obviousness.  

I 
A 

Neology filed applications for both the ’044 and ’436 pa-
tents in 2012, both applications tracing by the same chain 
of continuation applications to an application filed in 2003 
and a provisional application filed in 2002.  The claims that 
appeared in the 2012 applications as filed (the 2012 claims) 
issued with very few changes as the claims in the ’044 and 
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’436 patents.  Compare J.A. 3549–54, with ’044 patent, col. 
23, line 5, through col. 24, line 63; compare J.A. 3755–59, 
with ’436 patent, col. 23, line 13, through col. 25, line 17.  
The patents share a title, “System and Method for Provid-
ing Secure Identification Solutions,” as well as a specifica-
tion.  They describe and claim methods and systems “for 
verifying and tracking identification information” in a se-
cure system that, for one embodiment, “includes at least 
one of the following: a radio frequency (RF) identification 
device, an identification mechanism (e.g., a card, sticker), 
and an RF reader/writer.”  See, e.g., ’044 patent, col. 1, lines 
39–45.  An example is an RF device (corresponding to the 
claims “RFID transponder”) on an automobile, with identi-
fying information embedded in the RFID device readable 
by an RFID reader.  The important claim limitation for the 
asserted claims here involves exchanges of a “security key” 
between the RFID reader and transponder. 

The claims of the ’044 patent now at issue are claims 
13, 14, and 25.  Claims 13 and 14 depend on claim 10, which 
reads: 

10. A toll system, comprising: 
a central database configured to: 

store toll accounts, 
receive identifiers related to toll accounts, and 
compare the received identifiers to identifiers 
associated with the toll accounts to determine 
if a match exists; 

an RFID reader comprising a radio and an an-
tenna, the RFID reader configured to: 

send a first communication to a RFID tran-
sponder that includes a memory the contents of 
which include an identifier, 
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send a second communication to the RFID 
transponder that includes a security key for 
validation by the RFID transponder, 
receive at least the identifier included in the 
memory contents in response to the second 
communication and as a result of validation of 
the security key, and transmit the identifier to 
the central database. 

Id., col. 23, lines 39–56.  Claim 13 adds the limitation of an 
RFID reader sending a “third communication . . . that in-
cludes a second security key for validation by the RFID 
transponder and receive further memory contents in re-
sponse to the third communication and as a result of vali-
dation of the second security key.”  Id., col. 23, line 64, 
through col. 24, line 4.  Claim 14, which depends on claim 
13, further requires that “the second security key is based 
on information received from the RFID transponder.”  Id., 
col. 24, lines 5–7.  Claim 25 depends on claim 23, which 
recites the same series of communications and transfers of 
security keys but for an RFID transponder, not the “toll 
system” of claim 10.  Id., col. 24, lines 37–50, 54–60. 
 The ’436 patent claims also include the same series of 
communications between the RFID reader and tran-
sponder.  ’436 patent, col. 23, lines 13–43.  Independent 
claim 1 recites: 

1. A RFID reader, comprising:  
a radio and an antenna;  
a processor coupled with the radio, the processor 
configured to: 
send a first communication to a RFID transponder 
via the radio and the antenna that includes a 
memory the contents of which includes an identi-
fier, 
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send a second communication to the RFID tran-
sponder via the radio and the antenna that in-
cludes a security key for validation by the RFID 
transponder, 
receive at least the identifier included in the 
memory contents via the radio and the antenna in 
response to the second communication and as a re-
sult of validation of the security key, and 
transmit the identifier to a central database; 
wherein the processor is further configured to send 
a third communication to the RFID transponder 
via the radio and the antenna that includes a sec-
ond security key for validation by the RFID tran-
sponder and receive via the radio and the antenna 
further memory contents in response to the third 
communication and as a result of validation of the 
second security key. 

Id., col. 23, lines 13–34.  Claims 2 and 4 depend directly on 
claim 1.  Claim 2 adds the limitation that “the security key 
is based on information received from the RFID tran-
sponder.”  Id., col. 23, lines 35–36.  Claim 4 adds the limi-
tation that “the second security key is based on information 
received from the RFID transponder.”  Id., col. 23, lines 41–
43. 

B 
Neology filed a complaint with the Commission on De-

cember 4, 2015.  The complaint alleged infringement of var-
ious claims of the ’044 and ’436 patents, as well as claims 
of another patent not at issue here.  Neology accused Kap-
sch TrafficCom U.S. Corp., Kapsch TrafficCom IVHS Tech-
nologies Holding Corp., Kapsch TrafficCom IVHS Holding 
Corp., Kapsch TrafficCom IVHS, Inc., Kapsch TrafficCom 
Canada Inc., Kapsch TrafficCom Holding Corp., Star Sys-
tems International, Ltd., and STAR RFID Co., Ltd. (collec-
tively, Kapsch) of importing infringing products.  The 
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