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STOLL, Circuit Judge. 
Kingston Technology Company, Inc. appeals the Pa-

tent Trial and Appeal Board’s final written decision declin-
ing to find claims 55–57 of U.S. Patent No. 6,003,135 
anticipated by PCT Application WO 95/16238 (Jones).  Be-
cause substantial evidence supports the Board’s determi-
nation that Jones does not expressly or inherently disclose 
certain limitations of claims 55 and 56, we affirm as to 
those claims.  With regard to claim 57, we hold that the 
Board abused its discretion when it rejected Kingston’s 
supplemental briefing for purportedly presenting a new 
theory of invalidity.  We therefore vacate the Board’s deci-
sion as to claim 57 and remand for the Board to consider 
Kingston’s supplemental briefing addressing claim 57. 

BACKGROUND 
I 

The ’135 patent, titled “Modular Security Device,” is di-
rected to a modular, typically portable, device that com-
municates with a host computing device—e.g., a host 
computer.  The disclosed modular device contains a secu-
rity module and a target module.  The security module pro-
vides security functionality such as encryption or password 
control, while the target module provides non-security 
functionality such as data storage, biometric scanning, a 
modem, or a smart card reader.  The ’135 patent discloses 
that separating the security elements of the modular de-
vice from other functionality provides for a single security 
module that can be used to provide security to multiple 
types of interactions with the host computer. 

In certain embodiments, the security module can be po-
sitioned inline such that all communications between the 
target module and the host computer must travel through 
it.  The same security module can also be used with a vari-
ety of target modules, thereby increasing flexibility.  In ad-
dition, the modular device can be implemented to assume 
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the identity of the target module such that the security 
module is transparent to the host computer. 

Claims 55 and 57 are illustrative: 
55.  For use in a modular device adapted for com-
munication with a host computing device, the mod-
ular device comprising a security module that is 
adapted to enable one or more security operations 
to be performed on data and a target module that 
is adapted to enable a defined interaction with the 
host computing device, a method comprising the 
steps of:  
receiving a request from the host computing device 
for information regarding the type of the modular 
device;  
providing the type of the target module to the host 
computing device in response to the request; and  
operably connecting the security module and/or the 
target module to the host computing device in re-
sponse to an instruction from the host computing 
device. 
. . . 
57.  For use in a modular device adapted for com-
munication with a host computing device, the mod-
ular device comprising a security module that is 
adapted to enable one or more security operations 
to be performed on data and a target module that 
is adapted to enable a defined interaction with the 
host computing device, a method comprising the 
steps of:  
communicating with the host computing device to 
exchange data between the host computing device 
and the modular device;  
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performing one or more security operations and the 
defined interaction on the exchanged data;  
mediating communication of the exchanged data 
between the host computing device and the modu-
lar device so that the exchanged data must first 
pass through the security module; and  
operably connecting the security module and/or the 
target module to the host computing device in re-
sponse to an instruction from the host computing 
device. 

’135 patent col. 26 ll. 12–53 (emphases added to highlight 
disputed claim limitations). 

The specification of the ’135 patent explains that some 
embodiments conform to the PCMCIA standard.  PCMCIA 
cards, popularized in the 1990s, were removable modules 
with a variety of functions—e.g., modem, smart card 
reader, data storage—that could be inserted into a desig-
nated slot in a laptop computer.  The Personal Computer 
Memory Card International Association established the 
standard for PCMCIA cards (hence the name),1 and the 
PCMCIA standard is comprised of multiple discrete speci-
fications. 

II 
Jones is the only prior art reference at issue on appeal.  

Jones is a PCT Application directed to “[a] detachable 
PCMCIA memory card . . . incorporating a smartcard inte-
grated circuit.”  Jones at Abstract.  The memory card of 
Jones provides removable data storage secured by a pass-
word, encryption, or both. 

Jones discloses at least one embodiment that conforms 
to the PCMCIA standard.  Jones specifically cites to the 

 
1 PCMCIA cards were later dubbed “PC Cards.” 
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“PC Card Standard Specification, Release 2.01, published 
in November, 1992,” but does not expressly incorporate 
that specification by reference.  Jones col. 5 ll. 22–23; see 
also id. at col. 8 ll. 26–29 (similar).  Elsewhere, Jones ex-
plains that “[t]he programming interface to the PCMCIA 
Card Services software is defined in Section 3 of the 
PCMCIA Standard (Release 2.01),” but again does not ex-
pressly incorporate that disclosure by reference.  Id. 
at col. 9 ll. 16–19. 

III 
Kingston petitioned for inter partes review of 

claims 55–58 of the ’135 patent based on anticipation by 
Jones, obviousness over Jones alone, and obviousness over 
Jones in view of other prior art.  The Board initially de-
clined to institute review for claims 55–57, but modified its 
institution decision to include those claims following SAS 
Institute, Inc. v. Iancu, 138 S. Ct. 1348 (2018).  The Board 
then permitted Kingston to submit supplemental infor-
mation pursuant to 37 C.F.R. § 42.123.  The Board also au-
thorized the parties to file supplemental briefing 
addressing the supplemental information submitted by 
Kingston. 

The Board issued a final written decision in which it 
held claim 58 unpatentable, but declined to hold 
claims 55–57 unpatentable.  See generally Kingston Tech. 
Co. v. SPEX Techs., Inc., No. IPR2017-01021, 2018 WL 
4773543, at *1 (P.T.A.B. Oct. 1, 2018) (“Decision”).  Rele-
vant here, the Board found that Kingston had failed to 
show by a preponderance of the evidence that claims 55–57 
of the ’135 patent are anticipated by Jones.2  In so finding, 
the Board declined to consider Kingston’s supplemental 

 
2 Although not at issue on appeal, the Board also re-

jected Kingston’s obviousness arguments based on Jones 
alone and in combination with other references. 
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