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CORPORATE DISCLOSURE STATEMENT 

Pursuant to Federal Rule of Appellate Procedure 26.1, counsel 

hereby state the following:  

Amicus Microsoft Corporation (“Microsoft”) is a publicly held 

corporation. Microsoft does not have a parent corporation and no 

publicly held corporation holds 10% or more of its stock.  

Amicus Cisco Systems, Inc. (“Cisco”) is a publicly held corporation. 

Cisco does not have a parent corporation and no publicly held 

corporation holds 10% or more of its stock. 

Amicus GitHub, Inc. (“GitHub”) is a wholly owned subsidiary of 

Microsoft, a publicly held corporation. Microsoft does not have a parent 

corporation and no publicly held corporation holds 10% or more of its 

stock.  

Amicus Google LLC (“Google”) is an indirect subsidiary of 

Alphabet Inc., a publicly held corporation. Alphabet Inc. does not have a 

parent corporation and no publicly held company owns 10% or more of 

its outstanding stock. 
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Amicus LinkedIn Corporation (“LinkedIn”) is a wholly owned 

subsidiary of Microsoft. Microsoft does not have a parent corporation 

and no publicly held corporation holds 10% or more of its stock.  

Amicus VMware, Inc. (“VMware”) is majority-owned by a series of 

entities including VMW Holdco LLC, EMC Corporation, Dell Inc., 

Denali Intermediate Inc., and Dell Technologies Inc.  The lone publicly 

held corporation directly or indirectly owning 10% or more of VMware is 

Dell Technologies Inc. 

Amicus Internet Association (“IA”) is not a publicly held 

corporation. It does not have a parent corporation and no publicly held 

corporation holds 10% or more of its stock. 

 

GOOGLE LLC 
 
 
/s/Michael Trinh  
Michael Trinh 
Counsel for Amicus Google 
LLC 

 ORRICK, HERRINGTON & 

SUTCLIFFE LLP 
 
/s/Mark Parris  
Mark Parris  
Counsel for Amici Curiae 
Microsoft Corp., Cisco 
Systems, Inc., GitHub, Inc., 
LinkedIn Corporation, 
VMware, Inc., and Internet 
Association 
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